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Section 1

Shopz
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Placing Your Order

1. Log on to Shopz and place an 

order for z/VM service (PTFs, 

APARs, RSUs). Follow the on-

screen instructions.

2. After the order has been 

submitted, wait to receive an 

email saying it is available for 

download.

3. Select the order you want to 

download from “My Orders”.

4. On the Download page, select 

the option to download using 

HTTPS.
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Starting on z/VM

1. On your 3270 session with 

z/VM, start the GETSHOPZ 

program.

2. Open in a browser the URL 

shown in the welcome 

message when the 

GETSHOPZ program is 

started.

3. The web page uses tab-

based navigation; the first tab 

is for “Direct to Host 

Transfer” and the second tab 

is to upload service files from 

your workstation.

4. Select the appropriate tab.
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Direct-to-Host 

Transfer

1. Repeat steps 2 to 4 for each of the links 

on the Shopz download page.

2. Right-click the link to copy the URL.

1. A browser extension may be used to 

copy multiple links at once.

3. Switch to your GetShopz application and 

paste into the input area in the center of 

the page.

4. Make sure to start each URL on a new 

line.

5. Alternatively: copy the URLs to separate 

lines in a text file, save the file, and use 

the “Browse” button to locate it.

6. After all links are pasted, click Submit to 

initiate the transfer.
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Workstation Upload

1. Locate the links on the Shopz 

download page. Save each 

file to your workstation.

2. Select the files in your File 

Explorer window. Drag the 

set of files to the upload area 

in the GetShopz application.

3. You can also drag and drop 

the files one by one.

4. Dropping the files starts the 

upload automatically.

5. Alternatively, use the 

"Browse" button to select the 

files.
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Section 2

ServiceLink
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Placing Your Order

1. Log on to ServiceLink and 

place an order for z/VM 

service using the “Service 

Request and Delivery” menu 

option. Follow the on-screen 

instructions.

2. After the order has been 

submitted, wait to receive an 

email saying it is available for 

download.

3. Select the order you want to 

download from the “Work 

with orders” menu option.

4. Click the order number to 

view your credentials. These 

are unique to every order.
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Starting on z/VM

1. On your 3270 session with 

z/VM, start the GETSHOPZ 

program.

2. Open in a browser the URL 

shown in the welcome 

message when the 

GETSHOPZ program is 

started.

3. The web page uses tab-

based navigation; the first tab 

is for “Direct to Host 

Transfer” and the second tab 

is to upload service files from 

your workstation.

4. Select the appropriate tab.

11



Direct-to-Host 

Transfer

1. Copy the entire text of the 

ServiceLink order page.

2. Switch to your GetShopz 

application and paste into the input 

area in the center of the page.

3. Alternatively: copy the order details 

to a text file, save the file, and use 

the “Browse” button to locate it.

4. Click Submit to initiate the transfer.
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Workstation Upload

1. Locate the line in your 

ServiceLink order details that 

says: “To access your order 

directly, go to:”.

2. Navigate to the URL provided. 

Log in with the unique 

username and password 

provided in your order details.

3. Visit each directory (DOC and 

PROD) and download all files.

4. Select the files in your File 

Explorer window. Drag the set 

of files to the upload area in the 

GetShopz application.

5. You can also drag and drop the 

files one by one.

6. Dropping the files starts the 

upload automatically. 14
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Section 3

Output and
Digital Signature Verification

16



Transfer Status

The following column headings appear on the GetShopz web page, the CMS backend, and in GETSHOPZ LOGFILE on CMS:

• Filename: the fully-qualified name of the file that is being downloaded or transferred.

• Size: the size of the compressed file.

• CMS File: the decompressed file stored on your CMS disk. CMS file names are chosen such that different orders can be recognized 

by their order identifiers when multiple orders are stored on the same disk.

• Transfer Rate: the average throughput for that file. This is combined with the size of the compressed file to estimate time to 

completion. Blocking of data at various points in the connection could produce misleading throughput numbers for small files.

• Order: the identifier for which service order a file belongs to, used in the naming of the CMS files.

• Security: the confidence level based on the security measures available to the file that is being uploaded. For service orders, this is 

most commonly “SSL” or “Signed”. Licensed programs are expected to be “IBM-SSL”. Other files could be “Unknown”, which 

indicates that code signing is not available for the file (not that the file is corrupted).

• Digital Signature Verification: During the transfer, this field shows the completion percentage and estimated time remaining. After 

the file is transferred, it contains relevant information for each file. The hash value provided with GIMPAF.XML can be compared to 

the hash value in the order email.
17



File Integrity Check

The GIMPAF.XML file is a cover letter that is included in your order. It lists the files that make

up the order, along with the files’ respective SHA fingerprints. The cover letter has a self-contained 

SHA fingerprint. During the data transfer, the fingerprint of each file is computed and then compared 

with the stated fingerprint in the cover letter. The second cover letter, GIMPAF2.XML, contains the 

digital signature that is to be verified.

When files are transferred using GetShopz, the host name validation of TLS/SSL ensures that the files 

were downloaded from the IBM download site. When the fingerprint matches, this implies that the 

files listed in the cover letter are genuine.

When files are uploaded from the workstation, the cover letter is checked. Whether the data 

uploaded is authentic depends on the security of the user workstation and the process that is 

followed. Similar restrictions apply when using a proxy to connect to the internet.
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