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About This Document

This document provides information about the messages and codes that occur in the IBM TCP/IP for z/VM
function level 730 networks. This document can also help you to determine whether a specific problem is
a result of the VM TCP/IP implementation.

This document lists, by category, messages and codes for TCP/IP function level 730.

This document also includes an appendix and a bibliography.

Intended Audience

This document is intended for use by system programmers for diagnosing problems. You should use this
document to:

Analyze a problem
Classify the problem as a specific type
Describe the problem to the IBM Support Center.

You should be familiar with TCP/IP and the protocol commands to use this document.

Before using this document, you should be familiar with z/VM, CP, and CMS. In addition, TCP/IP function
level 730 should already be installed and customized for your network.

Conventions and Terminology

You should read this document when you want to know the meaning of messages and codes that you
receive when operating in TCP/IP networks.

Locating Messages in This Document

This document is organized by chapter and then by function within each chapter. Messages associated
with each function are sorted either alphabetically or by message number. If the message you are looking
for has a message number, that section of the manual is sorted by message number. In some cases, the
message you are looking for has a message number associated with it, but the functional section does
not. In this case, do not use the message number for searching; search for the message alphabetically.

Understanding Message Text Format

This document explains message conventions used in this document, how numbers are used in this
document, and the TCP/IP message format.

Message Conventions Used in This Document
The following message conventions are used throughout this document:

« Uppercase letters represent values that you must type without change (these values are not case-
sensitive).

« Lowercase letters represent values that must be entered in lowercase (these values are case-sensitive).
« Lowercase italicized letters represent variable parameters for which you supply the values.
« Square brackets [ ] enclose optional or conditional values.
Optional values can be omitted; when certain values are omitted, default values are used.
Conditional values can be omitted, depending on the statement.
« Braces { } enclose values from which you must choose a value.
- Vertical line symbols | indicate that you must select a value from either side of the symbol.

© Copyright IBM Corp. 1987, 2025 vii



How Numbers Are Used in This Document
The following describes how numbers are used in this document:

- Numbers over four digits are represented in metric style. A space is used rather than a comma to
separate groups of three digits.

For example, the number sixteen thousand, one hundred forty-seven is written 16 147.
- Periods in numbers separate the whole and the fractional portions of the numeral.

« Some messages in this document have message numbers that contain a component ID in the message
number. For example, in the message DTCLDP2100, the LDP indicates that it is the LDAP component
that issued the message.

TCP/IP Message Format

Some messages in this document consist of a message identifier (for example, DTCCLW110E) and
message text. The identifier distinguishes messages from each other. The text is a phrase or sentence
describing a condition that has occurred or requesting a response from the user.

The format of some message identifiers is:

xxxmmmit#tite
or

xxxmmm#t#tite

This message format consist of four fields:

XXX
Three digit prefix, for example, DTC.

mmm
The three digit module code indicates which module generated the message. This field is usually an
abbreviation of the name of the module in which the error occurred.

#H# or #itH#
The numeric message number consists of three or four digits that are associated with the condition
that caused the message to be generated.

The one digit severity code is a letter that indicates what kind of condition caused the message. The
definition of the severity codes depends on the nature of the routine producing the message.

Table 1 on page viii lists the severity codes and their meaning for the TCP/IP messages.

Table 1. Meanings of Severity Codes

Severity Code Meaning
I Information only
W Warning
E Error
S Severe error
R Command response
T Termination message

MPRoute and LDAP Server Message Format

The format of some MPRoute and LDAP server messages differs from that of the TCP/IP messages. The
following shows the message numbering convention used.
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For MPROUTE:
EZZnnnnt
For LDAP:
GLDnnnnt

where:
EZZ

Is the product identifier for MPRoute.

GLD

Is the product identifier for LDAP.

nnnn

Is a unique 4-digit numeric value assigned to the message.

Is the message type that indicates the action assigned to the message. Message types and their

meanings are:

Table 2. Meanings of message type (action) codes
Type Code Meaning
A Immediate action required.
E Eventual action required.
D Immediate decision required.
I Informational.

The message ID is followed by a single space and the message text.

How the Term “internet” is Used in This Document

In this document, an internet is a logical collection of networks supported by gateways, routers, bridges,
hosts, and various layers of protocols, which permit the network to function as a large, virtual network.

Note: The term "internet" is used as a generic term for a TCP/IP network, and should not be confused
with the Internet, which consists of large national backbone networks (such as MILNET, NFSNet, and

CREN) and a myriad of regional and local campus networks worldwide.

Where to Find More Information

For more information about related publications, see “Bibliography” on page 717.

Links to Other Documents and Websites

The PDF version of this document contains links to other documents and websites. A link from this
document to another document works only when both documents are in the same directory or database,
and a link to a website works only if you have access to the Internet. A document link is to a specific
edition. If a new edition of a linked document has been published since the publication of this document,
the linked document might not be the latest edition.

About This Document ix
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How to provide feedback to IBM

We welcome any feedback that you have, including comments on the clarity, accuracy, or completeness of
the information. See How to send feedback to IBM for additional information.

© Copyright IBM Corp. 1987, 2025 Xi
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Summary of Changes for z/VM: TCP/IP Messages and
Codes

This information includes terminology, maintenance, and editorial changes. Technical changes or
additions to the text and illustrations for the current edition are indicated by a vertical line (]) to the
left of the change.

GC24-6330-73, z/VM 7.3 (June 2025)

This edition includes changes to support product changes provided or announced after the general
availability of z/VM 7.3.

[7.3 PH65377] z/VM TCP/IP support for EQDIO

With the PTF for APAR PH65377, z/VM 7.3 provides a native network device driver for the z/VM TCP/IP
stack that uses EQDIO adapters for network transport.

The following messages are new:

« In Chapter 16, “TCP/IP Server Messages,” on page 553: DTCEQD500E, DTCEQD501E, DTCEQD502E,
DTCEQD509E, DTCEQD510E, DTCEQD511E, DTCEQD512E, DTCEQD514E, DTCEQD515E, DTCEQD516E,
DTCEQD517E, DTCEQD525E, DTCEQD528E, DTCEQD529E, DTCEQD530E, DTCEQD531E, DTCEQD539E,
DTCEQD546E, DTCEQD548E, DTCEQD549E, DTCEQD552E, DTCEQD553E, DTCEQD554E, DTCEQD591E,
DTCOSD4571, DTCPRS382E, DTCPRS383E, DTCPRS392E, DTCPRS393E, DTCPRS395E

« In “IFCONFIG Messages” on page 652: DTCIFC2678E, DTCIFC2679E, DTCIFC2680E, DTCIFC2681E
The following messages are updated:

« In Chapter 16, “TCP/IP Server Messages,” on page 553: DTCPRS029E, DTCPRS044E
« In “IFCONFIG Messages” on page 652: DTCIFC2610E

GC24-6330-73, z/VM 7.3 (September 2023)

This edition supports product changes that were provided or announced after the general availability of
z/VM 7.3.

[PH56199, VM66698] System SSL z/0S 2.5 equivalence

With the PTFs for APARs PH56199 (TCP/IP) and VM66698 (LE), z/VM 7.3 provides an update to
the cryptographic services library, which includes certificate diagnostic enhancements and improved
algorithmic support and allows for enablement of TLS 1.3, for secure connectivity to the z/VM platform.

GC24-6330-73, z/VM 7.3 (April 2023)

This edition includes changes to support product changes provided or announced after the general
availability of z/VM 7.3.

[VM66453, VM66457, PH51239] FTP client option to use CMS KEYVAULT

With the PTFs for APARs VM66453 (CMS), VM66457 (VMSES/E), and PH51239 (TCP/IP), z/VM 7.3
provides support for a CMS password/key management utility called KEYVAULT, which allows applications
to securely store and retrieve user ID keys (logon passwords). z/VM Centralized Service Management
(z/VM CSM) and the TCP/IP FTP client are updated to use the new KEYVAULT utility for automated remote
host login procedures.
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The following messages are new:
In “FTP Client: Numbered Messages” on page 48:

« DTCFTC0265I
» DTCFTCO2661
- DTCFTC02671

GC24-6330-73, z/VM 7.3 (September 2022)

This edition supports the general availability of z/VM 7.3. Note that the publication number suffix (-73)
indicates the z/VM release to which this edition applies.

The following messages are new:
In “FTP Client: Numbered Messages” on page 48:
« DTCFTS2588I

In Chapter 16, “TCP/IP Server Messages,” on page 553:
-« DTCIPUO87I

« DTCPRS378W

- DTCUDP013I
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Domain Name System Resolver: Messages

Chapter 1. Domain Name System Resolver Messages

This section contains unnumbered messages that the CMSRESOL utility issues.

The "Message n" identifiers that are used in this section are not actual message numbers; they are

included for accessibility purposes only.

Most of these messages include the subroutine that is active when the message is issued. Because the
same message can be issued by multiple subroutines, that portion of the message cannot be used to
index the message. In the message descriptions, the subroutine name is referred to as RoutineName. In
general, the messages in this topic are shown in alphabetical order (without respect to case) according to
the first words of the message that are not substituted during message generation.

Message 1 Data outside of inner parens

Explanation:

A CMSRESOL command line contained data outside
the inner parenthesis. See z/VM: TCP/IP User's Guide
for the syntax of the CMSRESOL command.

System action:
The CMSRESOL command terminates.

User response:
Correct the command syntax.

Message 4 Incomplete entry list

Explanation:

A CMSRESOL command line contained an incorrect
number of entries. See z/VM: TCP/IP User's Guide for
the syntax of the CMSRESOL command.

System action:
The CMSRESOL command terminates.

User response:
Use the correct syntax on the command line.

Severity: Severity:
Error. Error.
Message 2 DATAGRAM|CONN & timeout args Message 5 Incomplete question entry

missing

Explanation:

A CMSRESOL command ended before a connection
method and a time-out interval were specified. See
z/VM: TCP/IP User's Guide for the syntax of the
CMSRESOL command.

System action:
The CMSRESOL command terminates.

User response:
Use the correct command line arguments.

Severity:
Error.

Message 3 Incomplete section entry

Explanation:

A CMSRESOL command line contained an incomplete
additional or answer entry, as indicated by the section
message variable. See z/VM: TCP/IP User's Guide for
the syntax of the CMSRESOL command.

System action:
The CMSRESOL command terminates.

User response:
Use the correct command line syntax.

Severity:
Error.

© Copyright IBM Corp. 1987, 2025

Explanation:

A CMSRESOL command line contained an incomplete
question entry. See z/VM: TCP/IP User's Guide for the
syntax of the CMSRESOL command.

System action:
The CMSRESOL command terminates.

User response:
Use the correct command syntax.

Severity:
Error.

Message 6 Invalid arg arg

Explanation
A CMSRESOL command line contained an invalid
connection method argument. Valid arguments are:

« CONN
« DATAGRAM

See z/VM: TCP/IP User's Guide for the syntax of the
CMSRESOL command.

System action:
The CMSRESOL command terminates.

User response:
Use the correct command syntax.
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Severity:
Error.

Message 7 Invalid class data

Explanation:

A response received by the CMSRESOL command line
contained a class that is not valid or understood by
CMSRESOL. This can happen because corrupted data
was returned to CMSRESOL from a name server or
the query specified a class of * (the wildcard or "any"
class), and data was returned that is not supported by
CMSRESOL.

System action:
The CMSRESOL command terminates.

User response:
The query may be changed so that the invalid class is
not returned.

Severity:
Error.

Invalid name server address
'IPaddress'

Message 8

Explanation:

A CMSRESOL command line contained a name server
address that is not valid. See z/VM: TCP/IP User's
Guide for the syntax of the CMSRESOL command.

System action:
The CMSRESOL command terminates.

User response:
Correct the IP address of the name server. It should be
in dotted decimal form ("xxx.xx.x.xxx").

Severity:
Error.

Message 9 Invalid opcode 'value'

Explanation
An invalid opcode was specified in a CMSRESOL
command. Valid opcode values are:

« CQUERYM
« CQUERYU
. IQUERY

« QUERY

See z/VM: TCP/IP User's Guide for the syntax of the
CMSRESOL command.

System action:
The CMSRESOL command terminates.

User response:
Use a correct value for the opcode in the CMSRESOL
command.

Severity:

2 z/VM: 7.3 TCP/IP Messages and Codes

Error.

Message 10 Invalid qclass 'value'

Explanation
An invalid gclass was specified in a CMSRESOL
command. Valid gclass values are:

*

« CS
« IN

See z/VM: TCP/IP User's Guide for the syntax of the
CMSRESOL command.

System action:
The CMSRESOL command terminates.

User response:
Use a correct value for the gclass in the CMSRESOL
command.

Severity:
Warning.

Message 11 Invalid qtype 'value'

Explanation
An invalid gtype was specified in a CMSRESOL
command. Valid gtype values are:

* MILB
A MINFO
AXFR MR
CNAME MX
HINFO NS
LOC97 NULL
MB PTR
MD SOA
MF TXT
MG WKS
MILA

See z/VM: TCP/IP User's Guide for the syntax of the
CMSRESOL command.

System action:
The CMSRESOL command terminates.

User response:
Use a correct value for the gtype in the CMSRESOL
command.

Severity:
Error.

Message 12 Invalid timeout 'value'

Explanation:
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An invalid timeout was specified in a CMSRESOL
command. It may have contained a nonnumeric
character. The interval specification must contain only
digits. See z/VM: TCP/IP User's Guide for the syntax of
the CMSRESOL command.

System action:
The CMSRESOL command terminates.

User response:
Use the correct command syntax.

Severity:
Error.

Message 13 Name server addr missing

Explanation:

A CMSRESOL command ended before a name server
address was specified. See z/VM: TCP/IP User's Guide
for the syntax of the CMSRESOL command.

System action:
The CMSRESOL command terminates.

User response:
Invoke CMSRESOL with the required ADDRESS
parameter.

Severity:
Error.

Message 14 Resolver error calling routine
rtnname by functname: Return
code return_code

Reason code Ox reason_code

Explanation:
The Resolver function functname called the routine
rtnname and received an unexpected error.

System action:
Processing continues.

System programmer response:

Contact your IBM representative. Note the entire text
of the error message and the command that was
issued in order to help diagnose the problem.

Message 15 Resolver error calling routine
rtnname by functname: Routine

not found.

Explanation:
The Resolver function functname called the routine
rtnname, but it was not found.

System action:
Processing continues.

System programmer response:

Make sure you are running the correct level of CMS.
If not, this is the reason for the failure. If the CMS
level is correct and rtnname is a CSL routine, issue
the CSLMAP command and make sure rtnname is

Domain Name System Resolver: Messages

available. If not, make sure it is loaded and try the
command again.

Message 16 RoutineName: Active open

successful on connection connNum

Explanation:

The name server has opened an active connection
with a foreign host using connection connNum. This
message is logged because TCP connections are not
normally used for name server communications. It
does not indicate a problem.

System action:
Execution continues.

User response:
None.

Severity:
Informational.

RoutineName: Address conversion
failed for 'IPaddress'

Message 17

Explanation:
The data displayed in IPaddress is not a valid IP
address.

System action:

The effect of this error depends on what is being
processed when it is discovered. Usually it will be
accompanied by other messages.

User response:
None.

Severity:
Informational.

Message 18 RoutineName: Buffer pointer is

'bufferAddress'x

Explanation:

This message displays the address of the buffer that
is about to be displayed. It is associated with various
diagnostic traces. It can also occur when an error has
occurred and additional diagnostic information about
the error is being written to the console.

System action:
Execution continues.

User response:
This message can be ignored if not accompanied by
other messages indicating an error situation.

Severity:
Informational.

RoutineName: Can't close inactive
connection connNum

Message 19

Explanation:
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The program was unable to send the response and
tried to close the connection, but that connection is
now inactive. The close is unnecessary.

System action:
Execution continues.

User response:
None.

Severity:
Informational.

Message 20 RoutineName: Can't send tcp reply

on inactive connection connNum

Explanation:

The program was attempting to send a TCP reply
packet back along the TCP connection it was received
on, but that connection is now inactive and the reply
will not be sent.

System action:
Execution continues.

User response:
None.

Severity:
Informational.

RoutineName: Connection
connNum closed normally

Message 21

Explanation:
The specified connection closed when expected. The
message is only issued during diagnostic tracing.

System action:
None.

User response:
None.

Severity:
Informational.

RoutineName: Connection:
connNum Foreign Address:
IPaddress

Message 22

Explanation:

This message usually follows another message. It
provides the connection number and the IP address of
a foreign host for a TCP connection. The message can
be issued when a error has occurred on a connection.
It can also be issued during diagnostic tracing.

System action:
None.

User response:
None.

Severity:
Informational.
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- RoutineName: Connection:
connNum

- RoutineName: Notification:
noteType

- RoutineName: Amount of space
in bytes: byteCount.

- RoutineName: New state:
tcpipState

- RoutineName: Reason reasonlnfo
- RoutineName: Bytes delivered:
byteCount

- RoutineName: Push flag:
flagValue

- RoutineName: Last urgent byte:
value

- RoutineName: Bytes to read:
byteCount

= RoutineName: Urgent span:
value}

Message 23

Explanation:

This sequence of messages displays the content of

a notification. Not all the messages will be present;
the content depends on the type of notification that
is received. The messages are displayed because an
error just occurred with this notification, or diagnostic
tracing is active.

System action:
None.

User response:
None.

Severity:
Informational.

Message 24 RoutineName: connType

connection never opened

Explanation:

A passive or active connection never completed the
open process. It may have timed out or the program
may be in the process of shutting down.

System action:
The connection information is cleaned up. The
connection can then be used for other activity.

User response:
None.

Severity:
Warning.

Message 25 RoutineName: Data length size >

UDPBUFSIZE

Explanation:

The program received a query via UDP that was larger
than the UDP buffer size being used. The incoming
data will be truncated, but that does not create any



problems with program operation. This message is
only displayed if diagnostic tracing is active.

System action:
None.

User response:
None.

Severity:
Informational.

RoutineName: Data never
delivered on connNum connection

Message 26

Explanation:

A passive or active connection never received any
data. This is an unexpected situation, and may be
accompanied by other error messages. The connection
may have timed out or the program server may be in
the process of shutting down.

System action:
The connection information is cleaned up. The
connection will be reused for other activity.

User response:
None.

Severity:
Warning.

RoutineName: DATAdelivered
error, bytes = byteCount

Message 27

Explanation:

The program server received a DATA delivered
notification, but the count of the bytes delivered was
less than O.

System action:
The transaction is terminated. The transaction will
have to be retried from the originating end.

User response:
None.

Severity:
Error.

Message 28 RoutineName: Datagram reply

truncated

Explanation:

The data returned from the name server was
truncated. This is not expected since a TCP connection
was used. The problem is most likely with the name
server.

System action:
The operation is terminated.

User response:
Route the question to a different name server.

Severity:
Error.

Domain Name System Resolver: Messages

Message 29 RoutineName: dataType data:

length is 0

Explanation:

A resource record of type dataType should contain
data, but the length of the data portion of the record is
0.

System action:
The current transaction may fail. The originating host
will have to retry the operation.

User response:
The error can occur because an invalid resource record
was received from another program.

Severity:
Warning.

Message 30 RoutineName: Displaying storage
at addr for dLen ("hLen'x) bytes
memoryAddress hWord hWord

hWord hWord *cData*

Explanation:

These messages are used to display the contents of
memory during diagnostic tracing and when certain
errors occur. The first indicates where in memory the
data being displayed is located and how many bytes
are being displayed. The second message shows the
contents of that section of memory. The characterData
will be displayed as EBCDIC, unless a message
indicates otherwise. The second message will be
repeated as many times as necessary to display all the
data.

System action:
Execution continues.

User response:
The information may be useful in determining the
nature of any problem reported or being diagnosed.

Severity:
Informational.

RoutineName: Error returnCode
beginning TCP/IP service

Message 31

Explanation:

TCP/IP services could not be initialized, making it
impossible for the program to function. The most
common cause of this problem is TCP/IP service
machine is not operational. The ReturnCode can be
used to further investigate the nature of the problem.

System action:
The program will terminate.

User response:
Investigate why the error may have occurred. Correct
the cause of the error and retry the command.

Severity:
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Error.

RoutineName: Error returnCode
from calledRoutine

Message 32

Explanation:

The calledRoutine encountered an error and returned
with a nonzero returnCode. Other messages may give
more details about the nature of the specific error.
The error is probably the result of invalid data being
sent to the program from another system. The current
question or transaction will not complete successfully,
but the program should continue operation and
process other questions and transactions without any
problems.

System action:

The current operation is usually terminated. The host
requesting the service is responsible to retry the
operation.

User response:
None.

Severity:
Error.

RoutineName: Error in
TCPIPservice: errorInfo

Message 33

Explanation:

An error occurred in a TCP/IP service. The failing
service is identified by TCPIPservice and the nature
of the failure is described by errorInfo. Although

the TCP/IP services are not expected to encounter
errors, temporary network outages and other unusual
circumstances can lead to intermittent errors.

System action:

This depends on the failing service. It may lead to

the server terminating. It usually results in the current
operation being terminated. The host requesting the
service is responsible to retry the operation.

User response:
None.

Severity:
Error.

Message 34 RoutineName: Error opening

connection to remote name server

Explanation:

An error occurred while attempting to open a TCP
connection to a remote name server. The operation
that was going to be performed is terminated. This
can happen when attempting to send a request to a

remote name server via TCP. The action will be retried.

The situation can be caused by network outages or
failures at the remote host.

System action:
The operation will be retried.
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User response:
None.

Severity:
Warning.

Message 35 RoutineName: Ignoring new state
tcpipState on inactive connection

connNum

Explanation:

A Connection State Changed notification arrived as the
connection was being aborted. The state number and
connection number are displayed.

System action:
The name server ignores the notification.

User response:
None.

Severity:
Informational.

RoutineName: Insufficient data
available

Message 36

Explanation:

The program received a datagram containing fewer
bytes than was requested. The size requested was
based on the amount expected and required to
continue processing the current request.

System action:
The current request fails.

User response:
None.

Severity:
Warning.

Message 37 RoutineName: Invalid flags "'xxxx'x

Explanation:
A name being extracted from a name server packet is
incorrectly constructed.

System action:

The data from such a packet is usually discarded. The
program may return an error packet to the sending
host with a return code that indicates a formatting
error.

User response:

If these messages become excessive, turn on queue
tracing to determine the source of the bad packets and
contact the name server administrator of that system.

Severity:
Error.

Message 38 RoutineName: name="'name’,

type=type, class=class

Explanation:



The contents of some of the fields of a resource record
are displayed.

System action:
None.

User response:
None.

Severity:
Informational.

Message 39 RoutineName: pointer is NULL

Explanation:

This message may be seen during diagnostic tracing
when certain control blocks are being displayed. It
means that the control block does not exist and the
pointer to it is not defined.

System action:
Execution continues.

User response:
None.

Severity:
Informational.

Message 40 RoutineName: qname="'name',

qtype=type, qclass=class

Explanation:

This message displays the contents of a name server
query. This message is most often seen when various
diagnostic traces are active, but can also occur when
an error has occurred to indicate the question the error
is associated with.

System action:
Execution continues.

User response:
None.

Severity:
Informational.

Message 41 RoutineName: Request for storage

of size bytesOfStorage

Explanation:

This message is usually seen during diagnostic storage
tracing. It can also be seen if the program requests

an invalid storage size (negative or 0) or the virtual
machine does not have enough free storage to satisfy
the name server's storage request.

System action:
Execution continues.

User response:
None.

Severity:
Informational.
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RoutineName: Received bad
packet from IPaddress

Message 42

Explanation:

A packet was received from a name server or
resolver, at the indicated IP address, that could not
be processed because it appeared to be improperly
formatted.

System action:

If the packet is a response to a question sent to

a remote name server, the response is ignored and
attempt is made to get an answer from some other
name server.

User response:

If many invalid packets are being received, then you
can elect to investigate by contacting the owner of the
host that is sending the bad packets. Traces can also
dump the inbound packets so the content of these
packets can be examined.

Severity:
Informational.

RoutineName: Response from
unexpected address fromAddress,
expected expectedAddress

Message 43

Explanation:

A name server query was forwarded to a remote name
server for processing. The response was received, but
it was not received from the IP address that it was sent
to. This situation happens infrequently, and usually
when it does it is not an indication of a problem.

There is a small chance that the response was not
returned by a name server and was intended to cause
problems for your name server. If this message occurs
frequently, it may be prudent to investigate their
occurrence.

System action:
Execution continues.

User response:
None.

Severity:
Warning.

RoutineName: Results from
TcpStatus

Message 44

Explanation:

This is the header line preceding a display of the
status of a TCP connection. The message is only issued
during diagnostic tracing.

System action:
None.

User response:
None.
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Severity:
Informational.

Message 45 RoutineName: Timer expired for

connection connNum

Explanation:
A TIMER expired notification while waiting for a TCP
connection to close.

System action:

The connection is aborted and the connection block is

cleaned up.

User response:
None.

Severity:
Warning.

Message 46 RoutineName: Timer expired for

inactive connection

Explanation:
A TIMER expired notification was received for a
connection block that is not in use.

System action:
The notification is ignored.

User response:

Informational.

Message 49 RoutineName: Unexpected query

type queryType

Explanation:

A name server query arrived that contained a
queryType that the program does not recognize and
cannot process.

System action:
The query is ignored.

User response:
None.

Severity:
Warning.

Message 50 Timeout arg missing

Explanation:

A CMSRESOL command line omitted a timeout-interval

specification. See z/VM: TCP/IP User's Guide for the
syntax of the CMSRESOL command.

System action:
The CMSRESOL command terminates.

User response:
Verify the correct use of the TIMEOUT value in the

None. parameter list.

Severity: Severity:

Warning. Error.

Message 47 RoutineName: ttl=value Message 51 Too many nested parentheses

rdata="value'

Explanation:

The contents of some of the fields of a resource record

are displayed.

System action:
None.

User response:
None.

Severity:
Informational.

Message 48 RoutineName: Unexpected

notification notificationID

Explanation:

An unexpected notification arrived while waiting
for activity on a connection. The notification ID is
displayed.

System action:
None.

User response:
This message can be ignored if not accompanied by
other messages indicating an error situation.

Severity:
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Explanation:

A CMSRESOL command line contained an incorrect
number of nested parentheses; the maximum is two
levels of nested parentheses. See z/VM: TCP/IP User's

Guide for the syntax of the CMSRESOL command.

System action:
The CMSRESOL command terminates.

User response:
Verify the correct syntax of the command.

Severity:
Error.

Message 52 Too many parms in section entry

Explanation:

A CMSRESOL command line contained a question,
additional, or answer entry with too many parameters.
See z/VM: TCP/IP User's Guide for the syntax of the
CMSRESOL command.

System action:
The CMSRESOL command terminates.

User response:
Verify the correct syntax of the command.

Severity:


https://www.ibm.com/docs/en/SSB27U_7.3.0/pdf/kijl0_v7r3.pdf#nameddest=kijl0_v7r3
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Error.
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Error.

Message 53 Too many right parens

Explanation:

A CMSRESOL command line contained an incorrect
number of right parentheses. See z/VM: TCP/IP User's
Guide for the syntax of the CMSRESOL command.

System action:
The CMSRESOL command terminates.

User response:
Verify the correct syntax of the command.

Severity:

Message 54 Undefined state stateValue

Explanation:
The old connection state value was not an expected
value.

System action:
The connection state is set to a correct value.

User response:
None.

Severity:
Warning.
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Chapter 2. FTP Messages

This chapter contains File Transfer Protocol (FTP) messages.

FTP Server: Numbered Messages

This topic contains the numbered FTP server messages.

DTCFTS0002I  Using translate table filename

TCPXLBIN.

Explanation:
The FTP server has successfully loaded the required
translation table from the specified TCPXLBIN file.

System action:
Program execution continues.

User response:
None.

Module:
FTSRVPA PASCAL

Severity:
Informational.

Procedure Name:
Initialize

DTCFTS0003I  Using built-in translate tables.

Explanation:

The FTP server could not load the SRVRFTP TCPXLBIN
or the STANDARD TCPXLBIN translation file, so the
server is going to use the default 7-bit translation
table.

System action:
Program execution continues.

User response:

If the FTP server should use the SRVRFTP TCPXLBIN
or the STANDARD TCPXLBIN translation file, make
sure the correct translation file is in the FTP server
search order and restart the FTP server.

Module:
FTSRVPA PASCAL

Severity:
Informational.

Procedure Name:
Initialize

DTCFTSO004E Server-FTP: program requires EC

MODE ON.

Explanation:
EC MODE is off.

System action:

© Copyright IBM Corp. 1987, 2025

The server program halts at this point.

User response:
Verify that EC MODE, or EC MODE emulation is on.
Correct your input and try again.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
Initialize

DTCFTSOO005E

Server-FTP: unable to determine
virtual machine ID

Explanation:
FTP cannot determine the server machine’s virtual ID.

System action:
None.

User response:

Enter a valid virtual machine identification code. Check
the system configuration to ensure that an FTP server
machine has been identified and is operational.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
Initialize

DTCFTSO009E

Port number port_number is not
valid

Explanation:

The indicated port number is not a valid setting for the
PORT statement. The port number must be a number
between 1 and 65 534.

System action:
Server initialization stops.

User response:
Correct the configuration file statement and restart the
FTP server.

Module:
FTSRVPA PASCAL

11
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Severity:
Error.

Procedure Name:
ProcessConfigFile

Severity:
Informational

Procedure Name:
SystemlInitialize

DTCFTS0010I  External Security Manager will be

used

Explanation:
The FTP server will use an External Security Manager
for authentication purposes.

System action:
Program execution continues.

User response:
None.

Module:
FTSVMSUB PASCAL

Severity:
Informational.

Procedure Name:
SystemlInitialize

DTCFTS0015I  Inactivity time is time.

Explanation:

The FTP server will use the specified amount of time
for determining when an inactive connection should be
closed.

System action:
Program execution continues.

User response:
None.

Module:
FTSVMSUB PASCAL

Severity:
Informational.

Procedure Name:
SystemlInitialize

DTCFTSO0013E Unrecognized configuration file

statement: statement

Explanation:

The listed statement is not a supported FTP server
configuration file statement. For information about
statements and operands that can be specified for
configuring the FTP server, see z/VM: TCP/IP Planning
and Customization.

System action:
Server initialization stops.

User response:
Delete or correct the statement that is in error, then
restart the FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
DoNewCommand

DTCFTS0014I  Using port port.

Explanation:
The FTP server will listen for FTP clients on the
specified port.

System action:
Program execution continues.

User response:
None.

Module:
FTSVMSUB PASCAL
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DTCFTSO019E Cannot start ServerFtp:

ReturnCode

Explanation:
You received a nonzero return code at initialization.

System action:
The server program halts.

User response:
Identify the problem and resubmit the job.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
MainLoop

DTCFTS0020E

Server-FTP cannot do its initial
passive open

Explanation:

An error occurred when the FTP server attempted

a passive open on the FTP service port connection.
Refer to any accompanying informational message(s)
that may precede this message to help determine
the cause for this initialization error. If no additional
messages are present, the reason for the nonzero
return code is unknown.

System action:
The FTP server program halts.

User response:
Attempt to correct the problem, and then restart the
server.
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DTCFTS00211 Server-FTP: Initialization

completed DateTime

Explanation:
FTP server initialization completed at the specified
date and time.

System action:
Program execution continues.

User response:
None.

Module:
FTSRVPA PASCAL

Severity:
Informational.

Procedure Name:
MainLoop

DTCFTS0031I Got note Other external
interrupt received, RuptCode =

interruption_code

Explanation:
The FTP server has received an external interruption
that contains the specified interruption_code.

System action:
FTP server execution continues.

User response:

Determine what type of external interruption has been
received based on the interruption code and what, if
anything, should have been done by the FTP server in
response to the interruption. If necessary, contact the
IBM Support Center for assistance.

Module:
FTSRVPA PASCAL

Severity:
Informational.

Procedure Name:
MainLoop

DTCFTSO033E FSENDresponse note shows error:

reason

Explanation:

The FTP server received an error when it tried to

send data over a connection. The reason indicates the
problem.

System action:
Program execution continues.

User response:

Determine why the data could not be sent over the
connection. If needed, contact your IBM Support
Center for assistance.

Module:
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FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
MainLoop

DTCFTSO0034E

FRECEIVEerror note on #conn
shows: reason

Explanation:

The FTP server received an error when it tried to
receive data over a connection. The reason indicates
the problem.

System action:
Program execution continues.

User response:

Determine why the data could not be received over
the connection. If needed, contact your IBM Support
Center for assistance.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
MainLoop

DTCFTS0035I

Connection conn: received note
Itypel

Explanation:

The FTP server received the given notification type on
the specified connection. This notification type is not
supported.

System action:
Program execution continues.

User response:

Determine why the FTP server received the specified
notification. If needed, contact your IBM Support
Center for assistance.

Module:
FTSRVPA PASCAL

Severity:
Informational.

Procedure Name:
MainLoop

DTCFTS0045I

Got note Other external interrupt
received (CP external command
code 64)

Explanation:
The FTP server has received a CP EXTernal command
external interruption.

System action:
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The FTP server aborts all open connections and
terminates.

User response:

Enter a second CP EXTernal command to terminate
the FTP server immediately without waiting for open
connections to be aborted.

Module:
FTSRVPA PASCAL

Severity:
Informational.

Procedure Name:
MainLoop

DTCFTS0046I  Got note Other external interrupt

received (FTP services code 9731)

Explanation:

The FTP server has received an FTP services external
interruption. The FTP server communicates with the
hardware management console machine in part by
issuing an internal CP diagnose. CP issues an FTP
services external interruption when the associated
HMC FTP services function is complete.

System action:
FTP server execution continues.

User response:

See message DTCFTS30061 to determine the FTP
services function and return code associated with the
external interruption.

Module:
FTSRVPA PASCAL

Severity:
Informational.

Procedure Name:

Server execution continues.

User response:
Contact your IBM Support Center for assistance.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
SecureTLSEvent

Unable to secure connection conn:
reason.

DTCFTS0104E

Explanation:

An error occurred attempting to secure the specified
connection using TLS. The reason gives more
information on what occurred. Positive return codes
indicate the problem was detected by the Secure
Sockets Layer. For an explanation of these return
codes, see the section titled "SSL Function Return
Codes" in z/0S Cryptographic Service System Secure
Sockets Layer Programming. Negative return codes
indicate the problem was detected by the TCP/IP
stack.

System action:
Server execution continues.

User response:
If needed, contact the IBM Support Center for
assistance.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:

MainLoop SecureTLSEvent
DTCFTSO100E Error: DTCFTSO105E Unexpected notification_type
SECUREhandshakeCOMPLETE for notification received on
connection conn with secure connection conn, ignoring.
status of status. .
Explanation:
. The specified notification was received for the given
Explanation unknown connection. The notification is ignored.

A software error exists in the FTP server. A
SECUREhandshakeCOMPLETE event was received for
the specified connection, but the secure status of

the connection was the given status instead of the
expected status of TLSsecure for data connections and
HANDSHAKING for control connections. The following
status values exist:

CLEAR (0)
TLSsecure (1)
HANDSHAKING (2)

System action:
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System action:
Server execution continues.

User response:
None.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
SecureTLSEvent



DTCFTS0260I  Using Kanji translate table

FileName FileType

Explanation:

The FTP server has successfully loaded the required
DBCS translation table/s from the TCPKJIBIN binary
translate table file.

System action:
Program execution continues.

User response:
None.

Module:
FTSVMSUB PASCAL

Severity:
Informational.

Procedure Name:
SystemlInitialize

DTCFTS0261I  Using Hangeul translate table

FileName FileType

Explanation:

The FTP server has successfully loaded the required
DBCS translation table/s from the TCPHGBIN binary
translate table file.

System action:
Program execution continues.

User response:
None.

Module:
FTSVMSUB PASCAL

Severity:
Informational.

Procedure Name:
SystemlInitialize

DTCFTS0262I  Using TChinese translate table

FileName FileType

Explanation:

The FTP server has successfully loaded the required
DBCS translation table/s from the TCPCHBIN binary
translate table file.

System action:
Program execution continues.

User response:
None.

Module:
FTSVMSUB PASCAL

Severity:
Informational.

Procedure Name:
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SystemlInitialize
DTCFTS02631

*%** Warning: Could not load the
Kanji translation table

Explanation:

The FTP server was attempting to load a DBCS
translation table from the TCPKJIBIN binary translate
table file. All files in the search order hierarchy for
TCPKJBIN either do not exist or do not contain data in
the required format for DBCS binary translate tables.

System action:

No Kanji translation table is loaded, and program
execution continues. Kanji DBCS conversion types will
be unavailable.

User response:

Configure a valid DBCS binary translate table file in
the search order hierarchy for TCPKJIBIN. See the
z/VM: TCP/IP Planning and Customization for more
information about loading and customizing DBCS
translation tables.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
SystemlInitialize

DTCFTS0265I

*%** Warning: Could not load the
Hangeul translation table

Explanation:

The FTP server was attempting to load a DBCS
translation table from the TCPHGBIN binary translate
table file. All files in the search order hierarchy for
TCPHGBIN either do not exist or do not contain data in
the required format for DBCS binary translate tables.

System action:
No Hangeul translation table is loaded, and program
execution continues.

User response:

Configure a valid DBCS binary translate table file

in the search order hierarchy for TCPHGBIN. See

the z/VM: TCP/IP Planning and Customization for
more information about loading and customizing
DBCS translation tables. Hangeul and KSC5601 DBCS
conversion types will be unavailable.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
SystemlInitialize
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DTCFTS02671  *** Warning: Could not load the

Tchinese translation table

Explanation:

The FTP server was attempting to load a DBCS
translation table from the TCPCHBIN binary translate
table file. All files in the search order hierarchy for
TCPCHBIN either do not exist or do not contain data in
the required format for DBCS binary translate tables.

System action:

No Traditional Chinese translation table is loaded, and
program execution continues. The Traditional Chinese
DBCS conversion type will be unavailable.

User response:

Configure a valid DBCS binary translate table file in
the search order hierarchy for TCPCHBIN. See the
z/VM: TCP/IP Planning and Customization for more
information about loading and customizing DBCS
translation tables.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
SystemlInitialize

DTCFTS03001 Unable to determine TCP/IP buffer

size; default = 8K.

Explanation:

An error occurred when the FTP server queried the
stack for the TCP/IP buffer size. A default of 8K will be
used.

System action:
Program execution continues.

User response:
None.

Module:
FTSRVPA PASCAL

Severity:
Informational.

Procedure Name:
MainLoop

DTCFTSO0307E Configuration file name is not valid

Explanation:

The configuration file name specified with the
SRVRFTP command contains more than eight
characters.

System action:
Server initialization stops.

System programmer response:
None.
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User response:
Correct the appropriate :Parms. tag entry in the
DTCPARMS file, then restart the FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
InitConfigs

DTCFTSO0308E

Configuration file type is not valid

Explanation:
The configuration file type specified with the SRVRFTP
command contains more than eight characters.

System action:
Server initialization stops.

System programmer response:
None.

User response:
Correct the appropriate :Parms. tag entry in the
DTCPARMS file, then restart the FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
InitConfigs

DTCFTS0309E

Configuration file mode is not valid

Explanation:

The configuration file mode specified with the
SRVRFTP command contains more than two
characters.

System action:
Server initialization stops.

System programmer response:
None.

User response:
Correct the appropriate :Parms. tag entry in the
DTCPARMS file, then restart the FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
InitConfigs

DTCFTS0310I

Unable to find input file: filename
filetype filemode

Explanation:
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The configuration file listed in the message does not
exist on any minidisk that has been accessed by the
FTP server.

System action:
Server initialization stops.

User response:

Verify the correctness of the appropriate :Parms. tag
entry in the DTCPARMS file and that the specified file
is located on a minidisk that is accessed by the FTP
server, then restart the server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
InitConfigs

DTCFTS0311E Invalid numeric operand found:

operand

Explanation:

While parsing the FTP server configuration file, the FTP
server found the specified operand when it expected
to find a number.

System action:
Server initialization stops.

User response:
Correct the appropriate configuration file statement
and restart the FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
Error

DTCFTS0312E Port number not specified for

PORT statement

Explanation:
The PORT statement requires a port number to be
specified.

System action:
Server initialization stops.

User response:
Correct the configuration file statement and restart the
FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
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Error
DTCFTSO0313E

Setting not specified for INACTIVE
statement

Explanation:
The INACTIVE statement requires a timing value (in
seconds) to be specified.

System action:
Server initialization stops.

User response:
Correct the configuration file statement and restart the
FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
Error

DTCFTS0314E

Translate table not specified for
LOADDBCSTABLE statement

Explanation:

The LOADDBCSTABLE statement requires a valid table
name to be specified. For detailed information about
the LOADDBCSTABLE statement see z/VM: TCP/IP
Planning and Customization.

System action:
Server initialization stops.

User response:
Correct the configuration file statement and restart the
FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
Error

DTCFTS0315E

INACTIVE time seconds is not valid

Explanation:

The timing value specified for the INACTIVE statement
is not correct. The INACTIVE time setting must be an
integer between 1 and 1,048,576.

System action:
Server initialization stops.

User response:
Correct the configuration file statement and restart the
FTP server.

Module:
FTSRVPA PASCAL

Severity:
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Error.

Procedure Name:
Error

DTCFTS0317E Unrecognized option: option

Explanation:
An unsupported option was specified on the SRVRFTP
command.

System action:
Server initialization stops.

User response:
Specify only supported options on the SRVRFTP
command.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
ParseOptions

Translate table table-name is not
valid

DTCFTS0349E

Explanation:

The indicated translation table is not valid for the
LOADDBCSTABLE statement. For detailed information
about the LOADDBCSTABLE statement see z/VM:
TCP/IP Planning and Customization.

System action:
Server initialization stops.

User response:
Correct the configuration file statement and restart the
FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
ProcessConfigFile

DTCFTS0358E RDR statement filemode fm is not

valid or is not writable

Explanation:

The indicated file mode is not a valid file mode, or the
file mode is valid but is not accessed with read/write
status.

System action:
Server initialization stops.

User response:
Ensure the file mode specified for the RDR statement
is valid and that the file mode in question can be
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accessed by the FTP server with read/write status,
then restart the FTP server.

Module:
FTSRVPA PASCAL, FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
Error, SystemlInitialize

DTCFTS03591  Filemode 'RDRfm' will be used for
reader file support

Explanation:
The specified file mode will be used to temporarily
store files before they are sent to a virtual reader.

System action:
Program execution continues.

User response:
None.

Module:
FTSVMSUB PASCAL

Severity:
Informational.

Procedure Name:
SystemlInitialize

DTCFTS0360E Filemode not specified for RDR

statement

Explanation:
The RDR statement requires a valid file mode to be
specified.

System action:
Server initialization stops.

User response:
Correct the configuration file statement and restart the
FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
Error

DTCFTS0363I DMSESM rc=rc; All minidisk links
will be performed using native CP

security services

Explanation:

CSL routine DMSESM returned a nonzero return code
and was unable to obtain a security token for ESM
calls.

System action:
FTMAIN is exited.
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User response:
Contact your RACF® administrator to determine the
cause of the problem.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
SystemlInitialize

DTCFTS0365E DMSPWCHK call returns rc;

Logdata: 'data’

Explanation:

The DMSPWCHK CSL routine, used for password
validation produced a return code greater than 8.
Therefore, the password supplied by a client was not
validated. The LogData information shown, if any, is
that provided by DMSPWCHK.

System action:
None.

User response:

Contact the system administrator for the External
Security Manager (ESM) that is in use, for assistance
in resolving this problem.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoPass

DTCFTS0366E  Wrong level of CMS: routine not

found

Explanation:
A CSL routine returned with a -7 return code, meaning
the routine was not found.

System action:
The server program halts at this point.

User response:
Re-IPL with the appropriate level of CMS.

Module:
FTSRVPA, FTSVMSUB

Severity:
Error.

Procedure Name:
Initialize, Systemlnitialize, CheckPassword

DTCFTS0367E Wrong level of CP: Diagnose 88 not

available

Explanation:
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Diagnose 88 support is not available in the level of CP
that you are running.

System action:
The server program halts at this point.

User response:
Upgrade to the appropriate level of z/VM.

Module:
FTSVYMSUB

Severity:
Error.

Procedure Name:
SystemlInitialize

DTCFTS0368I

Warning: FTP server is missing
class D privileges for virtual reader
support

Explanation:

The FTP server needs class D privileges in order to
delete or list spool files in a virtual reader. Since the
FTP server is missing class D privileges, this capability
will not be available for virtual reader support.

System action:
Program execution continues.

User response:
If users need to be able to list or delete virtual reader
files, the FTP server must be given class D privileges.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
SystemlInitialize

DTCFTS0369E

Format type not specified for
LISTFORMAT statement

Explanation:

The LISTFORMAT statement requires a type of list
format to be specified; valid list format types are VM
and UNIX.

System action:
Server initialization stops.

User response:
Correct the configuration file statement and restart the
FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
Error
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DTCFTSO0370E LISTFORMAT type list_format is

not valid

Explanation:

The indicated type of list format is not valid for the
LISTFORMAT statement. Valid list format types are VM
and UNIX.

System action:
Server initialization stops.

User response:
Correct the configuration file statement and restart the
FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
Error

DTCFTS03711 Default list format is format

Explanation:

The FTP server will use the specified default list format
unless a specific list format has been configured

for a user in the CHKIPADR exit or the list format

has been changed for a session using the FTP SITE
subcommand.

System action:
Program execution continues.

User response:
None.

Module:
FTSVMSUB PASCAL

Severity:
Informational.

Procedure Name:
SystemlInitialize

DTCFTS0372E AUTOTRANS setting setting is not

valid

Explanation:

The indicated automatic translation setting is not
valid for the AUTOTRANS statement. Valid automatic
translation settings are ON and OFF.

System action:
Server initialization stops.

User response:
Correct the configuration file statement and restart the
FTP server.

Module:
FTSRVPA PASCAL

Severity:
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Error.

Procedure Name:
Error

DTCFTS0373I

Default automatic translation is
turned setting

Explanation:

The FTP server will use the specified default automatic
translation setting unless a specific automatic
translation setting has been configured for a user in
the CHKIPADR exit or the automatic translation setting
has been changed for a session using the FTP SITE
subcommand.

System action:
Program execution continues.

User response:
None.

Module:
FTSVMSUB PASCAL

Severity:
Informational.

Procedure Name:
SystemlInitialize

DTCFTS0374E

Setting not specified for
AUTOTRANS statement

Explanation:

The AUTOTRANS statement requires an automatic
translation setting to be specified; valid settings are
ON and OFF.

System action:
Server initialization stops.

User response:
Correct the configuration file statement and restart the
FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
Error

DTCFTS0376E

TIMESTAMP setting timestamp-
setting is not valid

Explanation:

The indicated type of TIMESTAMP setting is not

valid for the TIMESTAMP statement. Valid TIMESTAMP
settings are ON and OFF.

System action:
Server initialization stops.

User response:



Correct the configuration file statement and restart the
FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
Error

DTCFTSO400E Setting not specified for

SYSTEMGREETING statement

Explanation:
The SYSTEMGREETING statement requires a setting to
be specified; valid settings are ON and OFF.

System action:
Server initialization stops.

User response:
Correct the SYSTEMGREETING configuration file
statement and restart the FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
Error

DTCFTS0401E SYSTEMGREETING setting setting

is not valid

Explanation:

The indicated setting is not valid for the
SYSTEMGREETING statement. Valid settings for the
SYSTEMGREETING statement are ON and OFF.

System action:
Server initialization stops.

User response:
Correct the SYSTEMGREETING configuration file
statement and restart the FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
Error

DTCFTS0402E Low port not specified for

PASSIVEPORTRANGE statement.

Explanation:

A low port value indicating the start of the passive port
range was not specified on the PASSIVEPORTRANGE
statement in the FTP server configuration file. A low
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port and high port value must be specified when the
PASSIVEPORTRANGE statement is used.

System action:
Server initialization halts.

User response:
Correct the FTP server configuration file and restart
the FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
Error

DTCFS0403E

High port not specified for
PASSIVEPORTRANGE statement.

Explanation:

A high port value indicating the end of the passive port
range was not specified on the PASSIVEPORTRANGE
statement in the FTP server configuration file. A low
port and high port value must be specified when the
PASSIVEPORTRANGE statement is used.

System action:
Server initialization halts.

User response:
Correct the FTP server configuration file and restart
the FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
Error

DTCFTS0404E

PASSIVEPORTRANGE low port
value value is not valid.

Explanation:

The specified low port value given on the
PASSIVEPORTRANGE statement in the FTP server
configuration file is not valid. The value must be a
number between 0 and 65535.

System action:
Server initialization halts.

User response:
Correct the FTP server configuration file and restart
the FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.
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Procedure Name:
Error.

DTCFTS0405E PASSIVEPORTRANGE high port

value value is not valid.

Explanation:

The specified high port value given on the
PASSIVEPORTRANGE statement in the FTP server
configuration file is not valid. The value must be a
number between 0 and 65535.

System action:
Server initialization halts.

User response:
Correct the FTP server configuration file and restart
the FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
Error

DTCFTS0406E Setting not specified for

SECURECONTROL statement.

Explanation:

A minimum security level setting was not specified

on the SECURECONTROL statement in the FTP

server configuration file. The minimum security level
(ALLOWED, REQUIRED, or NEVER) must be specified
when the SECURECONTROL statement is used.

System action:
Server initialization halts.

User response:
Correct the FTP server configuration file and restart
the FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
Error

DTCFTS0407E  SECURECONTROL setting setting is

not valid.

Explanation:

The specified setting given on the SECURECONTROL
statement in the FTP server configuration file is not
valid. The value must be ALLOWED, REQUIRED, or
NEVER.

System action:
Server initialization halts.

User response:
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Correct the FTP server configuration file and restart
the FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
Error

DTCFTS0408E Setting not specified for

SECUREDATA statement.

Explanation:

A minimum security level setting was not specified

on the SECUREDATA statement in the FTP server
configuration file. The minimum security level
(ALLOWED , REQUIRED, orNEVER) must be specified
when the SECUREDATA statement is used.

System action:
Server initialization halts.

User response:
Correct the FTP server configuration file and restart
the FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
Error

DTCFTS0409E SECUREDATA setting setting is not

valid.

Explanation:

The specified setting given on the SECUREDATA
statement in the FTP server configuration file is not
valid. The value must be ALLOWED, REQUIRED, or
NEVER.

System action:
Server initialization halts.

User response:
Correct the FTP server configuration file and restart
the FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error

Procedure Name:
Error

DTCFTS0410E Label not specified for TLSLABEL

statement.

Explanation:



A label was not specified on the TLSLABEL statement
in the FTP server configuration file. The label must be
specified when the TLSLABEL statement is used.

System action:
Server initialization halts.

User response:
Correct the FTP server configuration file and restart
the FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
Error

DTCFTS0411E TLSLABEL mustbe1to8

characters in length.

Explanation:

The TLS label specified on the TLSLABEL statement in
the FTP server configuration file is not valid. The label
must be 1 to 8 characters in length.

System action:
Server initialization halts.

User response:
Correct the FTP server configuration file and restart
the FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
Error

Default secure control connection
level is level.

DTCFTS04141

Explanation:

The specified minimum security level will be used
when processing FTP client requests to secure control
connections. Refer to the Configuring the FTP Server
chapter in z/VM: TCP/IP Planning and Customization
for more information.

System action:
Server execution continues.

User response:
None.

Module:
FTSEVEN PASCAL, FTSVYMSUB PASCAL

Severity:
Informational.

Procedure Name:
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DoSecure, DisplaySettings

DTCFTS04151 Default secure data connection

level is level.

Explanation:

The specified minimum security level will be used
when processing FTP client requests to secure data
connections. Refer to the Configuring the FTP Server
chapter in z/VM: TCP/IP Planning and Customization
for more information.

System action:
Server execution continues.

User response:
None.

Module:
FTSEVEN PASCAL, FTSVYMSUB PASCAL

Severity:
Informational.

Procedure Name:
DoSecure, DisplaySettings

DTCFTS04161I  TLS labelis label.

Explanation:

The specified label will be used when securing
control and data connections using TLS. Refer to the
Configuring the FTP Server chapter in z/VM: TCP/IP
Planning and Customization for more information.

System action:
Server execution continues.

User response:
None.

Module:
FTSEVEN PASCAL, FTSVYMSUB PASCAL

Severity:
Informational.

Procedure Name:
DoTLSLabel, DisplaySettings

DTCFTS0418I Passive data port range is ports

low_port to high_port.

Explanation:

The specified port range will be used for passive FTP
data transfer. Refer to the Configuring the FTP Server
chapter in z/VM: TCP/IP Planning and Customization
for more information.

System action:
Server execution continues.

User response:
None.

Module:
FTSVMSUB PASCAL
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Severity:
Informational.

Procedure Name:
DisplaySettings

DTCFTS0419E SECUREDATA setting must be
NEVER when SECURECONTROL

setting is NEVER.

Explanation:

The minimum security level for control connections
has been configured as NEVER using the
SECURECONTROL statement in the FTP server
configuration file, but secure data connections have
been configured using the SECUREDATA ALLOWED

or SECUREDATA REQUIRED statement. This is not
allowed. In order to secure data connections, the FTP
control connection must already be secure.

System action:
Server initialization halts.

User response:

If secure data connections are desired, correct

the SECURECONTROL statement in the FTP server
configuration file and restart the FTP server.
Otherwise, correct the SECUREDATA statement and
restart the FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
Error

DTCFTS0421E Setting not specified for

FTPKEEPALIVE statement

Explanation:
The FTPKEEPALIVE statement requires a setting to be
specified; valid settings are ON and OFF.

System action:
Server initialization stops.

User response:
Correct the FTPKEEPALIVE configuration file
statement and restart the FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
Error

DTCFTS0422E FTPKEEPALIVE setting setting is

not valid

Explanation:
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The indicated setting is not valid for the
FTPKEEPALIVE statement. Valid settings for the
FTPKEEPALIVE statement are ON and OFF.

System action:
Server initialization stops.

User response:
Correct the FTPKEEPALIVE configuration file
statement and restart the FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error.

Procedure Name:
Error

DTCFTS04231

Warning: Unable to set KEEPALIVE
option for FTP control connection:
result

Explanation:
FTP server failed to turned on TCP/IP server's
keepalive mechanism for current control connection.

System action:
Program execution continues.

User response:

Use the specified result to determine an appropriate
action. If necessary, call the IBM Support Center for
assistance.

Module:
FTSEVEN PASCAL

Severity:
Warning.

Procedure Name:
NewConnectionEvent

DTCFTS04241 KEEPALIVE has been enabled

Explanation:

FTP server has turned on TCP/IP server's keepalive
mechanism to avoid timing out idle control
connections.

System action:
Program execution continues.

User response:
None.

Module:
FTSEVEN PASCAL

Severity:
Informational.

Procedure Name:
NewConnectionEvent



DTCFTS04251  Keepalive setting for control

connections

Explanation:

The specified FTP keepalive mechanism will be used
when a control connection is established with FTP
server. Refer to the Configuring the FTP Server chapter
in z/VM: TCP/IP Planning and Customization for more
information.

System action:
Server execution continues.

User response:
None.

Module:
FTSEVEN PASCAL, FTSVMSUB PASCAL

Severity:
Informational.

Procedure Name:
DoFTPkeepalive, DisplaySettings

DTCFTS0426E Userid not specified for

RESTRICTUSE statement

Explanation:

A RESTRICTUSE statement was specified in the FTP
server configuration file that did not include the
required user ID operand.

System action:
Server initialization halts.

User response:
Correct the subject statement in the FTP server
configuration file and restart the FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error

Procedure Name:
Error

DTCFTS0427E RESTRICTUSE statement userid

userid is not valid

Explanation:
The userid that was specified on the RESTRICTUSE
statement is not a valid user ID.

System action:
Server initialization halts.

User response:
Correct the subject statement in the FTP server
configuration file and restart the FTP server.

Module:
FTSRVPA PASCAL

Severity:
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Error

Procedure Name:
Error

DTCFTS0428E

ANONYMOU not valid when
RESTRICTUSE statement is
specified

Explanation:

The ANONYMOU statement cannot be specified in the
FTP server configuration file when the RESTRICTUSE
statement has been specified.

System action:
Server initialization halts.

User response:
Remove the subject statement from the FTP server
configuration file and restart the FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error

Procedure Name:
Error

DTCFTS0429E

RDR statement not valid when
RESTRICTUSE statement is
specified

Explanation:

The RDR statement cannot be specified in the FTP
server configuration file when the RESTRICTUSE
statement has been specified.

System action:
Server initialization halts.

User response:
Remove the subject statement from the FTP server
configuration file and restart the FTP server.

Module:
FTSRVPA PASCAL

Severity:
Error

Procedure Name:
Error

DTCFTS0430E

CLIENTCERTcheck value is not
valid.

Explanation:

The value specified for the CLIENTCERTCHECK
operand in the FTP server configuration file or the
SMSG SECURE command is not valid. Valid values are
NONE, PREFERRED, and REQURED.

System action:
Server initialization halts or the SMSG command is not
processed.
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User response:

Correct the FTP server configuration file and restart
the FTP server or correct the SMSG SECURE command
and issue it again.

Module:
FTSRVA PASCAL, FTSEVEN PASCAL, FTSUTIL PASCAL

Severity:
Error

Procedure Name:
DoFinalChecks, DoQueryListFormat, DoListFormat,
SecureConnection

DTCFTS0431I  Client certificate checking is value

Explanation:

The value of the CLIENTCERTCHECK operand has been
set to value. This informational message is shown in
the FTP CONSOLE when the FTP server is starting.

System action:
Server execution continues.

User response:
None.

Module:
FTSVMSUB PASCAL

Severity:
Informational

Procedure Name:
DisplaySettings

NewConnectionEvent: Bad state
state

DTCFTS25001

Explanation:

NewConnectionEvent was called when the
connection was in the specified state instead of
CONNECTIONopening state.

System action:
Program execution continues.

User response:
Contact your IBM Support Center for assistance.

Module:
FTSEVEN PASCAL

Severity:
Informational

Procedure Name:
NewConnectionEvent

DTCFTS2512E Error completion on #connection:

reason

Explanation:
The specified connection closed unexpectedly for the
given reason.

System action:
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The FTP server continues execution.

User response:

Use the specified reason to determine an appropriate
action. If necessary, call the IBM Support Center for
assistance.

Module:
FTSEVEN PASCAL

Procedure Name:
CloseCompletedEvent

DTCFTS25151

SRVRFTP: timer expired on non-
control connection

Explanation:
A timer expired on a data connection. There should not
be a timer associated with a data connection.

System action:
Program execution continues.

User response:
Contact your IBM Support Center for assistance.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
TimerExpiredEvent

DTCFTS2519E

FTP Server shutdown initiated.

Explanation:
The ShutDownAndDie procedure issues this
informational message.

System action:

When an external interrupt is received, the procedure
ShutDownAndDie is called. All connections are
aborted, and SRVRFTP terminated. The variable
ShuttingDown is set to true once shutdown has

been initiated. A delay may occur while waiting for
connections to close. If a second external interrupt is
received while shutting down, the program terminates
immediately.

User response:
Correct the problem and resubmit the job.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
ShutDownAndDie

DTCFTS2520E

No connections open. Shutdown
will occur immediately.

Explanation:



The ShutDownAndDie procedure sends this
informational message when there are no open
connections.

System action:

When an external interrupt is received, the procedure
ShutDownAndDie is called. All connections are
aborted and SRVRFTP terminated. The variable
ShuttingDown is set to true once shutdown has

been initiated. A delay may occur while waiting for
connections to close. If a second external interrupt is
received while shutting down, the program terminates
immediately.

User response:
Correct the problem and resubmit the job.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
ShutDownAndDie

DTCFTS2521E Number connections in use. Stand
by while the connections are

aborted.

Explanation:

The ShutDownAndDie procedure issues this
informational message when there are open
connections. These open connections must be
terminated before shutdown is complete.

System action:

When an external interrupt is received, the procedure
ShutDownAndDie is called. All connections are
aborted, and SRVRFTP terminated. The variable
ShuttingDown is set to true once shutdown has

been initiated. A delay can occur while waiting for
connections to close. If a second external interrupt is
received while shutting down, the program terminates
immediately.

User response:
Comply with the instructions that are displayed in later
messages.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
ShutDownAndDie

DTCFTS2522E Enter a second STOP command to

shutdown immediately

Explanation:
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The ShutDownAndDie procedure issues this message
when there are open connections. You must terminate
these open connections before shutdown is complete.

System action:

When an external interrupt is received, the procedure
ShutDownAndDie is called. All connections are
aborted, and SRVRFTP terminated. The variable
ShuttingDown is set to true once shutdown has

been initiated. A delay can occur while waiting for
connections to close. If a second external interrupt is
received while shutting down, the program terminates
immediately.

User response:
To terminate the open connections, enter the STOP
command.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
ShutDownAndDie

DTCFTS2524E

Currently shutting down; will shut
down immediately.

Explanation:

The ShutDownAndDie procedure issues this
informational message to inform you that processing
will halt momentarily.

System action:

When an external interrupt is received, the procedure
ShutDownAndDie is called. All connections are
aborted, and SRVRFTP terminated. The variable
ShuttingDown is set to true once shutdown has

been initiated. A delay may occur while waiting for
connections to close. If a second external interrupt is
received while shutting down, the program terminates
immediately.

User response:
Correct the problem and resubmit the job.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
ShutDownAndDie

DTCFTS2582E

List format format for User user in
CHKIPADR is not valid

Explanation:

The indicated type of list format is not valid for the
CHKIPADR exit. Valid list format types are VM and
UNIX.
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System action:
Program execution continues.

User response:
Correct the CHKIPADR exit.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
VMIpAdrChk

DTCFTS2583E Format type not specified in
LISTFORMAT command for User

user in CHKIPADR

Explanation:

The LISTFORMAT statement requires a type of list
format to be specified; valid list format types are VM
and UNIX.

System action:
Program execution continues.

User response:
Correct the CHKIPADR exit.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
VMIpAdrChk

DTCFTS25881 SMSG command from user ID: user

not authorized

Explanation:

The listed user ID was not found in the OBEY list.
Only user IDs that are defined in the OBEY list are
authorized to issue SMSG commands to the FTP
server.

System action:
FTP continues.

System programmer response:

If this user should have this authority, update
the OBEY list. See z/VM: TCP/IP Planning and
Customization for more information.

User response:
Notify the system programmer about this action, if
warranted.

Module:
FTSEVEN PASCAL

Severity:
Informational.

Procedure Name:
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SMSGEvent

DTCFTS25891 FTPKEEPALIVE setting setting is

not valid

Explanation:

The indicated setting is not valid for the FTP server
SMSG FTPKEEPALIVE command. Valid keepalive
mechanism settings are ON and OFF.

System action:
Program execution continues.

User response:
Correct the FTP server SMSG FTPKEEPALIVE
command.

Module:
FTSEVEN PASCAL

Severity:
Informational.

Procedure Name:
DoFTPkeepalive

DTCFTS2592E AUTOTRANS setting setting for

User user in CHKIPADR is not valid

Explanation:

The indicated automatic translation setting is not valid
for the CHKIPADR exit. Valid automatic translation
settings are ON and OFF.

System action:
Program execution continues.

User response:
Correct the CHKIPADR exit.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
VMIpAdrChk

DTCFTS2593E Setting not specified for
AUTOTRANS command for User

user in CHKIPADR

Explanation:

The AUTOTRANS statement requires a type of
automatic translation setting to be specified; valid
automatic translation settings are ON and OFF.

System action:
Program execution continues.

User response:
Correct the CHKIPADR exit.

Module:
FTSVMSUB PASCAL

Severity:
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Error.

Procedure Name:
VMIpAdrChk

DTCFTS26001 {LINES | TRANSLATE}
value not specified for

VMFILETYPEDEFAULT statement

Explanation:

An error exists in the TCPIP DATA file. A value was
not specified for the indicated LINES or TRANSLATE
parameter. This parameter has been specified as part
of the VMFILETYPEDEFAULT statement that defines
default translation characteristics.

System action:
None

User response:

Review the TCPIP DATA file, and ensure that an
appropriate value is specified with the LINES or
TRANSLATE parameter for the indicated statement.
For detailed information about this statements, see
z/VM: TCP/IP Planning and Customization.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
ProcessParms

DTCFTS26011 {LINES | TRANSLATE} value
not specified for VMFILETYPE

extension statement

Explanation:

An error exists in the TCPIP DATA file. A value was

not specified for the indicated LINES or TRANSLATE
parameter. This parameter has been specified as part
of the VMFILETYPE statement that defines translation
characteristics for the indicated file extension.

System action:
None

User response:

Review the TCPIP DATA file, and ensure that an
appropriate value is specified with the LINES or
TRANSLATE parameter for the indicated statement.
For detailed information about these statements, see
z/VM: TCP/IP Planning and Customization.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
ProcessParms

FTP Messages

DTCFTS26021  {LINES | TRANSLATE} value
value for VMFILETYPEDEFAULT

statement is not valid

Explanation:

An error exists in the TCPIP DATA file.

The indicated value is not supported for use

with the LINES or TRANSLATE parameter. This
parameter has been specified as part of the
VMFILETYPEDEFAULT statement that defines default
translation characteristics.

System action:
None.

User response:

Review the TCPIP DATA file, and ensure that an
appropriate value is specified with the LINES or
TRANSLATE parameter for the indicated statement.
For detailed information about these statements, see
z/VM: TCP/IP Planning and Customization.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
ProcessParms

DTCFTS2603I

{LINES | TRANSLATE} value
value for VMFILETYPE extension
statement is not valid

Explanation:

An error exists in the TCPIP DATA file. The indicated
value is not supported for use with the LINES or
TRANSLATE parameter. This parameter has been
specified as part of the VMFILETYPE statement that
defines translation characteristics for the indicated file
extension.

System action:
None.

User response:

Review the TCPIP DATA file, and ensure that an
appropriate value is specified with the LINES or
TRANSLATE parameter for the indicated statement.
For detailed information about this statement, see
z/VM: TCP/IP Planning and Customization.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
ProcessParms
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DTCFTS26041 Parameter parameter specified for
VMFILETYPEDEFAULT statement

is not recognized

Explanation:

An error exists in the TCPIP DATA file. The

parameter listed is not supported for use

with the VMFILETYPEDEFAULT statement. This
parameter has been specified as part of the
VMFILETYPEDEFAULT statement that defines default
translation characteristics.

System action:
None.

User response:

Review the TCPIP DATA file, and verify this parameter
was specified correctly for the indicated statement
and was not misspelled. For detailed information
about this statement, see z/VM: TCP/IP Planning and
Customization.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
ProcessParms

DTCFTS26051 Parameter parameter specified for
VMFILETYPE extension statement

is not recognized

Explanation:

An error exists in the TCPIP DATA file. The parameter
listed is not supported for use with the VMFILETYPE
statement. This parameter has been specified as part
of the VMFILETYPE statement that defines translation
characteristics for the indicated file extension.

System action:
None.

User response:

Review the TCPIP DATA file, and verify this parameter
was specified correctly for the indicated statement
and was not misspelled. For detailed information
about this statement, see z/VM: TCP/IP Planning and
Customization.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
ProcessParms

DTCFTS2606E Unable to process
VMFILETYPEDEFAULT statement;

DMSTCD rc rcrscrsc
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Explanation:
An error occurred while using the DMSTCD CSL routine
to process the TCPIP DATA file.

System action:
Program execution continues.

User response:

Use the return code and reason code from the
DMSTCD CSL routine to determine why the error
occurred. Refer to the z/VM: CMS Callable Services
Reference for return and reason codes.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
ProcessFileExtInfo

DTCFTS2607E Unable to process VMFILETYPE
statement; DMSTCD rc rc rsc rsc

Explanation:
An error occurred while using the DMSTCD CSL routine
to process the TCPIP DATA file.

System action:
Program execution continues.

User response:

Use the return code and reason code from the
DMSTCD CSL routine to determine why the error
occurred. Refer to the z/VM: CMS Callable Services
Reference for return and reason codes.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
ProcessFileExtInfo

DTCFTS2608I  Parameter not specified for

VMFILETYPEDEFAULT statement

Explanation:

An error exists in the TCPIP DATA file. The
VMFILETYPEDEFAULT statement was specified, but
a LINES or TRANSLATE parameter has not been
included.

System action:
None.

User response:

Review the TCPIP DATA file and modify the
VMFILETYPEDEFAULT statement to include a LINES or
TRANSLATE parameter (or both) that defines default
line or translation characteristics. Alternatively, delete
the current VMFILETYPEDEFAULT statement if the
default line and translation characteristics for this
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statement are acceptable. For detailed information
about the VMFILETYPEDEFAULT statement, see z/VM:
TCP/IP Planning and Customization.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
ProcessFileExtInfo

DTCFTS26091  Extension not specified for

VMFILETYPE statement

Explanation:

An error exists in the TCPIP DATA file. A VMFILETYPE
statement has been specified for which a file extension
(file type) has not been included.

System action:
None.

User response:

Review the TCPIP DATA file and modify the
VMFILETYPE statement that is in error to include (at
a minimum) a file extension parameter. For detailed
information about the VMFILETYPE statement, see
z/VM: TCP/IP Planning and Customization.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
ProcessFileExtInfo

DTCFTS2610I  {LINES | TRANSLATE}
parameter specified for
VMFILETYPEDEFAULT statement
cannot be repeated

Explanation:

An error exists in the TCPIP DATA file. The listed LINES
or TRANSLATE parameter has been specified more
than once for the VMFILETYPEDEFAULT statement
that defines default translation characteristics.
Parameters cannot be repeated for this statement.

System action:
None.

User response:

Review the TCPIP DATA file, and correct the
VMFILETYPEDEFAULT statement that is in error. For
detailed information about this statements, see z/VM:
TCP/IP Planning and Customization.

Module:
FTSVMSUB PASCAL

Severity:
Error.

FTP Messages

Procedure Name:
ProcessParms

DTCFTS26111

{LINES | TRANSLATE} parameter
specified for VMFILETYPE
extension statement cannot be
repeated

Explanation:

An error exists in the TCPIP DATA file. The listed

LINES or TRANSLATE parameter has been specified
more than once for the VMFILETYPE statement that
defines translation characteristics for the indicated file
extension. Parameters cannot be repeated for these
statements.

System action:
None.

User response:

Review the TCPIP DATA file, and correct the
VMFILETYPE statement that is in error. For detailed
information about this statement, see z/VM: TCP/IP
Planning and Customization.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
ProcessParms

DTCFTS26121

{LINES | TRANSLATE} parameter
syntax is not correct for
VMFILETYPEDEFAULT statement;
delimiter '=' is missing

Explanation:

An error exists in the TCPIP DATA file. The listed
LINES or TRANSLATE parameter has been specified
but the indicated delimiter has not been included. The
parameter in error has been specified as part of the
VMFILETYPEDEFAULT statement that defines default
translation characteristics.

System action:
None.

User response:

Review the TCPIP DATA file, and correct the
VMFILETYPEDEFAULT statement that is in error.
Ensure that an equal sign (=) is used to separate

the LINES parameter keyword from its corresponding
value. Also, ensure that no spaces are included

when LINES or TRANSLATE parameters and values
are specified. For detailed information about

these statements, see z/VM: TCP/IP Planning and
Customization.

Module:
FTSVMSUB PASCAL
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Severity:
Error.

Procedure Name:
ProcessParms

DTCFTS26131 {LINES | TRANSLATE} parameter
syntax is not correct for
VMFILETYPE extension statement;

delimiter '=' is missing

Explanation:

An error exists in the TCPIP DATA file. The listed
LINES or TRANSLATE parameters have been specified
but the indicated delimiter has not been included.
The parameter in error has been specified as part of
the VMFILETYPE statement that defines translation
characteristics for the indicated file extension.

System action:
None.

User response:

Review the TCPIP DATA file, and correct the
VMFILETYPE statement that is in error. Ensure that

an equal sign (=) is used to separate the TRANSLATE
parameter keyword from its corresponding value. Also,
ensure that no spaces are included when LINES

or TRANSLATE parameters and values are specified.
For detailed information about these statements, see
z/VM: TCP/IP Planning and Customization.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
ProcessParms

DTCFTS26141 VMFILETYPEDEFAULT statement
syntax is not correct; delimiter

'delimiter' is not valid

Explanation:

An error exists in the TCPIP DATA file. The indicated
delimiter is not supported for use with the LINES

or TRANSLATE parameters. These parameters are
associated with the VMFILETYPEDEFAULT statement
that defines default translation characteristics.

System action:
None.

User response:

Review the TCPIP DATA file, and correct the
VMFILETYPEDEFAULT statement that is in error. For
detailed information about these statements, see
z/VM: TCP/IP Planning and Customization.

Module:
FTSVMSUB PASCAL

Severity:
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Error.

Procedure Name:
ProcessParms

DTCFTS26151 VMFILETYPE statement syntax is
not correct; delimiter ' delimiter' is

not valid

Explanation:

An error exists in the TCPIP DATA file. The indicated
delimiter is not supported for use with the LINES

or TRANSLATE parameters. These parameters are
associated with the VMFILETYPE statement that
defines translation characteristics for the indicated file
extension.

System action:
None.

User response:

Review the TCPIP DATA file, and correct the
VMFILETYPE statement that is in error. For detailed
information about these statements, see z/VM: TCP/IP
Planning and Customization.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
ProcessParms

VMFILETYPE extension FileExt
truncated to eight characters

DTCFTS26221

Explanation:

The indicated file extension is longer than eight
characters, therefore it has been truncated. The
maximum length of a file extension defined by the
VMFILETYPE statement in the TCPIP DATA file is eight
characters.

System action:
None.

User response:
None.

Module:
FTSVMSUB PASCAL

Severity:
Informational.

Procedure Name:
ProcessFileExtInfo

DTCFTS26231  Wildcard in middle of file
extension FileExt ignored

Explanation:
The specified file extension (defined by the
VMFILETYPE statement in the TCPIP DATA file)
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contains a wildcard character (**') in the middle of the
file extension. Wildcard characters can be used at the
beginning or end of a file extension. When used in the
middle of the file extension, the asterisk is considered
a literal character of the file extension.

System action:
None.

User response:
Specify separate VMFILETYPE statements for each file
extension covered by the wildcard.

Module:
FTSVMSUB PASCAL

Severity:
Informational.

Procedure Name:
ProcessFileExtInfo

DTCFTS26241 In VMIpAdrChk, secure data level
is now level.

Explanation:

The minimum security level for the data connection

being processed has been set to the specified level.

The connection number and associated user may be
found in adjacent messages in the FTP server trace.

System action:
Server execution continues.

User response:
None

Module:
FTSVMSUB PASCAL

Severity:
Informational.

Procedure Name:
FTSVMSUB PASCAL VMIpAdrChk

DTCFTS2625E SECUREDATA setting setting for
User user in CHKIPADR is not
valid.

Explanation:

The specified setting given on the SECUREDATA
command for the specified user in the CHKIPADR exit
is not valid. The value must be ALLOWED, REQUIRED,
or NEVER.

System action:
Server execution continues.

User response:
Correct the CHKIPADR EXEC file and restart the FTP
server.

Module:
FTSVMSUB PASCAL

Severity:

FTP Messages

Error.

Procedure Name:
VMIpAdrChk

DTCFTS2626E

Setting not specified for
SECUREDATA command for User
user in CHKIPADR.

Explanation:

A minimum security level setting was not specified

on the SECUREDATA command for the specified user
in the CHKIPADR exit. The minimum security level
(ALLOWED, REQUIRED, or NEVER) must be specified
when the SECUREDATA command is used.

System action:
Server execution continues.

User response:
Correct the CHKIPADR EXEC file and restart the FTP
server.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
VMIpAdrChk

DTCFTS26271

In VMIpAdrChk, user user
authorized for HMC services

Explanation:
The specified user has been authorized in the
CHKIPADR exit to use HMC file services.

System action:
FTP server execution continues.

User response:
None.

Module:
FTSVMSUB PASCAL

Severity:
Informational.

Procedure Name:
VMIpAdrChk

DTCFTS2628E

In VMIpAdrChk, user user is NOT
authorized for HMC services

Explanation:
The specified user has not been authorized in the
CHKIPADR exit to use HMC file services.

System action:
FTP server execution continues.

User response:
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If the specified user needs authorization to HMC file
services, add an HMCAUTH YES statement for the
user in the CHKIPADR exit, then restart the FTP server.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
VMIpAdrChk

DTCFTS2629E  HMCAUTH authorization for User

user in CHKIPADR is not valid

Explanation:

The specified authorization configured for the given
user in the CHKIPADR exit is not valid. Valid
authorizations for the HMCAUTH statement are YES
and NO.

System action:
FTP server execution continues.

User response:
Correct the CHKIPADR exit and restart the FTP server.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
VMIpAdrChk

DTCFTS2630E HMC authorization not specified in
HMCAUTH command for User user

in CHKIPADR

Explanation:

An authorization setting was not specified for the given
user in the CHKIPADR exit. Valid authorization settings
for the HMCAUTH statement are YES and NO.

System action:
FTP server execution continues.

User response:
Correct the CHKIPADR exit and restart the FTP server.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
VMIpAdrChk

DTCFTS3006I  FTP services external interrupt

received for HMCconn connection:
FTP function function with rc = rc

Explanation:
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An external interruption was received for the specified
HMC file services function on the given connection.

System action:
FTP server execution continues.

User response:
None.

Module:
FTSEVEN PASCAL

Severity:
Informational.

Procedure Name:
HandleOtherExtRupt

DTCFTS3007E  Unknown external interruption

code (code) received

Explanation:
The specified unknown external interruption was
received by the FTP server.

System action:
FTP server execution continues.

User response:
If necessary, contact the IBM Support Center for
assistance.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
HandleOtherExtRupt

FTP services call: Connection
connection, HMC function is
hmc_function, FTP function is
ftp_function

DTCFTS30081

Explanation:

The specified HMC file services function will be issued
for the given connection using the displayed FTP
function type.

System action:
FTP server execution continues.

User response:
None.

Module:
FTSCMD PASCAL, FTSUTIL PASCAL, FTSVYMSUB
PASCAL

Severity:
Informational.

Procedure Name:
DoDelete, DoSize, HMCDirCheck, HMCFindUnique,
SendData
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DTCFTS30091 FTP services call: rc = rc

Explanation:

The HMC file services call specified in the previous
DTCFTS3008I message returned with the given return
code.

System action:
FTP server execution continues.

User response:
None.

Module:
FTSCMD PASCAL, FTSUTIL PASCAL, FTSVYMSUB
PASCAL

Severity:
Informational.

Procedure Name:
DoDelete, DoSize, HMCDirCheck, HMCFindUnique,
SendData

DTCFTS4015E Time Date Giving up: reason

Explanation:
The FTP server can no longer execute due to the
specified reason.

System action:
The FTP server terminates.

User response:

Use the specified reason to determine an appropriate
action. If necessary, call the IBM Support Center for
assistance.

Module:
FTSUTIL PASCAL

Procedure Name:
CheckResult

DTCFTS4016E Server-FTP Time Date: ReturnCocde

Explanation:
This message implies an error in the server FTP code.

System action:
None.

System programmer response:
Contact the IBM Support Center.

User response:
Ask the system programmer for instructions.

Module:
FTSUTIL PASCAL

Severity:
Error.

Procedure Name:
CheckResult

DTCFTS40241 OpenConnection(localhost,
localport, foreignhost, foreignport,

timeout, activeflag

Explanation:

Procedure OpenConnection was called to open a TCP
connection using the specified local host IP address,
local port, foreign host IP address, foreign port,
timeout, and active connection flag. IP addresses are
specified in hexadecimal notation. Port and timeout
values are provided in decimal notation. A FALSE
active flag indicates a passive connection, while TRUE
indicates an active connection.

System action:
FTP server execution continues.

User response:
None.

Module:
FTSCMD PASCAL, FTSUTIL PASCAL

Severity:
Informational.

Procedure Name:
FindDataConn, AdvertizeService

DTCFTS40251

TcpOpen in OpenConnection
returns message text

Explanation

The FTP server attempted to open an FTP connection
that already exists. The included message text
corresponds to a return code value that is associated
with the TcpOpen procedure (which is used to initiate a
TCP connection).

If the open attempt is for an FTP data connection,

and the corresponding FTP control connection already
has an open data connection, then no further action

is required. Otherwise, the open attempt fails, and

the FTP server issues accompanying error message
FTSRVPO20E, after which the FTP server terminates.

System action:
FTP continues.

User response:

If the open failure is for an FTP control connection,
refer to accompanying error message(s) to determine
a proper course of action to resolve this problem.

DTCFTS4030E

TryToSend gets error from
TcpFSend: reason

Explanation:
The FTP server received an error when trying to send
data over a connection. The reason indicates the error.

System action:
Program execution continues.
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User response:
Determine why the stack cannot send data over the
connection.

Module:
FTSUTIL PASCAL

Severity:
Error.

Procedure Name:
TryToSend

Unable to secure connection conn:
reason.

DTCFTS4059E

Explanation:

The FTP server was unable to secure the specified
connection due to the given reason. For data
connections, the connection is aborted. For control
connections, a 421 (Temporarily unable to process
security) reply code is returned to the FTP client.

System action:
Server execution continues.

User response:
If needed, contact the IBM Support Center for
assistance.

Module:
FTSUTIL PASCAL

Severity:
Error.

Procedure Name:
SecureConnection

DTCFTS4061E FTP port port not available. Port

must be reserved in TCP/IP server.

Explanation:

The FTP server could not obtain the specified port
because the port is in use by another process. This
situation occurs when the port has not been reserved
for the FTP server in the TCP/IP server. The specified
port is either the FTP control connection port (default
port 21) or the FTP data port (default port 20). The
FTP server control and data port values may vary
depending on the configuration setting associated with
the FTP server configuration file PORT statement. The
FTP data port is always the FTP control port minus
one.

System action:
The FTP server terminates.

User response:

Reserve the FTP control and data ports for the FTP
server using the PORT statement in the TCP/IP server
initial configuration file. For more information on
configuring the TCP/IP and FTP servers, see z/VM:
TCP/IP Planning and Customization.
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Module:
FTSCMD PASCAL, FTSUTIL PASCAL

Severity:
Error.

Procedure Name:
FindDataConn, AdvertizeService

DTCFTS41161 Virtual storage too low. To allow
more connections increase the

size of the virtual machine.

Explanation:
The FTP server cannot open any more connections
with this size virtual machine.

System action:

The FTP server continues but will not allow any

new connections until some existing connections are
closed.

User response:
If you want more connections, increase the FTP
server's virtual machine size.

Module:
FTSUTIL PASCAL

Severity:
Informational.

Procedure Name:
OpenConnection

DTCFTS5213E  CSMSRVMGMT timeout; Request
did not complete within allotted
time

Explanation

A CSMSRVMGMT command request was received and
supplied to the designated z/VM CSM agent virtual
machine for processing, but no response has been
received from that machine within the time period
specified (by the submitting client user ID) to allow
for completion of that request. Message DTCFTS52151
cites the client timeout value in use.

A processing error within the z/VM CSM agent virtual
machine, which has inhibited its ability to provide the
expected completion response, is a likely cause for
this error.

System action:
Program execution continues.

User response:

Note the reported CSMSRVMGMT command, and
retain relevant message logs and console files on the
relevant principal and managed systems. Contact the
IBM Support Center for assistance.

Module:
FTSRVPA PASCAL
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Severity:
Error

Procedure Name:
MainLoop

DTCFTS52141 XAUTOLOG command string:

command_info

Explanation:

The CP XAUTOLOG command used to autolog the
intended z/VM CSM agent virtual machine, inclusive of
applicable console input data, is cited by this message.
This message provides contextual information for
instances when z/VM CSM system management
problems arise.

System action:
Program execution continues.

User response:
None.

Module:
FTSVMSUB PASCAL

Severity:
Informational

Procedure Name:
DoCsmSrvMgmt

DTCFTS52151 CSMSRVMGMT command timer

(client supplied): seconds

Explanation:

The timeout value to be applied to a supplied
z/VM CSM CSMSRVMGMT command is cited by
this message. This message provides contextual
information for instances when z/VM CSM system
management problems arise.

System action:
Program execution continues.

User response:
None.

Module:
FTSVMSUB PASCAL

Severity:
Informational

Procedure Name:

DoCsmSrvMgmt

DTCFTS5216I CSMSRVMGMT SMSG response
received from userid

Explanation

A CP special message was received from the indicated
user ID. The CP special message is expected to be a
response from that user ID after having processed a
z/VM CSM system management command for which it
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was autologged. The lack of such a response message
would be indicative of command processing problems.

This message (DTCFTS52161) provides contextual
information for instances when z/VM CSM system
management problems arise.

System action:
Program execution continues.

User response:
None.

Module:
FTSEVEN PASCAL

Severity:
Informational

Procedure Name:
DoCSMResponse

DTCFTS7002E

Unable to proceed: all possible file
modes in use!

Explanation:

You have used all available minidisk access mode
codes. This requires the use of modes A through
Z. Although the operating system allows the use
of modes A through Z, no meaningful computer
processing can be accomplished using this CMS
configuration.

System action:
None.

User response:
You can free at least one accessing mode to allow this
FTP request to be resubmitted.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
SystemlInitialize

DTCFTS7003I

Diagnose 88 authorization and
Class B privilege confirmed

Explanation:
The FTP server has Diagnose X'88' and Class B
privileges in order to authenticate FTP server users.

System action:
Program execution continues.

User response:
None.

Module:
FTSVMSUB PASCAL

Severity:
Informational.
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Procedure Name:
SystemlInitialize

DTCFTS7012E TidyFile: FINIS returns ReturnCode

Explanation:

The listed nonzero return code was generated during
an invocation of the AMPXSVC2 procedure while
performing TidyFile. The procedure is called only for
a Data connection to clean up the local file.

System action:

If the DataFile has been opened and is not yet closed,
the procedure closes the file and clears any related
filedef.

User response:
Correct the problem and try again.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
TidyFile

DTCFTS7014E Cannot determine z/VM level

Explanation:

The FTP server tried to determine the level of
z/VM using the QUERY CPLEVEL command, but the
command failed.

System action:
Server initialization stops.

User response:

Try to determine why the QUERY CPLEVEL command
might have failed. If necessary, contact your IBM
Support Center for assistance.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
GetReleaselevel

DTCFTS7015E Unsupported z/VM level

Explanation:
The FTP server is not supported on the level of z/VM
that is installed.

System action:
System initialization stops.

User response:
Install a supported level of z/VM and restart the FTP
server.

Module:
FTSVMSUB PASCAL
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Severity:
Error.

Procedure Name:
GetReleaselevel

DTCFTS70171

Warning: Cannot set
IGNOREincomingPUSH option:
reason

Explanation:

An error occurred when the FTP server tried to set the
IGNOREincomingPUSH option on a connection. The
reason indicates what error occurred.

System action:
Program execution continues.

User response:
Determine if other errors occurred because the
IGNOREincomingPUSH option could not be set.

Module:
FTSVMSUB PASCAL

Severity:
Informational.

Procedure Name:
DoFile

DTCFTS70211

IAC Encountered on conn
#nn: xxxx

Explanation:

An IAC control sequence was encountered on the
control connection numbered nn. The actual command
encountered is xxxx, where the first byte is the
interrupt character (should always be x'FF') and the
second byte is the actual command. See the TELNET
RFC for details about commands.

System action:
None.

User response:
None. This is an informational message encountered in
FTP server traces.

Module:
FTSCMD PASCAL

Severity:
Informational.

Procedure Name:
DoCommand()

DTCFTS70221

Command Received on conn #nn:
command

Explanation:

A FTP command was encountered on the control
connection numbered nn of the FTP server. The actual
command encountered is Command, which is the
entire command string up to its terminating carriage



return. This aids in problem diagnosis by indicating
exactly what commands are being received from the
connected FTP clients.

System action:
None.

System programmer response:
None.

User response:
None; this is an informational message encountered in
FTP server traces.

Module:
FTSCMD PASCAL

Severity:
Informational.

Procedure Name:
DoCommand()

DTCFTS7023E FTP server is missing class
B privileges or diagnose 88

authorization

Explanation:

The FTP server virtual machine requires class B
privileges and Diagnose 88 authorization for password
checking and minidisk links.

System action:
The server program halts at this point

User response:

Ensure that the FTP server virtual machine's user
directory entry includes Class B privileges and an
OPTION DIAG88 statement.

Module:
FTSVYMSUB

Severity:
Error.

Procedure Name:
SystemlInitialize

Link Error: DMSLINK owner addr
by user username returns rc

DTCFTS8004I

Explanation:
CSL routine DMSLINK had a paging error attempting to
LINK a minidisk.

System action:
None.

User response:
Contact your RACF administrator to determine the
cause of the problem.

Module:
FTSVMSUB PASCAL

Severity:
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Error.

Procedure Name:
MinidiskLink
DTCFTS8009E

DMSLINK Error:
VMRDR, Entity=target_user
Userid=agent_user, rc=rc

Explanation:
An error occurred when the FTP server tried to link the
agent_user to the target_user virtual reader.

System action:
Program execution continues

User response:

Use the return code from the DMSLINK CSL routine to
determine why the error occurred. Refer to the z/VM:
CMS Callable Services Reference for return and reason
codes.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
CheckRDR

DTCFTS8101I

RACROUTE AUTH call returns
SafRc=Safrc, RacfRc=RacfRc,
RacfReas=RacfRsc

Explanation:

The FTP server used the RACROUTE macro to
determine a user's SFS authorization, but the macro
returned an unknown reason code.

System action:
Program execution continues.

User response:

Use the reason code from the RACROUTE macro to
determine what error occurred. Contact your IBM
Support Center for assistance.

Module:
FTSVMSUB PASCAL

Severity:
Informational.

Procedure Name:
DoQAuth

DTCFTS8104I

No CMS Byte File System support
available

Explanation:

The FTP server attempted to call the BPX1VM5
callable service to notify the BFS server machine that
it should ignore file pool administration authority for
the FTP server virtual machine (it should use the
effective UID and GID values for authority checking),
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but the call has failed. (If the FTP server is running on
z/VM 2.1, APAR VM60747 is required in order for FTP
to support BFS.)

System action:
Server initialization continues with no BFS support
available.

User response:

Try to determine why the call to the BPX1VM5
function failed, and correct the problem. If the TRACE
parameter was specified when the FTP server is
started, the debug trace file (FILE DEBUGTRA) on

the server's 191 disk will contain the return code
information from the call to BPX1VM5.

Module:
FTSVMSUB PASCAL

Severity:
Informational.

Procedure Name:
SystemlInitialize

DTCFTS8105E An error occurred during

FTP server termination while
attempting to notify the Byte File
System that it should now respect
file pool administration authority

for the FTP server virtual machine.

Explanation:

The FTP server attempted to call the BPX1VM5
callable service to notify the BFS server machine that
it should now respect file pool administration authority
for the FTP server virtual machine, but the call has
failed.

System action:

The BFS server will not honor file pool admin
authority when determining authorization levels for
the FTP server virtual machine (it will continue to
use the effective UID and GID values for checking
authorization).

User response:

Try to determine why the call to the BPX1VM5
function failed, and correct the problem. If the TRACE
parameter was specified when the FTP server is
started, the debug trace file (FILE DEBUGTRA) on

the server's 191 disk will contain the return code
information from the call to BPX1VM5.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
SystemTerminate
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DTCFTS8199E SFSFLAG is on but WorkUnit is

zero; System Error.

Explanation:
An internal error occurred.

System action:
None.

User response:
Close the current connection and issue the Open
command to re-establish the connection.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoCwd

DTCFTS84001 You are not authorized to issue

commands to this server

Explanation:

The FTP server SMSG interface is for privileged users
only. Your user ID must be included in the TCPIP OBEY
list for your SMSG commands to be recognized by the
FTP server.

System action:
None.

User response:
None.

Module:
FTSEVEN

Severity:
Error.

Procedure Name:
SMSGEvent

DTCFTS84441 FTPKEEPALIVE setting not

specified

Explanation:

A setting was not specified on the FTP server

SMSG FTPKEEPALIVE command. The setting must be
specified when the FTP server SMSG FTPKEEPALIVE
command is used.

System action:
Server execution continues.

User response:
Reissue the FTP server SMSG FTPKEEPALIVE
command specifying a valid setting.

Module:
FTSEVEN PASCAL

Severity:
Informational.



Procedure Name:
DoFTPkeepalive

SSL server is available and TLS
label label has been verified.

DTCFTS84661

Explanation:
The SSL server is available and the specified label has
been verified with the SSL server. Secure connections
may be used.

System action:
Server execution continues.

User response:
None.

Module:
FTSVYMSUB

Severity:
Informational.

Procedure Name:
SystemlInitialize

DTCFTS8467E  Error verifying TLS label label:

reason.

Explanation:
The specified TLS label is not valid for the given
reason.

System action:
Server initialization halts.

User response:

Determine why the TLS label is not valid, correct the
problem, and restart the FTP server. The SSL server
must be available and the TLS label must be verified
as valid by the SSL server before the FTP server can
be successfully initialized when configured to support
securing connections using TLS. If the SSL server is
currently down and you would like to allow the FTP
server to come up without secure connection support,
the FTP server must be configured to not allow secure
connections by using the SECURECONTROL NEVER
and SECUREDATA NEVER configuration statements
in the FTP server configuration file, or remove
SECURECONTROL and SECUREDATA statements from
the configuration file, since NEVER is the default.

Module:
FTSVYMSUB

Severity:
Error.

Procedure Name:
SystemlInitialize

DTCFTS8468E  QueryTLS returns rc rc attempting

to verify TLS label label.

Explanation:
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The QueryTLS procedure returned the specified return
code attempting to verify the given TLS label. Refer to
message DTCFTS8467E in the FTP server console for

more information.

System action:
Server execution continues.

User response:
None.

Module:
FTSVYMSUB

Severity:
Informational.

Procedure Name:
SystemlInitialize

DTCFTS8469E

TLS is enabled, but there is no TLS
label defined.

Explanation:

Secure connections using TLS have been enabled
using the SECURECONTROL and SECUREDATA FTP
server configuration file statements, but a TLS

label has not been configured using the TLSLABEL
configuration statement. The FTP server cannot secure
connections using TLS without a TLS label. The label
must be specified in the FTP server configuration file
by using the TLSLABEL statement.

System action:
Server initialization halts.

User response:
Correct the FTP server configuration file and restart
the FTP server.

Module:
FTSVYMSUB

Severity:
Error.

Procedure Name:
SystemInitalize

DTCFTS85021

Load of FTPEXit failed, RC = rc

Explanation:

The load of the FTP user exit, FTPEXIT, has failed
with the indicated return code from the VMS LOAD
command. Any exit routine loaded by the procedures
listed below remains in storage.

System action:
None.

User response:

Correct the problem and try loading the exit again.
Either restart the server or use the SMSG FTPEXIT
RELOAD command.

Module:
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FTSVMSUB, FTSEVEN

Severity:
Error.

Procedure Name:
SystemlInitialize, DoReload

DTCFTS85031  FTP exit type exit has been

disabled

Explanation:

This message is displayed when a return code 8 is
received by the FTP server from a call to the FTP
server exit routine. The type of exit that was called is
indicated in the message and may be Audit, Command,
or CD. Upon receiving the return code 8, the FTP server
will continue processing, but the exit is disabled and
will no longer be called.

System action:
Operation continues, however, the exit is disabled.

User response:

Review the FTPEXIT ASSEMBLE file and try to
determine why a return code 8 was given back to

the FTP server. Once the problem has been corrected,
reassemble and reload the exit routine if necessary.

Module:
FTSCMD, FTSEVEN, FTSVYMSUB

Severity:
Informational.

Procedure Name:
DoFTexit

DTCFTS8505I

FTPEXIT: Unexpected return, type
= ExitType, rc = rc

Explanation:
The Ftp server exit (FTPEXIT ASSEMBLE) returned to
the server with a return code other than 0, 4, 8, or 12.

System action:
None.

User response:

Review the FTPEXIT ASSEMBLE file and correct the
problem; then reassemble and reload the FTPEXIT
routine.

Module:
FTSVMSUB, FTSCMD

Severity:
Error.

Procedure Name:
CallFTPexit, DoCommand

DTCFTS85091 FTPEXxit has been reloaded at
address by user

Explanation:

The FTPEXxit has been successfully reloaded at
the specified address because the specified user
submitted the FTP server SMSG FTPEXIT RELOAD
command.

System action:
Program execution continues.

User response:
None.

Module:
FTSEVEN PASCAL

Severity:
Informational.

Procedure Name:
DoReload

DTCFTS8512E Reload of FTPEXit by user failed,

RC=rc

Explanation:

An error occurred when the FTP server tried to
reload the FTPEXit in response to an FTP server
SMSG FTPEXIT RELOAD command submitted by the
specified user.

System action:
Program execution continues.

User response:

Use the return code from the LOAD instruction to
determine why the error occurred. If necessary,
contact your IBM Support Center for assistance.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
DoReload

FTP Server: Unnumbered Messages

This topic contains the unnumbered FTP server messages. Messages in this topic do not contain headers
because headers are not visible when these messages are issued.

The "Message n" identifiers are not actual message numbers; they are included for accessibility purposes

only.
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Message 1 AUTOTRANS setting setting is not

valid

Explanation:

The indicated type of automatic translation setting

is not valid for the FTP server SMSG AUTOTRANS
command. Valid automatic translation settings are ON
and OFF.

System action:
The default server automatic translation setting is not
changed.

User response:
Issue a valid FTP server SMSG AUTOTRANS command
specifying a valid automatic translation setting.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
DoAutoTrans

Message 2 Cannot drop connection conn_num

- data connection

Explanation:
The indicated connection number represents a data
connection and cannot be dropped.

System action:
None.

User response:
None.

Module:
FTSEVEN

Severity:
Error.

Procedure Name:
DoDrop

Message 3 Cannot release filemode fm -

reserved by the server

Explanation:

The SMSG RELEASE command was received but the
file mode specified is reserved for server use and
cannot be released/detached using this command.

System action:
None.

User response:
None.

Module:
FTSEVEN

Severity:
Error.
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Procedure Name:
DoRelease

Message 4 Connection security level level is

not valid

Explanation:

The specified minimum security level on the SMSG
SECURE command is not valid. Valid values for the
minimum security level are ALLOWED, REQUIRED,
and NEVER.

System action:
Server execution continues.

User response:
Reissue the SMSG SECURE command specifying a
connection type and valid minimum security level.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
DoSecure

Message 5 Connection security level not

specified

Explanation:

The minimum security level (ALLOWED, REQUIRED,
or NEVER) was not specified on the SMSG SECURE
command. The security level is required.

System action:
Server execution continues.

User response:
Reissue the SMSG SECURE command specifying a
connection type and minimum security level.

Module:
FTSEVEN PASCAL

Severity:
Informational.

Procedure Name:
DoSecure

Message 6 Connection type type is not valid

Explanation:

The specified connection type on the SMSG SECURE
command is not valid. Valid values for the connection
type are CONTROL and DATA.

System action:
Server execution continues.

User response:
Reissue the SMSG SECURE command specifying a
valid connection type and minimum security level.

Module:
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FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
DoSecure

Message 7 Connection conn_num has already
been dropped. Cannot drop
connection conn_num -

no user or active user.

Explanation:
No active connection exists with the indicated
connection number.

System action:
None.

User response:
None.

Module:
FTSEVEN

Severity:
Error.

Procedure Name:
DoDrop

Message 8 Currently processing PUT to
reader. Cannot change reader

filemode

Explanation:

The FTP server RDR file mode cannot be changed
while the FTP server is processing a PUT to a reader
directory.

System action:
None.

User response:

Wait until the FTP server is finished processing the
PUT to a reader directory and reissue the FTP server
SMSG RDRmode command. If the problem persists,
contact your IBM Support Center for assistance.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
DoRDR

Message 9 Currently processing PUT to
reader. Cannot disable PUT to

reader support.

Explanation:

The FTP server PUT to reader file support cannot be
changed while the FTP server is processing a PUT to a
reader directory.
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System action:
None.

User response:

Wait until the FTP server is finished processing

the PUT to a reader directory and reissue the

FTP server SMSG RDRmode OFF command. If the
problem persists, contact your IBM Support Center for
assistance.

Module:
FTSEVEN PASCAL

Procedure Name:
DoRDR

Default control connection
security level is level

Message 10

Explanation:

The FTP server default minimum security level for
control connections is set to the specified level. Refer
to z/VM: TCP/IP Planning and Customization for more
information.

System action:
Server execution continues.

User response:
None

Module:
FTSEVEN PASCAL

Severity:
Informational.

Procedure Name:
DoQuerySecure, DoSecure

Message 11 Default data connection security
level automatically changed to
NEVER due to control connection

security level change

Explanation:

The default control connection security level was
changed to NEVER with the SMSG SECURE command
when the default data connection security level

was ALLOWED or REQUIRED. If the default control
connection security level is NEVER, the default data
connection security level must be NEVER, so the
default data connection security level has been
automatically set to NEVER.

System action:
Server execution continues.

User response:
None

Module:
FTSEVEN PASCAL

Severity:
Informational.
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Procedure Name:
DoSecure

Message 12 Default data connection security

level is level

Explanation:

The FTP server default minimum security level for
data connections is set to the specified level. Refer
to z/VM: TCP/IP Planning and Customization for more
information.

System action:
Server execution continues.

User response:
None

Module:
FTSEVEN PASCAL

Severity:
Informational.

Procedure Name:
DoQuerySecure, DoSecure

Message 13 Error verifying TLS label label:

reason

Explanation:
The specified TLS label is not valid for the given
reason.

System action:
Server execution continues.

User response:

Determine why the TLS label is not valid, correct the
problem, and reissue the SMSG TLSLABEL or SMSG
SECURE command.

Module:
FTSEVEN PASCAL

Severity:
Informational.

Procedure Name:
DoSecure, DoTLSLabel

Message 14 Filemode fm on RDRmode
statement is not valid or not

writable

Explanation:

The indicated file mode is not a valid file mode, or the
file mode is valid but is not accessed with read/write
status.

System action:
None.

User response:

Issue an SMSG RDRmode command that specifies a
valid file mode that is accessed by the FTP server in
read/write status.
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Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
DoRDR

Message 15 FTP connection number conn_num
is invalid. No connection number

specified

Explanation:

The indicated number is not a connection number
associated with any connections being managed or
used by the FTP server, or no connection humber was
specified.

System action:
None

User response:
Reissue your command with an appropriate
connection number specified.

Module:
FTSEVEN

Severity:
Error.

Procedure Name:
DoDrop

Message 16 FTPKEEPALIVE setting setting is

not valid

Explanation:

The indicated setting is not valid for the FTP server
SMSG FTPKEEPALIVE command. Valid keepalive
mechanism settings are ON and OFF.

System action:
The keepalive mechanism setting is not changed.

User response:
Correct the error and reissue the command.>

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
DoFTPkeepalive

Message 17

FTPKEEPALIVE setting not
specified

Explanation:

A setting was not specified on the FTP server

SMSG FTPKEEPALIVE command. The setting must be
specified when the FTP server SMSG FTPKEEPALIVE
command is used.
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System action:
Server execution continues.

User response:
Correct the error and reissue the command.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
DoFTPkeepalive

Message 18 FTPKEEPALIVE setting setting is

not valid

Explanation:

The indicated setting is not valid for the FTP server
SMSG FTPKEEPALIVE command. Valid settings for the
FTP server SMSG FTPKEEPALIVE command are ON
and OFF.

System action:
Server execution continues.

User response:
Correct the error and reissue the command.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
DoFTPkeepalive

Message 19 Invalid filemode fm specified.
Filemode fm not accessed by

the server.

Explanation:

The SMSG RELEASE command was received but the
file mode was not a valid file mode or is not currently
accessed by the FTP server.

System action:
None.

User response:

Issue SMSG QUERY ACCESSED command to obtain a
list of disks/directories currently accessed by the FTP
server. Then reissue the SMSG RELEASE command
with a valid file mode specified.

Module:
FTSEVEN

Severity:
Error.

Procedure Name:
DoRelease
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Message 20 Keepalive setting for control

connections

Explanation:

The FTP server's keepalive mechanism setting for
control connections is set to the specified mechanism.
Refer to z/VM: TCP/IP Planning and Customization for
more information.

System action:
Server execution continues.

User response:
None.

Module:
FTSEVEN PASCAL

Severity:
Informational.

Procedure Name:
DoQueryFtpkeepalive, DoFTPkeepalive

Message 21 List format list_format is not valid

Explanation:

The indicated type of list format is not valid for the FTP
server SMSG LISTFORMAT command. Valid list format
types are VM and UNIX.

System action:
The default server list format is not changed.

User response:
Issue a valid FTP server SMSG LISTFORMAT command
specifying a valid list format type.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
DoListFormat

Message 22 No filemode specified

Explanation:
The SMSG RELEASE command was received but no file
mode was specified.

System action:
None.

User response:
Issue the SMSG RELEASE command with an
appropriate file mode specified.

Module:
FTSEVEN

Severity:
Error.

Procedure Name:
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DoRelease

Message 23 No list format specified

Explanation:

The FTP server SMSG LISTFORMAT command require
a list format to be specified, but no list format was
given. Valid list format types are VM and UNIX.

System action:
The default server list format is not changed.

User response:
Issue a valid FTP server SMSG LISTFORMAT command
specifying a valid list format type.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
DolListFormat

- No such user user can be found
- No active user can be found

Message 24

Explanation:
The user specified is not currently an active FTP user
or there are no active FTP users at this time.

System action:
None.

User response:
None.

Module:
FTSEVEN

Severity:
Error.

Procedure Name:
DoQueryUser

Message 25 REFresh must be followed by

VMFiletype keyword

Explanation:
The FTP server SMSG REFresh command must have
the VMFiletype keyword given.

System action:
None.

User response:
Issue the SMSG REFresh VMFiletype command.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
DoRefresh
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Message 26 Secure connection type not

specified

Explanation:

The connection type (CONTROL or DATA) was not
specified on the SMSG SECURE command. The
connection type was required.

System action:
Server execution continues.

User response:
Reissue the SMSG SECURE command specifying a
connection type and minimum security level.

Module:
FTSEVEN PASCAL

Severity:
Informational.

Procedure Name:
DoSecure

Message 27 There is no TLS label defined

Explanation:

A TLS label has not been configured using the
TLSLABEL FTP server configuration statement or
SMSG command.

System action:
Server execution continues.

User response:

If secure connection using TLS are desired, configure
the FTP server TLS label. Refer to z/VM: TCP/IP
Planning and Customization for more information.

Module:
FTSEVEN PASCAL

Severity:
Informational/Error.

Procedure Name:
DoQueryTLSLabel, DoSecure

TIMESTAMP setting setting is not
valid

Message 28

Explanation:

The indicated type of time stamp setting is not valid
for the FTP server SMSG TIMESTAMP command. Valid
time stamp settings are ON and OFF.

System action:
None.

User response:
Issue a valid FTP server SMSG TIMESTAMP command
specifying a valid time stamp setting.

Module:
FTSEVEN PASCAL

Severity:

Chapter 2. FTP Messages 47


https://www.ibm.com/docs/en/SSB27U_7.3.0/pdf/kill0_v7r3.pdf#nameddest=kill0_v7r3
https://www.ibm.com/docs/en/SSB27U_7.3.0/pdf/kill0_v7r3.pdf#nameddest=kill0_v7r3

FTP Messages

Error.

Procedure Name:
SMSGEvent

Message 29 TIMESTAMP setting was not

specified

Explanation:

The FTP server SMSG TIMESTAMP command requires
a valid time stamp setting to be specified. Valid time
stamp settings are ON and OFF.

System action:
None.

User response:
Issue a valid FTP server SMSG TIMESTAMP command
specifying a valid time stamp setting.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
SMSGEvent

Message 30 TLS label is label

Explanation:

The FTP server TLS label is set to the specified label.
Refer to z/VM: TCP/IP Planning and Customization for
more information.

System action:
Server execution continues.

User response:
None.

Module:
FTSEVEN PASCAL

Severity:
Informational.

Procedure Name:
DoQueryTLSLabel, DoTLSLabel

TLSLABEL must be 1to 8
characters in length

Message 31

Explanation:

The TLS label specified on the SMSG TLSLABEL
command is not valid. The label must be 1to 8
characters in length.

System action:

FTP Client: Numbered Messages

Server execution continues.

User response:
Correct the FTP server configuration file and restart
the FTP server.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
DoTLSLabel

Message 32 TLS label not specified

Explanation:

A label was not specified on the SMSG TLSLABEL
command. The label must be specified when the SMSG
TLSLABEL command is used.

System action:
Server execution continues.

User response:
Reissue the SMSG TLSLABEL command specifying a
valid TLS label.

Module:
FTSVMSUB PASCAL, FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
DisplaySettings, DoTLSLabel

Message 33 Too many parameters on

RDRmode command

Explanation:
An FTP server SMSG RDRmode command was issued
specifying too many parameters.

System action:
None.

User response:
Issue a valid SMSG RDRmode command.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
SMSGEvent

This topic contains the numbered FTP client messages.

DTCFTCOOO5E Unable to use TCP: reason
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Explanation:
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An error occurred when the FTP client tried to begin
using TCP/IP services. The reason indicates what error
occurred.

System action:
Command execution stops.

User response:
Ensure that the TCP/IP server is running and retry the
FTP command.

Module:
FTMAIN PASCAL

Severity:
Error.

Procedure Name:
Initialize

FTP Messages

Explanation:
The FTP command contained the specified
unsupported option.

System action:
Command execution continues.

User response:
If needed, quit out of the FTP command and issue an
FTP command with a supported option.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
GetOptions

Error in init: Handle returns
ReturnCode

DTCFTCOOO6E

Explanation:
Program initialization was unsuccessful.

System action:
FTMAIN is exited.

User response:
Check the return codes, correct your input, and
resubmit the job.

Module:
FTMAIN PASCAL

Severity:
Error.

Procedure Name:
Initialize

DTCFTCO015E Missing parm after TRANSLATE

Explanation:
The FTP command TRANSLATE option requires a
translation table file name.

System action:
Command execution continues.

User response:

To specify a non-standard translation table file,
quit out of the FTP command and re-issue the

FTP command with the TRANSLATE option giving a
translation table file name.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
GetOptions

DTCFTCO018E FTP: Unknown option 'option'

DTCFTCO031E Invalid argument string

Explanation:
A quoted string contains a quotation within the quoted
string. This is not valid.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:
Enter a valid command.

Module:
FTUTIL PASCAL

Severity:
Error.

Procedure Name:
FtpToken

DTCFTCO032E

Cannot find closing quote in
command string

Explanation:
A subcommand was entered with a quoted string but
the ending quotation mark could not be found.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:
Enter a valid subcommand containing a quoted string
ensuring that the closing quotation mark is present.

Module:
FTUTIL PASCAL

Severity:
Error.

Procedure Name:
FtpToken
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DTCFTCO033E ImageMode: software error

Explanation:
An internal error has occurred. The call to the
ImageMode procedure is not valid.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:
Contact your IBM Support Center for assistance.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
ImageMode

DTCFTCO034E ImageMode: can not allocate

buffer space

Explanation:

The current subcommand cannot be processed
because the FTP client cannot obtain needed buffer
space.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:

Ensure there is enough virtual memory available
for the FTP client to successfully complete the
subcommand and reissue the subcommand.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
ImageMode

DTCFTCOO35E
rc

Explanation:
An error occurred attempting to use the FSWRITE
macro to write to a file.

System action:

If the command exit option is in use, command
execution stops; otherwise, command execution
continues.

User response:
Use the return code from the FSWRITE macro to

determine what error occurred. For return codes, refer

to z/VM: CMS Macros and Functions Reference.
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ImageMode: FSWRITE error code

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
ImageMode

DTCFTCOO38E Software error: unsupported

mode: mode

Explanation:
An internal error occurred. The AsciiToRecord
procedure was called with an unsupported transfer

type.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:
Contact your IBM Support Center for assistance.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
AsciiToRecord

DTCFTCO039E Software error: not connection

Explanation:

An internal error occurred. While using stream mode,
either the source for a GET is not a connection or the
destination for a PUT is not a connection.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:
Contact your IBM Support Center for assistance.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
AsciiToRecord, RecordToAscii

DTCFTCOO40E Cannot allocate buffer space

Explanation:

An error occurred when the FTP client tried to allocate

buffer space to perform the GET subcommand in
stream mode.

System action:
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If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:

Ensure there is enough virtual memory available
for the FTP client to successfully complete the
subcommand and reissue the subcommand.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
AsciiToRecord

DTCFTCO041E CMS write error rc

Explanation:
An error occurred attempting to use the FSWRITE
macro to write to a file.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:

Use the return code from the FSWRITE macro to
determine what error occurred. For return codes, refer
to thez/VM: CMS Macros and Functions Reference.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
AsciiToRecord

Can not find end of record
character in data stream.

DTCFTCO042E

Explanation:
The FTP client cannot determine the end of a record
for a file being retrieved from the FTP server.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:

Ensure the file being retrieved has the appropriate
end of record characters and reissue the GET
subcommand.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
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AsciiToRecord
DTCFTCOO50E

Software error: unsupported
mode: mode

Explanation:
An internal error occurred. The RecordToAscii
procedure was called with an unsupported transfer

type.
System action:
If the command exit option is in use, command

execution stops; otherwise command execution
continues.

User response:
Contact your IBM Support Center for assistance.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
RecordToAscii

DTCFTCOO51E

CMS error code rc in LISTFILE

Explanation:
An error occurred trying to determine the file mode of
a local file.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:
Use the return code from the CMS LISTFILE command
to determine what error occurred.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
RecordToAscii

DTCFTCO052E

CMS error code rc in QUERY DISK

Explanation:
An error occurred trying to determine disk information
using the CMS QUERY DISK command.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:
Contact your IBM Support Center for assistance.

Module:
FTPROCS PASCAL
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Severity:
Error.

Procedure Name:
RecordToAscii

Software error: no mode is
available to reaccess the disk

DTCFTCOO053E

Explanation:

When performing a PUT or APPEND from the S disk,
the FTP client must reaccess the 190 disk at a
different file mode than S. There were no file modes
available to reaccess the disk.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:
Release a file mode and reissue the PUT or APPEND
subcommand.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
RecordToAscii

DTCFTCO0O54E CMS error code rc in ACCESS

Explanation:

When performing a PUT or APPEND from the S disk,
the FTP client must reaccess the 190 disk at a
different file mode than S. An error occurred when the
FTP client tried to access a file mode using the CMS
ACCESS command.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues. Refer to the z/VM: CMS Commands and
Utilities Reference for further assistanc.

User response:
Use the return code from the CMS ACCESS command
to determine what error occurred.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
RecordToAscii

DTCFTCOO55E Cannot allocate buffer space

Explanation:
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An error occurred when the FTP client tried to
allocate buffer space to perform the PUT or APPEND
subcommand in stream mode.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:

Ensure there is enough virtual memory available
for the FTP client to successfully complete the
subcommand and reissue the subcommand.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
RecordToAscii

DTCFTCO056E CMS error code rc

Explanation:
An error occurred when the FTP client tried to read
data from disk in order to perform a PUT or APPEND.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:
Contact your IBM Support Center for assistance.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
RecordToAscii, RecordToBlock

DTCFTCO061E CMS error code rc in RELEASE

Explanation:

When performing a PUT or APPEND from the S disk,
the FTP client must reaccess the 190 disk at a
different file mode than S. An error occurred when the
FTP client tried to release the file mode using the CMS
RELEASE command.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:

Use the return code from the CMS RELEASE command
to determine what error occurred. Refer to the z/VM:
CMS Commands and Utilities Reference for further
assistance.



Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
RecordToAscii

DTCFTCO067E Software error: not connection

Explanation:

An internal error occurred. While using block mode,
either the source for a GET is not a connection or the
destination for a PUT is not a connection.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:
Contact your IBM Support Center for assistance.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
RecordToBlock

DTCFTCO068E Cannot allocate buffer space

Explanation:

An error occurred when the FTP client tried to
allocate buffer space to perform the PUT or APPEND
subcommand in block mode.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:

Ensure there is enough virtual memory available
for the FTP client to successfully complete the
subcommand and reissue the subcommand.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
RecordToBlock

DTCFTCO074E Cannot allocate buffer space

Explanation:

An error occurred when the FTP client tried to allocate
buffer space to perform the GET subcommand in block
mode.

System action:
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If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:

Ensure there is enough virtual memory available
for the FTP client to successfully complete the
subcommand and reissue the subcommand.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
BlockToRecord

DTCFTCOO081E

Notification error: message

Explanation:
An error occurred while waiting for a data connection
to open.

System action:
Command execution continues

User response:

Use the message to determine what error occurred.
If needed, contact your IBM Support Center for
assistance.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
UntilOpen

DTCFTCO099E

Unsupported character found in
the FTP REPLY code. Please notify
the FTP server

Explanation:

The VM FTP client received a REPLY code from the
FTP server that was not RFC-compliant; specifically,
the FTP client found a non-numeric character in

the REPLY code section of the reply. For internal
handling, the non-numeric character is replaced by
zero (0). However, a SYNTAXERROR reply code 599
was returned to the caller.

System action:

If the command exit option is in use, command
execution stops; otherwise, command execution
continues.

User response:
Contact the support center for the FTP server.

Module:
FTUTIL PASCAL

Severity:
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Error.

Procedure Name:
GetReply

DTCFTCO100E CMS return code: rc

Explanation:
The CMS command entered failed with the specified
return code.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:
Use the return code from the CMS command entered
to determine what error occurred.

Module:
FTCVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoCMS

DTCFTCO0102E Unknown host: ForeignName

Explanation:
The foreign host specified on the OPEN subcommand
could not be resolved.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:
Specify a known host or IP address on the OPEN
subcommand.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
DoConnect

DTCFTCO103E Nonnumeric port designation: port

Explanation:

A nonnumeric port was specified on the FTP
command. If a port is specified on the FTP command,
it must be a number in the range of 1 through 65535.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:
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Reissue the FTP command specifying a valid numeric
port.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
DoConnect

DTCFTCO104E Port number too large: port

Explanation:

The port number specified on the FTP command is too
large. The port number must be a number in the range
of 1 through 65535.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:
Reissue the FTP command specifying a valid numeric
port.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
DoConnect

DTCFTCO192E Openfsch: bad mode

Explanation:
An internal error occurred. The OpenFsch procedure
was called with an invalid mode.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:
Contact your IBM Support Center for assistance.

Module:
FTCVMSUB PASCAL

Severity:
Error.

Procedure Name:
OpenFsch

DTCFTCO198E In SysClose: GetNextNote returns:

message

Explanation:
An error occurred while waiting for a connection to
close.

System action:



Command execution continues

User response:

Use the message to determine what error occurred.
If needed, contact your IBM Support Center for
assistance.

Module:
FTSYPRO PASCAL

Severity:
Error.

Procedure Name:
SysClose

DTCFTCO203E Error - should not call closefile

Explanation:
An internal error occurred. The SysClose procedure
was called with an invalid mode.

System action:
Command execution continues.

User response:
Contact your IBM Support Center for assistance.

Module:
FTSYPRO PASCAL

Severity:
Error.

Procedure Name:
SysClose

DTCFTC0211E GetFromTcp: not a connection

Explanation:
The FTP client tried to get data from a connection that
is not valid or is not in a valid state.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:
Contact your IBM Support Center for assistance.

Module:
FTSYPRO PASCAL

Severity:
Error.

Procedure Name:
GetFromTcp

Could not initiate emulation of EC
mode

DTCFTCO0254E

Explanation:
This message is output from the SysPrintError
procedure just before FTP shutdown.

System action:
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None.

User response:
Correct your input and try again.

Module:
FTSYPRO PASCAL

Severity:
Error.

Procedure Name:
SysPrintError

DTCFTC0260E

Cannot perform MPUT, Disk A is
full

Explanation:

The FTP client was attempting to create a temporary
file on the A disk in order to process the MPUT and
there was not enough space available.

System action:
The MPUT is not processed and the FTP client
continues execution.

User response:
Delete some files or ask your system administrator to
increase your storage space limits.

Module:
FTCVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoMPUT

DTCFTCO0261E

Cannot perform MPUT, filemode A
is not accessed or not writable

Explanation:

The FTP client was attempting to create a temporary
file on the A disk in order to process the MPUT but the
A disk was either not accessed or accessed in Read
Only mode.

System action:
The MPUT is not processed and the FTP client
continues execution.

User response:
Access a Read/Write disk as filemode A then reissue
the command.

Module:
FTCVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoMPUT
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DTCFTC0262E Cannot perform MPUT, LISTFILE
command failed with a return code

rc

Explanation:

In order to process the MPUT subcommand, the FTP
client attempted to create a temporary file on the A
disk using the LISTFILE command with the APPEND
option, but the LISTFILE command failed with the
specified return code.

System action:
The MPUT is not processed and the FTP client
continues execution.

User response:
Check the return code from the LISTFILE command to
determine the reason for the error.

Module:
FTCVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoMPUT

DTCFTC02651 Command command completed

with RC: rc

Explanation:

The command cited completed with the indicated
return code. For a successful command, this message
is informational. For an unsuccessful command, the
message is intended to provide context for any
ensuing error condition and messages.

System action:
Command execution continues.

User response:

If the indicated command completed successfully,

no action is necessary. Otherwise, use the provided
command information to help resolve an encountered
FTP command error.

Module:
DTCKVDAT PASCAL

Severity:
Informational

Procedure Name:
GetKVDBData

DTCFTC02661  KEYVAULT login values not defined

for specified host

Explanation:

The KEYVAULT GETKEY command was issued to
acquire login user name and password information for
a remote host (specified at FTP command invocation
or via an OPEN subcommand). However, no such
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values are defined for this host in the KEYVAULT
database that is open for use.

System action:
Command execution continues.

User response:

If user name and password values were expected to
be acquired from the KEYVAULT database, confirm that
the correct KEYVAULT database is open for use prior to
invoking the FTP command or its OPEN subcommand.
Alternatively, use applicable KEYVAULT commands

to add these credentials to the subject KEYVAULT
database.

Module:
FTPROCS PASCAL

Severity:
Informational

Procedure Name:
DoConnect

DTCFTC02671

KEYVAULT login values cannot be
acquired or used

Explanation:

The KEYVAULT GETKEY command was issued to
acquire login user name and password information for
a remote host (specified at FTP command invocation
or via an OPEN subcommand). However, an error was
encountered as part of this process.

System action:
Command execution continues.

User response:

Review the FTP command output for additional
messages that cite a KEYVAULT command error. Use
this information to resolve any problems, then retry
the applicable FTP command.

Module:
FTPROCS PASCAL

Severity:
Informational

Procedure Name:
DoConnect

DTCFTCO0278E

In SysRead: GetNextNote returns:
message

Explanation:
An error occurred while trying to read dataon a
connection.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:



Use the message to determine what error occurred.
If needed, contact your IBM Support Center for
assistance.

Module:
FTSYPRO PASCAL

Severity:
Error.

Procedure Name:
GetFromTcp, SysRead

DTCFTCO0281E Cannot read file, file attributes not

available.

Explanation:

While attempting to transfer a file, the file attributes
are obtained via an internal CMS system call. This
system call failed, so we were unable to transfer the
file. One situation that causes this problem is when the
file is in an SFS file pool, the file is ESM protected, and
the SFS CRR server is not running. A possibility in the
case of minidisk files is that the minidisk is corrupted.

System action:
Error messages are issued and the transfer is aborted.

System programmer response:

Investigate the characteristics of the file to determine
why the file attributes may not be available to the user
attempting the file transfer.

User response:

Contact your system programmer or support desk. You
may be able to get around the problem if the file is in
an SFS filepool by copying the file to a minidisk and
transferring the file from the minidisk.

Module:
FTPROCS PASCAL

Procedure Name:
RecordToAscii()

DTCFTCO331E 1In SendToTcp: GetNextNote

returns: message

Explanation:
An error occurred waiting for a notification after
sending data to the FTP server.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:
Use the message to determine what error occurred.

Module:
FTSYPRO PASCAL

Severity:
Error.
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Procedure Name:
SendToTcp

DTCFTCO334E

In SendToTcp: Server not
responding, closing connection.

Explanation:
The connection timed out while trying to send data to
the FTP server.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:
Determine why the connection timed out without
completing the data transfer successfully.

Module:
FTSYPRO PASCAL

Severity:
Error.

Procedure Name:
SendToTcp

DTCFTCO357E

Data to be written exceeds
maximum file LRECL; source
ASCII file probably lacks record
delimiters.

Explanation:

This message is issued during the processing of an
FTP GET subcommand where the source file is in
ASCII format and the target file is to be converted

to an EBCDIC format. After receiving notification that
the data transfer was complete, the code detected
that the residual byte count (the number of bytes
that had not yet been written to disk) exceeded the
maximum supported LRECL. FTP GET logic processes
each buffer of data received from TCPIP to write out
each delimited line (delimited by CR-LF) to a separate
file record. This error implies that, after the data
transfer was completed, the data not yet written to
disk represented a string whose length was in excess
of the maximum supported file LRECL (65535).

System action:

The file transfer is aborted. No data is written to disk.
If FTP had been invoked with the EXIT option, the

FTP session is terminated with return code 16150.
Otherwise, the Command prompt is displayed and FTP
awaits the next user subcommand.

User response:

Ensure that the source ASCII file has its lines correctly
delimited by a CR-LF sequence (as required by the FTP
RFC). If the file does not have proper line delimiters,
update the file to include the CR-LF sequence at the
end of each line and retransmit the file. An alternative
is to reduce the total number of bytes in the source file
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to be less than or equal to 65535. FTP logic will then
process the file as though it contained a single record.
It will be the receiver's responsibility to decompose
the resultant file into records corresponding to the
original file structure.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
AsciiToRecord

DTCFTCO358E Error storing file: The empty file
was not stored on the local
directory.

Explanation

You attempted to transfer a null file and one of the
following conditions occurred:

 The target directory is a minidisk and null files
are not supported on minidisks. If there was an
existing file with the same name as the one being
transferred, it has been deleted.

The target system has a backlevel CMS or SFS Server
which do not support the commands necessary to
create the null file. If there was an existing file with
the same name as the one being transferred, an
explicit rollback has occurred and the file will still
exist.

System action:
None.

User response:
None.

Module:
FTSVMSUB PASCAL, FTPROCS PASCAL

Severity:
Error.

DTCFTCO360E Not authorized to access

requested local file.

Explanation:
You attempted to write to a file in the local directory
for which you do not have write authority.

System action:
None.

User response:
Change to another local directory or contact the
directory owner to gain proper authorization to the file.

Module:
FTSYPRO PASCAL

Severity:
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Error.

Procedure Name:
SysPrintError

DTCFTCO368E

Input Disk or Input Terminal must
be specified with FILEDEF input.

Explanation:

An error occurred while using the FTP Exec interface. A
device was specified with FILEDEF input that was not
DISK or TERMINAL.

System action:
None.

User response:
Specify a device type of Disk or Terminal and try again.

Module:
FTCVMSUB PASCAL

Severity:
Error.

Procedure Name:
InputOutput

DTCFTCO376E

Wrong level of CMS: routine not
found

Explanation:
A CSL routine returned with a -7 return code, meaning
the routine was not found.

System action:
Command execution stops.

User response:
Re-IPL with the appropriate level of CMS.

Module:
FTMAIN PASCAL

Severity:
Error.

Procedure Name:
Initialize

DTCFTCO379E

Password from NETRC DATA is in
incorrect format

Explanation:

The password specified in the NETRC DATA file for

the system used in the associated FTP command
begins with a single quotation mark but is not
specified in single-quote format (surrounded by single
quotation marks, with imbedded single quotation
marks doubled).

System action:
The login negotiation with the FTP server fails and
command execution continues.

User response:



Change the NETRC DATA file password for the
associated system to be in single-quote format.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
ConvertNETRCPassword

DTCFTCO391E File transfer aborted. Shortage of

disk space

Explanation:

The file transfer associated with the GET command
has been aborted because there is not enough space
of the local disk to fit the file.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:
Ensure there is enough space on the local disk and
reissue the GET subcommand.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
AsciiToRecord, BlockToRecord, ImageMode

DTCFTCO0392E File transfer aborted. Input string

is too long

Explanation:
The data transfer associated with a GET command has
been aborted because the input buffer is too large.

System action:

If the command exit option is in use, command
execution stops; otherwise command execution
continues.

User response:
Contact your IBM Support Center for assistance.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
AsciiToRecord

DTCFTC9003E ADDRTYPE option requires an

argument.
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Explanation:
The FTP command ADDRTYPE option requires an
argument.

System action:
Command execution continues.

User response:
To specify a non-default address type for the
connection, chose one of ANY, IPv4, or IPv6

Module:
FTPARSE PASCAL

Severity:
Error.

Procedure Name:
GetOptions

DTCFTC9004E

Bad ADDRTYPE argument: must
be ANY, IPv4, or IPv6.

Explanation:
The FTP command ADDRTYPE option requires specific
argument.

System action:
Command execution continues.

User response:
To specify a non-default address type for the
connection, chose one of ANY, IPv4, or IPvé6.

Module:
FTPARSE PASCAL

Severity:
Error.

Procedure Name:
GetOptions

DTCFTC9006E

Remote host does not support SSL.

Explanation:

Attempt to start an encrypted control connection
was performed, but failed due to server's inability to
support SSL.

System action:
Command execution continues.

User response:
Ensure the authenticity of the server being connected.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
SetupSecureControl

Chapter 2. FTP Messages 59



FTP Messages

FTP Client: Unnumbered Messages

This topic contains the unnumbered FTP client messages. Messages in this topic do not contain headers
because headers are not visible when these messages are issued.

The "Message n" identifiers that are used in this topic are not actual message numbers; they are included

for accessibility purposes only.

Cannot load HANGEUL translate
table file

Message 1

Explanation:

The FTP client was attempting to load a DBCS
translation table from the TCPHGBIN binary translate
table file. All files in the search order hierarchy for
TCPHGBIN either do not exist or do not contain data in
the required format for DBCS binary translate tables.

System action:

No Hangeul translation table is loaded, and program
execution continues. Hangeul or KSC5601 DBCS
conversion types will be unavailable.

User response:

Configure a valid DBCS binary translate table file
in the search order hierarchy for TCPHGBIN. See
z/VM: TCP/IP Planning and Customization for more
information about loading and customizing DBCS
translation tables.

Module:
FTMAIN PASCAL

Severity:
Informational.

Procedure Name:
Initialize

Cannot load KANJI translate table
file

Message 2

Explanation:

The FTP client was attempting to load a DBCS
translation table from the TCPKJIBIN binary translate
table file. All files in the search order hierarchy for
TCPKJIBIN either do not exist or do not contain data in
the required format for DBCS binary translate tables.

System action:

No Kanji translation table is loaded, and program
execution continues. Kanji DBCS conversion types will
be unavailable.

User response:

Configure a valid DBCS binary translate table file
in the search order hierarchy for TCPKJIBIN. See
z/VM: TCP/IP Planning and Customization for more
information about loading and customizing DBCS
translation tables.

Module:
FTMAIN PASCAL
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Severity:
Informational.

Procedure Name:
Initialize

Cannot load TCHINESE translate
table file

Message 3

Explanation:

The FTP client was attempting to load a DBCS
translation table from the TCPCHBIN binary translate
table file. All files in the search order hierarchy for
TCPCHBIN either do not exist or do not contain data in
the required format for DBCS binary translate tables.

System action:

No Traditional Chinese translation table is loaded, and
program execution continues. The Traditional Chinese
DBCS conversion type will be unavailable.

User response:

Configure a valid DBCS binary translate table file
in the search order hierarchy for TCPCHBIN. See
z/VM: TCP/IP Planning and Customization for more
information about loading and customizing DBCS
translation tables.

Module:
FTMAIN PASCAL

Severity:
Informational.

Procedure Name:
Initialize

Cannot write to FILEDEF 'OUTPUT
DISK' file.

Message 4

Explanation:

An OUTPUT DISK OS data set definition has been
established using a prior FILEDEF command, but his
definition cannot be used. When such a definition
exists, FTP dialog output is directed to the named CMS
file.

System action:
None.

User response:

If necessary, use the QUERY FILEDEF command to
display all file definitions in effect. Then, verify that
the minidisk or directory associated with this definition
is available, and has been accessed with read/write
status. If subcommand output is not to be directed


https://www.ibm.com/docs/en/SSB27U_7.3.0/pdf/kill0_v7r3.pdf#nameddest=kill0_v7r3
https://www.ibm.com/docs/en/SSB27U_7.3.0/pdf/kill0_v7r3.pdf#nameddest=kill0_v7r3
https://www.ibm.com/docs/en/SSB27U_7.3.0/pdf/kill0_v7r3.pdf#nameddest=kill0_v7r3

in this manner, use the FILEDEF CLEAR command to
remove the offending definition.

Module:
FTCVMSUB PASCAL

Severity:
Error.

Procedure Name:
OpenlnputOutput
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Secure the control connection by entering the
CPROTECT subcommand.

Module:
FTPROCS PASCAL

Severity:
Informational.

Procedure Name:
DoPrivate

Message 5 Command not supported

Explanation:

A subcommand has been specified that is not
supported by the level of the FTP client program that is
in use.

System action:
Program execution continues.

User response:
None.

Module:
FTMAIN PASCAL

Severity:
Informational.

Procedure Name:
MainLoop

Message 8 Control connection is now secure

Explanation:

The user entered a CPROTECT subcommand which
was successful in securing the control connection
using TLS.

System action:
Program execution continues.

User response:
None.

Module:
FTPROCS PASCAL

Severity:
Informational.

Procedure Name:
DoCProtect

Message 6 Control connection is already

secure

Explanation:
The user entered a CPROTECT subcommand, but the
control connection is already secured using TLS.

System action:
Program execution continues.

User response:
None.

Module:
FTPROCS PASCAL

Severity:
Informational.

Procedure Name:
DoCProtect

Message 7 Control connection is not secure

Explanation:

The user entered a PRIVATE subcommand to set up
secure data connections, but the control connection
is not yet secure. The control connection must be
secured before setting up secure data connections.

System action:
Program execution continues.

User response:

Message 9 Control connection is already clear

Explanation:
The user entered a CCC subcommand, but the control
connection is already set up to be clear.

System action:
Program execution continues.

User response:
None.

Module:
FTPROCS PASCAL

Severity:
Informational.

Procedure Name:
DoCCC

Message 10

Control connection is now clear

Explanation:
The user entered a CCC subcommand which was
successful in setting up clear data connections.

System action:
Program execution continues.

User response:
None.

Module:
FTPROCS PASCAL
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Severity:
Informational.

Procedure Name:
DoPrivate

Message 11 Data connections are already

secure

Explanation:

The user entered a PRIVATE subcommand, but data
connections are already set up to be secured using
TLS.

System action:
Program execution continues.

User response:
None.

Module:
FTPROCS PASCAL

Severity:
Informational.

Procedure Name:
DoPrivate

Message 12 Data connections are now secure

Explanation:

The user entered a PRIVATE subcommand which was
successful in setting up secure data connections using
TLS.

System action:
Program execution continues.

User response:
None.

Module:
FTPROCS PASCAL

Severity:
Informational.

Procedure Name:
DoPrivate

Message 13 Data connections are already clear

Explanation:
The user entered a CLEAR subcommand, but data
connections are already set up to be clear.

System action:
Program execution continues.

User response:
None.

Module:
FTPROCS PASCAL

Severity:
Informational.
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Procedure Name:
DoClear

Message 14 Data connections are now clear

Explanation:
The user entered a CLEAR subcommand which was
successful in setting up clear data connections.

System action:
Program execution continues.

User response:
None.

Module:
FTPROCS PASCAL

Severity:
Informational.

Procedure Name:
DoPrivate

Data connections will be initiated
by the client

Message 15

Explanation:
The PASSIVE subcommand has been accepted.

System action:
Data transfers will be performed in passive mode.
Processing continues normally.

User response:
None.

Module:
FTPROCS PASCAL

Severity:
Informational.

Procedure Name:
DoPassive

Message 16 DIR/LS unimplemented in either

Block Mode or Image Type

Explanation:

While preparing to issue a DIR or LS command, the
FTP client attempted to dynamically switch from a
transfer mode of Binary to Stream or from a data
format of Image to ASCII. The switch has been
rejected by the foreign host.

System action:

The requested operation is not performed. If the

FTP session was established in batch mode, it is
terminated with the reply code and error code received
from the attempt to reset the mode to stream or the
format to ASCII. Otherwise, the "Command:" prompt
is presented and the client waits for the next user
interaction.

System programmer response:



Check the available documentation for any possible
prohibitions against issuing subcommands requiring
ASCII format and Stream mode while other transfer
characteristics are in effect. If any are found, ensure
that your user community is aware of the restrictions
and any applicable circumvention methods. If there
are none, refer the error to the Support organization
for the server code which rejected the dynamic switch.

User response:

In practice, this message should never be seen since
hosts are required by the FTP RFC to support switching
between Binary and Stream or Image and ASCII. The
failure should be brought to the attention of your
system programmer. As a possible circumvention, try
explicitly establishing the required mode and format
using the applicable subcommands before issuing the
DIR or LS subcommand. The transfer mode and data
format can then be reset after obtaining the requested
output. Alternately, it may be possible to obtain the
directory information before setting the transfer mode
and data format.

Module:
FTPROCS PASCAL

Severity:
Informational.

Procedure Name:
GetDIR

EPSV4 value value is not valid.
Default value used.

Message 17

Explanation:

The specified value used on the EPSV4 FTP DATA
configuration file statement is not valid. The default
value of TRUE is used. Valid values are TRUE and
FALSE.

System action:
Program execution continues.

User response:
If necessary, terminate the FTP session and correct
the EPSV4 keyword value in the FTP DATA file.

Module:
FTBVMSUB PASCAL

Severity:
Informational.

Procedure Name:
ReadVMFtpData

FILEDEF 'INPUT DISK' file not
found.

Message 18

Explanation:

An INPUT DISK OS data set definition has been
established using a prior FILEDEF command, but no
corresponding CMS file for this definition exists. When
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such a definition exists, FTP relies upon this file as a
source for subcommand input.

System action:
None.

User response:

If necessary, use the QUERY FILEDEF command to
display all file definitions in effect. Then, verify that a
CMS file of the appropriate name exists, and contains
the desired subcommand input. If subcommand input
is not to be obtained in this manner, use the FILEDEF
CLEAR command to remove the offending definition.

Module:
FTCVMSUB PASCAL

Severity:
Error.

Procedure Name:
OpenlnputOutput

Message 19 FSENDresponse note shows error:

reason

Explanation:
An error occurred when trying to send data to the
remote FTP server.

System action:
Command execution continues.

User response:

Use the reason to determine what error occurred.
If necessary, contact your IBM Support Center for
assistance.

Module:
FTSYPRO PASCAL

Severity:
Informational.

Procedure Name:
SendToTcp

Message 20

FTP DATA token CCONNTIME out
of range - Default value used.

Explanation:
The value for CCONNTIME in the FTP DATA file is not
valid.

System action:
FTP client will use the default timeout value for
CCONNTIME. Processing continues normally.

User response:
If necessary, terminate the FTP session and correct
the CCONNTIME keyword value in the FTP DATA file.

Module:
FTBVMSUB PASCAL

Severity:
Informational.
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Procedure Name:
ReadVMFtpData

FTP DATA token DATACTTIME out
of range - Default value used.

Message 21

Explanation:
The value for DATACTTIME in the FTP DATA file is not
valid.

System action:
FTP client will use the default timeout value for
DATACTTIME. Processing continues normally.

User response:
If necessary, terminate the FTP session and correct
the DATACTTIME keyword value in the FTP DATA file.

Module:
FTBVMSUB PASCAL

Severity:
Informational.

Procedure Name:
ReadVMFtpData

FTP DATA token DCONNTIME out
of range - Default value used.

Message 22

Explanation:
The value for DCONNTIME in the FTP DATA file is not
valid.

System action:
FTP client will use the default timeout value for
DCONNTIME. Processing continues normally.

User response:
If necessary, terminate the FTP session and correct
the DCONNTIME keyword value in the FTP DATA file.

Module:
FTBVMSUB PASCAL

Severity:
Informational.

Procedure Name:
ReadVMFtpData

FTP DATA token INACTTIME out of
range - Default value used.

Message 23

Explanation:
The value for INACTTIME in the FTP DATA file is not
valid.

System action:
FTP client will use the default timeout value for
INACTTIME. Processing continues normally.

User response:
If necessary, terminate the FTP session and correct
the INACTTIME keyword value in the FTP DATA file.

Module:
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FTBVMSUB PASCAL

Severity:
Informational.

Procedure Name:
ReadVMFtpData

Message 24

FTP DATA token MYOPENTIME out
of range - Default value used

Explanation:
The value for MYOPENTIME in the FTP DATA file is not
valid.

System action:
FTP client will use the default timeout value for
MYOPENTIME. Processing continues normally.

User response:
If necessary, terminate the FTP session and correct
the MYOPENTIME keyword value in the FTP DATA file.

Module:
FTBVMSUB PASCAL

Severity:
Informational.

Procedure Name:
ReadVMFtpData

Message 25

FTPKEEPALIVE value value is not
valid.
Default value used.

Explanation:
The value for FTPKEEPALIVE in the FTP DATA file is not
valid. Valid values are ON and OFF.

System action:
FTP client will use the default setting for
FTPKEEPALIVE. Processing continues normally.

User response:
If necessary, terminate the FTP session and correct
the FTPKEEPALIVE keyword value in the FTP DATA file.

Module:
FTBVMSUB PASCAL

Severity:
Informational.

Procedure Name:
ReadVMFtpData

Message 26

FWFRIENDLY value value is not
valid.
Default value used.

Explanation:

The specified value used on the FWFRIENDLY FTP
DATA configuration file statement is not valid. The
default value of TRUE is used. Valid values are TRUE
and FALSE.



System action:
Program execution continues.

User response:
If necessary, terminate the FTP session and correct
the FWFRIENDLY keyword value in the FTP DATA file.

Module:
FTBVMSUB PASCAL

Severity:
Informational.

Procedure Name:
ReadVMFtpData

Message 27 In ReadVMFtpData: FTP DATA file

not available - Default values used

Explanation:

No FTP DATA file could be found in the minidisk search
order of the user. This message is only issued if client
tracing is active.

System action:

FTP client will use the default timeout values or the
timeout values specified on the TIMEOUT invocation
parameter, if given. Processing continues normally.

User response:

None. If you had created an FTP DATA file to provide
timeout overrides, terminate the FTP session, insure
the proper minidisks are accessed, and invoke FTP
again to run with the desired overrides.

Module:
FTMAIN PASCAL

Severity:
Informational.

Procedure Name:
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Message 29 Invalid local file name FileName;

Use name.type.mode or name.type

Explanation:
User warning instructing you about improper usage of
the Use instruction.

System action:
None.

User response:
Follow the Use instructions.

Module:
FTPROCS PASCAL, FTSYPRO PASCAL

Severity:
Warning.

Procedure Name:
DomPut

KEEPALIVE has been enabled for
control connection

Message 30

Explanation:

FTP client has turned on TCP/IP server's keepalive
mechanism to avoid timing out an idle control
connection.

System action:
Program execution continues.

User response:
None.

Module:
FTPROCS PASCAL

Severity:
Informational.

Procedure Name:

MainLoop DoConnect

Message 28 In UntilOpen: Passive Open for Fd  Message 31 Local file not found or cannot be
conn Timeout accessed

Explanation:

The timer associated with a data connection expired Explanation

while waiting for the connection to open.

System action:
The data connection is aborted and command
execution continues.

User response:
Determine why the data connection to the remote
server could not be opened within the timeout period.

Module:
FTPROCS PASCAL

Severity:
Informational.

Procedure Name:
UntilOpen

An attempt to locate a local file on an accessed disk or

directory failed for one of the following reasons:

« The file does not exist.

« For SFS directory files, you do not have read or write
authority for the file.

System action:
None.

User response

Verify that the file name was specified correctly and
that the file is located on an accessed disk or directory,
then reissue the command.
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If the file is stored in an SFS directory, use the CMS
QUERY AUTHORITY command to verify that proper
access authorization has been granted for this file.

Module:
FRSYPRO PASCAL

Severity:
Error.

Procedure Name:
SysPrintError

Message 32 Logon prompting disabled,

quitting application.

Explanation:

The NOPROMPT option has disabled prompts for user
name and password values and no NETRC DATA file
entry was found that matches the host specified as
part of your command.

System action:
Command execution stops.

User response:

Ensure the NETRC DATA file contains an entry for the
target host when the NOPROMPT option is used. If you
wish to be prompted for a user name and password,
omit this option when the FTP command is issued.

Module:
FTMAIN

Severity:
Error.

Procedure Name:
MainLoop

Message 33 Option1 option may not be used
with Option2 option. Option1

ignored.

Explanation:

The specified options may not be used together as
they contradict each other. Option1 is ignored and
Option2 is used.

System action:
Program execution continues.

User response:
None.

Module:
FTPARSE PASCAL

Severity:
Informational.

Procedure Name:
GetOptions

Message 34 PORT command failed; code reply.

Explanation:
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The server responded with an error for the PORT
command.

System action:
Program execution continues.

User response:
Check the code, fix the problem and continue.

Module:
FTPROCS PASCAL

Severity:
Error.

Procedure Name:
GetDir, DoTrFile

SECURECONTROL value value is
not valid.
Default value used.

Message 35

Explanation:

The specified value used on the SECURECONTROL
FTP DATA configuration file statement is not valid.
The default value of NO is used. Valid values are
YES and NO. YES may also be accompanied with
CETFULLCHECK or CETNOCHECK. Refer to z/VM:
TCP/IP User's Guide for more information.

System action:
Program execution continues.

User response:

If necessary terminate the FTP session, correct the
FTP DATA file based on the security level desired, and
reissue the FTP command.

Module:
FTBVMSUB PASCAL

Severity:
Informational.

Procedure Name:
ReadVMFtpData

SECUREDATA value value is not
valid.
Default value used.

Message 36

Explanation:

The specified value used on the SECUREDATA FTP
DATA configuration file statement is not valid. The
default value of NO is used. Valid values are

YES and NO. YES may also be accompanied with
CETFULLCHECK or CERTNOCHECK. Refer to z/VM:
TCP/IP User's Guide for more information.

System action:
Program execution continues.

User response:

If necessary terminate the FTP session, correct the
FTP DATA file based on the security level desired, and
reissue the FTP command.


https://www.ibm.com/docs/en/SSB27U_7.3.0/pdf/kijl0_v7r3.pdf#nameddest=kijl0_v7r3
https://www.ibm.com/docs/en/SSB27U_7.3.0/pdf/kijl0_v7r3.pdf#nameddest=kijl0_v7r3
https://www.ibm.com/docs/en/SSB27U_7.3.0/pdf/kijl0_v7r3.pdf#nameddest=kijl0_v7r3
https://www.ibm.com/docs/en/SSB27U_7.3.0/pdf/kijl0_v7r3.pdf#nameddest=kijl0_v7r3

Module:
FTBVMSUB PASCAL

Severity:
Informational.

Procedure Name:
ReadVMFtpData

SECUREDATA YES is not valid with
SECURECONTROL NO. Default
value used.

Message 37

Explanation:

The SECUREDATA YES statement is configured in

the FTP DATA configuration file, but the control
connection is not configured to be secure using the
SECURECONTROL statement. The control connection
must be secured before data connections can be
secured. A value of NO is used for SECUREDATA.

System action:
Program execution continues.

User response:

If necessary terminate the FTP session, correct the
FTP DATA file based on the security level desired, and
reissue the FTP command.

Module:
FTBVMSUB PASCAL

Severity:
Informational.

Procedure Name:
ReadVMFtpData

Message 38 SSL for IPv6 support is not yet

available.

Explanation:
There is no SSL support for IPv6 yet.

System action:

The requested operation is not performed. The
"Command:" prompt is presented and the client waits
for the next user interaction.

User response:
Fall back to IPv4 if SSL support is an absolute must.

Module:
Multiple files.

Severity:
Warning.

Procedure Name:
Multiple procedures.

Message 39 Terminating due to unrecoverable

error

Explanation:
FTP command cannot proceed due to previously
reported error and will be terminated.
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System action:
Command execution ends.

User response:
Rerun FTP command.

Module:
FTSYPRO PASCAL

Severity:
Informational.

Procedure Name:
SysPrintError

Message 40 TimeOut value out of range. Must
be between 15 and 720. Default

Used.

Explanation:
The Timeout value specified on the invocation of FTP
was not valid.

System action:
FTP client will use the default timeout values.
Processing continues normally.

User response:
If necessary, terminate the FTP session and invoke
FTP again with a TIMEOUT value between 15 and 720.

Module:
FTPARSE PASCAL

Severity:
Informational.

Procedure Name:

GetOptions

Message 41 TimeOut xx is not a numerical
number.
Default Used.

Explanation:
The Timeout value specified on the invocation of FTP
was not valid.

System action:
FTP client will use the default timeout values.
Processing continues normally.

User response:
If necessary, terminate the FTP session and invoke
FTP with a TIMEOUT value between 15 and 720.

Module:
FTPARSE PASCAL

Severity:
Informational.

Procedure Name:
GetOptions

Message 42 Unable to determine TCP/IP buffer

size; default = 8K.
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Explanation:

An error occurred when the FTP client queried the
stack for the TCP/IP buffer size. A default of 8K will
be used.

System action:
Command execution continues.

User response:
None.

Module:
FTMAIN PASCAL

Severity:
Informational.

Procedure Name:
Initialize

Unable to secure control
connection: reason.

Message 43

Explanation:
An error occurred attempting to secure the control
connection. The specified reason indicates why.

System action:
Program execution continues.

User response:
Determine why the control connection could not be
secured and correct the problem.

Module:
FTPROCS PASCAL

Severity:
Informational.

Procedure Name:
HandleSecureConn

Unable to secure data connection:
reason.

Message 44

Explanation:
An error occurred attempting to secure the data
connection. The specified reason indicates why.

System action:
Program execution continues.

User response:
Determine why the data connection could not be
secured and correct the problem.

Module:
FTPROCS PASCAL

Severity:
Informational.

Procedure Name:
HandleSecureConn
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Unknown Translate table table
specified in FTP DATA file - token
ignored

Message 45

Explanation:

An unsupported translate table name was specified on
the LOADDBCSTABLE statement in the FTP DATA file.
The statement is ignored.

System action:
Command execution continues.

User response:

If needed, quit out of the FTP command, ensure that
the LOADDBCSTABLE statement is correct, and reissue
the FTP command.

Module:
FTBVMSUB PASCAL

Severity:
Informational.

Procedure Name:
ReadVMFtpData

Unknown Token token in FTP DATA
file -
Token Ignored.

Message 46

Explanation:

Processing of the FTP DATA file encountered a
keyword that is not valid. The value identified in the
text of the message is the token that was taken as the
incorrect keyword.

System action:

FTP client will continue processing. Valid timeout
values encountered in the FTP DATA file will be used.
All other timeout thresholds will be set to their default
values.

User response:

If the error was due to an incorrect spelling of one of
the supported keywords, terminate the FTP session
and correct the entry in the FTP DATA file. If the

line identified in the message is not intended to be
interpreted as a keyword, modify the line so that it
begins with a comment delimiter (a semicolon).

Module:
FTBVMSUB PASCAL

Severity:
Informational.

Procedure Name:
ReadVMFtpData

Message 47 Usage of PORT command is OFF

Explanation:
The PORT command will not be issued automatically.

System action:



Program execution continues.

User response:
None

Module:
FTPROCS PASCAL

Severity:
None.

Procedure Name:
DoSendPort

Message 48 Usage of PORT command is ON

Explanation:
The value of internal trigger has been changed (PORT
command will be issued automatically).

System action:
Program execution continues.

User response:
Continue.

Module:
FTPROCS PASCAL

Severity:
None.

Procedure Name:
DoSendPort

Message 49 - Usage: HANGEUL <(NOTYPE>
- Usage: HANGEUL <(NOTYPE>
change file transfer type to

Hangeul

Explanation:

Help was requested for the FTP client HANGEUL
subcommand or an invalid FTP client HANGEUL
subcommand was entered.

System action:
Program execution continues. The current FTP transfer
type is unchanged.

User response:

Use the help information to enter a valid HANGEUL
subcommand. See z/VM: TCP/IP User's Guide for more
information about using FTP client subcommands.

Module:
FTPROCS PASCAL

Severity:
Informational.

Procedure Name:
DoHelp or DoTypes

Message 50 - Usage: JIS83KJ <(<ASCII |

JISROMAN> <NOTYPE>>
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- Usage: JIS83KJ <(<ASCII |
JISROMAN> <NOTYPE>> change
file transfer type to JIS 1983 Kanji

Explanation:

Help was requested for the FTP client JIS83KJ
subcommand or an invalid FTP client JIS83KJ
subcommand was entered.

System action:
Program execution continues. The current FTP transfer
type is unchanged.

User response:

Use the help information to enter a valid JIS83KJ
subcommand. See z/VM: TCP/IP User's Guide for more
information about using FTP client subcommands.

Module:
FTPROCS PASCAL

Severity:
Informational.

Procedure Name:
DoHelp or DoTypes

- Usage: JIS78KJ <(<ASCII |
JISROMAN> <NOTYPE>>

- Usage: JIS78KJ <(<I |
JISROMAN>TYPE>> change file
transfer type to JIS 1978 Kanji

Message 51

Explanation:

Help was requested for the FTP client JIS78KJ
subcommand or an invalid FTP client JIS78KJ
subcommand was entered.

System action:
Program execution continues. The current FTP transfer
type is unchanged.

User response:

Use the help information to enter a valid JIS78KJ
subcommand. See z/VM: TCP/IP User's Guide for more
information about using FTP client subcommands.

Module:
FTPROCS PASCAL

Severity:
Informational.

Procedure Name:
DoHelp or DoTypes

- Usage: KSC5601 <(NOTYPE>

- Usage: KSC5601

<(NOTYPE> change file transfer
type to KSC5601

Message 52

Explanation:

Help was requested for the FTP client KSC5601
subcommand or aninvalid FTP client KSC5601
subcommand was entered.
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System action:
Program execution continues. The current FTP transfer
type is unchanged.

User response:

Use the help information to enter a valid KSC5601
subcommand. See z/VM: TCP/IP User's Guide for more
information about using FTP client subcommands.

Module:
FTPROCS PASCAL

Severity:
Informational.

Procedure Name:
DoHelp or DoTypes

Message 53 - Usage: TCHINESE <(NOTYPE>
- Usage: TCHINESE
<(NOTYPE> change file transfer

type to Traditional Chinese

Explanation:

Help was requested for the FTP client TCHINESE
subcommand or an invalid FTP client TCHINESE
subcommand was entered.

System action:
Program execution continues. The current FTP transfer
type is unchanged.

User response:

Use the help information to enter a valid TCHINESE
subcommand. See z/VM: TCP/IP User's Guide for more
information about using FTP client subcommands.

Module:
FTPROCS PASCAL

Severity:
Informational.

Procedure Name:
DoHelp or DoTypes

Message 54 Usage: TYPE{A|E|I|F<1>|B

<1]|2|3 <A|R>14 <A|R>|5]6]7>}

Explanation:

Help was requested for the FTP client TYPE
subcommand or an invalid FTP client TYPE
subcommand was entered.

System action:
Program execution continues. The current FTP transfer
type is unchanged.

User response:

Use the help information to enter a valid TYPE
subcommand. See z/VM: TCP/IP User's Guide for more
information about using FTP client subcommands.

Module:
FTPROCS PASCAL
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Severity:
Informational.

Procedure Name:
DoHelp or DoTypes

Message 55 Warning: Cannot set
IGNOREincomingPUSH option:

reason

Explanation:

An error occurred when the FTP client tried to set the
IGNOREincomingPUSH option on a connection. The
reason indicates what error occurred.

System action:
Command execution continues.

User response:
Determine if other errors occurred because the
IGNOREincomingPUSH option could not be set.

Module:
FTPROCS PASCAL

Severity:
Informational.

Procedure Name:
DoTrFile, GetDir

Message 56

Warning: Unable to set KEEPALIVE
option for FTP control connection:
result

Explanation:
FTP client failed to turned on TCP/IP server's
keepalive mechanism for current control connection.

System action:
Program execution continues.

User response:

Use the specified result to determine an appropriate
action. If necessary, call the IBM Support Center for
assistance.

Module:
FTCVMSUB PASCAL, FTPROCS PASCAL

Severity:
Warning.

Procedure Name:
DolLocSite, DoConnect

Message 57 Warning: Unable to disable
KEEPALIVE option for FTP control

connection: result

Explanation:
FTP client failed to turned off TCP/IP server's
keepalive mechanism for current control connection.

System action:
Program execution continues.


https://www.ibm.com/docs/en/SSB27U_7.3.0/pdf/kijl0_v7r3.pdf#nameddest=kijl0_v7r3
https://www.ibm.com/docs/en/SSB27U_7.3.0/pdf/kijl0_v7r3.pdf#nameddest=kijl0_v7r3
https://www.ibm.com/docs/en/SSB27U_7.3.0/pdf/kijl0_v7r3.pdf#nameddest=kijl0_v7r3

User response:

Use the specified result to determine an appropriate
action. If necessary, call the IBM Support Center for
assistance.

Module:
FTCVMSUB PASCAL

Severity:
Warning.

Procedure Name:
DolLocSite

WARNING: Your user hame
and password will be sent
unencrypted

Message 58

Explanation:
There is no SSL (encryption) support for this
connection.

System action:
Command execution continues.

User response:
Check the cause of this condition and fix it. The cause
should be explained by a previous message.

Module:
FTPROCS PASCAL

Severity:
Warning.

Procedure Name:
DoConnect, SetupSecureControl

Message 59 Width 'width' is not numeric;

Default value is in effect

Explanation:

The value specified for the WIDTH option upon
command invocation was not a number between 1 and
32767.

FTP Reply Code Messages
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System action:
The default WIDTH value (80) is used by the FTP
client. Processing continues.

User response:

If necessary, terminate the current FTP session. Then,
start a new session for which a valid WIDTH value is
specified.

Module:
FTPARSE PASCAL

Severity:
Informational.

Procedure Name:
GetOptions

Width 'width' is not within the
range 1 to 32767; Default value is
in effect

Message 60

Explanation:

The value specified for the WIDTH option upon
command invocation was not a number between 1 and
32767.

System action:
The default WIDTH value (80) is used by the FTP
client. Processing continues.

User response:

If necessary, terminate the current FTP session. Then,
start a new session for which a valid WIDTH value is
specified.

Module:
FTPARSE PASCAL

Severity:
Informational.

Procedure Name:
GetOptions

This section contains the FTP reply code messages. Messages in this section do not contain headers
because headers are not visible when these messages are issued.

The numbers in parentheses - (n) - are used to differentiate among entries in this section that have the

same message number.

200 (1)

Explanation:

The FTP server has received a valid TYPEB 5
command from the FTP client. The current transfer
type has successfully been changed to Hangeul DBCS.

Representation type is Hangeul

System action:
Program execution continues. The current FTP transfer
type is changed.

User response:

None.

Module:
FTSCMD PASCAL

Severity:
Informational.

Procedure Name:
DoType
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200 (2) Representation type is KANJI JIS

1978 shift-in ASCII

Explanation:

The FTP server has received a valid TYPE B 4 or TYPE
B 4 A command from the FTP client. The current
transfer type has successfully been changed to JIS
1978 Kanji DBCS, using the ASCII shift-in escape
sequence.

System action:
Program execution continues. The current FTP transfer
type is changed.

User response:
None.

Module:
FTSCMD PASCAL

Severity:
Informational.

Procedure Name:
DoType

200 (3) Representation type is KANJI JIS

1978 shift-in JISROMAN

Explanation:

The FTP server has received a valid TYPEB 4 R
command from the FTP client. The current transfer
type has successfully been changed to JIS 1978 Kanji
DBCS, using the JISROMAN shift-in escape sequence.

System action:
Program execution continues. The current FTP transfer
type is changed.

User response:
None.

Module:
FTSCMD PASCAL

Severity:
Informational.

Procedure Name:
DoType

200 (4) Representation type is KANJI JIS

1983 shift-in ASCII

Explanation:

The FTP server has received a valid TYPE B 3 or TYPE
B 3 A command from the FTP client. The current
transfer type has successfully been changed to JIS
1983 Kanji DBCS, using the ASCII shift-in escape
sequence.

System action:
Program execution continues. The current FTP transfer
type is changed.

User response:
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None.

Module:
FTSCMD PASCAL

Severity:
Informational.

Procedure Name:
DoType

200 (5)

Representation type is KANJI JIS
1983 shift-in JISROMAN

Explanation:

The FTP server has received a valid TYPEB 3 R
command from the FTP client. The current transfer
type has successfully been changed to JIS 1983 Kanji
DBCS, using the JISROMAN shift-in escape sequence.

System action:
Program execution continues. The current FTP transfer
type is changed.

User response:
None.

Module:
FTSCMD PASCAL

Severity:
Informational.

Procedure Name:
DoType

200 (6)

Explanation:

The FTP server has received a valid TYPE B 6
command from the FTP client. The current transfer
type has successfully been changed to Korean
Standard Code KSC-5601 DBCS.

Representation type is KSC-5601

System action:
Program execution continues. The current FTP transfer
type is changed.

User response:
None.

Module:
FTSCMD PASCAL

Severity:
Informational.

Procedure Name:
DoType

200(7)

Explanation:

The FTP server has received a valid TYPEB 7
command from the FTP client. The current transfer
type has successfully been changed to Traditional
Chinese (5550) DBCS.

Representation type is TChinese



System action:
Program execution continues. The current FTP transfer
type is changed.

User response:
None.

Module:
FTSCMD PASCAL

Severity:
Informational.

Procedure Name:
DoType

200 (8) User UserName has Acc_Type

authority

Explanation:
The message displays the authority level of the user.

System action:
None.

User response:
This is an informational message from the SITE QAUTH
command.

Module:
FTSVMSUB PASCAL

Severity:
Informational.

Procedure Name:
DoSite

227 Entering Passive Mode

(n_1,n_2,n_3,n_4,n_5,n_6)

Explanation:

The FTP server has opened a passive connection for
data transfer at the specified IP address and port.
This is the reply to the FTP protocol PASV command.
In passive mode, the FTP client will connect to the
passive connection opened by the FTP server. The IP
address of the passive connection is specified as 4
one-byte decimal numbers representing the 4 octets
of the IP address (shown as n_1 through n_4 in the
reply above). The port of the passive connection is
specified as 2 one-byte decimal numbers representing
the 2 octets of the port (shown as n_5 and n_6 in the
reply above).

User response:
None.

Module:
FTSCMD PASCAL

Severity:
Informational.

Procedure Name:
DoPasv
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229 Entering Extended Passive Mode.

(I11port)

Explanation:
Server switched into extended passive mode.

System action:
Program execution continues.

User response:
None.

Module:
FTSCMD PASCAL

Severity:
Informational.

Procedure Name:
DoEpsv

230(1)

Directory userid.RDR does not
exist

Explanation:
The user ID entered is not a valid user ID on that
system.

System action:
None.

User response:
Correct the user ID portion of the working directory
established for your user ID in CHKIPADR EXEC.

Module:
FTSVYMSUB

Severity:
Error.

Procedure Name:
DoPass

230(2)

HMC directory does not exist or
you are not authorized for it.

Explanation:

The FTP server could not access the configured initial
working directory. The working directory does not exist
or you are not authorized for HMC file services.

System action:
None.

User response:
Contact your TCP/IP administrator.

Module:
FTSVMSUB PASCAL

Severity:
Informational.

Procedure Name:
DolnitialHMC

Chapter 2. FTP Messages 73



FTP Messages

230 (3) HMC file services are currently in

use.

Explanation:

The FTP server could not access the configured initial
working directory. HMC file services are currently
being used by another user.

System action:
None.

User response:
None.

Module:
FTSVMSUB PASCAL

Severity:
Informational.

Procedure Name:
DolnitialHMC

230 (4) System error 24 occurred trying to

access directory

Explanation:
Routine DMSLINK returned with a return code 24. A
paging error has occurred.

System action:
A message is written to the FTP server console.

User response:
Contact your system or RACF administrator.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoPass

230 (5) System error occurred setting up a

reader directory

Explanation:
An error occurred defining a virtual punch or issuing a
spool command to the target user's reader.

System action:
None.

User response:

Reissue the command and if the error reoccurs,
contact your TCP/IP administrator to debug the
problem.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
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DoPass

You are not authorized for
userid.RDR

230(6)

Explanation:
You do not have the authority to access the user's
reader.

System action:
None.

User response:
None.

Module:
FTSVYMSUB

Severity:
Error.

Procedure Name:
DoPass

234 Security data exchange complete

Explanation:

This reply code is sent in response to the FTP AUTH
command. This reply prompts the FTP client to initiate
a secure handshake with the FTP server.

System action:
Server execution continues.

User response:
None.

Module:
FTSCMD PASCAL

Severity:
Informational.

Procedure Name:
DoAuth

250 HMC working directory is directory

Explanation:
The HMC working directory name is displayed.

System action:
None.

User response:
None.

Module:
FTSVMSUB PASCAL

Severity:
Informational.

Procedure Name:
HMCCdUp, CDToHMC

255 You are on the root directory
already, HMC working directory is

'directory'



Explanation:
A CDUP command was issued when the current
directory was already the root directory.

System action:
None.

User response:
None.

Module:
FTSVMSUB PASCAL

Severity:
Informational.

Procedure Name:
HMCCdUp

350 Restarting at restart_marker.

Explanation:
An FTP protocol REST command has been successfully
processed.

System action:
The next HMC file retrieval begins at the byte following
the specified restart_marker.

User response:
None.

Module:
FTSCMD PASCAL

Severity:
Informational.

Procedure Name:
DoRestart

421 (1)

Explanation:
The connection may have closed due to a TimeOut or
an error may have occurred.

No connection to foreign server.

System action:

If you specified the EXIT parameter when you entered
the FTP environment, FTP terminates. Otherwise, you
are prompted for the next FTP subcommand.

User response:
Issue an OPEN command to re-establish a connection
to a foreign host.

Module:
FTPROCS PASCAL

Severity:
Warning.

Procedure Name:
DoNoop

421 (2) Temporarily unable to process

security
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Explanation:

This reply is sent to the FTP client from the FTP
server when an error occurs attempting to secure

a connection using TLS. If sent from a z/VM FTP
server, this reply is accompanied with message
DTCFTS4059E on the FTP server console which gives
more information about the specific problem.

System action:
Server execution continues.

User response:

Determine why the FTP server is unable to secure the
connection, correct the situation, and resubmit the job
which failed.

Module:
FTSCMD PASCAL, FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
DoAuth, NewConnectionEvent

425

Can't open data connection:
ReturnCode

Explanation:
The data connection cannot be opened.

System action:
The return code reason is displayed at the end of this
message.

User response:
Identify the network problem, correct it, and resubmit
the job.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DolList

450 (1)

Delete failed, another user has the
dircontrol directory accessed R/W.

Explanation:

Only one user at a time can have a directory control
directory accessed in read/write mode. When another
user has a directory accessed in read/write mode, you
cannot change files in that directory, even if you are
authorized to do so.

System action:
None.

User response:

Enter the QUERY ACCESSORS command to find if a
user is accessing the directory R/W. If so, contact this
user to release the directory, and enter the command
again.
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Module:
FTSCMD PASCAL, FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoRnto, DoDelete; DoFile

450 (2) Directory is temporarily
unavailable, SFS directory lock

detected.

Explanation:
The FTP Server is unable to issue CMS ACCESS for the
directory.

System action:
None.

User response:

Try to enter the command a few more times. if the
lock persists, try to resolve the lock conflict. Enter
the QUERY LOCK command to find out which user is
holding the lock.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
FindMode, DolList

450 (3) Disk access fails; you no longer

have any working directory

Explanation:

When RACEF is specified, only a read link is attempted
to avoid extraneous NOTIFY messages sent to the
owner of the minidisk in case the write LINK, which
the user may not even want, is denied.

System action:
None.

User response:
The working directory minidisk is not in write mode
access. Correct the situation and try again.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoAcct

450 (4) Insufficient resources to process

requested action

Explanation:

At the time your request (subcommand) was received,
the FTP server was not able to gain access to

the appropriate minidisk or SFS directory; thus, the
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supplied subcommand could not be processed. This
situation may arise when the FTP services for the host
in question are being heavily used.

System action:
None.

User response:

Wait for a while, then reissue the subcommand for
which this reply was returned. If the problem persists,
contact the z/VM host system administrator.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
FindMode

450 (5)

Explanation:

The system cannot access the VM minidisk containing
the working directory. This temporary problem is
probably caused by VM performance.

Minidisk temporarily unavailable

System action:
None.

User response:
Wait for a while and try again.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
FindMode

450 (6) Minidisk unexpectedly

inaccessible

Explanation:

This VM system problem is probably caused by
multiple, concurrent, minidisk access requests. The
working directory minidisk cannot be re-accessed.

System action:
None.

User response:
Wait for a while and try again.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
FindMode

450 (7) No current working directory

defined



Explanation:
You must define a working directory for FTP
processing.

System action:
None.

User response:
Define a working directory before proceeding.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
FindMode

450 (8) Rename failed, another user has
the dircontrol directory accessed

R/W.

Explanation:

Only one user at a time can have a directory control
directory accessed in read/write mode. When another
user has a directory accessed in read/write mode, you
cannot change files in that directory, even if you are
authorized to do so.

System action:
None.

User response:

Enter the QUERY ACCESSORS command to find if a
user is accessing the directory R/W. If so, contact this
user to release the directory, and enter the command
again.

Module:
FTSCMD PASCAL, FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoRnto, DoDelete; DoFile

450 (9) Store failed, another user has the

dircontrol directory accessed R/W.

Explanation:

Only one user at a time can have a directory control
directory accessed in read/write mode. When another
user has a directory accessed in read/write mode, you
cannot change files in that directory, even if you are
authorized to do so.

System action:
None.

User response:

Enter the QUERY ACCESSORS command to find if a
user is accessing the directory R/W. If so, contact this
user to release the directory, and enter the command
again.
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Module:
FTSCMD PASCAL, FTSVYMSUB PASCAL

Severity:
Error.

Procedure Name:
DoRnto, DoDelete; DoFile

450 (10)

Store failed, filepool is
unavailable.

Explanation:

The file pool provided on the command, or the file pool
allowed to default on the command, is either incorrect
or unavailable.

System action:
None.

User response:

Check to see if the file pool was allowed, then
contact your system support personnel to determine
the status of the file pool.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoFile

450 (11)

Store failed, unable to access the
directory.

Explanation:
The FTP Server cannot access the SFS directory.

System action:
None.

User response:
Make sure you are authorized for the file pool and
determine the status of the file pool.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoFile

450 (12)

System error occurred trying to
determine BFS authorization

Explanation:

The FTP server virtual machine attempted to call the
BPX1SEU callable service and the BPX1SEG callable
service to set the effective UID and GID of the server
to that of the logged in user, but the call failed.

System action:
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The FTP server cannot perform BFS activities without
being able to set the effective UID and GID. Any
attempts to access BFS information will result in this
error.

User response:

Make sure that the FTP server has been given a UID
value of zero in the VM user directory (this is done
using a "POSIXINFO UID 0" statement).

Module:
FTSVMSUB PASCAL, FTSUTIL PASCAL, FTSEVEN
PASCAL

Severity:
Error.

Procedure Name:
DoSite, DoFile, CDtoBFS, SendData, DataArrivedEvent

450 (13) Write access temporarily
unavailable for directory directory,

try again.

Explanation:

You attempted to write to a file in a directory control
directory for which there are concurrent transfer
requests.

System action:
None.

User response:
Wait for a while and try again.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoFile

Data transfer aborted: file is
locked.

451 (1)

Explanation:
Return code 70 trying to write to the file; file is locked.

System action:
None.

User response:

Try to reissue the command a few times. If the lock
persists, try to resolve the lock conflict. Enter the
QUERY LOCK command to find out which user is
holding the lock.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
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StoreBlock, StoreFile, WriteImageData,
TheyClosedEvent

- Data transfer aborted: HMC file
interface error.

- Data transfer aborted: HMC file
services currently in use.

- Data transfer aborted: HMC file
services paging I/0 error.

- Data transfer aborted: HMC file
services program check error.

451 (2)

Explanation:

An attempt to retrieve or store an HMC file
encountered an error in the interface, found the
interface already in use, encountered a paging I/O
error, or encountered a program check condition.

System action:
The data transfer operation is aborted.

User response:

If another user or FTP server is using HMC file
services, wait until that use completes. Otherwise,
report the problem to your TCP/IP administrator.

Module:
FTSEVEN PASCAL, FTSUTIL PASCAL

Severity:
Error.

Procedure Name:
HandleOtherExtRupt, SendData, WriteHMCData

451 (3) Data transfer aborted: not

authorized to write to file

Explanation:

You attempted to write to a file for which you do not
have write authority, or you attempted to create a new
file in a directory for which you do not have write
authority.

System action:
None.

User response:

Change to another directory or contact the directory
owner to gain proper authorization to the file or
directory.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
StoreBlock, StoreFile, WriteImageData,
TheyClosedEvent, NewConnectionEvent

Data transfer aborted: unable to
append to file file

451 (4)

Explanation:



An attempt to append to an HMC file encountered an
error.

System action:
The file transfer operation is terminated.

User response:

Ensure that the file to be appended exists, that the
HMC medium is writable, and that there is sufficient
space to hold the file. If these conditions are satisfied,
report the problem to your TCP/IP administrator.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
HandleOtherExtRupt, WriteHMCData

451 (5) Data transfer aborted: unable to

send file file

Explanation:
An attempt to retrieve an HMC file encountered an
error.

System action:
The file transfer operation is terminated.

User response:

Ensure that the file exists. If the file does not exist
on the medium, report the problem to your TCP/IP
administrator.

Module:
FTSEVEN PASCAL, FTSUTIL PASCAL

Severity:
Error.

Procedure Name:
HandleOtherExtRupt, SendData

451 (6) Data transfer aborted: unable to

send list

Explanation:
An attempt to obtain a list of HMC files encountered an
error.

System action:
The list operation is terminated.

User response:

Ensure that the file or files to be listed exist. If

this condition is satisfied, report the problem to your
TCP/IP administrator.

Module:
FTSEVEN PASCAL, FTSUTIL PASCAL

Severity:
Error.

Procedure Name:
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HandleOtherExtRupt, SendData
451 (7)

Data transfer aborted: unable to
store file file

Explanation:

An attempt to store an HMC file encountered an error
in the interface, found the interface already in use, or
could not find the file to be stored.

System action:
The file transfer operation is terminated.

User response:

If another user or FTP server is using HMC file
services, wait until that use completes. Otherwise,
report the problem to your TCP/IP administrator.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
HandleOtherExtRupt, WriteHMCData

451 (8)

Error closing BFS data set. System
error.

Explanation:
BFS System Error.

System action:
None.

User response:
Retry the command. If the problem persists, contact
your system support personnel.

Module:
FTSUTIL PASCAL

Severity:
Error.

Procedure Name:
DataReply

451 (9)

Error closing data set. File not
open or invalid or not authorized

Explanation:
Error occurred on the CMS FINIS command. File was
not found.

System action:
None.

User response:
Retry the command. If the problem persists, contact
your system support personnel.

Module:
FTSUTIL PASCAL

Severity:
Error.
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Procedure Name:
DataReply

Procedure Name:
DataReply

451 (10) Error closing SFS data set.

Rollback performed

Explanation:
SFS Error occurred closing one or more SFS files.

System action:

A rollback has occurred. Additionally, some updates to
non-recoverable files were not committed during the
rollback.

User response:
Retry the command. If the problem persists contact
your system support personnel.

Module:
FTSUTIL PASCAL

Severity:
Error.

Procedure Name:
DataReply

451 (11) Error closing SFS data set. System

error.

Explanation:
SFS System Error.

System action:
None.

User response:
Retry the command. If the problem persists, contact
your system support personnel.

Module:
FTSUTIL PASCAL

Severity:
Error.

Procedure Name:
DataReply

451 (13)

Explanation:
An error occurred trying to write to or close a spool file.

Error writing or closing reader file.

System action:
None.

User response:

Reissue the command and if the error reoccurs,
contact your TCP/IP administrator to debug the
problem.

Module:
FTSUTIL PASCAL

Severity:
Error.

Procedure Name:
DataReply

451 (14) Transfer aborted: file not found,
disk not accessed, or insufficient

authority.

Explanation:
Bad return code encountered while reading the file.

System action:
None.

User response:

Check to make sure file was specified correctly and
issue SITE QAUTH to make sure you have the proper
authority.

Module:
FTSUTIL PASCAL

Severity:
Error.

Procedure Name:
Senddata

451 (12) Error closing SFS data set. System

limit exceeded.

Explanation:
System limits were exceeded when attempting to
commit the changes.

System action:
The SFS work unit was rolled back.

User response:
Contact you system support personnel.

Module:
FTSUTIL PASCAL

Severity:
Error.
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451 (15) - Unable to delete file 'file'

- Unable to delete file 'file'; HMC
file interface error

- Unable to delete file 'file'; HMC

file services currently in use.

Explanation:

An attempt to delete an HMC file could not find the file
to be deleted, encountered an error in the interface, or
found the interface already in use.

System action:
None.

User response:

If another user or FTP server is using HMC file
services, wait until that use completes. Otherwise,
report the problem to your TCP/IP administrator.



Module:
FTSCMD PASCAL

Severity:
Error.

Procedure Name:
DoDelete

451 (16) - Unable to size file 'file’

- Unable to size file 'file'; HMC file
interface error

- Unable to size file 'file'; HMC file

services currently in use.

Explanation:

An attempt to obtain the size of an HMC file could not
find the file to be sized, encountered an error in the
interface, or found the interface already in use.

System action:
None.

User response:

If another user or FTP server is using HMC file
services, wait until that use completes. Determine if
the HMC medium is assigned to the logical partition
where the FTP server is executing. If these conditions
are satisfied, report the problem to your TCP/IP
administrator.

Module:
FTSCMD PASCAL, FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
DoSize, HandleOtherExtRupt

451 (17) - Unable to store file 'file';

directory remains HMC: 'directory"
- Unable to store file 'file'; HMC file

interface error

- Unable to store file 'file'; HMC file

services currently in use.

Explanation:

An attempt to store a unique HMC file encountered an
error in the interface, found the interface already in
use, or found the interface unavailable.

System action:
The file transfer operation is terminated.

User response:

If another user or FTP server is using HMC file
services, wait until that use completes. Otherwise,
report the problem to your TCP/IP administrator.

Module:
FTSVMSUB PASCAL

Severity:
Error.
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Procedure Name:
HMCFindUnique

451 (18)

Explanation:
An attempt to store a unique HMC file could not find a
unique name to store the file under.

Unable to store unique 'file'

System action:
The file transfer operation is terminated.

User response:
Report the problem to your TCP/IP administrator.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
HMCFindUnique

451 (19)

Explanation:

This descriptive message indicates that a nonzero
return code was generated during the execution of a
CMS STATE command. An expected EXEC program is
missing from the disk.

Unexpected software error

System action:
None.

User response:
Tell the system programmer about the problem.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DolList

451 (20)

Explanation:

This message indicates that a nonzero return code
was generated during the processing of an FTP server
request. None of the built-in error checking functions
could determine the cause of the problem.

Unexpected system error

System action:
None.

User response:
Tell the system programmer about the problem.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
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Dolist

DoFile

452 The disk used to temporarily store
reader files has insufficient space

available

Explanation:
An error occurred trying to STOR a file to a VM reader.

System action:
A message is written to the FTP server console.

User response:
Contact your system administrator to increase the size
of the disk identified on the RDR startup parameter.

Module:
FTSVYMSUB

Severity:
Error.

Procedure Name:
DoFile

500 (1) Syntax error; command

unrecognized

Explanation:

The command sent to the FTP server from the FTP
client is not recognized. The FTP server may be
configured to not support the supplied command.

System action:
Server execution continues.

User response:
Determine why the FTP server is unable to process the
command and correct the situation.

Module:
FTSCMD PASCAL

Severity:
Error.

Procedure Name:
DoAuth, DoPbSz, DoProt

500 (2)

Explanation:
You entered an unrecognizable command.

Unknown command

System action:
None.

User response:
Examine your input syntax to identify and correct your
error.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
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ACCT not allowed with SFS or BFS
directories

501 (1)

Explanation:

An account command was entered while the current
working directory is set to an SFS or BFS directory. The
ACCT command is only valid with minidisks.

System action:
None.

User response:

In order to use the ACCT command, the current
working directory must be changed to a minidisk using
the CWD command.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoAcct

501 (2) Active mode disabled

Explanation:
The server does not support active connections.

System action:
Continue in passive mode.

User response:
Continue in passive mode.

Module:
FTSCMD

Severity:
Error.

Procedure Name:
DoPasv, DoPort, DoEprt

501 (3) Directory userid.RDR does
not exist;

Directory remains old_directory

Explanation:
The user ID entered is not a valid user ID on that
system.

System action:
None.

User response:
Correct the user ID and reenter the command.

Module:
FTSVYMSUB

Severity:
Error.

Procedure Name:



CDtoRDR

501 (4) Error occurred attempting to purge

spool file nnnn, rc=rc

Explanation:
An error occurred on the CP PURGE userid RDR spool
ID command.

System action:
None.

User response:
Check the return code and determine the reason for
the error.

Module:
FTSCMD

Severity:
Error.

Procedure Name:
DoDelete
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Procedure Name:
DolList

501 (7)

Explanation:
The account command failed because you requested a
working directory that is not valid.

Invalid directory supplied

System action:
None.

User response:
Check your input logic and syntax, then resubmit the
command.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoCwd

- Invalid BYUSER name in
USER command

- BYUSER name is missing from
USER command

501 (5)

Explanation:
BYUSER name was specified as an asterisk (*) or was
missing from the USER command.

System action:
None.

User response:
Correct the syntax and reenter the command.

Module:
FTSCMD

Severity:
Error.

Procedure Name:
DoUser

Invalid character in file name
BadFileName

501 (6)

Explanation:
You have made a syntax error in the listed file name
identifier.

System action:
None.

User response:
Correct your syntax and resubmit the job.

Module:
FTSVMSUB PASCAL

Severity:
Error.

501 (8) Invalid file identifier; use

‘name.type’

Explanation:

You entered a file name that contains invalid
characters or you entered a file type that contains
invalid characters and the file type is not set to the
default.

System action:
None.

User response:
Reenter the command specifying valid CMS file
identifiers.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DolList

501 (9)

Invalid file identifier. Use
"name.type"

Explanation:
You entered an incorrect file type and the file type is
not set to the default.

System action:
None.

User response:
Reenter the command and follow the usage
instructions.

Module:
FTSVMSUB PASCAL

Severity:

Chapter 2. FTP Messages 83



FTP Messages

Error.

Procedure Name:
DoFile

501 (10)

Explanation:
The spool file ID entered is not valid.

Invalid spoolid in Delete command

System action:
None.

User response:
Correct the syntax and reenter the command.

Module:
FTSCMD

Severity:
Error.

Procedure Name:
DoDelete

501 (11) No minidisk password supplied

with ‘ACCT’

Explanation:
You must enter a password with the account
command.

System action:
None.

User response:
Reenter the account command and supply a valid
minidisk password.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoAcct

501 (12) Password missing in PASS

command

Explanation:
You did not enter your password.

System action:
None.

User response:
Enter a valid password for the user ID requested.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoPass
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501 (13)

Explanation:
An FTP protocol REST command that contains a non-
numeric restart marker has been received.

Syntax error in restart marker.

System action:
The REST command fails.

User response:
None.

Module:
FTSCMD PASCAL

Severity:
Error.

Procedure Name:
DoRestart

502 (1)

Explanation:
The FTP user exit has rejected the subcommand. text
provides more information about the error.

text

System action:
None.

User response:
None.

Module:
FTSCMD, FTSVMSUB

Severity:
Error.

Procedure Name:
DoCommand, CallFTPexit

502 (2)

Block mode not supported for HMC
files

Explanation:
Block mode is not supported for HMC files.

System action:
None.

User response:
None.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoFile

502 (3)

Command failed. You are not
authorized to view or delete files

Explanation:



The subcommand entered was for a VM reader
directory, to which you are not authorized.

System action:
None.

User response:
Login as the user whose VM reader you wish to
manipulate.

Module:
FTSVYMSUB

Severity:
Error.

Procedure Name:
Dolist, DoDelete
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The subcommand entered is not implemented for VM
reader files.

System action:
None.

User response:
Use Telnet instead of FTP to manipulate VM reader
files.

Module:
FTSCMD, FTSVMSUB

Severity:
Error.

Procedure Name:
DoRnFr, DoCwd, DoFile

502 (4) Command not supported for HMC

directories

Explanation:
The z/VM FTP server does not support creating or
removing HMC directories.

System action:
None.

User response:
None.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoMkDir, DoRmDir

502 (5) Command not supported for HMC

files

Explanation:
The z/VM FTP server does not support renaming HMC
files.

System action:
None.

User response:
None.

Module:
FTSCMD PASCAL, FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoRnFr, FinishHMCDirChange

502 (6) Command not supported for VM

reader files

Explanation:

502 (7) Support for STOR to VM reader is
not enabled.

Explanation:

The FTP server was started without the RDR
parameter, which is necessary for STOR commands to
a VM reader.

System action:
None.

User response:

Use Telnet instead of FTP to manipulate VM reader
files or contact the system administrator to enable FTP
reader support.

Module:
FTSVYMSUB

Severity:
Error.

Procedure Name:
DoFile

502 (8)

Type EBCDIC not supported for
HMC files

Explanation:
Type EBCDIC is not supported for HMC files.

System action:
None.

User response:
None.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoFile, DoList

503 (1)

Explanation:

Bad sequence of commands
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The command sent to the FTP server from the

FTP client is not supported in the current state of
the FTP session. The z/VM FTP server uses this
reply for several situations. This reply is used when
an AUTH command is received and the control
connection is already secure.This reply is used
when a PBSZ command is received and the control
connection is not secure. The control connection
must first be secured before a PBSZ command

can be successfully processed. This reply is also
used when a PROT command is received before

a PBSZ command. The PBSZ command must be
successfully processed before a PROT command can
be successfully processed.

System action:
Server execution continues.

User response:
Issue the FTP commands in the correct order.

Module:
FTSCMD PASCAL

Severity:
Error.

Procedure Name:
DoAuth, DoPbSz, DoProt

503 (2) - Your InterNet Address is not
allowed for this server
- Your Userld is not authorized for

this server

Explanation:
The FTP server CHKIPADR exit has rejected your
InterNet Address and user ID.

System action:
None.

User response:
Contact your system support personnel.

Module:
FTSCMD PASCAL

Severity:
Fatal.

Procedure Name:
VMIpAdrChk

504 (1) Block mode implemented with

type EBCDIC only

Explanation:
A file transfer in block mode has been attempted with
a file transfer type of something other than EBCDIC.

System action:
None.

User response:
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If the file transfer mode is set to block (MODE B), then
the file transfer type must be set to EBCDIC (TYPE E).

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoFile

504 (2)

Explanation:

An FTP protocol REST command has been received
and restart is not supported for the current control
connection settings. The z/VM FTP server supports
REST for HMC file retrieval (RETR requests) only when
the control connection is in STREAM mode.

Restart not implemented.

System action:
The REST command fails.

User response:
None.

Module:
FTSCMD PASCAL, FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoRestart, DoFile, DoList

504 (3)

Type not Supported: Translation
Table is not Loaded.

Explanation:

The FTP server has received a valid DBCS TYPE
command from the FTP client, but the DBCS
translation table required for that transfer type is not
loaded.

System action:
Program execution continues. The current FTP transfer
type is unchanged.

User response:

Configure a valid DBCS binary translate table file in
the search order hierarchy for the required DBCS
translation table, and specify LOADDBCSTABLE in FTP
DATA for the required DBCS translation table. See the
z/VM: TCP/IP User's Guide for more information about
loading and customizing DBCS translation tables.

Module:
FTSCMD PASCAL

Severity:
Informational.

Procedure Name:
DoType

504 (4)

Unknown Shift-in option option


https://www.ibm.com/docs/en/SSB27U_7.3.0/pdf/kijl0_v7r3.pdf#nameddest=kijl0_v7r3

Explanation:

The FTP server received a TYPEB 3 or TYPEB 4
command from the FTP client containing an invalid
shift-in option. The valid shift-in options for TYPE B
3 (JI1S83KJ) and TYPE B 4 (JIS78K3J), are Aand R,
indicating the ASCII and JISROMAN shift-in escape
sequences respectively.

System action:
Program execution continues. The current FTP transfer
type is unchanged.

User response:

Resend the TYPE command, specifying a valid
shift-in option. See the z/VM: TCF/IP User's Guide
for more information about using FTP DBCS TYPE
subcommands.

Module:
FTSCMD PASCAL

Severity:
Informational.

Procedure Name:
DoType

521 (1) Data connection cannot be opened

with this PROT setting

Explanation:

This reply is sent in response to an FTP APPE, STOR,
STOU, RETR, NLST, or LIST command when secure
data connections are required, but the FTP session
has not set up secure data connections. This reply

is also sent when secure data connections are not
allowed, but the FTP session is set up for secure data
connections.

System action:
Server execution continues.

User response:
Contact the remote FTP server system administrator if
secure connections are desired, but not configured.

Module:
FTSCMD PASCAL

Severity:
Error.

Procedure Name:
DoFile, DoList

521 (2) Directory already exists, taking no

action.

Explanation:
You specified a MKDIR command for a directory that
already exists.

System action:
None.

User response:
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Reissue the MKDIR command for a new directory or
rename the existing directory.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoMKkDir

522

Unsupported Protocol. (1,2)

Explanation:
Either EPSV or EPRT was issued with an invalid
protocol selector.

System action:
Command ignored.

User response:
Correct the error and re-issue the command.

Module:
FTSCMD PASCAL

Severity:
Error.

Procedure Name:
DoPasv, DoEpsv, DoPort, DoEprt

530 (1)

A system error occurred during
password validation; Login
rejected

Explanation:

An unexpected return code was received from the
password verification routine, DMSPWCHK. Either a
paging error occurred or no decision could be made
by ESM.

System action:
A message is displayed on the FTP server console.

User response:
Contact your system or RACF administrator.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoPass

530 (2)

- Login attempt by

UserName rejected

- Login attempt of UserName by
ByUserName rejected

Explanation:
You entered an incorrect login or logon password.

System action:
None.

Chapter 2. FTP Messages 87


https://www.ibm.com/docs/en/SSB27U_7.3.0/pdf/kijl0_v7r3.pdf#nameddest=kijl0_v7r3

FTP Messages

User response:
Enter the correct login or logon password.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:

DoPass

530 (3) - Login attempt by
UserName rejected; password
expired

- Login attempt of UserName by
ByUserName rejected; password
expired

Explanation:
Your login password has expired.

System action:
None.

User response:
You must logon to the VM user ID to change the
password, it cannot be changed through FTP.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoPass

Before action files on Owner
Address, you must supply the
write password using the ACCT
command

532 (1)

Explanation:

An attempt was made to change the contents of a
minidisk, and a write password was never supplied.
The server tried to obtain write access, supposing
that the minidisk might be accessible without the
password. That attempt failed and the server is now
advising the client to provide the password for the
minidisk via the ACCT command. Actions that may
cause this message are writing, renaming, or deleting
a file on the minidisk when write authority has not
been established.

System action:
Write access to the minidisk is not allowed. The
requested operation fails.

User response:
Provide a valid minidisk password to the server using
the ACCT command.

Module:
FTSVMSUB PASCAL
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Severity:
Error.

Procedure Name:
UpGradelLink

532 (2) Invalid password; Owner Address

remains ReadOnly

Explanation:

The listed working directory minidisk is accessed in a
read-only mode because you did not enter a correct
minidisk password.

System action:
None.

User response:
Enter a valid account minidisk password.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoAcct

532 (3) Invalid password;

WorkingDirectory

Explanation:
You entered an incorrect password for the referenced
minidisk working directory.

System action:
None.

User response:
Enter a valid password.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoAcct

Permission denied to LINK to
NewOwner NewAddress

532 (4)

Explanation:

The account command failed because you did not
have RACF authority to write-link the listed working
directory minidisk.

System action:
None.

User response:
Check with your RACF administrator for the proper
authority.

Module:
FTSVMSUB PASCAL



Severity:
Error.

Procedure Name:
DoAcct

532 (5) Permission denied for write LINK

to NewOwner NewAddress

Explanation:

The account command failed because you did not
have RACF authority to write-link the listed working
directory minidisk.

System action:
None.

User response:
Check with your RACF administrator for the proper
authority.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoAcct

532 (6) System error 24 occurred trying to

access directory

Explanation:
Routine DMSLINK returned with a return code 24. A
paging error has occurred.

System action:
A message is written to the FTP server console.

User response:
Contact your system or RACF administrator.

Module:
FTSVMSUB Pascal

Severity:
Error.

Procedure Name:
DoAcct

534 Request denied for policy reasons

Explanation:

This reply is sent in response to an FTP client
command when control connections are required to
be secure, but the control connection has not yet
been secured. In this situation, commands will not be
processed until the control connection is secured.

System action:
Server execution continues.

User response:
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If the z/VM FTP client is being used, secure the control
connection using the CPROTECT subcommand to the
FTP command.

Module:
FTSCMD PASCAL

Severity:
Error.

Procedure Name:
DoUser

550 (1)

Explanation:
The account command failed because you do not have
the proper RACF authority.

ACCT fails: WorkingDirectory

System action:
None.

User response:
Check with your RACF administrator for the proper
authority.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoAcct

550 (2)

Attempt to rename 'RnfrBFSFile' to
'RntoBFSFile' has failed

Explanation:

An error was encountered by the FTP server virtual
machine while attempting to issue an OPENVM
RENAME command to rename a BFS file as specified
by the RENAME command.

System action:
None.

User response:

Use the SITE PERMIT command to check your current
authorization, and try to determine why the OPENVM
RENAME failed.

Module:
FTSCMD PASCAL

Severity:
Error.

Procedure Name:
DoRnto

550 (3)

AUTOTRANS setting setting is not
valid

Explanation:
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The indicated automatic translation setting is not valid
for the AUTOTRANS operand. Valid settings are ON and
OFF.

System action:
None.

User response:
Specify a valid setting (ON or OFF) when the SITE
AUTOTRANS subcommand is issued.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoAutoTrans

550 (4)
are not authorized for it.

Explanation:

An attempt was made to change the current working
directory to a BFS directory that does not exist or that
you do not have authorization for.

System action:
None.

User response:

Specify an existing directory for which you have
authorization using the CWD command, or use the
MKDIR command to create the new directory prior to
attempting to change the current working directory to
it.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
CDtoBFS

BFS Directory does not exist or you

550 (5)

Explanation:

An unusual error was encountered by the FTP server
virtual machine while attempting to issue an OPENVM
LISTFILE command in order to generate the response
to a DIR or LS command. This error can be the result
of targeting a BFS directory that contains other than
regular BFS files.

BFS directory error

System action:
None.

User response:

Try to understand why the OPENVM LISTFILE
command failed, and correct the problem. If the
TRACE parameter was specified when the FTP server
is started, the debug trace file (FILE DEBUGTRA) on
the server's 191 disk will contain the bad return
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code that was received from the OPENVM LISTFILE
command.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DolList

550 (6)

Explanation:
The specified BFS file does not exist.

BFS file ('BFSfile') not found

System action:
None.

User response:
The command that was entered requires a BFS file
identifier for an existing file.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
ParseBFSIdentifier

550 (7) Cannot get SFS WorkUnit;
directory remains working
directory

Explanation:

The FTP Server attempted to get an SFS workunit and
failed. Either no workunit IDs are available or there is
no storage available for associating a user ID with a
workunit.

System action:
None.

User response:

Contact your system support personnel. They may
have to re-IPL the FTP server virtual machine to make
some workunits IDs available.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoCwd, DoPass

550 (8) Command fails; LINK
command returned ReturnCode;

WorkingDirectory

Explanation:
You cannot do a write-link to the listed minidisk for the
specified reason.



System action:
None.

User response:

Correct your link logic, your syntax, or try another
minidisk.

Module:

FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoCwd

550 (9) - Command failed: Directory or file
is locked.

- Command failed: The directory is
locked.

- Command failed: The file is
locked.

- The specified file is locked.

- Unable to send filename file

or directory is locked.

Explanation:
A lock exists on the file or the directory.

System action:
None.

User response:

Enter the QUERY LOCK command to find out which
user is holding the lock. If the QUERY LOCK does
indicate that a lock is held, contact the user and ask
that the lock be deleted.

Module:
FTSVMSUB PASCAL, FTSCMD PASCAL

Severity:
Error.

Procedure Name:
FileOk; DoDelete, DoRnto

550 (10) - Directory in use and FORCE
option was not specified.

- Authorities exist on the directory
and FORCE was not specified.

- An explicit lock is held

on the directory or files in

the directory.

Explanation:
Bad return code received from the SITE DIRATTR
command.

System action:
None.

User response:
See the z/VM: CMS Commands and Utilities Reference
for more information on the DIRATTR command.
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Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoSite

550 (11)

- Error opening file: File has invalid
record format

- Error opening file:

Insufficient virtual storage
available

- Error opening file:

APPC/VM error

- Error opening file: File

sharing conflict

- Error opening file: A required
system resource is unavailable

- Error opening file: File cannot be
opened for REPLACE. (Code = n)

Explanation:

The FSOPEN failed when you attempted to replace an
existing file. No data has been written. If shown, 'code
=n'is the return code from the CMS FSOPEN Macro.

System action:
None.

User response:

Correct the problem and reissue the command or
change the command to write a new file, instead of
replacing a file.

Module:
FTSVMSUB PASCAL, FTBVMSUB PASCAL

Severity:
Error.

Procedure Name:
SOpenFsch, OpenFscb

550 (12)

Error rsc reading filename
TCPXLBIN from disk or directory

Explanation:

The server was unable to read the translate table. The
reason code contains the return code from the failing
FSOPEN or FSREAD macro.

System action:
None.

User response:
Try to determine why the specified translate table
could not be read and correct the problem.

Module:
FTSRVPA, FTSVMSUB

Severity:
Error.
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Procedure Name:
Initialize, DoSite2

550 (13) File 'file' does not exist or HMC is

not available.

Explanation:
Either the referenced HMC file does not exist or the
HMC is not available.

System action:
None.

User response:

Determine if the file exists and that the HMC medium
is assigned to the logical partition where the FTP
server is executing. If these conditions are satisfied,
report the problem to your TCP/IP administrator.

Module:
FTSVMSUB PASCAL, FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
FinishHMCDirChange, HandleOtherExtRupt

550 (14) FileName does not exist.

Explanation:
FTP cannot find the file you marked for deletion on any
of the accessed minidisks.

System action:
None.

User response:
Correct your input syntax and try again.

Module:
FTSCMD PASCAL

Severity:
Error.

Procedure Name:
DoDelete

550 (15) FileName does not exist or you are

not authorized.

Explanation:
FTP cannot find the file you specified or you do not
have authorization to the specified file.

System action:
None.

User response:

Correct your input syntax and try again. If your
current working directory is an SFS directory, issue
SITE QAUTH to make sure you are authorized for the
specified file.

Module:
FTSCMD
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Severity:
Error.

Procedure Name:
DoDelete, DoRnto

550 (16)

Format type not specified for SITE
LISTFORMAT operand

Explanation:
The LISTFORMAT operand of the SITE subcommand
was used, but a list format type was not provided.

System action:
None.

User response:
Specify a valid list format type (VM or UNIX) when the
SITE LISTFORMAT subcommand is issued.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DolListFormat

550 (17)

FTP Server does not have
administrator authority for this file
pool; directory remains : working
directory.

Explanation:
The FTP Server virtual machine does not have
administrator authority to the file pool.

System action:
None.

User response:
Contact your system support personnel.

Module:
FTSVMSUB PASCAL

Severity:
Fatal.

Procedure Name:
DoCwd, DoPass

550 (18)

HMC directory does not exist or
HMC is not available.

Explanation:
Either the referenced HMC directory does not exist or
the HMC is not available.

System action:
None.

User response:

Determine if the directory exists and that the HMC
medium is assigned to the logical partition where
the FTP server is executing. If these conditions



are satisfied, report the problem to your TCP/IP
administrator.

Module:
FTSCMD PASCAL, FTSVYMSUB PASCAL

Severity:
Error.

Procedure Name:
FinishHMCDirChange, FinHMCFileSize

- HMC file interface error

- HMC file services are currently in
use

- HMC file services paging I/0
error

- HMC file services program check
error.

550 (19)

Explanation:

An attempt to retrieve or store an HMC file
encountered an error in the interface, found the
interface already in use, encountered a paging I/O
error, or encountered a program check condition.

System action:
The operation is aborted.

User response:

If another user or FTP server is using HMC file
services, wait until that use completes. Otherwise,
report the problem to your TCP/IP administrator.

Module:
FTSCMD PASCAL, FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
CDToHMC, DoFile, HMCCdUp, FinHMCFileSize,
FinishHMCDirChange

550 (20) HMC files not supported for this

SITE command

Explanation:

The SITE commands allowed for HMC files are
AUTOTRANS, FIXRECFM, LISTFORMAT, VARRECFM,
TRANSLATE, and XLATE.

System action:
None.

User response:
None.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoSite

FTP Messages

550 (21) Invalid directory identifier in Site

cmd. Use fully qualified name or

Explanation:
Command syntax was not valid for Site Grant, Revoke,
ODirattr or Dirattr.

System action:
None.

User response:

SITE commands Grant, Revoke, QDirattr, Dirattr only
accept the fully qualified directory name or "' for

the current working directory. Correct the syntax and
reissue command.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoSite

550 (22)

Invalid file identifier in SITE
QAUTH cmd. Use SITE QAUTH fn

ft.

Explanation:
The command syntax was incorrect for the Query
Authority command.

System action:
None.

User response:

SITE QAUTH is only for the current working directory
or files within the current working directory. Use SITE
QAUTH fn ft. Correct the syntax and reissue command.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoSite

550 (23)

Invalid filename specified in
Site command Use 'SITE XLATE
filename'

Explanation:
The SITE XLATE or SITE TRANSLATE command syntax
was incorrect.

System action:
None.

User response:
Correct the syntax and reenter the command.

Module:
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FTSVMSUB

Severity:
Error.

Procedure Name:
DoSite2

550 (24) Invalid SITE command; you are

not using a BFS directory.

Explanation:

The SITE QPERMIT and the SITE PERMIT commands
are only valid when the current working directory is set
to a BFS directory.

System action:
None.

User response:

Use the CWD command to set the current working
directory to the BFS directory you wish to issue the
SITE command against and reissue the command.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoSite

550 (25)

Explanation:

An FTP protocol LIST or NLST command has been
received for an HMC directory. Either there were no
files matching the list criteria or the HMC is not
available.

List empty or HMC is not available.

System action:
The REST command fails.

User response:

Determine whether the files exist and whether the
HMC medium is assigned to the logical partition
where the FTP server is executing. If these conditions
are satisfied, report the problem to your TCP/IP
administrator.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
HandleOtherExtRupt

550 (26) LISTFORMAT type list_format is
not valid

Explanation:

The indicated type of list format is not valid for the
LISTFORMAT operand. Valid list format types are VM
and UNIX.
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System action:
None.

User response:
Specify a valid list format type (VM or UNIX) when the
SITE LISTFORMAT subcommand is issued.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
DolListFormat

m1 is not allowed: Owner Address
is ReadOnly

550 (27)

Explanation:
You cannot do a write-link to the listed minidisk
because it is accessed in a read-only mode.

System action:
None.

User response:
Correct your link logic or try another minidisk.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
UpgradeLink

550 (28) MKDIR for BFS failed.

Explanation:

An unusual error was encountered by the FTP server
virtual machine while attempting to issue an OPENVM
CREATE DIR command in order to honor a MKDIR
request.

System action:
None.

User response:
Try to understand why the OPENVM CREATE DIR
command failed, and correct the problem.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoMKkDir

NewOwner New Address is not a
valid minidisk/directory.

550 (29)

Explanation:
The minidisk/directory specified was not found.



System action:
None.

User response:
Check your input syntax and try again.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoCwd

550 (30) One or more files in this directory

are open.

Explanation:
A file or files contained in the target directory was
open at the time the RMDIR was issued.

System action:
None.

User response:
Ensure that all files in the target directory are closed
before the RMDIR command is issued.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoRmDir

550 (31) - Parent directory control
directory is accessed read-only
- The directory is accessed read-

only.

Explanation:

You cannot create a subdirectory in a directory control
directory or erase a directory control directory that is
accessed read-only.

System action:
None.

User response:

Another user currently has the directory control
directory accessed read-only. Retry the command
later.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoMkDir, DoRmDir

550 (32) Parent directory does not exist or

you are not the owner of it.
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Explanation:

The MKDIR command is only allowed for the owner of
the parent directory or for a user with administrator
authority.

System action:
None.

User response:

Ensure you have specified the directory correctly. If
you are not an administrator, make sure you are the
owner of the parent directory.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoMKkDir

550 (33)

Permission denied for write LINK
to NewOwner NewAddress

Explanation:
A write-link is not allowed to the listed minidisk for an
unspecified reason.

System action:
None.

User response:
Correct your link logic or try another minidisk.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
UpgradeLink

550 (34)

Permission denied to LINK to
NewOwner NewAddress;

Explanation:
A LINK permission rejection occurred.

System action:
None.

User response:
Identify the problem with the LINK command and try
again.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoCwd

550 (35)

Setting not specified for SITE
AUTOTRANS operand
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Explanation:

The AUTOTRANS operand of the SITE subcommand
was used, but an automatic translation setting was not
provided.

System action:
None.

User response:

Specify a valid automatic translation setting (ON or
OFF) when the SITE AUTOTRANS subcommand is
issued.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoAutoTrans

550 (36) SFS directory name format may be
wrong; directory remains working

directory.

Explanation:
The specified directory name is not valid.

System action:
None.

User response:
Check your input syntax and reenter the command.

Module:
FSTVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoCwd, DoPass

550 (37) - SFS Error - a lock may be

held on the parent directory

of new directory; directory remains
working directory.

- SFS Error - a lock may exist on

the parent directory.

Explanation:
Currently, you are not allowed to CD to a subdirectory
of a locked directory.

System action:
None.

User response:
Try to reissue the command a few times. If the lock
persists, try to resolve the lock conflict.

Module:
FTSVYMSUB

Severity:
Error.
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Procedure Name:
DoCwd

550 (38) SFS file pool may not exist;
directory remains : working

directory.

Explanation:

The file pool provided on the command, or the file pool
allowed to default on the command, is either incorrect
or unavailable.

System action:
None.

User response:

Determine the default file pool using the QUERY
FILEPOOL CURRENT command and contact your
system support personnel to determine the status of
the file pool.

Module:
FTSVYMSUB

Severity:
Error.

Procedure Name:
DoCwd

550 (39) - SFS System Error; cslname rc x
reason y

- SFS System Error; cslname rc
X reason y; directory remains

workingdirectory

Explanation:

A Shared File System (SFS) error has been
encountered by the z/VM FTP server. The Callable
Services Library (CSL) routine (cslname) associated
with this error, and its return code and reason code,
are indicated in this reply message.

System action:
None.

User response:

Retry the command. If the problem persists, contact
your system support personnel. For more information
about the return code and reason code returned

by cslname, see the z/VM: CMS Callable Services
Reference.

Module:
FTSVMSUB PASCAL, FTSCMD PASCAL

Severity:
Error.

Procedure Name:
FileOk, DoCwd, DoMkDir, DoRmDir; DoDelete, DoRnto,
DoPass

550 (40) SITE FIXrecfm Record Length

operand must be a valid integer
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Explanation:

You entered a SITE FIXrecfm Record Length operand
that was nonnumeric or greater than the largest valid
integer (2 147 483 647).

System action:
None.

User response:
Reenter the command using a Record Length in the
range of O through 2 147 483 647.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoRecfm

550 (41) Specified directory contains one or

more subdirectories.

Explanation:
You cannot erase a directory that contains a
subdirectory.

System action:
None.

User response:
Remove all subdirectories from the directory you want
to erase, then reissue the original RMDIR command.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoRmDir

550 (42)

Explanation:
The specified spool file was not found, therefore it
could not be deleted.

Spool file nnnn does not exist

System action:
None.

User response:
Ensure the spool file ID is correct and re-enter the
DELETE command.

Module:
FTSCMD PASCAL

Severity:
Error.

Procedure Name:
DoDelete

550 (43) System error 24 occurred trying to

access directory
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Explanation:
Routine DMSLINK returned with a return code 24. A
paging error has occurred.

System action:
A message is written to the FTP server console.

User response:
Contact your system or RACF administrator.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoCwd, UpGradeLink

550 (44)

System error occurred setting up a
reader directory.

Explanation:
An error occurred defining a virtual punch or issuing a
spool command to the target user's reader.

System action:
None.

User response:

Reissue the command and if the error reoccurs,
contact your TCP/IP administrator to debug the
problem.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
CDtoRDR

550 (45)

Explanation:
An attempt has been made to erase a BFS directory
that is not empty.

The Directory is not empty.

System action:
None.

User response:
Remove all files and subdirectories from the directory
you wish to erase and reissue the command.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoRmDir

550 (46)

- The foreign file was not erased.
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- Error storing file: The empty

file was not stored on the foreign
host.

- The foreign file has been erased.
- Error storing file: The empty

file was not stored on the foreign
host.

Explanation
You attempted to transfer a null file and one of the
following conditions occurred:

« The target directory is a minidisk and null files
are not supported on minidisks. If there was an
existing file with the same name as the one being
transferred, it has been deleted.

The target system has a backlevel CMS or SFS Server
which do not support the commands necessary to
create the null file. If there was an existing file with
the same name as the one being transferred, an
explicit rollback has occurred and the file will still
exist.

System action:
None.

User response:
None.

Module:
FTSVMSUB PASCAL, FTPROCS PASCAL

Severity:
Error.

Procedure Name:
HandleNullFile

550 (47) The operation was successful
but the work unit could not be

committed.

Explanation:

SFS detected a problem and initiated a rollback. There
may have been a problem communicating with the file
pool.

System action:
None.

User response:
Contact your system support personnel to determine
the status of the file pool.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoRmdir
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550 (48) The specified directory does not
exist or you are not authorized to

remove it.

Explanation:

The directory that you specified could not be found or
you are not authorized for it. A directory can only be
erased by the directory owner or the administrator.

System action:
None.

User response:

Ensure you have specified the correct directory. If you
are not an administrator, make sure you are the owner
of the directory you are trying to remove.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoRmDir

550 (49)

Explanation:
There are no files in the working directory.

The working directory is empty

System action:
None.

User response:
If this situation is tolerable, continue. Otherwise,
correct the problem before resubmitting the job.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
FindMode

550 (50) Translate file filename TCPXLBIN

is in an invalid format

Explanation:
The translate table was found, but could not be loaded
because it is not a valid TCP/IP translate file.

System action:
None.

User response:
Try to determine why the specified translate table
could not be read and correct the problem.

Module:
FTSRVPA, FTSVMSUB

Severity:
Error.



Procedure Name:
Initialize, DoSite2

550 (51) Translate file 'filename TCPXLBIN'

not found

Explanation:
The server was unable to locate the translate table
specified.

System action:
None.

User response:
Ensure you have specified the file name correctly and
reenter the command.

Module:
FTPRVPA, FTSVYMSUB

Severity:
Error.

Procedure Name:
Initialize, DoSite2

550 (52) Unable to append to the Null

directory.

Explanation:

The z/VM FTP server does not allow data to be
appended to a null (*dev.null) working directory;
only PUT or MPUT operations are accepted for this
type of directory. The requested APPEND operation is
not performed.

System action:
None.

User response:

Ensure that only PUT or MPUT subcommands are used
to transfer data to a *dev.null working directory. For
more information about using this type of directory,
refer to the Usage Notes associated with the CD or
CWD FTP subcommands in the z/VM: TCP/IP User's
Guide.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
HandleFileOpen

550 (53) - Unable to append to filename
- Unable to append to filename,
file or directory is locked.

- Unable to append to filename,
you are not authorized.

- Unable to append to filename,
SFS create file error

- Unable to append to filename,

virtual storage capacity exceeded.
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Explanation

The z/VM FTP server detected an error while
attempting to open the indicated SFS or minidisk file
during APPEND processing. Possible causes for this
error are:

- Another user holds an explicit lock on the target SFS
file or directory

« Access to the file has been denied due to lack of
proper authorization

« An attempt to create a new file in the target SFS
directory has failed

« Aninsufficient virtual storage condition has been
detected.

System action:
None.

User response:

Identify the reason for this failure based on the format
of the received message, then retry the APPEND
operation (for example, after the inhibiting lock has
been released, or after the proper file or directory
authorization has been obtained). If the reason for this
error cannot be ascertained or an insufficient virtual
storage condition has been encountered, contact the
TCP/IP administrator of the foreign host in question.
For persistent problems, detailed information about
the reason for this failure can be obtained by tracing
FTP server activity.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
HandleFileOpen

550 (54)

Unable to append to fixed record
format file in Image mode.

Explanation:

The z/VM FTP server does not allow data to be
appended to existing fixed-length record format SFS or
minidisk files when the file transfer TYPE has been set
to Image or Binary. The requested APPEND operation
is not performed.

System action:
None.

User response:

Use the EBCDIC or ASCII subcommand to change
the file transfer type from Binary or Image to an
appropriate transfer type, then retry the APPEND
operation.

Module:
FTSVMSUB PASCAL
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Severity:
Error.

Procedure Name:
HandleFileOpen

550 (55)

Explanation:

An error was encountered by the FTP server virtual
machine while attempting to issue an OPENVM ERASE
command to delete a BFS file that has been targeted
for deletion by a DELETE command.

Unable to delete BFS file: 'BFSfile'

System action:
None.

User response:

Use the SITE PERMIT command to check your current
authorization, and try to determine why the OPENVM
ERASE failed.

Module:
FTSCMD PASCAL

Severity:
Error.

Procedure Name:
DoDelete

550 (56) - Unable to delete file 'file'; HMC
file services paging I/0 error
- Unable to delete file 'file'; HMC

file services program check error

Explanation:
An attempt to delete an HMC file encountered a paging
I/O error or encountered a program check condition.

System action:
None.

User response:
Report the problem to your TCP/IP administrator.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
HandleOtherExtRupt

550 (57) Unable to send filename, file or

directory is locked

Explanation:

An attempt to retrieve a file on a GET operation has
failed because another user holds an explicit lock on
the requested SFS file or directory.

System action:
None.

User response:
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Retry the GET operation after the inhibiting file or
directory lock has been released. If necessary, contact
the TCP/IP administrator of the remote host for
assistance in resolving problems associated with file
or directory locking.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
HandleFileOpen

550 (58) - Unable to store filename

- Unable to store filename, file or
directory is locked.

- Unable to store filename, you are
not authorized.

- Unable to store filename, SFS
create file error.

- Unable to store filename,

virtual storage capacity exceeded.

Explanation

The z/VM FTP server detected an error while
attempting to open the indicated SFS or minidisk file
during PUT processing. Possible causes for this error
are:

« Another user holds an explicit lock on the target SFS
file or directory

« Access to the file has been denied due to lack of
proper authorization

« An attempt to create a new file in the target SFS
directory has failed

« Aninsufficient virtual storage condition has been
detected.

System action:
None.

User response:

Identify the reason for this failure based on the
format of the received message, then retry the PUT
operation (for example, after the inhibiting lock has
been released, or after the proper file or directory
authorization has been obtained). If the reason for this
error cannot be ascertained or an insufficient virtual
storage condition has been encountered, contact the
TCP/IP administrator of the foreign host in question.
For persistent problems, detailed information about
the reason for this failure can be obtained by tracing
FTP server activity.

Module:
FTSVMSUB PASCAL

Severity:
Error.



Procedure Name:
HandleFileOpen

550 (59) - Unable to store unique filename
- Unable to store unique
filename, file or directory is
locked.

- Unable to store unique filename,
you are not authorized.

- Unable to store unique
filename, SFS create file error.

- Unable to store unique filename,

virtual storage capacity exceeded.

Explanation

The z/VM FTP server detected an error while
attempting to open the indicated SFS or minidisk

file during PUT or MPUT processing, for which "store
unique" processing has also been requested. Possible
causes for this error are:

« Another user holds an explicit lock on the target SFS
file or directory

« Access to the file has been denied due to lack of
proper authorization

« An attempt to create a new file in the target SFS
directory has failed

« An attempt to create the named file (or a uniquely-
named copy of this file) has failed

« An insufficient virtual storage condition has been
detected.

System action:

The file transfer operation is not performed. After this
message has been returned to the client, the FTP
server marks the connection as "ready to receive" and
quiescence activity, waiting for the next interaction
with the client.

User response

Identify the reason for this failure based on the format
of the received message, then retry the PUT or MPUT
operation (for example, after the inhibiting lock has
been released, or after the proper file or directory
authorization has been obtained).If the failure is
associated with "store unique" processing, use the
SUNIQUE subcommand to turn off the "store unique"
file transfer attribute (if appropriate) and attempt the
file transfer again.

Note: A "store unique" error may arise when the FTP
server cannot derive or obtain a unique file name for
storing the file in question. In such a case, it may

be necessary to delete one or more files that have
already been uniquely stored by the FTP server. For
information to help you determine whether a uniquely
stored file (if any) is a candidate for deletion, refer to
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the Usage Notes associated with the "SUNIQUE" FTP
subcommand in the z/VM: TCP/IP User's Guide.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
HandleFileOpen

550 (60)

User is not authorized for HMC file
services

Explanation:
Access to HMC file services is restricted and must be
explicitly authorized.

System action:
None.

User response:
Report the problem to your TCP/IP administrator.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
CDToHMC, FinishHMCDirChange, ParseHMCIdentifier

550 (61) Wildcards not supported in QAUTH
for protected SFS

Explanation:
Wildcards are not supported for the Query Authority.

System action:
None.

User response:
Reissue the command with file name and file type.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoSite

550 (62)

Write access unavailable for
Owner Address due to other links

Explanation:

Another VM user has accessed your working directory
minidisk in write mode. VM does not allow multiple
write access to prevent two users from modifying the
same file at the same time.

System action:
None.

User response:
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Wait until the other user de-accesses the minidisk,
or assign another nonaccessed minidisk as working
storage.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
UpgradeLink

550 (63) You are not allowed to create a

top-level directory.

Explanation:

You cannot create top directories using the MKDIR
command. The top directory is created by being
enrolled in the file pool, (FILEPOOL:USERID).

System action:
None.

User response:

If you meant to create a directory within the directory
structure, use the MKDIR command with one more
level. (FILEPOOL:USERID.SUBDIRECTORY).

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoMKkDir

You are not authorized for
userid.RDR; Directory remains
old_directory

550 (64)

Explanation:
You do not have the authority to access the user's
reader.

System action:
None.

User response:
None.

Module:
FTSVYMSUB

Severity:
Error.

Procedure Name:
CDtoRDR

550 (65) - You are not using an
SFS/BFS/HMC directory. CD .. is
not allowed.

- You are not in an SFS directory.
- You can not MakeDirectory

because you are not in SFS.
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- You are not using an
SFS/BFS/HMC directory. CDUP is
not allowed.

- You can not Remove

Directory because you are not in
SFS.

Explanation:

SFS/BFS/HMC commands are not allowed unless
your current working directory is an SFS/BFS/HMC
directory.

System action:
None.

User response:

Issue the CD or CDUP command to change your
current working directory to an SFS/BFS/HMC
directory.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoCwd, DoSite, DoMkDir, DoCdup, DoRmDir

550 (66) You can not erase a top-level

directory.

Explanation:
You attempted to erase a top directory. This directory
cannot be erased.

System action:
None.

User response:

To erase all objects contained in the directory, issue
an appropriate series of erase commands for those
objects.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoRmdir

550 (67) You can not remove the current

working directory.

Explanation:
You issued an RMDIR command for the current
working directory.

System action:
None.

User response:
Use the CD command to change to another SFS
directory and reissue the command.



Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoRmDir

550 (68) - You do not have read access

to your current working directory
any more. Use CD command

to select a new directory/mini-
disk.

- The SFS directory NewDir

does not exist or you

are not authorized; directory

remains WorkingDirectory.

Explanation:
The directory assigned as your current directory may
not exist or you are not authorized for it.

System action:
None.

User response:
Select a new directory/mini-disk or contact the
directory owner for authorization.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
Dolist, DoCwd

552 (1) Data transfer aborted, BFS file

space is full

Explanation:
There is not enough room in the file space to complete
the request.

System action:
None.

User response:
Delete some files or ask your system administrator to
increase your storage space limits in the file pool.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
WriteBFSData

- Data transfer aborted due to disk
overflow.

- Data transfer aborted, SFS

file space is full.

552 (2)
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- Data transfer aborted. Disk
overflow occurred on disk used to
temporarily store reader files.

Explanation:
There is no room on the minidisk or in the file space to
complete the request.

System action:
None.

User response:

Delete some files or ask your system administrator to
increase your storage space limits in the file pool or
increase the cylinders on the minidisk.

Module:
FTSEVEN PASCAL

Severity:
Error.

Procedure Name:
StoreBlock, StoreFile, WriteImageData,
TheyClosedEvent

552 (3)

Storage group space limit
exceeded.

Explanation:
There is no room in the filespace to complete the
request.

System action:
None.

User response:
Delete some files or ask your system administrator to
increase your storage space limits in the file pool.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
DoMkDir, DoRmDir

553 (1) HMC file identifier 'file' exceeds
maximum length

Explanation:
The HMC file identifier exceeds the maximum length of
191 characters.

System action:
None.

User response:
Issue the command with a shorter file identifier.

Module:
FTSVMSUB PASCAL

Severity:
Error.
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Procedure Name:
ParseHMCFileldentifier

553 (2) Invalid BFS file identifier: 'BFSfile'

Explanation:
The specified BFS file identifier is not valid.

System action:
None.

User response:
Correct the BFS file specification and reissue the
command.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
ParseBFSIdentifier

553 (3) Invalid character ("/") in BFS file
identifier: 'BFSfile'

Explanation:
The "/" command is not allowed in a BFS file identifier.

System action:
None.

User response:
Correct the invalid BFS file specification and reissue
the command.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
ParseBFSIdentifier

553 (4) Invalid character ("/") in HMC file
identifier: 'file'

Explanation:
The HMC file identifier contains a slash (/") character,
which is not permitted.

System action:
None.

User response:
Issue the command with a valid file identifier.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
ParseHMCFileldentifier
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553 (5) - Invalid CMS file
identifier FileName

- Invalid character in
filename FileName

- File FileName is not on
an accessed mini-disk

- File error ReturnCode

in accessing FileName

Explanation:
FTP sends one of these four messages, depending on
the problem.

System action:
None.

User response:
Correct the corresponding problem and resubmit the
job.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
FileOk

553 (6) Invalid quote specification in BFS

file identifier: 'BFSfile'

Explanation:
Incorrect use of quotes was used on a BFS file
identifier (quote specifications must be matched up).

System action:
None.

User response:
Correct the BFS file specification and reissue the
command.

Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
ParseBFSIdentifier

553 (7) Invalid quote specification in HMC

file identifier: 'file'

Explanation:

Incorrect use of quotes was used on an HMC file
identifier. Quote characters within the quoted string
must be doubled.

System action:
None.

User response:
Issue the command with a correctly-formed file
identifier.



Module:
FTSVMSUB PASCAL

Severity:
Error.

Procedure Name:
ParseHMCFileldentifier

553 (8) RNTO directory does not equal
RNFR directory

Explanation:

An RNTO command was supplied that contained
different directory information than the associated
RNFR command for the file to be renamed. Files can
only be renamed within the same directory.
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System action:
None.

User response:
Reenter the command and specify valid directory
information.

Module:
FTSCMD PASCAL

Severity:
Error.

Procedure Name:
DoRnTo
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LDAP Messages

Chapter 3. LDAP Server Messages

This part contains the messages returned by the LDAP server. The messages are in alphanumeric order.

DTCLDP2100E Logic error - Contact IBM Support
NOVALUE error for variable on
line line_num of exec_info: +++

source_line_text

Explanation:

During operation of the named EXEC file (exec_info), a
REXX variable has been referenced that has not been
initialized. The program source line (source_line_text)
in error is indicated in the message.

System action:
Command processing stops.

System programmer response:

Make a note of the information provided in the
message, then contact the IBM Support Center for
assistance.

DTCLDP2101E Unexpected result from command:
command

RC=rc {Reason: reasoncode}

Explanation:

The indicated command failed with the listed return
code. For those commands that provide it, a reason
code that further identifies the cause for this failure is
displayed.

System action:

As dictated by other command results, command
execution stops or continues. Refer to any additional
issued messages for more information.

System programmer response:

Review the appropriate CP or CMS documentation to
determine why this command failed, then correct any
problems.

DTCLDP2102E Server {configuration file |

module} file cannot be located

Explanation:

The file of the indicated type was not found on any
currently accessed minidisks. Because this file is not
present, the LDAP server cannot be started, because
either the server configuration cannot be determined,
or the program for running this server is not available.

System action:
Command processing stops.

System programmer response:

Review the TCP/IP installation and service
environment to determine why the listed file is not
present. Verify that the TCPMAINT 591 and TCPMAINT
198 minidisks (or their equivalents) are available. If

© Copyright IBM Corp. 1987, 2025

necessary, consult information about configuring the
LDAP server and requirements for its use in z/VM:
TCP/IP Planning and Customization.

DTCLDP2103E FILEDEF ddname has not been
established.

Explanation:

The DD name cited in the message has been specified
as the LDAP server configuration file that is to be used,
but no FILEDEF with this name is in effect.

System action:
Command processing stops.

System programmer response:

Confirm that the file name specified with the -
operand is correct, and that the corresponding
FILEDEF for this DD name also is correct. If

necessary, establish the appropriate data definition
using the CMS FILEDEF command before the LDAPSRV
command is next issued. For more information, see
LDAPSRV Command in z/VM: TCP/IP Planning and
Customization.

DTCLDP2104E

{Operand | Option} 'text' is not
recognized or is not valid.

Explanation:

A command operand, or an option associated with
such an operand, has been specified that is not
supported by the LDAPSRV command.

System action:
Command processing stops.

System programmer response:

Review the operands and options supplied with the
command and ensure that only supported values are
specified when the LDAPSRV command is next issued.
For information about the operands and options that
are available for use with the LDAPSRV command,

see LDAPSRV Command in z/VM: TCFP/IP Planning and
Customization.

DTCLDP2105E

{Left|Right} parenthesis for
operand operand is missing

Explanation:

While processing the indicated operand, the system
identified a syntax error. By convention, the options
and values associated with a given LDAPSRV command
operand must be enclosed within parentheses.
However, the required parenthesis has not been
provided.

System action:
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Command processing stops.

System programmer response:

Review the operands and values specified as part of
the LDAPSRV command. Ensure that the parenthesis
cited in the message is specified when you next
issue the command. For more information, see
LDAPSRV Command in z/VM: TCP/IP Planning and
Customization.

DTCLDP2108E The 'parameter' parameter has not

been specified correctly

Explanation:
While processing the indicated parameter, the system
identified a syntax error. A required parameter value

LDAP Server Messages (1000)

might be missing or a value was specified when one is
not applicable.

System action:
Command processing stops.

System programmer response:

Review the parameters and values specified as part of
the LDAPSRV command. Ensure that all parameters
are correctly specified when you issue the next
command. For information, see LDAPSRV Command in
z/VM: TCP/IP Planning and Customization.

GLD10061 LDAP server stop command

received.

Explanation:
The LDAP server has received the STOP command.

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1008E Unable to allocate storage.

Explanation:
The LDAP server or utility is unable to allocate the
necessary storage to continue processing the request.

System action:
The program ends.

Operator response:

Increase the storage available for use by the

LDAP server or utility. Restart the program. If the
problem persists, contact the IBM Support Center for
assistance.
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System programmer response:
None.

User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1016E Unable to create mutex:
error_code/reason_code - error_text

Explanation

The LDAP server or utility is unable to create a mutex.
Refer to the description of pthread_mutex_init ()
in XL C/C++ for z/VM: Runtime Library Reference for
more information on the error.

In the message text:

error_code
Error code from pthread_mutex_init ()

reason_code
Reason code from pthread_mutex_init()

error_text
Error text corresponding to the error code

System action:
The program ends.

Operator response:
None.
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System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Restart the program. If the problem persists,
contact the IBM Support Center for assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1017E Unable to create condition
variable: error_code/reason_code -
error_text

Explanation

The LDAP server or utility is unable to create

a condition variable. Refer to the description of
pthread_cond_init () in XL C/C++ for z/VM:
Runtime Library Reference for more information on the
error.

In the message text:

error_code
Error code from pthread_cond_init ()

reason_code
Reason code from pthread_cond_init ()

error_text
Error text corresponding to the error code

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Restart the program. If the problem persists,
contact the IBM Support Center for assistance.

Source:
LDAP

Routing code:

LDAP Messages

None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1018A

Unable to initialize the directory
schema.

Explanation:

The LDAP server or utility is unable to initialize the
directory schema. A previous message indicates the
reason for the failure.

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the earlier message to correct
the error. Restart the program. If the problem persists,
contact the IBM Support Center for assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.
Automation:
Not applicable.
GLD1019A Unable to open from_code_page
to to_code_page converter:
error_code/reason_code - error_text
Explanation

The LDAP server or utility is unable to open a code
page converter to convert character strings. Refer to
the description of iconv_open () in XL C/C++ for
z/VM: Runtime Library Reference for more information
on the error.

In the message text:

from_code_page
Code page to be converted from

to_code_page
Code page to be converted to

error_code
Error code from iconv_open()
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reason_code
Reason code from iconv_open()

error_text
Error text corresponding to the error code

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Restart the program. If the problem persists,
contact the IBM Support Center for assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1020E Unrecognized LDAP server

command.

Explanation:

An unrecognized LDAP server operator command
is detected. The valid LDAP server commands are
AUDIT, BACKEND, COMMIT, DEBUG, DISPLAY, LOG,
MAINTMODE, REFRESH, and RESET.

System action:

The LDAP server ignores the entered command and
continues. A new LDAP server operator command may
be entered.

Operator response:
Issue a valid LDAP server operator command.

System programmer response:
None.

User response:
None.

Administrator response:
See Operator response or contact Operator.

Source:
LDAP

Routing code:
None.

Descriptor code:

110 z/VM: 7.3 TCP/IP Messages and Codes

None.

Automation:
Not applicable.

GLD1021E Incorrect LDAP server command

option specified.

Explanation:
An incorrect command option was found within an
LDAP server operator command.

System action:

The LDAP server ignores the entered command and
continues. A new LDAP server operator command may
be entered.

Operator response:
Issue a valid LDAP server operator command.

System programmer response:
None.

User response:
None.

Administrator response:
See Operator response or contact Operator.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD10221 Debug option processed:
debug_level.

Explanation

The debug level for the LDAP server has been reset
using the value indicated in the message.

In the message text:

debug_level
Debug level

System action:

The LDAP server continues. Debug messages
corresponding to the updated debug level are now
created.

Operator response:
None.

System programmer response:
None.

User response:
None.



Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1023I Processing configuration file
filename.

Explanation

The LDAP server or utility is processing the
configuration file indicated in the message.

In the message text:

filename
LDAP server configuration file name

System action:
The program continues.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1024I Configuration file filename

processed.

Explanation
The LDAP server or utility has successfully processed
the configuration file indicated in the message.

In the message text:

filename
LDAP server configuration file name

System action:

LDAP Messages

The program continues.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1025A Unable to process command

options.

Explanation:

The LDAP server is unable to process the command-
line options. A previous message indicates the reason
for the failure.

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Use the information in the earlier message to correct
the error. Restart the program.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1026E Incorrect LDAP debug option

specified: debug_options.
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Explanation
The value specified for the -d parameter on the LDAP
server or utility command line is not valid.

In the message text:

debug_options
Debug options

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Refer to the description of the -d parameter on

the LDAP server or utility command line for more
information on the available debug options and how
they are specified. Specify valid debug options for the
-d command parameter. Restart the program.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1027E parameter is an unrecognized

command parameter.

Explanation
The command-line parameter indicated in the
message is not supported by the LDAP server or utility.

In the message text:

parameter
Unrecognized command parameter

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Determine the correct command-line parameter to
use. Restart the program.

112 z/VM: 7.3 TCP/IP Messages and Codes

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1028E No value specified for the option
parameter.

Explanation

The command-line parameter indicated in the
message cannot be specified without a value when
starting the LDAP server or utility. The parameter must
have a value.

In the message text:
option
Command parameter with missing value

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Specify a valid value for the command-line parameter.
Restart the program.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1029E

port is not a valid TCP/IP port
number.

Explanation

The TCP/IP port number specified for an LDAP

server command-line parameter or in the LDAP server
configuration file is not valid. The port number must be
between 1 and 65535.

In the message text:



port
TCP/IP port number

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Provide a valid TCP/IP port number. Restart the
program.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1030E Unable to parse LDAP URL url:
error_text.

Explanation

The LDAP URL specified for an LDAP server command-
line parameter or in the LDAP server configuration file
is not valid.

In the message text:

url
LDAP URL

error_text
Error message text

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Use the information in the message to correct the
error. Restart the program.

Source:
LDAP

Routing code:

LDAP Messages

None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1031A

Unable to process the server
configuration file.

Explanation:

The LDAP server or utility is unable to process the
LDAP server configuration file. A previous message
indicates the reason for the failure.

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the earlier message to

correct the LDAP server configuration file. Restart the
program.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1032E Unable to open configuration file
filename: error_code/reason_code -
error_text

Explanation

The LDAP server or utility is unable to open the

LDAP server configuration file. Refer to the description
of fopen () in XL C/C++ for z/VM: Runtime Library
Reference for more information on the error.

In the message text:

filename
LDAP server configuration file name

error_code
Error code from fopen ()

reason_code
Reason code from fopen ()
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error_text
Error text corresponding to the error code

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Use the information in the message to correct the
error. Restart the program.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1033E Unable to read configuration file
filename: error_code/reason_code -
error_text

Explanation

The LDAP server or utility is unable to read the

LDAP server configuration file. Refer to the description
of £gets () in XL C/C++ for z/VM: Runtime Library
Reference for more information on the error.

In the message text:

filename
LDAP server configuration file name

error_code
Error code from £gets ()

reason_code
Reason code from fgets ()

error_text
Error text corresponding to the error code

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
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Use the information in the message to correct the
error. Restart the program.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1034E Configuration line is too long.

Explanation:

The LDAP server or utility cannot process the LDAP
server configuration file because a line is too long.

The maximum length of a line in the LDAP server
configuration file is 1024 characters. This includes any
continuation lines.

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Correct the LDAP server configuration file. Restart the
program.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1035E option is an unrecognized
configuration option.

Explanation

The LDAP server or utility cannot process the LDAP
server configuration file because it contains an option
that is not supported.

In the message text:

option
LDAP server configuration option

System action:
The program ends.
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Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Correct the LDAP server configuration file. Restart the
program.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1036W option is an obsolete configuration
option.

Explanation

The LDAP server or utility found an option that is no
longer used in the LDAP server configuration file.

In the message text:

option
LDAP server configuration option

System action:
The program ignores the configuration option and
continues.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove the obsolete option from the LDAP server
configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.
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GLD1037E No value specified for the option

configuration option.

Explanation

The LDAP server or utility found an option without
avalue in the LDAP server configuration file. Every
configuration option must have a value.

In the message text:
option
LDAP server configuration option

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Correct the LDAP server configuration file. Restart the
program.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1038E

Value value for configuration
option option is not valid.

Explanation

The LDAP server or utility found an option in the LDAP
server configuration file that has a value that is not
supported for that option.

In the message text:

value
LDAP server configuration option value

option
LDAP server configuration option

System action:
The program ends.

Operator response:
None.

System programmer response:
None.
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User response:
None.

Administrator response:

Correct the LDAP server configuration file. If the option
value looks correct, check that the option on the next
line after this option line starts in column 1. A blank

in column 1 of the next line indicates that itis a
continuation line. The next line is then appended to
the preceding option line and thus can result in a value
that is not supported for the option. Then restart the
program.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1039W Extraneous value specified for the
option configuration option.

Explanation

The LDAP server or utility found an option in the LDAP
server configuration file that has more values than
expected for a single instance of the option. The extra
values are ignored. There are several common causes
of this problem:

« The value contains a space. If the value of the option
is more than one word (contains a space) but the
option only accepts a single value, the extra words
are ignored.

« The option in the next line after this option line does
not start in column 1. A blank in column 1 of the next
line indicates that it is a continuation line. The next
line is then appended to the preceding option line
and thus can result in more values than are allowed
for the option.

« The extra values are intended to be a comment but
they do not start with a "#" character.

In the message text:
option

LDAP server configuration option
System action:

The program continues, but the extra option values are
ignored.

Operator response:
None.

System programmer response:
None.
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User response:
None.

Administrator response:

Correct the LDAP server configuration file. If a value
contains a blank, enclose the value in double quotation
marks. If the next line is not intended to be a
continuation of this option value, ensure that the
option on the next line begins in column 1. Ensure that
a"#" is the first character of a comment placed at the
end of an option line. Then restart the program.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1040E Unable to normalize name:
error_text.

Explanation

The LDAP server or utility is unable to normalize a
distinguished name (DN). This error can occur if any
part of the DN does not contain an attribute type

and value or if the attribute type is not defined in

the directory schema or does not have an equality
matching rule. The message displays either the DN

or information about where the DN is specified. If a

DN is displayed, the DN can be part of the value of

an LDAP server configuration option, an LDAP utility
command-line option, or an attribute value. Otherwise,
the message displays a name indicating where the DN
was specified, for example, the name of an LDAP sever
configuration option or of an attribute in an entry.

In the message text:

name
DN or source of DN

error_text
Error message text

System action

« If the error occurs while running an LDAP utility, the
program ends.

« If the error occurs during LDAP server processing of
the configuration file, the program ends.

« If the error occurs during initialization of an LDAP
server backend, then the backend does not start. If
the srvStartUpExrror option in the LDAP server
configuration file is set to ignore, the LDAP
server continues to run with those backends that



successfully start. If the stvStartUpError option
is set to terminate (this is the default if the
configuration option is not specified), the program
ends.

« If the error occurs while processing an LDAP server
operation, the operation may fail.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
problem. This might involve changing the value of an
option in the LDAP server configuration file, an LDAP
utility command-line option, or an attribute value in
an entry. Restart the program if it did not start or if a
backend that did not initialize is needed. If the error
occurs during an LDAP operation, retry the operation.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1041E Configuration option option is not

allowed in the section section.

Explanation

The LDAP server or utility found an optionin a
section of the LDAP server configuration file that is
not appropriate for that section. Global options must
be specified before the first database option, while
backend-specific options must be specified following
the database option for that backend.

In the message text:
option
LDAP server configuration option

section
LDAP server configuration section name

System action:
The program ends.

Operator response:
None.

System programmer response:
None.
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User response:
None.

Administrator response:
Correct the LDAP server configuration file. Restart the
program.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1042E Backend name name is already
defined.

Explanation

The LDAP server or utility found a backend name on a
database option in the LDAP server configuration file
that is the same as the name for a previous backend.
If a backend name is specified, the name must

be unique. There are also several reserved backend
names that cannot be used: RootDSE, Schema, and
Monitozr. Backend names are not case sensitive.

In the message text:

name
Backend name

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Correct the backend name in the LDAP server
configuration file. Restart the program.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1043E

Configuration file filename causes
arecursion loop.
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Explanation

The LDAP server or utility found an LDAP server
configuration file that is included again while it is still
being processed. This is a result of nested include
options for the same configuration file.

In the message text:

filename
LDAP server configuration file name

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove the nested include options from the LDAP
server configuration file. Restart the program.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1045E The MAC address must be 12

hexadecimal digits.

Explanation:

The LDAP server or utility found that the value for
the serverEtherAddr option in the LDAP server
configuration file is not valid. The MAC address must
consist of 12 hexadecimal digits.

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Correct the value for the serverEtherAddr option
in the LDAP server configuration file. Restart the
program.

Source:
LDAP
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Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1046E Configuration option option cannot
be converted to IBM-1047.

Explanation

The LDAP server or utility cannot convert the value
of an option in the LDAP server configuration file.
The value needs to be converted to the IBM-1047
code page but contains characters that cannot be
represented in that code page.

In the message text:

option
LDAP server configuration option

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Specify a string consisting of valid characters in the
IBM-1047 character set for the option in the LDAP
server configuration file. Restart the program.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1047E

Directory path is in use by another
database instance.

Explanation

The LDAP server or utility found multiple LDBM or
GDBM backends using the same directory for database
files. Each instance of the LDBM or GDBM backend
requires a unique directory for its database files. The
file directory is specified by the databaseDirectory
option in the backend section of the LDAP server
configuration file.



In the message text:

path
Database directory path

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the databaseDirectozry option to specify a
unique file directory for each LDBM and GDBM
backend in the LDAP server configuration file. Restart
the program.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1048E Unable to add schema definition:

error_text.

Explanation
The LDAP server is unable to add a new definition to
the directory schema.

In the message text:

error_text
Error message text

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Restart the LDAP server. If the problem persists,
contact the IBM Support Center for assistance.

Source:
LDAP

LDAP Messages

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1050E Unable to create thread:
error_code/reason_code - error_text

Explanation

The LDAP server is unable to create a thread. Refer to
the description of pthread_create () in XL C/C++ for
z/VM: Runtime Library Reference for more information
on the error.

In the message text:

error_code
Error code from pthread_create()

reason_code
Reason code from pthread_create()

error_text
Error text corresponding to the error code

System action:
The program continues. The request fails.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Retry the request. If the problem persists,
contact the IBM Support Center for assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1051A

Explanation:
The LDAP server is unable to start the console task. A
previous message indicates the reason for the failure.

Unable to start the console task.

System action:
The program ends.
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Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the earlier message to

correct the problem. Restart the program. If the
problem persists, contact the IBM Support Center for
assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1052A Unable to start the network task.

Explanation:

The LDAP server is unable to start the interfaces used
by the LDAP server. A previous message indicates the
reason for the failure.

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the earlier message to

correct the problem. Restart the program. If the
problem persists, contact the IBM Support Center for
assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

Unable to wait on condition
variable: error_code/reason_code -
error_text

GLD1053E
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Explanation

The LDAP server is unable to wait on a

condition variable. Refer to the description of
pthread_cond_wait () in XL C/C++ for z/VM:
Runtime Library Reference for more information on the
error.

In the message text:

error_code
Return code from pthread_cond_wait ()

reason_code
Reason code from pthread_cond_wait ()

error_text
Error text corresponding to the error code

System action:
The program continues. The request fails.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Retry the request. If the problem persists,
contact the IBM Support Center for assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1054E Unable to signal a condition
variable: error_code/reason_code -
error_text

Explanation

The LDAP server is unable to signal a

condition variable. Refer to the description of the
pthread_cond_signal () routine in XL C/C++ for
z/VM: Runtime Library Reference for more information
on the error.

In the message text:

error_code
Error code from pthread_cond_signal()

reason_code
Reason code from pthread_cond_signal()
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error_text
Error text corresponding to the error code

System action:
The program continues. The request fails.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Retry the request. If the problem persists,
contact the IBM Support Center for assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1055E Unable to create a network socket:
error_code/reason_code - error_text

Explanation

The LDAP server is unable to create a network socket.
Refer to the description of the socket () routine in
XL C/C++ for z/VM: Runtime Library Reference for more
information on the error.

In the message text:

error_code
Error code from socket ()

reason_code
Reason code from socket ()

error_text
Error text corresponding to the error code

System action:
The program continues. The request fails.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

LDAP Messages

Use the information in the message to correct the
error. Retry the request. If the problem persists,
contact the IBM Support Center for assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.
Automation:
Not applicable.
GLD1056E Unable to obtain the
network configuration: error_code/
reason_code - error_text
Explanation

The LDAP server is unable to obtain the network
configuration. Refer to the description of the
SIOCGIFCONF option for the ioctl () routine in XL
C/C++ for z/VM: Runtime Library Reference for more
information on the error.

In the message text:

error_code
Error code from ioctl ()

reason_code
Reason code from ioctl ()

error_text
Error text corresponding to the error code

System action:
The program continues. The request fails.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Retry the request. If the problem persists,
contact the IBM Support Center for assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.
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GLD1057E Unable to obtain the status of
the name interface: error_code/
reason_code - error_text

Explanation

The LDAP server is unable to obtain the status of the
indicated network interface. Refer to the description
of the SIOCGIFFLAGS option for ioctl () in XL
C/C++ for z/VM: Runtime Library Reference for more
information on the error.

In the message text:

name
Network interface name

error_code
Error code from ioctl ()

reason_code
Reason code from ioctl ()

error_text
Error text corresponding to the error code

System action:
The program continues. The request fails.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Retry the request. If the problem persists,
contact the IBM Support Center for assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1058E Unable to obtain the IPv6 home

interfaces: error_code/reason_code

- error_text

Explanation
The LDAP server is unable to obtain the list of IPv6
home interfaces.

In the message text:

error_code
Error code from ioctl ()
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reason_code
Reason code from ioctl ()

error_text
Error text corresponding to the error code

System action:
The program continues. The request fails.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Retry the request. If the problem persists,
contact the IBM Support Center for assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD10591 Listening for requests on ip port

port.

Explanation
The LDAP server is listening for requests on the
indicated network interface.

In the message text:
ip
IP address

port
Port number

System action:
The program continues.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
None.

Source:
LDAP
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Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD10601 No longer listening for requests on
ip port port.

Explanation

The LDAP server is no longer listening for requests on
the indicated network interface. This indicates that the
network interface is no longer available.

In the message text:
ip
IP address

port
Port number

System action:
The program continues.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1061E Network monitor terminating

abnormally.

Explanation:

The network monitor thread is stopping due to an error
condition. A previous message identifies the reason for
the failure.

System action:
The program ends.

Operator response:
None.

System programmer response:
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None.

User response:
None.

Administrator response:
Use the information in the earlier message to correct
the error, if there is one. Restart the program.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1063E Unable to initialize the SSL
environment: return_code -
error_text.

Explanation

The LDAP server cannot initialize the SSL environment.
For more information on the error, refer to

the description of the gsk_environment_open()
and gsk_environment_init () routinesin z/0S
Cryptographic Service System Secure Sockets Layer
Programming.

In the message text:

return_code
Return code from SSL routine

error_text
Error text corresponding to the return code

System action:

If the error occurs during backend initialization,

the tcpTerminate option in the LDAP server
configuration file determines what the server does. If
the tcpTerminate option is set to recover (thisis
the default if the configuration option is not specified),
LDAP server initialization continues. In this case, SSL
support is not available until the error is corrected and
the server is restarted. If the tcpTerminate option
is set to terminate, the program ends. If the error
occurs while processing the LDAP server REFRESH
SSL operator command, the program continues, using
the existing SSL environment.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
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Use the information in the message to correct the
error. If you are not planning to use SSL connections,
remove the ss1KeyRingFile option from the LDAP
server configuration file. Restart the program if it
ended or if SSL connections are needed.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1064E Unable to load the System SSL
runtime: error_code/reason_code -
error_text

Explanation

The LDAP server cannot load the SSL runtime DLL.
Refer to the description of d111oad () in XL C/C++ for
z/VM: Runtime Library Reference for more information
on the error.

In the message text:

error_code
Error code from d11load()

reason_code
Reason code from d11load()

error_text
Error text corresponding to the error code

System action:

LDAP server initialization continues if the
tcpTerminate option in the LDAP server
configuration file is set to recover (this is the
default if the configuration option is not specified).
In this case, SSL support is not available until the
error is corrected and the server is restarted. If

the tcpTerminate optionis set to terminate, the
program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. If you are not planning to use SSL connections,
remove the ss1KeyRingFile option from the LDAP
server configuration file. Restart the program if it
ended or if SSL connections are needed.
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Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1065E Unable to query the
gsk_get_ssl_vector routine:
error_code/reason_code - error_text

Explanation

The LDAP server is unable to query the
gsk_get_ssl_vector() routine in the SSL runtime
DLL. Refer to the description of d11queryfn () in XL
C/C++ for z/VM: Runtime Library Reference for more
information on the error.

In the message text:

error_code
Error code from dl11lqueryfn()

reason_code
Reason code from d11queryfn()

error_text
Error text corresponding to the error code

System action:

LDAP server initialization continues if the
tcpTerminate option in the LDAP server
configuration file is set to recover (this is the
default if the configuration option is not specified).
In this case, SSL support is not available until the
error is corrected and the server is restarted. If

the tcpTerminate optionis set to terminate, the
program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. If you are not planning to use SSL connections,
remove the ss1KeyRingFile option from the LDAP
server configuration file. Restart the program if it
ended or if SSL connections are needed.

Source:
LDAP

Routing code:
None.
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Descriptor code:

None.

Automation:

Not applicable.

GLD1066E Unable to bind to ip port port:
error_code/reason_code - error_text

Explanation

The LDAP server is unable to bind to the indicated
network interface. Refer to the description of bind ()
in XL C/C++ for z/VM: Runtime Library Reference for
more information on the error.

In the message text:
ip
IP address

port
Port number

error_code
Error code from bind ()

reason_code
Reason code from bind ()

error_text
Error text corresponding to the error code

System action:
The program continues. The request fails.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Ensure that no other application is using the
indicated port and that the port is not reserved. Retry
the request. If the problem persists, contact the IBM
Support Center for assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1067E Unable to listen for requests:

error_code/reason_code - error_text
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Explanation

The LDAP server cannot listen for requests on

a network interface. Refer to the description of
listen() in XL C/C++ for z/VM: Runtime Library
Reference for more information on the error.

In the message text:

error_code
Error code from 1listen()

reason_code
Reason code from 1isten ()

error_text
Error text corresponding to the error code

System action:
The program continues. The request fails.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Retry the request. If the problem persists,
contact the IBM Support Center for assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1068E Unable to accept connection:
error_code/reason_code - error_text

Explanation

The LDAP server cannot accept a connection on
a network interface. Refer to the description of
accept () in XL C/C++ for z/VM: Runtime Library
Reference for more information on the error.

In the message text:

error_code
Error code from accept ()

reason_code
Reason code from accept ()

error_text
Error text corresponding to the error code

System action:
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The program continues. The request fails. While this
condition exists, this message is issued a maximum of
once a minute for a limit of 60 times. Although this
message cannot be issued after being displayed 60
times on the console, the condition might still exist.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Retry the request. If the problem persists,
contact the IBM Support Center for assistance.

Source:
LDAP

Routing code:
None

Descriptor code:
None.

Automation:
Not applicable.

GLD1069E Unable to receive data: error_code/
reason_code - error_text

Explanation

The LDAP server cannot receive data on a network
interface. Refer to the description of recv () in XL
C/C++ for z/VM: Runtime Library Reference for more
information on the error.

In the message text:

error_code
Error code from recv ()

reason_code
Reason code from recv ()

error_text
Error text corresponding to the error code

System action:
The program continues. The request fails.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
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Use the information in the message to correct the
error. Retry the request. If the problem persists,
contact the IBM Support Center for assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1070E suffix is a reserved database
suffix.

Explanation

The LDAP server or utility found a suffix option in
the LDAP server configuration file which specifies a
value that is reserved for use by the LDAP server.
The LDAP server reserves "", "cn=schema", and
“cn=monitor" as suffixes for internal backends.

It restricts usage of "cn=changelog" when the
GDBM backend is configured. It also restricts usage
of "cn=configuration" and "cn=ibmpolicies"
when the CDBM backend is configured. The

LDAP server also reserves "cn=Anybody",
"cn=Authenticated" and "cn=This", because it
uses these distinguished names to represent special-
purpose access groups.

In the message text:

suffix

Suffix option value

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Correct the suffix option in the LDAP server
configuration file. Restart the program.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
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Not applicable.

GLD1071E suffix is a duplicate database

suffix.

Explanation

The LDAP server or utility found a suffix option
value in the LDAP server configuration file which is

a duplicate of another suffix option value. Each
suffix value must be unique and must not be
subordinate to another suffix value. For example,
"0=IBM, c=US" and "c=US" cannot both be assigned
as suffixes since the first value is a subordinate of the
second value.

In the message text:

suffix

Suffix option value

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

The LDAP server has set the maximum number of
client connections to the default value because the
operating system would not allow it to be set to the
value specified in maxConnections. If this value is
too low, try setting maxConnections to a lower value
and restarting the LDAP server. Correct the suffix
option in the LDAP server configuration file. Restart the
program.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1072E Unable to send data: error_code/

reason_code - error_text

Explanation

The LDAP server cannot send data to a client
application on a network interface. Refer to the
description of send () in XL C/C++ for z/VM: Runtime
Library Reference for more information on the error.

In the message text:

LDAP Messages

error_code
Error code from send ()

reason_code
Reason code from send ()

error_text
Error text corresponding to the error code

System action

The program continues. The request may fail. This
message could be accompanied by a failure of the
client application due to lost response data. Client
symptoms might include timeouts, long waits, or
connection failures.

When error_code 1102 is indicated with accompanying
error_text "EDC8102I Operation would block", this
indicates the connection timed out due to the
blockedConnectionTimeout setting in the LDAP server
configuration file. When this occurs, the LDAP server
closes the connection and abandons any active
requests for that connection.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Ensure TCP/IP is operating correctly. Retry the
request if it failed. If the problem persists, contact the
IBM Support Center for assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1074W

Maximum client connections
changed from old_value to
new_value.

Explanation

The value for the maxConnections configuration
option in the LDAP server configuration file is

too large compared to the maximum number

of file descriptors allowed for the LDAP server
process. The maxConnections configuration option
determines the maximum number of concurrent client
connections. Each client connection requires a socket
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descriptor and each socket descriptor counts against
the maximum number of files for a process. The

LDAP server requires 4 file descriptors plus 2 file
descriptors for each backend, plus a minimum of

30 file descriptors for network connections. To avoid
running out of file descriptors, a limit is placed on

the maximum number of concurrent client connections
based on the current file limit.

In the message text:

old_value
Old maximum client connections value

new_value
New maximum client connections value

System action:

The program continues, using the updated value for
the maximum number of concurrent client connections
in order to honor the current file limit for the LDAP
Server process.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

For more information on the maxConnections
configuration option, see DS CONF Format and
Configuration Options in z/VM: TCP/IP Planning and
Customization.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1075W Client connection threshold
reached, currently using

current_value of maximum_value.

Explanation

The number of concurrent client connections has
reached 90% of the maximum number of connections
allowed on the LDAP server.

In the message text:

current_value
Current number of client connections

maximum_value
Maximum number of client connections

128 z/VM: 7.3 TCP/IP Messages and Codes

System action:

The program continues, but is in danger of reaching
the maximum number of concurrent client connections
allowed.

Operator response:
Contact the LDAP Administrator or see Administrator
response.

System programmer response:
None.

User response:
None.

Administrator response

A common reason that client connections are
consumed in the LDAP server is because client
applications are not unbinding from the LDAP server
when they are finished making requests. Ensure that
client applications disconnect when they are finished
making requests to the LDAP server. If this is not the
problem, you may need to increase the number of
connections allowed on the LDAP server.

If the maxConnections configuration option is set in
the LDAP server configuration file, increase its value.

For more information on the maxConnections
configuration option, see DS CONF Format and
Configuration Options in z/VM: TCP/IP Planning and
Customization.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD10761

Number of client connections now
below threshold, currently using
current_value of maximum_value.

Explanation

The number of concurrent client connections has
dropped below 90% of the maximum number of
connections allowed. Warning messages may be
issued once again if the number of concurrent client
connections exceeds the warning threshold.

In the message text:

current_value
Current number of client connections

maximum_value
Maximum number of client connections
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System action:
The program continues.

Operator response:
Contact the LDAP Administrator or see Administrator
response.

System programmer response:
None.

User response:
None.

Administrator response

If this message is repeatedly displayed, it means that
the maximum number of file descriptors available to
the LDAP server may be too low. In this case, it might
be desirable to increase the number of concurrent
connections that the LDAP server can support by
changing the setting of the maxConnections option
in the LDAP server configuration file.

For more information on the maxConnections
configuration option, see DS CONF Format and
Configuration Options in z/VM: TCP/IP Planning and
Customization.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1077E Maximum client connections
reached, connection from ip

rejected.

Explanation

The maximum number of concurrent client
connections has been reached and new connections
will be rejected until the number of client connections
drops below the maximum value. This situation can be
caused by client applications not unbinding when they
are finished communicating with the LDAP server.

In the message text:
ip

IP address
System action:
The program continues. Additional client applications
cannot connect to the LDAP server. This message will
be issued at most once a minute for a limit of 60 times
when this condition exists. Although this message may
not be issued after being displayed 60 times on the
console, the condition may still exist.

LDAP Messages

Operator response:
Contact the LDAP Administrator or see Administrator
response.

System programmer response:
None.

User response:
None.

Administrator response

A common reason that client connections are
consumed in the LDAP server is because client
applications are not unbinding from the LDAP server
when they are finished making requests. Ensure that
client applications disconnect when they are finished
making requests to the LDAP server. If this is not the
problem, you may need to increase the number of
connections allowed on the LDAP server.

If the maxConnections configuration option is set in
the LDAP server configuration file, increase its value.

For more information on the maxConnections
configuration option, see DS CONF Format and
Configuration Options in z/VM: TCP/IP Planning and
Customization.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1078E

Unable to get the value for
the maximum number of files:
error_code/reason_code - error_text

Explanation

The LDAP server is unable to determine the maximum
number of files allowed for a process. An internal C
runtime function failed when trying to get the value for
the maximum number of files.

In the message text:

error_code
Error code from the internal function

reason_code
Reason code from the internal function

error_text
Error text corresponding to the error code

System action:
The program ends.

Operator response:
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None.

System programmer response:
None.

User response:
None.

Administrator response:
Restart the program. If the problem persists, contact
the IBM Support Center for assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1079E Maximum file limit of current_limit
is too small, change it to at least
new_limit.

Explanation

The maximum number of files that can be opened by
the LDAP server process is too small. The LDAP server
requires 4 file descriptors plus 2 file descriptors for
each backend, plus a minimum of 30 file descriptors
for network connections. The current maximum file
limit of current_limit is not large enough to support the
minimum of 30 file descriptors required for network
connections. The maximum file limit must be set to at
least new_limit for the LDAP server to start.

In the message text:

current_limit
Current maximum file limit

new_limit
Recommended maximum file limit

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
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None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1080E Unable to load the Kerberos
runtime: return_code/reason_code

- error_text

Explanation:

This message appears only if Kerberos-related options
have been specified in the DS CONF file. These options
should not be specified because Kerberos is not
supported on the z/VM LDAP server.

System action:

The LDAP server continues initialization if the
tcpTerminate option in the LDAP server
configuration file is set to recover (this is the default
if the configuration option is not specified). If the
tcpTerminate optionis set to terminate, the
program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any Kerberos-related options from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

No network interface is available
for a 'listen' statement.

GLD1081A

Explanation:

There are no network interfaces available for a
listen statement. This error can also occur if a
listen option in the LDAP server configuration file
or on the LDAP server command line specifies SSL
connections but SSL support is not available.

System action:

The LDAP server continues if the tcpTerminate
option in the LDAP server configuration file is set to
recover (this is the default if the configuration option



is not specified). If the tcpTerminate option is set to
terminate, the program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Either start the required network interfaces or remove
the corresponding 1isten option from the LDAP
server configuration file or command line. Restart the
program if it ended.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1082A Network interface ip on port port is
not available.

Explanation

A required network interface is unavailable for use.
In the message text:
ip

IP address

port
TCP/IP port number

System action:

The LDAP server continues if the tcpTerminate
option in the LDAP server configuration file is set to
recover (this is the default if the configuration option
is not specified) or if at least one network interface
starts successfully. Otherwise, the program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Either start the required network interface or remove
the corresponding 1isten option from the LDAP
server configuration file or command-line. Restart the
program if it ended.
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Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1083A

Host host cannot be resolved.

Explanation

The host name specified on a 1isten option in the
LDAP server configuration file or on the LDAP server
command line cannot be resolved.

In the message text:

host
Host name

System action:

The LDAP server continues if the tcpTerminate
option in the LDAP server configuration file is set to
recover (this is the default if the configuration option
is not specified) or if at least one network interface
starts successfully. Otherwise, the program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Verify that the DNS name server is available and that
the host name is defined. Ensure that the host name
is specified correctly or remove the corresponding
listen option from the LDAP server configuration file
or command line. Restart the program if it ended.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD10841

Explanation:

This message is displayed in response to the LDAP
server DISPLAY NETWORK operator command. The
remaining lines in this multi-line message display
the status of each network interface. A network

Network interface status
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interface is ACTIVE if the LDAP server is listening
for requests on that interface. A network interface

is INACTIVE if the interface has been stopped and
has not been restarted yet. No entry is displayed for
network interfaces which were not started when the
LDAP server was started. The LDAP server checks
for network interface changes based on the value

of the LDAP_NETWORK_POLL environment variable,
which has a default value of 5 minutes.

System action:
The program continues.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD10851 No active network interfaces.

Explanation:

This message is displayed in response to the LDAP
server DISPLAY NETWORK operator command when
there are no active network interfaces to display, and
no network interfaces ever started successfully.

System action:
The program continues.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:
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None.

Automation:
Not applicable.

Maximum number of lines
displayed.

GLD10861

Explanation:

There is a limit of 254 lines of output from an LDAP
server operator command. The maximum number of
output lines has been reached for this command.

System action:
None.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1087E The type backend is already
defined.

Explanation

The LDAP server or utility found multiple database
options in the LDAP server configuration file for a
GDBM or SDBM. Each of these backends can be
defined at most once in the configuration file.

In the message text:

type
Backend type

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:



Remove the extra backend section from the LDAP
server configuration file. The backend section includes
the database option and all the options following it
until the next database option. Restart the program.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1088E The EXOP backend requires

Program Call services.

Explanation:

This message appears only if an EXOP backend has
specified in the DS CONF file. This should not be
specified because the EXOP backend is not supported
on the z/VM LDAP server.

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any EXOP-related options from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1089E The option option must be
specified for the type backend.

Explanation

The LDAP server or utility found that an option is
missing from a backend section of the LDAP server
configuration file. The option indicated in the message
is required when configuring this type of backend.

In the message text:
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option
Option name

type
Backend type

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Add the required option to the backend section of the
LDAP server configuration file. Restart the program.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1090E

The SDBM backend supports a
single suffix.

Explanation:

The LDAP server or utility found multiple suffix
options in the SDBM section of the LDAP server
configuration file. There can only be one SDBM
backend section in the configuration file and it must
contain exactly one suffix option.

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Remove the extra suffix options from the SDBM
section of the LDAP server configuration file. Restart
the program.

Source:
LDAP

Routing code:
None.

Descriptor code:
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None.
Automation:
Not applicable.
GLD1091E Unable to open schema
database file filename: error_code/
reason_code - error_text
Explanation

The LDAP server or utility is unable to open the
schema database file. Refer to the description of
fopen() in XL C/C++ for z/VM: Runtime Library
Reference for more information on the error.

In the message text:

filename
Schema database file name

error_code
Error code from fopen ()

reason_code
Reason code from fopen ()

error_text
Error text corresponding to the error code

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Use the information in the message to correct the
error. Restart the program.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1092E Unable to read from schema
database file filename: error_code/

reason_code - error_text

Explanation

The LDAP server or utility is unable to read the schema
database file. Refer to the description of fread () in
XL C/C++ for z/VM: Runtime Library Reference for more
information on the error.
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In the message text:

filename
Schema database file name

error_code
Error code from fread ()

reason_code
Reason code from fread ()

error_text
Error text corresponding to the error code

System action

« If the error occurs during LDAP server initialization,
the program ends.

- If the error occurs during a schema modify
operation, the schema modification is successful.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Also verify that the schema database file has
not been corrupted and that there are no file system
errors. Restart the program if it did not start or retry
the schema modify operation.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1093E Unable to write to schema
database file filename: error_code/
reason_code - error_text

Explanation

The LDAP server is unable to write the schema
database file. Refer to the description of fwrite() in
XL C/C++ for z/VM: Runtime Library Reference for more
information on the error.

In the message text:

filename
Schema database file name

error_code
Error code from fwrite ()
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reason_code
Reason code from fwrite()

error_text
Error text corresponding to the error code

System action:

If the error occurs during LDAP server initialization, the
server ends. If it occurs during a modify operation of
the schema, the modify operation fails and the server
continues to run with its current schema.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Also verify that the LDAP server has write access
to the directory containing the file and that there are
no file system errors. Restart the program if it did not
start or retry the schema modify operation.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1094E Unable to create directory name:

error_code/reason_code - error_text

Explanation

The LDAP server or utility is unable to create the
indicated directory for the schema database file or for
the checkpoint file for an LDBM or GDBM backend.
Refer to the description of mkdix () in XL C/C++ for
z/VM: Runtime Library Reference for more information
on the error.

In the message text:

name
Directory name

error_code
Error code from mkdixr ()

reason_code
Reason code from mkdir ()

error_text
Error text corresponding to the error code
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System action

- If the error occurs during schema initialization, the
program ends.

« If the error occurs during LDBM or GDBM
initialization, then the LDBM or GDBM backend does
not start. If the srvStartUpErrox option in the
LDAP server configuration file is set to ignozre, the
LDAP server continues to run with those backends
that successfully start. If the srvStartUpError
option is set to terminate (this is the default if the
configuration option is not specified), the program
ends. The utility ends regardless of the option value.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1095E

Schema database file filename is
not valid.

Explanation

The LDAP server or utility is not able to load the
schema from the schema database file. Either the
record format is not as expected or the schema is not
complete.

In the message text:

filename
Schema database file name

System action:
The program ends unless the internal schema is still
usable.

Operator response:
None.

System programmer response:
None.

User response:
None.
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Administrator response:

Verify that the schema database file is not modified
by any application other than the LDAP server. Restart
the program. If the problem persists, contact the IBM
Support Center for assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1096E Unable to decode schema

database record.

Explanation:

The LDAP server or utility detected an error while
trying to load the schema. This error indicates that
the LDAP server could not decode one of the schema
database records.

System action:
The program ends unless the internal schema is still
usable.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Verify that the schema database file is not modified
by any application other than the LDAP server. Restart
the program. If the problem persists, contact the IBM
Support Center for assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1097E Unable to encode schema

database record.

Explanation:

The LDAP server detected an error while trying to save
the schema to the schema database file. It could not
encode one of the database records.

System action:
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If the error occurs during LDAP server initialization, the
server ends. If it occurs during a modify operation of
the schema, the modify operation fails and the server
continues to run with its current schema.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Restart the program. If the problem persists, contact
the IBM Support Center for assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1098E Unable to rename oldfile to
newfile: error_code/reason_code -
error_text

Explanation

The LDAP server is unable to rename a file. Refer to
the description of rename () in XL C/C++ for z/VM:
Runtime Library Reference for more information on the
error.

In the message text:

oldfile

Old file name
newfile

New file name

error_code
Error code from rename ()

reason_code
Reason code from rename ()

error_text
Error text corresponding to the error code

System action

- If the error occurs during schema initialization, the
server ends.

« If the error occurs during LDBM or GDBM
initialization, then the LDBM or GDBM backend does
not start. If the srvStartUpExrroxr optionin the
LDAP server configuration file is set to ignore, the
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LDAP server continues to run with those backends
that successfully start. If the srvStartUpError
option is set to terminate (this is the default if the
configuration option is not specified), the program
ends.

- If the error occurs during a modify operation of the
schema, the modify operation fails and the LDAP
server continues to run with its current schema.

- If the error occurs during an LDBM or GDBM
operation, then, if the fileTerminate optionin
the LDAP server configuration file is set to recover
(this is the default if the configuration option is not
specified), the server continues to run but the LDBM
or GDBM backend is placed in read-only state. If the
fileTerminate optionis setto terminate, the
program ends.

Operator response:

Use the information in the message to assist the LDAP
administrator to correct the error. If requested, issue
the LDAP server BACKEND operator command to set
the LDBM or GDBM backend to read-write state.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Also verify that the LDAP server has write access
to the directory. Restart the LDAP server if it did not
start. If an LDBM or GDBM backend was placed in
read-only state, it can be reset to read-write state by
restarting the LDAP server or by using the LDAP server
BACKEND operator command.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1099E Schema unique identifier number

is already assigned.

Explanation

Each attribute and object class in the LDAP server
schema is identified by a unique internal identifier.
While adding an attribute or object class to the
schema, the LDAP server has detected that the
attribute or object class identifier is already in use.
This should not occur.

LDAP Messages

In the message text:

number
Identifier number

System action:

If the error occurs during LDAP server initialization, the
server ends. If it occurs during a modify operation of
the schema, the modify operation fails and the server
continues to run with its current schema.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Restart the LDAP server. If the problem persists,
contact the IBM Support Center for assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1100A

LDAP server shutdown initiated
because directory schema cannot
be restored.

Explanation:

The LDAP server is stopping because an attempt to
load the directory schema has failed and the schema
cannot be used. A previous message identifies the
reason for the failure.

System action:
The server ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the earlier message to

correct the problem. Restart the program. If the
problem persists, contact the IBM Support Center for
assistance.

Source:
LDAP
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Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

Unable to load the database
backends.

GLD1101A

Explanation:

The LDAP server is unable to load the database
backends. A previous message indicates the reason for
the failure.

System action:
The server ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the earlier message to

correct the problem. Restart the program. If the
problem persists, contact the IBM Support Center for
assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1103E No backend load module specified
for 31-bit addressing mode.

Explanation

The LDAP server or the utility is running in 31-bit
addressing mode but one of the database options in
the LDAP server configuration file does not specify a
load module for 31-bit addressing mode. As a result,
the backend is not loaded.

In the message text:

backend
Backend type

System action:

The backend does not start. If the srvStartUpError
option in the LDAP server configuration file is

setto ignore, the LDAP server continues to run
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with those backends that successfully start. If the
srvStartUpError option is set to terminate
(this is the default if the configuration option is
not specified), the program ends. The utility ends
regardless of the option value.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Either specify a load module for 31-bit addressing
mode on the database option or remove the backend
section from the LDAP server configuration file. The
backend section includes the database option and
all the options following it until the next database
option. Restart the program if it did not start or if the
backend is needed.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1104E Unable to load DLL module:
error_code/reason_code - error_text

Explanation

The LDAP server or utility is unable to load the
indicated DLL. Refer to the description of d111oad ()
in XL C/C++ for z/VM: Runtime Library Reference for
more information on the error.

In the message text:

module
DLL module

error_code
Error code from d111load()

reason_code
Reason code from d11load ()

error_text
Error text corresponding to the error code

System action:

The backend does not start. If the srvStartUpError
option in the LDAP server configuration file is

set to ignore, the LDAP server continues to run

with those backends that successfully start. If the
srvStartUpExrror optionis set to terminate
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(this is the default if the configuration option is
not specified), the program ends. The utility ends
regardless of the option value.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Ensure that the DLL is installed and can be
accessed by the LDAP server or utility. If the DLL
module name is specified on a database option in the
LDAP server configuration file, ensure that it is entered
correctly there. Restart the program if it did not start or
if the backend is needed.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1105E Unable to query entry point
name in DLL module: error_code/
reason_code - error_text

Explanation

The LDAP server or the utility is unable to locate a
required entry point in the indicated DLL. Refer to the
description of d11quexryfn () in XL C/C++ for z/VM:
Runtime Library Reference for more information on the
error.

In the message text:

name
Entry point name

module
DLL module

error_code
Error code from dllqueryfn ()

reason_code
Reason code from d11queryfn()

error_text
Error text corresponding to the error code

System action:

The backend does not start. If the stvStartUpError
option in the LDAP server configuration file is

setto ignore, the LDAP server continues to run
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with those backends that successfully start. If the
srvStartUpError option is set to terminate
(this is the default if the configuration option is
not specified), the program ends. The utility ends
regardless of the option value.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Ensure that the correct DLL is installed. If the
DLL module name is specified on a database option
in the LDAP server configuration file, ensure that it is
entered correctly there. Restart the program if it did
not start or if the backend is needed.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1106E

type backend initialization failed.

Explanation
The indicated backend failed to initialize. A previous
message indicates the reason for the failure.

In the message text:

type
Backend type

System action:

The backend does not start. If the srvStartUpError
option in the LDAP server configuration file is

setto ignore, the LDAP server continues to run

with those backends that successfully start. If the
srvStartUpError option is set to terminate (this
is the default if the configuration option is not
specified), the program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
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Use the information in the earlier message to correct
the error. Restart the program if it did not start or if the
backend is needed.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1108I Server statistics reset.

Explanation:

The statistics monitored by the LDAP server have been
reset. This message is displayed in response to the
LDAP server RESET THREADS command.

System action:
The LDAP server continues.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD11091 Server activity statistics

Explanation:

This message is displayed in response to the LDAP
server DISPLAY THREADS operator command. The
remaining lines in this multi-line message display
the activity statistics. The RESET THREADS operator
command can be used to reset the activity statistics.

System action:
The LDAP server continues.

Operator response:
None.

System programmer response:
None.
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User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

An administrator DN must be
specified using the adminDN
configuration option.

GLD1110E

Explanation:

The LDAP server or utility found that the adminDN
option is missing in the LDAP server configuration
file. This option defines the LDAP administrator and is
required.

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Add the adminDN option to the global section of the
LDAP server configuration file. Restart the program.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1111E Unable to normalize schema
owner: text.

Explanation

The LDAP server or utility is unable to normalize the
distinguished name of the schema entry owner. This
may occur due to a series of conflicting modifications
to the schema entryowner attribute and one or more
attributetypes definitions within the schema.



In the message text:

text
Error message text

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Restart the program. You may have to restore
the schema from a backup. If the problem persists,
contact the IBM Support Center for assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1112E Unable to process schema ACL:

error_text.

Explanation

The LDAP server or utility is unable to process the
access control list for the schema entry. This may
occur due to a series of conflicting modifications to
the schema aclentry attribute and one or more
attributetypes definitions within the schema.

In the message text:

error_text
Error message text

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Use the information in the message to correct the
error. Restart the program. You may have to restore
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the schema from a backup. If the problem persists,
contact the IBM Support Center for assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1113E The keylabel record in the
encryption keys dataset is
incorrect.

Explanation

The LDAP server or utility found a record in the
encryption keys file that is not valid. Each record in

the encryption keys file consists of a key label followed
by one or more key components. Each key component
consists of 16 hexadecimal characters. Blank lines
and lines beginning with '#' or an '"*' are commentary
records and are ignored.

The following is an example of a properly formatted
key in the encryption keys file.

labell 1010101010101010 1010101010101010
In the message text:

keylabel
Encryption key label name

System action:

The utility ends. The LDAP server continues, but
encryption and decryption of values using a key in the
key file may fail. In particular, this may result in bind
failures if the userPasswozxd attribute value cannot
be decrypted.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Correct the record in the encryption keys file. Restart
the program.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.
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Automation:
Not applicable.

GLD1114E A record in the encryption keys

dataset is longer than 255 bytes.

Explanation:

The LDAP server or utility found a record in the
encryption keys file that is too long. The maximum
length of a record in the encryption keys file is 255
bytes.

System action:

The utility ends. The LDAP server continues, but
encryption and decryption of values using a key in the
key file may fail. In particular, this may result in bind
failures if the userPasswozrd attribute value cannot
be decrypted.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Correct any records in the encryption keys file that are
longer than 255 bytes. Restart the program.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1115E Label 'keylabel' is not available:
error_text.

Explanation

The LDAP server or utility encountered an error
attempting to encrypt a value using the key label
indicated in the message and the AES or DES
algorithm. The label and algorithm to use are specified
on the pwEncryption or secretEncryption
options in the LDAP server configuration file.

In the message text:

keylabel
Encryption key label name

error_text
Error message text

System action:
The program ends.
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Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

If using an encryption keys file to store AES or DES
keys, ensure that keylabel matches the label on one
of the records in the file and that the keys are valid.

A DES key that is specified in the encryption keys file
consists of 8, 16 or 24 bytes with odd parity while an
AES key consists of 32 bytes. Correct the LDAP server
configuration file or the encryption keys file. Restart
the program.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1116E Unable to initialize an SSL
connection with IP_address:
return_code - Error_text.

Explanation

The LDAP server encountered an error while initializing
an SSL connection with the client connecting from

the IP address indicated in the message. The

failing routine can be gsk_secure_socket_open(),
gsk_attribute_set_numeric_value(),
gsk_attribute_set_buffer(), or
gsk_secure_socket_init (). For more information
on the error, refer to the descriptions of these routines
in z/0OS Cryptographic Service System Secure Sockets
Layer Programming.

In the message text:

IP address
Client IP address

return_code
Return code from SSL routine

Error_text
Error text corresponding to the return code

System action:
The LDAP server continues. The client request fails.

Operator response:
None.

System programmer response:



None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Retry the client operation. If the problem
persists, contact the IBM Support Center for
assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1117E Unable to read SSL data
from IP_address: return_code -
Error_text.

Explanation

The LDAP server encountered an error while
attempting to read data from an SSL connection with
the client connecting from the IP address indicated in
the message. For more information on the error, refer
to the description of gsk_secure_socket_read()
in z/0OS Cryptographic Service System Secure Sockets
Layer Programming.

In the message text:

IP address
Client IP address

return_code
Return code from gsk_secure_socket_read()

Error_text
Error text corresponding to the return code

System action:
The LDAP server continues. The client request fails.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Retry the client operation. If the problem
persists, contact the IBM Support Center for
assistance.

Source:

LDAP Messages

LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1118E Unable to send SSL data
to IP_address: return_code -
Error_text.

Explanation

The LDAP server encountered an error while
attempting to send data over an SSL connection with
the client connecting from the IP address indicated in
the message. For more information on the error, refer
to the description of gsk_secure_socket_write()
in z/0S Cryptographic Service System Secure Sockets
Layer Programming.

In the message text:

IP address
Client IP address

return_code
Return code from
gsk_secure_socket_write()

Error_text
Error text corresponding to the return code

System action:
The LDAP server continues. The client request fails.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Retry the client operation. If the problem
persists, contact the IBM Support Center for
assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.
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GLD1119E Unable to get SSL certificate
information: return_code -
Error_text.

Explanation

The LDAP server encountered an error while
attempting to obtain certificate information for a
client performing an SASL EXTERNAL bind over SSL.
For more information on the error, refer to the
description of gsk_attribute_get_cert_info()
in z/0OS Cryptographic Service System Secure Sockets
Layer Programming.

In the message text:

return_code
Return code from
gsk_attribute_get_cert_info()

Error_text
Error text corresponding to the return code

System action:
The LDAP server continues. The bind request fails.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Retry the client operation. If the problem
persists, contact the IBM Support Center for
assistance.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

Kerberos initialization failed:
Oxreturn_code - error_text.

GLD1120E

Explanation:

This message appears only if Kerberos-related options
have been specified in the DS CONF file. These options
should not be specified because Kerberos is not
supported on the z/VM LDAP server.

System action:

The LDAP server continues initialization if the
tcpTerminate option in the LDAP server
configuration file is set to recover (this is the default
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if the configuration option is not specified). If the
tcpTerminate optionis set to terminate, the
program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any Kerberos-related options from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1121E

Unable to parse Kerberos principal
'principal_name': Oxreturn_code -
error_text.

Explanation:

This message appears only if Kerberos-related options
have been specified in the DS CONF file. These options
should not be specified because Kerberos is not
supported on the z/VM LDAP server.

System action:

The LDAP server continues initialization if the
tcpTerminate option in the LDAP server
configuration file is set to recover (this is the default
if the configuration option is not specified). If the
tcpTerminate optionis set to terminate, the
program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any Kerberos-related options from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:



None.

Automation:
Not applicable.

GLD1122E

GSSAPI initialization failed: Major
Oxmajor_error, Minor Oxminor_error
- principal_name.

Explanation:

This message appears only if Kerberos-related options
have been specified in the DS CONF file. These options
should not be specified because Kerberos is not
supported on the z/VM LDAP server.

System action:

The LDAP server continues initialization if the
tcpTerminate option in the LDAP server
configuration file is set to recover (this is the default
if the configuration option is not specified). If the
tcpTerminate optionis set to terminate, the
program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any Kerberos-related options from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1123E

Unable to wrap a GSSAPI
message: Major Oxmajor_error,
Minor Oxminor_error -
principal_name.

Explanation:

This message appears only if Kerberos-related options
have been specified in the DS CONF file. These options
should not be specified because Kerberos is not
supported on the z/VM LDAP server.

System action:
The LDAP server continues. The client request fails.

Operator response:
None.

System programmer response:
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None.

User response:
None.

Administrator response:
Remove any Kerberos-related options from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1124E

Unable to unwrap a

GSSAPI message: Major
Oxmajor_error, Minor Oxminor_error
- principal_name.

Explanation:

This message appears only if Kerberos-related options
have been specified in the DS CONF file. These options
should not be specified because Kerberos is not
supported on the z/VM LDAP server.

System action:
The LDAP server continues. The client request fails.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any Kerberos-related options from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1125W The option configuration option is
specified more than once.

Explanation

The LDAP server or utility found an option in the LDAP
server configuration file that is specified more than
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once in the global section or in a backend section. The
option can only be specified once in a section of the
configuration file.

In the message text:

option
LDAP server configuration option

System action:

The program continues, using the value in the
last occurrence of the option in the LDAP server
configuration file.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Remove the extra occurrences of the option in

the global or backend section of the LDAP server
configuration file so that the option is only specified
once in that section. Restart the program if the desired
option value is not being used.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD11261

Explanation:

This message is displayed in response to the LDAP
server DISPLAY LOCKS operator command. The
remaining lines in this multi-line message display
the lock contention statistics. There are two types of
contention: waiting for shared control of the lock and
waiting for exclusive control of the lock. For each type
of request, the number of times that contention was
encountered and the average wait time until the lock
was obtained is displayed. The LDAP server RESET
LOCKS operator command can be used to reset the
lock contention statistics.

Server lock statistics

System action:
The LDAP server continues.

Operator response:
None.

System programmer response:
None.
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User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1130E Program Call initialization failed:
Return code return_code, Reason
code reason_code.

Explanation:

This message appears only if Program Call-related
options have been specified in the DS CONF file. These
options should not be specified because Program Call
is not supported on the z/VM LDAP server.

System action:

The Program Call interface is not available. If

the srvStartUpError option in the LDAP server
configuration file is set to ignore, the LDAP server
continues to run with those backends that successfully
start. If the stvStartUpErroxr option is set to
terminate (this is the default if the configuration
option is not specified), the program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any Program Call-related options from the
LDAP server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1131E

Program Call support not activated
because another server already
provides Program Call support.

Explanation:



This message appears only if Program Call-related
options have been specified in the DS CONF file. These
options should not be specified because Program Call
is not supported on the z/VM LDAP server.

System action:

If the srvStartUpExrror option in the LDAP server
configuration file is set to ignore, the LDAP server
continues to run with those backends that successfully
start. If the stvStartUpExrroxr option is set to
terminate (this is the default if the configuration
option is not specified), the program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any Program Call-related options from the
LDAP server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1132E Program Call termination failed:
Return code return_code, Reason

code reason_code.

Explanation:

This message appears only if Program Call-related
options have been specified in the DS CONF file. These
options should not be specified because Program Call
is not supported on the z/VM LDAP server.

System action:
The LDAP server continues. The server may be in the
process of ending.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any Program Call-related options from the
LDAP server configuration file.

Source:
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LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1133A

Unable to start the Program Call
support.

Explanation:

This message appears only if Program Call-related
options have been specified in the DS CONF file. These
options should not be specified because Program Call
is not supported on the z/VM LDAP server.

System action:

The Program Call interface is not available. If

the srvStartUpError option in the LDAP server
configuration file is set to ignore, the LDAP server
continues to run with those backends that successfully
start. If the stvStartUpExrroxr option is set to
terminate (this is the default if the configuration
option is not specified), the program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any Program Call-related options from the
LDAP server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD11361

Cross-system services are not
available.

Explanation:

This message is displayed in response to the LDAP
server DISPLAY XCF operator command. Cross-
system services are not available on z/VM.

System action:
The LDAP server continues.

Operator response:
None.
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System programmer response:
None.

User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1137A Unable to initialize sysplex

services.

Explanation:

This message appears only if sysplex-related options
have been specified in the DS CONF file. These options
should not be specified because sysplex and cross-
system services are not supported on the z/VM LDAP
server.

System action:
The LDAP server ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any sysplex-related options from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1138E Cross-system group name value is

not valid.

Explanation:

This message appears only if sysplex-related options
have been specified in the DS CONF file. These options
should not be specified because sysplex and cross-
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system services are not supported on the z/VM LDAP
server.

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any sysplex-related options from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1139E Not authorized to join cross-

system group group_name.

Explanation:

This message appears only if sysplex-related options
have been specified in the DS CONF file. These options
should not be specified because sysplex and cross-
system services are not supported on the z/VM LDAP
server.

System action:
The LDAP server ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any sysplex-related options from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.



GLD1140E Cross-system group group_name is

not defined.

Explanation:

This message appears only if sysplex-related options
have been specified in the DS CONF file. These options
should not be specified because sysplex and cross-
system services are not supported on the z/VM LDAP
server.

System action:
The LDAP server ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any sysplex-related options from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

XCF initialization failed: Return
code return_code, Reason code
x'reason_code'.

GLD1141E

Explanation:

This message appears only if sysplex-related options
have been specified in the DS CONF file. These options
should not be specified because sysplex and cross-
system services are not supported on the z/VM LDAP
server.

System action:
The LDAP server ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any sysplex-related options from the LDAP
server configuration file.

Source:
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LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1142E

System system_name is already
active in cross-system group
group_name.

Explanation:

This message appears only if sysplex-related options
have been specified in the DS CONF file. These options
should not be specified because sysplex and cross-
system services are not supported on the z/VM LDAP
server.

System action:
The LDAP server ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any sysplex-related options from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1143E

XCF termination failed: Return
code return_code, Reason code
x'reason_code".

Explanation:

This message appears only if sysplex-related options
have been specified in the DS CONF file. These options
should not be specified because sysplex and cross-
system services are not supported on the z/VM LDAP
server.

System action:
The LDAP server ends.

Operator response:
None.
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System programmer response:
None.

User response:
None.

Administrator response:
Remove any sysplex-related options from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD11441 SSL environment refreshed.

Explanation:

A new SSL environment has replaced the existing

SSL environment. This message is displayed upon
completion of the LDAP server REFRESH SSL operator
command.

System action:
The LDAP server continues.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD11451 SSL support is not active.

Explanation:

The LDAP server REFRESH SSL operator command
cannot be processed because SSL support is not
enabled in the LDAP server. Either SSL support is not
configured or the LDAP server is unable to initialize the
SSL environment.

System action:
The LDAP server continues.
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Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD11461 System system_name has
joined LDAP cross-system group

group_name.

Explanation:

This message appears only if sysplex-related options
have been specified in the DS CONF file. These options
should not be specified because sysplex and cross-
system services are not supported on the z/VM LDAP
server.

System action:
The LDAP server continues.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any sysplex-related options from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD11471 System system_name has
left LDAP cross-system group

group_name.

Explanation:



This message appears only if sysplex-related options
have been specified in the DS CONF file. These options
should not be specified because sysplex and cross-
system services are not supported on the z/VM LDAP
server.

System action:
The LDAP server continues.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any sysplex-related options from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1148E Unable to set cross-system group
owner: Return code return_code,

Reason code x'reason_code'.

Explanation:

This message appears only if sysplex-related options
have been specified in the DS CONF file. These options
should not be specified because sysplex and cross-
system services are not supported on the z/VM LDAP
server.

System action:

The LDAP server continues. Update operations to the
LDAP server probably fail. Search operations may
succeed.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any sysplex-related options from the LDAP
server configuration file.

Source:
LDAP

Routing code:
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None.

Descriptor code:
None.

Automation:
Not applicable.

GLD11491

System system_name is leaving
the sysplex.

Explanation:

This message appears only if sysplex-related options
have been specified in the DS CONF file. These options
should not be specified because sysplex and cross-
system services are not supported on the z/VM LDAP
server.

System action:
The LDAP server issuing this message continues.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any sysplex-related options from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1150E

Unable to send cross-system
message: Return code return_code,
Reason code x'reason_code'.

Explanation:

This message appears only if sysplex-related options
have been specified in the DS CONF file. These options
should not be specified because sysplex and cross-
system services are not supported on the z/VM LDAP
server.

System action:

The LDAP server may continue or it may end,
depending on which function attempted to send a
message.

Operator response:
None.

System programmer response:
None.
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User response:
None.

Administrator response:
Remove any sysplex-related options from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1151E Unable to reply to cross-system
message: Return code return_code,

Reason code x'reason_code'.

Explanation:

This message appears only if sysplex-related options
have been specified in the DS CONF file. These options
should not be specified because sysplex and cross-
system services are not supported on the z/VM LDAP
server.

System action:
The LDAP server will continues.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any sysplex-related options from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1152E Time limit exceeded while loading

schema from group owner.

Explanation:

This message appears only if sysplex-related options
have been specified in the DS CONF file. These options
should not be specified because sysplex and cross-
system services are not supported on the z/VM LDAP
server.
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System action:

If the error occurs during LDAP server initialization,
the server ends. If the error occurs when requesting
the new schema after it is modified by the schema
owner, the server continues to run with its current
(unmodified) schema. Add and modify operations that
involve the modified schema elements may fail on this
server.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any sysplex-related options from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1153E The schema owner cannot be

contacted.

Explanation:

This message appears only if sysplex-related options
have been specified in the DS CONF file. These options
should not be specified because sysplex and cross-
system services are not supported on the z/VM LDAP
server.

System action

« If the error occurs during LDAP server initialization,
the server ends.

- If the error occurs when requesting the new schema
after it is modified by the schema owner, the server
continues with its current (unmodified) schema. Add
and modify operations that involve the modified
schema elements may fail on this server.

« If the error occurs while sending a schema modify
request to the schema owner, the server continues
but the schema modify request fails.

Operator response:
None.

System programmer response:
None.



User response:
None.

Administrator response:
Remove any sysplex-related options from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1154E A database name is required in

multi-server mode.

Explanation:

This message appears only if multi-server has been
specified in the DS CONF file. This should not be
specified because multi-server is not supported on the
z/VM LDAP server.

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove the multiserver option from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1155E The database name may not
exceed 8 characters in multi-

server mode.

Explanation:

This message appears only if sysplex-related options
have been specified in the DS CONF file. These options
should not be specified because sysplex and cross-
system services are not supported on the z/VM LDAP
server.
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System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any sysplex-related options from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1156E

A fully-qualified path must
be specified for the database
directory.

Explanation:

This message appears only if sysplex-related options
have been specified in the DS CONF file. These options
should not be specified because sysplex and cross-
system services are not supported on the z/VM LDAP
server.

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any sysplex-related options from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.
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GLD1157E Multi-server mode requires cross-

system services.

Explanation:

This message appears only if multiserver on has
been specified in the DS CONF file. This should not be
specified because multi-server is not supported on the
z/VM LDAP server.

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove the multisexrver option from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1158E Multi-server change log support is

required.

Explanation:

This message appears only if multiserver on has
been specified in the DS CONF file. This should not be
specified because multi-server is not supported on the
z/VM LDAP server.

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove the multisexrver option from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.
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Descriptor code:
None.

Automation:
Not applicable.

GLD1159E

Multi-server support required for
allLDBM, TDBM, CDBM, and GDBM
backends.

Explanation:

This message appears only if multiserver on has
been specified in the DS CONF file. This should not be
specified because multi-server is not supported on the
z/VM LDAP server.

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove the multiserver option from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1160E Unable to initialize the LDAP client
SSL support: Error return_code,
Reason reason_code.

Explanation

The LDAP server is unable to initialize the LDAP client
SSL support. For more information on the error, refer to
the description of 1dap_ssl_client_init() inIBM
Tivoli Directory Server Client Programming for z/0S.

In the message text:

return_code
Return code from 1dap_ssl_client_init()

reason_code
Reason code from 1dap_ssl_client_init()

System action:

LDAP server initialization continues if the
tcpTerminate option in the LDAP server
configuration file is set to recover (this is the



default if the configuration option is not specified).
In this case, SSL support is not available until the
error is corrected and the server is restarted. If

the tcpTerminate optionis set to terminate, the
program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. If you are not planning to use SSL connections,
remove the ss1KeyRingFile option from the LDAP
server configuration file. Restart the program if it
ended or if SSL connections are needed.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1161E The optioni configuration option
requires the option2 configuration
option.

Explanation

Both of the indicated options must be specified in the

LDAP server configuration file if either one is specified.

In the message text:

option1
LDAP server configuration option

option2
LDAP server configuration option

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Either remove the first option from the LDAP server
configuration file or add the second configuration
option. Restart the program.
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Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1162E Configuration options option1 and
option2 are mutually exclusive.

Explanation

The two options indicated in the message cannot both
be specified in the same LDAP server configuration file.

In the message text:
option1

Configuration option one
option2

Configuration option two

System action:
The program ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove one or both of the options from the LDAP
server configuration file. Restart the program.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1163I

Replication status

Explanation:

This message is displayed in response to the LDAP
server DISPLAY REPLICAS operator command. The
remaining lines in this multi-line message display the
status of each peer or replica server.

System action:
The LDAP server continues.

Operator response:
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None.

System programmer response:
None.

User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD11641 No replication status.

Explanation:

This message is displayed in response to the LDAP
server DISPLAY REPLICAS operator command when
there are no peer or replicas servers.

System action:
The LDAP server continues.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

The LDAP server is in maintenance
mode.

GLD1165I

Explanation:

The LDAP server has entered maintenance mode
either because the LDAP server MAINTMODE ON
operator command is issued or because the -m
command-line parameter is specified when the LDAP
server is started.

System action:
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The LDAP server changes to maintenance mode.
Update requests are accepted only from users who
are bound with the distinguished name specified on
the adminDN, masterServerDN, or peerServerDN
options in the LDAP server configuration file.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

LDAP server maintenance mode
has ended.

GLD11661

Explanation:

The LDAP server is no longer in maintenance mode,
due to usage of the LDAP server MAINTMODE OFF
operator command.

System action:
The LDAP server changes to regular mode. Update
requests are now accepted from all users.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD11671 The LDAP server is already in

maintenance mode.



Explanation:

The LDAP server MAINTMODE ON operator command
is issued when the LDAP server is already in
maintenance mode.

System action:
The LDAP server continues in maintenance mode.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1168I1 The LDAP server is not in

maintenance mode.

Explanation:

The LDAP server MAINTMODE OFF operator command
is issued when the LDAP server is not in maintenance
mode.

System action:
The LDAP server continues in regular mode.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.
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GLD1176E Unable to open the
encryption keys dataset:
error_code/reason_code - error_text
Explanation

The LDAP server or utility is unable to open the
encryption keys file. Refer to the description of
fopen() in XL C/C++ for z/VM: Runtime Library
Reference for more information on the error. The keys
file is specified by the -k parameter on the utility
command line. For the LDAP server, and for the utility
when the -k parameter is not specified, the keys

file can be specified by using an LDAPKEYS FILEDEF
statement.

In the message text:

error_code
Error code from fopen ()

reason_code
Reason code from fopen ()

error_text
Error text corresponding to the error code

System action:

The utility ends. The LDAP server continues, but
encryption and decryption of values using a key in the
key file may fail. In particular, this may result in bind
failures if the userPasswozd attribute value cannot
be decrypted.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Verify that the encryption keys file exists and can
be accessed by the LDAP server or utility. Restart the
program.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1177E

Unable to read the encryption keys
dataset: error_code/reason_code -
error_text
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Explanation

The LDAP server or utility is unable to read the
encryption keys file. Refer to the description of
fgets () in XL C/C++ for z/VM: Runtime Library
Reference for more information on the error. The keys
file is specified by the -k parameter on the utility
command line. For the LDAP server, and for the utility
when the -k parameter is not specified, the keys

file can be specified by using an LDAPKEYS FILEDEF
statement.

In the message text:

error_code
Error code from fgets ()

reason_code
Reason code from fgets ()

error_text
Error text corresponding to the error code

System action:

The utility ends. The LDAP server continues, but
encryption and decryption of values using a key in the
key file may fail. In particular, this may result in bind
failures if the userPasswozrd attribute value cannot
be decrypted.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the message to correct the
error. Verify that the encryption keys file has not been
corrupted and that there are no I/O (input/output)
errors. Restart the program.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1178E The schema owner busy, retrying.

Explanation:

This message appears only if sysplex-related options
have been specified in the DS CONF file. These options
should not be specified because sysplex and cross-
system services are not supported on the z/VM LDAP
server.

System action:

158 z/VM: 7.3 TCP/IP Messages and Codes

The LDAP server continues and retries the request.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any sysplex-related options from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD11801 Activity log option processed:
option.

Explanation

The indicated activity log option specified on an LDAP
server LOG operator command has successfully been
processed.

In the message text:

option
Activity log option

System action:
The LDAP server continues, with activity logging using
the indicated log option.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.
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GLD1181E Incorrect LDAP server activity log

option specified: option.

Explanation
An activity log option that is not valid is specified on an
LDAP server LOG operator command.

In the message text:

option
Incorrect activity log option

System action:
The LDAP server continues, with no change to activity

logging.
Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Retry the LOG operator command using a valid activity
log option.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1182A Unable to initialize activity

logging.

Explanation:

The LDAP server cannot initialize the activity logging
facility. A previous message indicates the reason for
the failure.

System action:
The LDAP server ends.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Use the information in the earlier message to correct
the error. Restart the program. If the problem persists,
contact the IBM Support Center for assistance.

Source:
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LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1184E

Unable to start activity logging.

Explanation:

The LDAP server cannot open the activity log file. The
name of the file is specified by the 1logfile option
in the LDAP server configuration file. The default
logfile name is /etc/ldap/gldlog.output if the
configuration option is not specified.

System action:
The LDAP server continues, but activity logging is not
done.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Verify that the LDAP server has write access to the
logfile and to its directory if the file does not exist.
Restart the program if activity logging is needed.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1185I LDAP server audit option
processed: option.

Explanation

The indicated audit option specified on an LDAP
server AUDIT operator command has successfully
been processed.

In the message text:

option
Audit option

System action:
The LDAP server continues, with auditing using the
indicated option.
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Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1186E Incorrect LDAP server audit option
specified: option.

Explanation

An audit option that is not valid is specified on an LDAP
server AUDIT operator command.

In the message text:

option
Incorrect audit option

System action:

The LDAP server continues, with no change to auditing.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Retry the AUDIT operator command using a valid audit
option.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD11871

Explanation:

LDAP server SMF auditing ON.
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LDAP server auditing is activated, either using the
audit option in the LDAP server configuration file or
the LDAP server AUDIT operator command.

System action:
The LDAP server continues, with auditing activated.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

The LDAP server DISPLAY AUDIT operator command
can be used to review the current LDAP server
auditing settings. Use the LDAP server AUDIT operator
command to make any necessary updates.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1188I LDAP server SMF auditing OFF.

Explanation:

LDAP server auditing has been deactivated, either
using the audit option in the LDAP server
configuration file or the LDAP server AUDIT operator
command.

System action:
The LDAP server continues, without auditing activated.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
If auditing is needed, use the LDAP server AUDIT
operator command to turn LDAP server auditing on.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:



Not applicable.

GLD11891 LDAP server audit settings

updated with values values.

Explanation

The LDAP server is updated with the indicated audit
settings. The audit settings are specified either in the
audit option in the LDAP server configuration file or
on the LDAP server AUDIT operator command.

In the message text:

values
String representation of audit values

System action:
The LDAP server continues, with auditing using the
indicated values.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD11901 Current LDAP server audit

settings: option - value.

Explanation

This message displays the current LDAP server audit
settings as a result of issuing the LDAP server
DISPLAY AUDIT operator command.

In the message text:
option

Audit option
value

Option value

System action:
The LDAP server continues.

Operator response:
None.
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System programmer response:
None.

User response:
None.

Administrator response:

The LDAP server DISPLAY AUDIT operator command
can be used to review the current LDAP server
auditing settings. Use the LDAP server AUDIT operator
command to make any necessary updates.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD11911

LDAP server auditing is not
available

Explanation:

LDAP server auditing is unavailable because RACF
is unavailable or is not configured for LDAP server
auditing.

System action:
The LDAP server continues. No audit records are
created.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

If LDAP server auditing is required, RACF must be
installed and configured to create audit records. For
information on setting up the LDAP server and RACF to
generate audit records, see z/VM: TCP/IP Planning and
Customization.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.

Automation:
Not applicable.

GLD1193E

XCF send for name timed out,
retrying.
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Explanation:

This message appears only if sysplex-related options
have been specified in the DS CONF file. These options
should not be specified because sysplex and cross-
system services are not supported on the z/VM LDAP
server.

System action:
The LDAP server continues and retries the request.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
Remove any sysplex-related options from the LDAP
server configuration file.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD1198E Unable to open logfile filename:
error_code/reason_code - error_text

Explanation

The LDAP server is unable to open a log file. Refer

to the description of fopen () in XL C/C++ for z/VM:
Runtime Library Reference for more information on

the error. For activity logging, the name of the file is
specified by the 1logfile option in the LDAP server
configuration file. The default logfile name is /etc/
ldap/gldlog.output if the configuration option is
not specified. For replication error logging, the name of
the file is specified by the ibm-slapdLog attribute in
the replica entry.

In the message text:

filename
Logfile file name

error_code
Error code from fopen ()

reason_code
Reason code from fopen ()

error_text
Error text corresponding to the error code

System action:
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The LDAP server continues, but logging using this file
is not done. For replication, replication to the replica
server using this log may stall.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:

Verify that the LDAP server has write access to the log
file and to its directory if the file does not exist. Restart
the program if logging is needed.

Source:
LDAP

Routing code:
None.

Descriptor code:

None.

Automation:

Not applicable.

GLD12011 The backend named name is
already set to read-only mode.

Explanation

The indicated backend is already running in read-only
mode. The LDAP server BACKEND operator command
is ignored.

In the message text:

name
Backend name

System action:
The program continues.

Operator response:
None.

System programmer response:
None.

User response:
None.

Administrator response:
None.

Source:
LDAP

Routing code:
None.

Descriptor code:
None.
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Automation:

Not applicable.

GLD12021 The backend named name is
already set to read/write mode.

Explanation

The indicated backend is already running in read/write
mode. The LDAP server BACKEND operator command
is ignored.

In the message te