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About This Document

This topic collection provides information about using the IBM z/VM conversational monitor system
(CMS). It will show you how to:

« Use CMS to manage your files

 Create and update help files managed by the z/VM HELP Facility

« Use windowing commands and full-screen CMS to customize your CMS session
« Create and run programs in the CMS environment.

Intended Audience

This information is intended for users who want to use CMS functions and facilities. If you are not
familiar with basic CMS functions, you might first want to read z/VM: CMS Primer. Those who will use this
information for assistance in running programs should be familiar with the programming language they
will use.

Where to Find More Information

For more information about CMS and the other parts of z/VM, see the documents listed in the
“Bibliography” on page 307.

Links to Other Documents and Websites

The PDF version of this document contains links to other documents and websites. A link from this
document to another document works only when both documents are in the same directory or database,
and a link to a website works only if you have access to the Internet. A document link is to a specific
edition. If a new edition of a linked document has been published since the publication of this document,
the linked document might not be the latest edition.
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How to provide feedback to IBM

We welcome any feedback that you have, including comments on the clarity, accuracy, or completeness of
the information. See How to send feedback to IBM for additional information.
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Summary of Changes for z/VM: CMS User's Guide

This information includes terminology, maintenance, and editorial changes. Technical changes or
additions to the text and illustrations for the current edition are indicated by a vertical line (]) to the
left of the change.

SC24-6266-73, z/VM 7.3 (September 2023)

This edition includes terminology, maintenance, and editorial changes.

SC24-6266-73, z/VM 7.3 (September 2022)

This edition supports the general availability of z/VM 7.3. Note that the publication number suffix (-73)
indicates the z/VM release to which this edition applies.

SC24-6266-03, z/VM 7.2 (December 2021)

This edition includes maintenance updates.

The order of entries in abbreviations files is explained in “Using Command Abbreviations” on page 221.

SC24-6266-03, z/VM 7.2 (July 2021)

This edition includes changes to support product changes provided or announced after the general
availability of z/VM 7.2.

[VM66511, VM66512, VM66513] Help File Improvements

With the PTFs for APARs VM66511 (CP), VM66512 (CMS), and VM66513 (VMSES), the z/VM Help facility
adds information for CP Directory Statements and for CP System Configuration Statements. HELP files of
type HELPDIRE are added to support the new DIRECTORY HELP component. HELP files of type HELPSYSC
are added to support the new SYSCONFIG HELP component. For a list of z/VM HELP components and
associated file types and high-level HELP menus, see Table 27 on page 202.

Miscellaneous updates for July 2021

Topics in the section about tailoring the HELP facility are updated for clarity. The following updated or new
topics provide significant enhancements to the section:

« “HELP Components Definition and Purpose” on page 199
e “z/VM HELP Components” on page 202

« “Creating HELPMENU Files” on page 207

« “Creating HELPTASK Files” on page 212

« “Creating Command HELP Files” on page 215

- “Using Command Abbreviations” on page 221

SC24-6266-02, z/VM 7.2 (March 2021)

This edition includes changes to support product changes provided or announced after the general
availability of z/VM 7.2.
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[VM66201, VM66425] z/Architecture Extended Configuration (z/XC) support

With the PTFs for APARs VM66201 (CP) and VM66425 (CMS), z/Architecture® Extended Configuration
(z/XC) support is provided. CMS applications that run in z/Architecture can use multiple address spaces.
A z/XC guest can use VM data spaces with z/Architecture in the same way that an ESA/XC guest can

use VM data spaces with Enterprise Systems Architecture. z/Architecture CMS (z/CMS) can use VM data
spaces to access Shared File System (SFS) Directory Control (DIRCONTROL) directories. Programs can
use z/Architecture instructions and registers (within the limits of z/CMS support) and can use VM data
spaces in the same CMS session. For more information, see z/VM: z/Architecture Extended Configuration
(z/XC) Principles of Operation.

Information in the following topics is updated:

« “CMS Virtual Machine Environments” on page 9

SC24-6266-01, z/VM 7.2 (September 2020)

This edition includes changes to support the general availability of z/VM 7.2.

SC24-6266-00, z/VM 7.1 (September 2018)

This edition includes changes to support the general availability of z/VM 7.1.

GDDMXD/VM Support Removed

The z/VM Graphical Data Display Manager (GDDM) interface to the X Window System (GDDMXD/VM) is no
longer supported. HELP component GDDMXD and reserved file type HELPGDDM have been removed.

IMAP Support Removed

The z/VM Internet Message Access Protocol (IMAP) server is no longer supported. HELP component
IMAPADM and reserved file type HELPIMAP have been removed.
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Part 1. Introduction to CMS

Learning how to use CMS is not an end in itself; you must learn how CMS interacts with the other
environments of VM. The information contained in the following topic is organized to help you quickly
familiarize yourself with CMS and the other environments of VM, so that you can learn how to take
advantage of CMS to simplify your work.

Chapter 1, “Introduction to CMS and the z/VM Environment,” on page 3 introduces you to VM and

its conversational component, CMS. It should help you to get a picture of how you, at a terminal, use and
interact with the system. During a terminal session, commands and requests that you enter are processed
by different parts of the system. This section describes how and when you can communicate with these
different programs.
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Introduction

Chapter 1. Introduction to CMS and the z/VM
Environment

The Conversation Monitor System (CMS) is a component of z/VM. To understand what CMS is, and how it
works in z/VM, first you must understand the components (environments) of z/VM.

z/VM is an interactive, multiple-access operating system. Interactive means two-way communication
between users and z/VM. Multiple-access means many people can use a z/VM system at the same time.
Therefore, productivity is increased by sharing data more quickly and easily between you and other users.

With z/VM, you have a functional simulation of a real computer and its associated devices at your
fingertips. This functional equivalent of a computing system is called a virtual machine.

Virtual machines are not real, but do work like a real system. Your entire organization can use z/VM to
share the resources of a single processor, while at the same time every user accesses the system as if
they were the only user.

The Control Program (CP) is a component that manages the resources of a single computer so that
multiple computing systems appear to exist. When you are working in the CP environment, you are
provided with processor functions, input and output devices, and processor storage.

This brings us to the CMS environment. CMS performs two roles: (1) as an end-user interface, it is the part
of z/VM that is most often seen by your users, and (2) it is the part of the operating system that supports
the running of your programs, thus, it is an application programming interface.

Using CP and CMS Commands

You can use CP and CMS commands, either alone or together, to accomplish a variety of tasks in z/VM.
Following are some of the ways you can use CP and CMS commands.

CP Command Language

You use CP commands to communicate with the control program. CP commands control the devices
attached to your virtual machine and their characteristics.

Allocating Space

For example, if you want to increase the virtual address space assigned to your virtual machine, use the
CP DEFINE command. CP takes care of the space allocation for you and then lets your virtual machine use
it.

Receiving Messages

If you are receiving printed output at your terminal and do not want to be interrupted by messages from
other z/VM users, you can use the CP SET MSG OFF command to refuse messages, because it is CP that
handles communication among virtual machines. The CP QUERY SET command displays the status of the
CP SET MSG function and other CP SET command functions.

Sending Messages
CP commands let you send messages to the system operator and to other users.

You can also modify the configuration of devices in your virtual machine. CP commands are available
to all virtual machines using z/VM. You can enter these commands when you are in the virtual machine
environment using CMS (or some other operating system) in your virtual machine.

Not all CP commands are available to all users; some commands are only available to system
administrators or other privileged users. Such commands are not discussed in this document.

© Copyright IBM Corp. 1990, 2023 3
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Because many CP commands are used with CMS commands when performing a task, some of the

CP commands you will most frequently use are discussed in this publication, in the context of their
usefulness for a CMS application. These commands and other general CP commands are discussed in
detail in z/VM: CP Commands and Utilities Reference.

CMS Command Language

The CMS command language lets you create, modify, and debug problems or application programs and,
in general, manipulate data files. Many CMS commands are discussed and used as examples in this
document. For more information on a command, see z/VM: CMS Commands and Utilities Reference.

Storing Files

You can take advantage of two methods for storing your files; you can store them on minidisks orin a
file pool. Minidisks are areas of direct access storage device (DASD) space assigned to individual users.
A file pool is a large amount of DASD space containing the files for many users. Within a file pool, you
are assigned an individual file space in which you can organize your files. The part of CMS that manages
file pools is called the Shared File System (SFS). Chapter 3, “Using the Shared File System,” on page 37
discusses file pools and directories (individual files organized in hierarchical structures) in more detail.

When you store files in a file pool, you will be able to perform the same functions that you can by using
minidisks. In addition, because of the way SFS handles file spaces, you will be able to better organize your
files and easily share them with others.

Depending on your system configuration, you may have the option to use both methods of storing files.
You could store those files that you may want to share in your SFS file space; other files could be stored
on minidisks.

Using XEDIT, the Editor

When you want to create, modify, or manipulate CMS files, you call the editor, XEDIT. After XEDIT is
started, you may process XEDIT subcommands and use the REXX/VM interpreter or EXEC 2 macro
facility. The REXX/VM interpreter, CMS EXEC interpreter, and the EXEC 2 interpreter provide execution
procedures consisting of CP and CMS commands; they also provide the conditional execution capability
of a macrolanguage. A macrolanguage is a facility that lets you simplify your work by expanding the basic
subcommand language, eliminating repetitive tasks, and much more.

Using Virtual Devices

Other CMS commands allow you to read cards from a virtual card reader, punch cards to a virtual card
punch, and print records on a virtual printer.

Using HELP

You use the HELP command to display information on how to use CP commands and CMS commands,
subcommands, execs, and explanations of CP and CMS messages. You can enter the HELP command
when a brief explanation of syntax, a parameter, or function is sufficient, thereby avoiding interrupting
your terminal session to refer to a manual.

Using Full-Screen CMS

CMS also lets you use windowing commands and full-screen CMS to help you manage the data on your
physical screen. When you set full-screen on, you can type commands from almost anywhere on the
physical screen. Full-screen CMS also lets you scroll forward and backward through your CMS session to
see commands you entered previously and CMS responses to those commands.

Creating and Running Programs

z/VM supports many programming language environments, such as Ada, AD/Cycle, APL2°, Assembler,
C, C++, COBOL, FORTRAN, Pascal, PL/I, REXX, RPG, and VisualAge® Generator. You can find a
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comprehensive list of language processors that are run under CMS and relevant publications in z/VM:
CMS Application Development Guide. CMS runs the assembler and the compilers when you load them with
CMS commands.

Using Non-English Languages

If your z/VM system supports a language other than English, you can receive messages, view productivity
aid panels (like the FILELIST screen), and enter various CMS commands in that language.

You can use the QUERY LANGLIST command to find out the languages that your virtual machine
supports. You can also find out what language environment you are currently working in with two QUERY
commands:

« The QUERY CPLANG command tells you the language environment for CP.
« The QUERY LANGUAGE command tells you the language environment for CMS.
z/VM lets you change the language you are working in without having to quit your session. The SET

LANGUAGE command automatically gets all the information you need to interact with z/VM in another
language. SET LANGUAGE also lets you add language information for applications.

For more information about the SET LANGUAGE, QUERY LANGLIST, and QUERY LANGUAGE commands,
see z/VM: CMS Commands and Utilities Reference. For more information on the QUERY CPLANG command,
see z/VM: CP Commands and Utilities Reference.

If you want to know more about the languages available on your z/VM system, contact your system
administrator.

Using CP from CMS

You can also enter CP commands from within the CMS virtual machine environment.

Using CMS Pipelines

CMS Pipelines lets you solve a complex problem by breaking it up into a series of smaller, less complex
programs called stages. A series of stages is called a pipeline.

A pipeline operates on a set of data. The output resulting from one stage is the input to the next
stage. Each stage manipulates or handles this data. Each stage consists of a stage subcommand and its
operands.

You can call CMS Pipelines by issuing the CMS PIPE command interactively or by invoking it from an exec
procedure.

z/VM Environments and Mode Switching

This document covers the tasks you can perform using CMS. Many of these tasks involve the interaction
of CMS commands and commands or programs used in other environments of z/VM. Because you will be
moving from one environment to another, or mode switching, you need to know how the environments of
z/VM are related, and the paths you need to take to achieve your task.

Figure 1 on page 6 and Table 1 on page 6 summarize the paths between the z/VM environments, list

the commands and actions you need to move between environments, and describe what to expect when
entering commands from each. Additional information on entering commands will be given in “Entering
Commands” on page 11.
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Figure 1. Paths From One Environment to Another

Table 1. Commands Used to Move from One Environment to Another

To Go From... To... Enter This...

system logo screen CP environment LOGON

CP environment CMS environment IPL CMS or Begin

CMS environment XEDIT environment XEDIT fn ft fm or XEDIT fn ft

CMS environment CMS/DOS environment SET DOS ON

CMS environment a program execution run any OS or CMS program

XEDIT environment CMS subset CMS

XEDIT environment input mode INPUT

input mode XEDIT environment any input line carriage return, or
null line

CMS/DOS environment CMS environment SET DOS OFF

CMS subset XEDIT environment RETURN

CMS subset CMS environment HX

XEDIT environment CMS environment FILE or QUIT

any program execution CMS environment HX (or abend)
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Table 1. Commands Used to Move from One Environment to Another (continued)

To Go From... To... Enter This...

Notes:

1. The CP environment may be entered from any other environment using your terminal's Attention key
(PA1 or equivalent), or by entering: #kcp

2. A CP command can be entered at any time; if you are not in the CP environment, you must prefix your
command with #CP. For more information, see Table 3 on page 8.

3. If you return to the environment you were in when you typed CP, you can do so using the BEGIN
command. For example, if you were:

« Inthe XEDIT environment or in input mode, the current line pointer remains unchanged.

 Executing a program, execution resumes at the instruction address indicated in the Program Status
Word (PSW).

With the exception of input mode in the XEDIT environment, you can always determine which
environment your virtual machine is in by pressing the Return or Enter key (either once or twice) with
anull line. Table 2 on page 7 lists responses you receive and the environments they indicate:

Table 2. Determining your Environment from the System Response

Response Environment
CP CP

CMS CMS

CMS DOS on CMS/DOS
CMS subset CMS Subset

CP Environment

After you log on z/VM, your virtual machine is in the CP environment. In this environment, you can enter
any CP command that is valid for your privilege class. This publication assumes that you are a general,
or class G, user. Only CP commands are valid terminal input in the CP environment. You can find detailed
information about each CP command in z/VM: CP Commands and Utilities Reference.

You can also enter CP commands from other z/VM environments. There may be times during your
terminal session when you want to enter the CP environment to enter one or more CP commands. You can
do this from any other environment by doing either of two things:

1. Enter the command:

{cp

2. Use your terminal's Attention key (PA1 or equivalent). On a 2741 terminal, you usually press the
Attention key twice, quickly, to enter the CP environment.

The CP READ status message (displayed in the lower right corner of your screen) indicates that your
virtual machine is in the CP environment.

After entering whatever CP commands you need to use, you can return your virtual machine to the
environment or mode that it came from by entering the CP command:

begin

which begins execution of your virtual machine.
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Note: After you set full-screen CMS on, the PA1 key no longer serves as an Attention key but performs
a windowing function. If you want to use an Attention key to enter the CP environment, you will need to
set another key to the attention function. When you set full-screen CMS off, the CP TERMINAL BRKKEY
remains as NONE. To reset it to PAL (the initial setting), use the CP TERMINAL command. For more
information, see the BRKKEY option of the CP TERMINAL command in z/VM: CP Commands and Utilities
Reference.

CMS Environment

You enter the CMS environment from CP by entering the IPL command, which loads CMS into your virtual
storage area. If you are planning to use CMS for your entire terminal session, you should not have to IPL
again unless a program error forces you into the CP environment.

When you enter the IPL command, specify the name of the CMS named saved system at your installation.
For example:

ipl cms

When your virtual machine is in the CMS environment, you can enter any CMS command and any of the
CP commands that are valid for your user privilege class. You can also run many of your own OS or DOS
programs. For more information on running OS of DOS programs, see z/VM: CMS Application Development
Guide for Assembler.

Table 3 on page 8 lists the ways that you can enter CP commands from the CMS environment.

Table 3. Using CP Commands in a CMS Environment

Command Description

Using the implied CP function of  This function is controlled by the SET IMPCP command. If

CMS IMPCP=0N, command names unrecognizable to CMS are considered
a CP command and are sent to CP. You can determine whether the
implied CP function is in effect for your virtual machine by entering
the command:

query impcp
If the response is IMPCP = OFF, you can change it by entering:

set impcp on

Using a CP command For example, you can enter the following:

cp close punch

Using the #CP function This function lets you preface any CP command with the characters
#FCP, followed by one or more blanks, which passes the command
to the control program immediately, bypassing any processing by the
CMS virtual machine. For example:

#cp set msg off

The #CP function can be used in any z/VM environment, and you can
enter it even when a program is executing.
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Table 3. Using CP Commands in a CMS Environment (continued)

Command Description

Notes:

1. When the implied CP function is set off, you must use either the CP command or the #CP function to
enter CP commands from the CMS environment. CP commands that you process in EXEC procedures
should be prefaced by the CP command, regardless of the implied CP setting.

2. When you enter CP commands from the CMS environment either implicitly or with the CP command,
you receive, in addition to the CP response (if any), the CMS ready message. If you use the #CP
function, you do not receive the ready message.

CMS Virtual Machine Environments

z/VM provides two versions of CMS:

ESA/390 CMS (generally referred to simply as CMS)
CMS runs in the following virtual machine architectures:

ESA/390 (ESA or XA virtual machine)
An ESA virtual machine simulates IBM Enterprise Systems Architecture/390 (ESA/390), which is
a superset of IBM Enterprise Systems Architecture/370 (ESA/370), which is a superset of IBM
System/370 Extended Architecture (370-XA). The XA virtual machine designation is supported for
compatibility; an XA virtual machine is functionally equivalent to an ESA virtual machine.

ESA/XC (XC virtual machine)
An XC virtual machine processes according to IBM Enterprise Systems Architecture/Extended
Configuration (ESA/XC), which is an architecture unique to virtual machines. Although XC virtual
machines run with dynamic address translation off, they can take advantage of a subset of
dynamic address translation architectural features, and in particular, data spaces.

z/Architecture CMS (z/CMS)
z/CMS runs in the following virtual machine architectures:

z/Architecture (ESA or XA virtual machine)
z/Architecture uses 31-bit addressing mode in an ESA, XA, or Z virtual machine. CMS programs
can use z/Architecture instructions, including those that operate on 64-bit registers, while
permitting existing ESA/390 architecture CMS programs to continue to function without change.

When z/CMS is IPLed in an ESA/390 (ESA or XA) virtual machine, z/CMS switches the virtual
machine to z/Architecture mode and thereafter executes in z/Architecture mode.

z/XC (XC virtual machine)
A z/XC guest uses VM Data Spaces with z/Architecture in the same way that an ESA/XC guest uses
VM Data Spaces with Enterprise Systems Architecture. CMS applications that run in z/Architecture
can use multiple address spaces. z/CMS can use VM Data Spaces for accessing Shared File
System (SFS) Directory Control (DIRCONTROL) directories. z/XC supports programs that employ
z/Architecture instructions and registers (within the limits of z/CMS support) and programs that
exploit data spaces in the same CMS session.

When z/CMS is IPLed in an XC virtual machine, z/CMS switches the virtual machine to z/XC mode
and thereafter executes in z/XC mode.

Unless otherwise indicated, "CMS" means either version, and descriptions of CMS functions apply to both
CMS and z/CMS. For information on the differences between z/CMS and CMS, see z/VM: CMS Planning and
Administration.

The XEDIT Environment, Input Mode, and CMS Subset

XEDIT is a z/VM facility that lets you create and modify data files that reside on minidisks or SFS
directories. The editor, or edit environment, is entered when you enter the CMS command XEDIT,
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specifying the identification of a data file you want to create or modify. Complete information about
the editor is found in z/VM: XEDIT Commands and Macros Reference and z/VM: XEDIT User's Guide. For
introductory tutorial information about editing, see z/VM: CMS Primer.

For example, to enter the edit environment to either create a file called PARTY SUPPLIES or to make
changes to a file that already exists under that name, you would enter:

xedit party supplies

When you enter the edit environment, your virtual machine is automatically in edit mode, where you can
enter XEDIT subcommands, CMS commands, or CP commands. After you enter the XEDIT subcommand:

input

data lines that you enter are considered input to the file. To return to edit mode, you must press Enter
twice.

If you enter the XEDIT subcommand:

cms

the editor gives the following response to indicate you are in CMS subset mode:

CMS subset

At this point, you can enter any CMS command that is allowed in CMS subset mode. Commands that runin
the user area are not allowed in the CMS subset environment. You can also enter CP commands. To return
to edit mode, you use the special CMS subset command, RETURN. If you enter the HX (Halt Execution)
command, your editing session abends and your virtual machine returns to the CMS environment.

For more information on CMS subset, see z/VM: XEDIT Commands and Macros Reference.

When you are finished with an edit session, you return to the CMS environment by issuing the FILE
subcommand, which indicates that all modifications or data insertions that you have made should be
written onto a minidisk or SFS directory. Otherwise, you can enter the subcommand QUIT, which tells the
editor not to save any modifications or insertions made after the last time the file was written.

CMS/DOS

If you are a Virtual Storage Extended (VSE) user, the CMS/DOS environment provides you with all the CMS
interactive functions and facilities, as well as special CMS/DOS commands that simulate VSE functions.
The CMS/DOS environment becomes active when you enter the command:

set dos on

When your virtual machine is in the CMS/DOS environment you can enter any command that would be
valid in the CMS environment, including the facilities of XEDIT, DEBUG, and EXEC. You cannot enter CMS
commands or program modules that load programs, run programs, or both, using OS macros or functions.

The following commands are provided in CMS/DOS to test and develop DOS programs, and to provide
access to VSE libraries:

ASSGN DOSPLI LISTIO
CATCHECK DSERV OPTION
DLBL ESERV PSERV
DOSLIB FETCH RSERV
DOSLKED FCOBOL SSERV
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Your virtual machine leaves the CMS/DOS environment when you enter the command:

set dos off

If you reload CMS (with an IPL command) during a terminal session, you must also reenter the SET DOS
ON command to return to the CMS/DOS environment.

Note: The CMS/DOS environment does not support System/370 (370 mode) applications. You will need to
use the CP 370 Accommodation Facility to execute 370 applications in this environment. For information
about the CP 370 Accommodation Facility, see z/VM: CP Programming Services.

For more information about the CMS/DOS environment, see z/VM: CMS Application Development Guide for
Assembler.

Protected Application Environment

A protected application environment provides special enhancements to prevent users with no need to
interact with CP from accidentally entering the CP environment.

When you are operating in a protected application environment:
 Pressing the Attention key will not cause you to enter CP mode.
« The terminal break key is set to NONE.

« CP attempts to start an automatic re-IPL upon encountering an error that causes CMS to abend.
A protected application environment is entered by using the CONCEAL option of the SET command or
the directory OPTION control statement. Your system administrator sets the directory OPTION control

statement to place you in a protected application at log on time. You can use the CONCEAL option of the
SET command to enter a protected application at any time during your terminal session by entering:

set conceal on

Either way a protected application is entered, the terminal break key will always be set to NONE.
SET CONCEAL OFF returns the break key to its default setting of PA1 for local, remote, and Virtual
Telecommunications Access Method (VTAM®) 3270 graphics terminals.

For more information on the SET CONCEAL command, see z/VM: CP Commands and Utilities Reference.

Entering Commands

When you are running your virtual machine under z/VM, each command, or request for work, that you
enter on your terminal is processed as it is entered. Usually, you enter one command at a time and
commands are processed in the order that you enter them. You can enter CP commands from either the
CP or CMS environment, but you cannot enter CMS commands while in the CP environment.

After you have typed in the line you wish to enter, you press the Return or Enter key on the keyboard.
When you press this key, the line you have entered is passed to the command environment you want to
have process it. If you press this key without entering any data, you have entered a null line. Null lines
sometimes have special meanings in z/VM.

If you make a mistake entering a command, z/VM tells you what your mistake was, and you must enter
the line again. The examples in this publication assume that the commands are correctly entered.

You can enter commands using any combination of uppercase and lowercase characters; z/VM translates
your input to uppercase.

To enter a command from a display terminal when you use it as a virtual machine console under z/VM,
type the command and press Enter. The keyboard is never locked during the execution of a command

or program, so you can enter successive commands without waiting for the completion of the previous
command. This stacking function can be combined with the other methods of stacking lines, such as using
the logical line end symbol (#) to stack several commands. To stack commands with the logical line end
symbol, type the commands on the command line, separate them with #'s, but do not press Enter until
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you have typed all the commands you want done at one time. For example, you might enter the following
commands:

cp query time # cp query reader all # receive

First the system will display the time, then the contents of your virtual reader, and then will read in the
first file in your virtual reader.

If, however, you enter more lines than your terminal can accommodate, you receive the status message
NOT ACCEPTED, and you must wait until the buffer is cleared before you can enter the line.

If there are commands that you use frequently, you can set the program function keys (PF keys) on your
terminal to process them. Although there is one set of function keys (1 through 24) on your terminal,
these keys can have different settings in various environments.

For example, when you first LOGON, you might set your PF keys to perform certain functions. Then, when
you enter different CMS environments, your PF keys may have entirely different settings. Chapter 10,
“Introducing Full-Screen CMS,” on page 237 provides details on PF keys in full-screen CMS and in the
Window Manipulation (WM) environment. The remainder of this section will concentrate on setting PF
keys for use when full-screen CMS is set off.

Some examples of commands you might wish to catalog on your CP and CMS PF keys are:

#CP QUERY READER ALL
#CP QUERY PRINTER ALL
QUERY ACCESSED

To set function keys 1, 2, and 3 to perform these command functions, enter:

cp set pfl immed "#cp query reader all
cp set pf2 immed "#cp query printer all
cp set pf3 immed query accessed

Note: When you want to process a #CP function with a PF key, or you want a PF key to run a series of
commands, you must use the logical escape symbol (") when you enter the SET command.

You can change a PF key setting any time during a terminal session, according to your needs. For example,
you can change the setting of the PF5 key by entering;:

cp set pf5 immed xedit test file"#bo"#input line"#file
sets the PF5 key as:
XEDIT TEST FILE#BO#INPUT LINE#FILE

Then, when you press PF5, z/VM will XEDIT a file called TEST FILE, input the word 1ine, and write the file
to file mode A.

Note: Throughout this document, you may see references to the term file mode A. This term refers to a
minidisk or SFS directory that is accessed with a file mode of A. You may also see references to A-disk,
which is another term sometimes used to refer to the directory or minidisk accessed with a file mode of A.

You can also set all of your PF keys in your PROFILE EXEC so they are set each time you load CMS. To
change the setting of the PF5 key in your PROFILE EXEC, you could add to your PROFILE EXEC the line:

CP SET PF5 IMMED XEDIT TEST FILE #BO# INPUT LINE #FILE

Then, the next time you load CMS, the PF5 key will be set to perform this function. In this instance, you
would not need to include the logical escape characters (") because the command was entered from a
file.
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The above examples use the IMMED operand of the CP SET command, which specifies that the function
is performed as soon as you press the PF key. You can also set a key so that it is delayed, which results in
the command or data line being placed in the user input area. Then, you must press Enter to process the
command. For example:

cp set pfl "#cp query rdr all

would place the following command in the user input area when PF1 was entered:

J#cp query rdr all

The user would then press Enter for the command to be processed. The default setting is DELAY for PF
keys.

With delay, it is possible to modify the line before you enter it. For example, you might set a key as:
QUERY ACCESSED X@

When you press this PF key, the command is placed in the user input area, with the cursor positioned
following the "@" logical character delete symbol; you can enter the mode letter of the directory or
minidisk you are querying before you press Enter to process the command. If you enter A, the Xis
deleted, and the resulting command as seen by CMS is QUERY ACCESSED A. For more information on
using the logical character delete symbol, see the section on "Logical Line Editing Symbols" in z/VM: CP
Commands and Utilities Reference.

How z/VM Responds to Your Commands

CP and CMS respond differently to different types of requests. All CMS command responses (and all
responses to CP commands that are entered from the CMS environment) are followed by the CMS ready
message. The form of the ready message can vary, because it can be changed using the SET command.
The long form of the ready message is:

Ready; T=7.36/19.89 09:26:11
If you have entered the command:
set rdymsg smsg
to set the ready message to the short form, the ready message looks like:

Ready;

When you enter a command incorrectly, you receive a message describing the error. The ready message
contains the return code from the command. By default, a return code of up to 10 digits in length displays
as part of the ready message. For example:

Ready (00028) ;
indicates that the return code from the command was 28.
Ready (200000) ;

indicates that the return code from the command was 200000.

Note that at least 5 digits are displayed. Leading zeros are added on the left as needed. A ready message
from the command may contain a negative return code; for example:

Ready (-0001) ;

indicates that the return code from the command was -1. Note that at least 4 digits are displayed when
the return code is negative.
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The number of digits displayed for the return code depends on the SET RDYMSG command. For more
information, see z/VM: CMS Commands and Utilities Reference.

Some Sample CP and CMS Command Responses

If you enter a CP or CMS command that requests information about your virtual machine, the response
should be the information requested. For example, if you enter the command:

query reader * all

CP responds by showing you the contents of your reader. For example:

ORIGINID FILE CLASS RECORDS CPY HOLD DATE TIME NAME TYPE DIST
BROWNL 1725 A PUN 00000009 001 NONE 05/22 10:59:10 BROWNL NOTE G67/33
DEBBIEB 0711 A PUN 00000016 001 NONE 05/21 13:02:54 DEBBIEB NOTE G42/02

Similarly, if you enter the CMS command:
listfile % assemble ¢

you might receive the following information:

JUNK ASSEMBLE C1
MYPROG ~ ASSEMBLE C1

If you enter a CP command to alter your virtual machine configuration or the status of your spool files, CP
responds by telling you that the task is accomplished. For example, the response to:

purge reader all
might be:

0004 FILES PURGED

Some CP commands, those that alter some of the characteristics of your virtual machine, give you no
response at all. For example, the following command will return no response from CP:

spool e class x hold

Certain CMS commands may issue prompting messages, to request you to enter more information. The
following SORT command, which sorts CMS files, is an example.

sort in file al out file al

It prompts you with the message:

DMSSRT604R Enter sort fields:

You then specify which fields you wish the input records to be sorted on.

Storing Your Files

You will be using CMS on a virtual machine. A virtual machine is similar to a real machine in that it has
access to DASD storage. This storage is either on a minidisk or within an SFS file pool.

A minidisk is a location on a real DASD that has been allocated for storage of a user's files. Minidisks are
defined using CP, and can also be formatted for use as an OS (Operating System) or DOS (Disk Operating
System) disk.

A storage group is a subset of minidisks within an SFS file pool. Within a storage group, potential space
is allocated for a user. This individual allocation of space is called a user's file space. In each user's file
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space, individual files are organized in hierarchical structures called directories. File spaces can contain
CMS files or CMS simulations of OS (Operating System) data sets. There are two kinds of directories,
those that have the file control (FILECONTROL) attribute, and those that have the directory control
(DIRCONTROL) attribute. Later the differences between the two kinds of directories will be discussed.
For now, just remember that there are two kinds of directories that let you do different kinds of work on
the files within them.

For CMS applications, it does not matter whether your files are stored within a file space or on a minidisk.
Regardless of the location of your data, CMS commands will generally function the same.

If you use SFS, your files will be stored in a file space allocated for you by your system administrator. For
more information on the size of your SFS file space, you can use the QUERY LIMITS command. For more
information on the QUERY LIMITS, see z/VM: CMS Commands and Utilities Reference.

To share SFS files, you grant other users authority to the files or directories of your choice. They do not
need to link to your minidisks to share your files.

Console Output

When you use a 3270 terminal as your virtual machine console, you do not ordinarily retain a console log,
as you do on a typewriter terminal. There are many circumstances in which you may want a printed record
of your console output. It could be to obtain a copy of program-generated output, or to retain a record of
CP and CMS commands that resulted in an error condition. There are two techniques you can use in z/VM
to obtain hard copy representations of display terminal sessions: spooling console output and the 3270
copy function.

Spooling Console Output

The CP SPOOL command provides the CONSOLE operand, which lets you begin and end console spooling.
Enter:

spool console start
when you want to begin recording your terminal session, and:
spool console stop

when you have finished. In between, you can periodically close the console file to release for printing
whatever has been spooled thus far:

spool console close

Other operands that you can enter are the same as you might specify for any printer file, such as CLASS,
COPY, CONT, and HOLD. For more information, see “Some Options Available on the CP SPOOL Command”
on page 163.

An alternate technique is to spool your console to your own virtual reader:

spool console start * class a

Then, when you close the console file, instead of being released to the CP printer spool file queue, it is
routed to your virtual reader and you can load it onto an accessed minidisk or SFS directory as a CMS file.
You would do this by receiving the console file using the RDRLIST command. You can then use the editor
to examine it (or to delete sections you do not need) and use the PRINT command to obtain a printed
copy.

For full-screen CMS:

« You will need to use logfiles to spool information from your terminal. When you set full-screen on, by
default, messages and warnings are logged for you. Messages are logged to a file with the file name and
file type of MESSAGE LOGFILE; warnings are logged to WARNING LOGFILE.
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 You can create a log of your CMS output or other output. To do this, after you are in full-screen CMS,
enter the command SET LOGFILE CMS ON. Your output is then sent to a file with the file name and file
type of CMS LOGFILE. Later, you could XEDIT or print this file to obtain a hard copy of the work you
completed. For more information on the SET LOGFILE command, see z/VM: CMS Commands and Utilities
Reference.

Copying Your Screen

If you are using a 3270 or 3290 display terminal, and you have a 3286, 3287, 3288, or 3289 printer, you
can copy the entire screen display currently appearing on the screen. To copy the screen, you have to
assign the copying function to a PF key with the CP SET PFnn COPY command.

Then, whenever you want to copy a screen display, you can press a key (whichever PF key you set). The
display is printed on the printer you specified using the SET PFnn COPY command. If, when you press
the PF key, the screen status area indicates NOT ACCEPTED, it means that the printer is either not ready
or not available. When you press the PF key and receive no response, it means that the screen has been
copied.

There is a print matrix available to the 3274 and 3276 user that allows control of the display to printer
operations. In addition, a local print key is provided on the display terminal that is used for copy
operations.

When you use the copy function to copy a screen, all 24 lines of the display screen are copied. For
additional information, see z/VM: CP Commands and Utilities Reference.

Within the edit environment, you can copy your screen by assigning a PF key using the XEDIT
subcommand, SET PFn with COPYKEY option. For example, you could enter the following subcommand:

set pf9 copykey

To print an edit screen, you could then press PF9. Figure 2 on page 16 is an example of a 3270 screen
display that could be copied on the printer. The line:

XEDIT 1File

is the screen status area for a remotely attached 3270; if locally attached, this area is blank. You can
use the user input area of your screen to type in comments, or your name or user ID, if several users are
spooling copy files.

Z0OKEEP FILELIST A@ V 108 Trunc=108 Size=8 Line=1 Col=1 Alt=0
Directory = VMSYSU:ZOOKEEP.

Cmd Filename Filetype Fm Format Lrecl Records Blocks Date Time
ANIMAL DATA Al V 95 34 1 8/04/00 21:12:04
BANANA DATA Al V 95 29 1 8/04/00 20:58:07
BEAR NOTE Al V 107 281 5 8/04/00 17:59:00
HONEY DATA Al V 92 101 2 8/02/00 15:33:05
LION NOTE A2 V 75 28 1 7/25/00 12:10:03
ALL NOTEBOOK AG V 120 277 4 7/24/00 9:14:02
TIGER NOTE Al V 26 7 1 7/23/00 16:50:06
ZOOKEEP NETDATA Al V 80 489 10 6/26/00 16:05:08

1= Help 2= Refresh 3= Quit 4= Cancel 5= Sort(dir) 6= Sort(size)

7= Backward 8= Forward 9= FL /n 10= Share 11= XEDIT/LIST 12= Cursor

====> John Doe - sample screen to be copied
XEDIT 1 File

Figure 2. 3270 Screen Display
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For more information about copying screens in XEDIT, see the COPYKEY option of the SET PF command in
z/VM: XEDIT Commands and Macros Reference.

If you are using full-screen CMS, you can copy your screen with the PSCREEN PUT command. This
command sends a copy of your physical screen to a CMS file which you can later XEDIT or print. For more
information, see z/VM: CMS Commands and Utilities Reference.

Interrupting Program Execution

When you are executing a program under CMS or executing a CMS command, your virtual machine is not
available for you to enter commands. There are, however, ways that you can interrupt a program and halt
its execution either temporarily (in which case you can resume its execution), or permanently (in which
case your virtual machine returns to the CMS environment). In both cases, you interrupt execution by
creating an attention interruption, which may take two forms, an attention interruption to:

« Your virtual machine operating system
« The control program.

Using the Attention Key

Attention interrupts result in what are known as VM or CP reads being presented to your virtual console.
The two keys on your 3270 keyboard that signal interruptions are the PAL key (REQ key on a 3278 Model
2A) and the Enter key. Throughout this publication, interruption signaling has been described in terms of
the Attention key.

You can enter the CP environment by pressing the PA1 key. Whenever you press this key, your virtual
machine is placed in a CP READ status, and you can enter any CP command. From the CP environment,
you must enter the CP command BEGIN to resume execution of your virtual machine. On a typewriter
terminal, the keyboard unlocks when a read occurs.

Whether you have to press the Attention key once or twice depends on the terminal mode setting in effect
for your virtual machine. This setting is controlled by the CP TERMINAL command:

terminal mode vm

The setting VM is the default for virtual machines; you do not need to specify it. The VM setting indicates
that one depression of the Enter key sends an interruption to your virtual machine, and one depression of
the PA1 key results in an interruption to CP.

The CP setting for terminal mode, which is the default for the system operator, indicates that one
depression of the Attention key, either PA1 or Enter, results in an interruption to CP. If you are using your
virtual machine to run an operating system other than CMS, you might wish to use this setting. Enter the
command:

terminal mode cp

Notes:

1. In any fullscreen environment, like Fullscreen CMS or XEDIT, all PF keys, all PA keys, the Enter key, and
the Clear key cause virtual machine I/O interruptions.

2. After you set full-screen CMS on, the PA1 key no longer serves as an Attention key, but performs a
windowing function. If you want to use a break key, you will need to set another key to the attention
function. When you set full-screen CMS off, the CP TERMINAL BRKKEY remains as NONE. To reset it to
PA1 (the initial setting), enter the CP TERMINAL command.

Interrupting Your Programs

HX (Halt Execution), HT (Halt Typing), and RT (Resume Typing) are three of the CMS Immediate
commands. They are immediate because they are processed as soon as they are entered. Unlike other
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commands, they are not stacked in the console stack. On a display terminal, you can enter an Immediate
command, such as HT or HX, whenever your virtual machine is in a running status, without having to
signal an interruption before you enter the command. On a typewriter terminal, you must press the
Attention key once to cause a virtual machine-check interruption (if the terminal mode is set to VM)
before you can enter an Immediate command.

Sometimes, however, if your terminal is rapidly displaying output you must wait until the screen is full and
the screen status area indicates a MORE... status before you attempt to enter the HT or HX command.

The Enter key can also be used as an interruption signaling key. If you press it once when your virtual
machine is running, you will place your virtual machine in the VM READ status, so you can enter a
command.

While in VM READ, you can pass null lines or Immediate commands to CMS. This procedure is particularly
useful when you wish to stop execution of an exec that is issuing VM READs to the terminal. You can type
HI or HX and have it passed to CMS without being read and interpreted as data by the exec. At the VM
READ, use the cursor movement key to move the cursor back one space from its current position at the
command line. (This results in the cursor being positioned in the lower right corner of the screen, three
lines up from the bottom). Press Enter. If your cursor is not returned to the command line (for example,
when using VTAM), use the cursor movement key to move the cursor back to the command line. Your
terminal will remain in VM READ status. At this point, you enter HI, HX, or any Immediate command, or if
you wish to resume execution of the exec, enter the next line of data.

If you are in either line mode or full-screen CMS and wish to interrupt execution of an exec issuing a

read (indicated by a VM READ status in line mode, or Enter your response in vscreen CMSin
full-screen CMS), type any Immediate command with prefix #. Instead of being passed to the exec, your
command will be interpreted immediately. For instance, to halt interpretation of the exec, you would type
#HI.

When you are entering an Immediate command with a prefix of #, nothing else may be entered along with
the Immediate command. For example, if you type ABCD#HI (where ABCD is any data) then ABCD will be
passed to the exec and HI will be placed in the console stack. The HI Immediate command will not be
processed (not even when the exec issues another read). If you type HI#ABCD, then HI will be passed to
the exec and ABCD will be placed on the console stack.

Note: The Immediate command HT is the only exception to this rule. You are permitted to follow a line
of data with #HT. For example, if you enter ABCD#HT in response to a read by an exec, then the HT
command will be processed first and ABCD will be passed to the exec.

Halting Screen Displays

When your terminal is displaying successive screens of output from a program or a CMS command, use
the HT or HX Immediate commands to halt the display or the execution of the command, respectively.

If your terminal is writing the information at a very rapid rate, you can have difficulty entering the HT

or HX command. In these circumstances, press PA1 (or equivalent) to place your terminal into the CP
environment (indicated by the CP READ in the screen status area). Then, you use either the CP REQUEST
or ATTN command to signal a virtual machine read. When the screen status area indicates VM READ, you
enter HX or HT. The program halts execution, your terminal accepts an input line, and you can:

- Terminate the execution of the program by issuing an Immediate command to halt execution:

hx

The HX command causes the program to abend.

Note: If you get no response after using the HX command, you should enter #CP, and then enter IPL
CMS to reload CMS. After you receive the VM READ status in the lower-right corner of your screen, press
the Enter key once more.

« Enter a CMS command. The command is stacked in a console stack and is processed by CMS when your
program is finished executing and the next virtual machine read occurs. For example:

18 z/VM: 7.3 CMS User's Guide



Introduction

print abc listing

After you enter this line, the program resumes execution.

- If the program is directing output to your terminal and you wish only to halt the terminal display, use the
Immediate command:

ht

The program resumes execution. Terminal output can also be immediately suppressed when you enter
a command by placing #HT after the command. For example, to suppress output from the TAPE DUMP
command, you would enter:

tape dump #ht

The logical line end character (#) lets the Immediate command HT be accepted; program execution
proceeds without typing.

You can, if you want, cause another interruption and request that typing be resumed by entering the RT
(resume typing) command:

rt

 Enter a null line; your program continues execution. The null line is stacked in the console stack and
read by CMS as a stacked command.

Immediate commands that are entered while a command or program is running (the status is not VM
READ or Enter your response in vscreen CMS) should not have a prefix of #. If they are, they
will not be processed at the time they are entered. Instead, they will be processed when the next read is
issued.

Control Program Interruptions

You can interrupt a program and directly enter the CP environment by pressing the PA1 key on a 3270 or
by pressing the Attention key twice, quickly, on a 2741. Then, you can enter any CP command. To resume
the execution of the program, enter the CP command:

begin

If your terminal is operating with the terminal mode set to CP, pressing the Attention key once places your
virtual machine in the CP environment.

Note: Remember that in full-screen CMS mode, PA1 pops the WM window. If you wish to override this
default setting, use the BRKKEY option of the CP TERMINAL command. When you set full-screen CMS
off, the CP TERMINAL BRKKEY remains as NONE. To reset it to PAL (the default setting), use the CP
TERMINAL command. For more information, see z/VM: CP Commands and Utilities Reference.

The CP TRACE Command

You can use the CP TRACE command to monitor events that occur in your virtual machine. This lets
you analyze the operation of your virtual machine and debug problems. z/VM lets you trace a number of
events, including:

Instruction execution

Storage alteration

Register alteration
I/0 activity.

Each traced event results in a trace entry, a command response that you can have sent to your virtual
console, to a virtual printer, or to both. The trace entry contains a significant amount of information about
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the event. For a full explanation of how to use the trace facility, along with examples, see z/VM: Virtual
Machine Operation.

Using the 3270 Text Feature

If you have a 3277 or 3278 display station equipped with the Data Analysis Text keyboard, you can type
in, as well as display, all of the special text characters. For a description of these characters, see z/VM:
CMS Application Development Guide. These characters are in addition to those available with standard
EBCDIC 3270 terminals. To obtain a printed copy of your screen, see “Copying Your Screen” on page 16.

When you want to activate the text feature, and use the special characters, enter the command:

terminal text on

The TERMINAL TEXT ON command automatically forces the TERMINAL APL OFF command. Now, you can
use any of the special characters when you enter, change, or locate text lines in a file.

You leave the special text environment by entering the command:

terminal text off

For more information on using the SET TEXT commands to select appropriate translation tables for
special characters, see z/VM: CMS Commands and Utilities Reference and z/VM: XEDIT Commands and
Macros Reference.

Error Situations

If you do not have the appropriate text hardware feature on your 3270, but attempt to display a file that
contains the characters, the characters appear as blanks on a 3277, and as hyphens ona 3276 and a
3278.

If you inadvertently enter the TERMINAL TEXT ON command while using a terminal that does not have the
text capability, you must do the following to return to regular operating procedures:

1. Press the PA1 key to enter the CP environment.
2. Enter, in uppercase letters only, the command:

TERMINAL TEXT OFF

Notes:

1. The 3270 text hardware feature is activated by a key, not a switch. Each time you press the TEXT
On/Off key, you reverse its setting. If your terminal has a red light on the text keyboard, it will be
illuminated when the text feature is on.

2. Compound characters, such as a character/-backspace/-character combination, are still entered and
displayed as three characters. The screen position occupied by the backspace character appears
as a blank because the character (X'16") is nondisplayable. For more information on displaying
nondisplayable characters, see the description of the SET NONDISP commands in z/VM: CMS
Commands and Utilities Reference and z/VM: XEDIT Commands and Macros Reference.

Syntax, Message, and Response Conventions

The following topics provide information on the conventions used in syntax diagrams and in examples of
messages and responses.

How to Read Syntax Diagrams

Special diagrams (often called railroad tracks) are used to show the syntax of external interfaces.

To read a syntax diagram, follow the path of the line. Read from left to right and top to bottom.
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« The » »~——symbol indicates the beginning of the syntax diagram.
« The — symbol, at the end of a line, indicates that the syntax diagram is continued on the next line.

- The —m——symbol, at the beginning of a line, indicates that the syntax diagram is continued from the
previous line.

e The — < symbol indicates the end of the syntax diagram.

Within the syntax diagram, items on the line are required, items below the line are optional, and items
above the line are defaults. See the examples in Table 4 on page 21.

Table 4. Examples of Syntax Diagram Conventions

Syntax Diagram Convention Example

Keywords and Constants »»— KEYWORD <

A keyword or constant appears in uppercase letters. In this
example, you must specify the item KEYWORD as shown.

In most cases, you can specify a keyword or

constant in uppercase letters, lowercase letters, or

any combination. However, some applications may have
additional conventions for using all-uppercase or all-
lowercase.

Abbreviations »— KEYWOrd -»<

Uppercase letters denote the shortest acceptable
abbreviation of an item, and lowercase letters denote the
part that can be omitted. If an item appears entirely in
uppercase letters, it cannot be abbreviated.

In this example, you can specify KEYWO, KEYWOR, or

KEYWORD.

Symbols *

You must specify these symbols exactly as they appear in the Asterisk

syntax diagram. :
Colon
Comma
Equal Sign
Hyphen

0

Parentheses
Period

Variables »w— KEYWOrd — var_name -»«

A variable appears in highlighted lowercase, usually italics.

In this example, var_name represents a variable that you
must specify following KEYWORD.
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Table 4. Examples of Syntax Diagram Conventions (continued)

Syntax Diagram Convention

Example

Repetitions

An arrow returning to the left means that the item can be
repeated.

A character within the arrow means that you must separate
each repetition of the item with that character.

A number (1) by the arrow references a syntax note at the
bottom of the diagram. The syntax note tells you how many
times the item can be repeated.

Syntax notes may also be used to explain other special
aspects of the syntax.

»Cep:atjk

»Crepe:l

»C‘DN
repeat

Notes:

1 Specify repeat up to 5 times.

Required Item or Choice

When an item is on the line, it is required. In this example,
you must specify A.

When two or more items are in a stack and one of them is
on the line, you must specify one item. In this example, you
must choose A, B, or C.

»— A >a

A

Tl
LLi

Optional Item or Choice

When an item is below the line, it is optional. In this example,
you can choose A or nothing at all.

When two or more items are in a stack below the line, all of
them are optional. In this example, you can choose A, B, C,
or nothing at all.

Defaults

When an item is above the ling, it is the default. The system
will use the default unless you override it. You can override
the default by specifying an option from the stack below the
line.

In this example, A is the default. You can override A by
choosing B or C.

Repeatable Choice

A stack of items followed by an arrow returning to the left
means that you can select more than one item or, in some
cases, repeat a single item.

In this example, you can choose any combination of A, B, or
C.

St
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Table 4. Examples of Syntax Diagram Conventions (continued)

Syntax Diagram Convention Example
Syntax Fragment
Some diagrams, because of their length, must fragment thg A Fragment
syntax. The fragment name appears between vertical bars in
the diagram. The expanded fragment appears in the diagram A
after a heading with the same fragment name.

B
In this example, the fragment is named "A Fragment." c

Examples of Messages and Responses

Although most examples of messages and responses are shown exactly as they would appear, some
content might depend on the specific situation. The following notation is used to show variable, optional,
or alternative content:

XXX
Highlighted text (usually italics) indicates a variable that represents the data that will be displayed.

Brackets enclose optional text that might be displayed.
{}
Braces enclose alternative versions of text, one of which will be displayed.

The vertical bar separates items within brackets or braces.

The ellipsis indicates that the preceding item might be repeated. A vertical ellipsis indicates that the
preceding line, or a variation of that line, might be repeated.
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Part 2. Working with CMS Files

File management is one of the primary functions of CMS. You need to know how to name files, organize
them, store and print them, and share them with other users. The following topics teach you these tasks
and more.

Chapter 2, “CMS File System,” on page 27 discusses the data and programs that you create that are
stored in files. These files are stored in Shared File System (SFS) directories or on minidisks. This section
introduces you to the creation and handling of CMS files.

Chapter 3, “Using the Shared File System,” on page 37 provides details on the functions you can
perform and the commands available to you when you store your files in a Shared File System (SFS) file
pool.

Chapter 4, “Storing Your Files on Minidisks,” on page 101 provides details on how to manage files
stored on minidisks.

Chapter 5, “More on the CMS File System,” on page 109 contains more detailed discussion on CMS
files and CMS commands. Information on reserved file types, how file mode letters and numbers are used
in SFS and minidisk environments, and CMS command search order and execution characteristics, are
examples.

Chapter 6, “Using Real Printers, Punches, and Readers,” on page 163 discusses how to store and
retrieve CMS files on punched cards, and how to use your virtual printer and punch to get real output.

Chapter 7, “Using Tapes,” on page 169 discusses how to store and retrieve CMS files on tape, using tape
devices, and the use of tape commands.
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Chapter 2. CMS File System

The file is the essential unit of data in CMS. Files in CMS are unique and cannot be read or written using
other operating systems. When you create a file in CMS, you name it using a file identifier (file ID). The file
ID consists of three fields:

« File Name (fn)
« File Type (ft)
« File Mode (fm) or Directory Name (dirname).

When you use CMS commands and programs to modify, update, or refer to files, you must identify the file
by using these fields. Some CMS commands allow you to enter only the file name, or the file name and file
type; others require you to enter the file mode or directory name as well.

Under z/VM, your files can be stored within a Shared File System (SFS) file space or on minidisks.
Depending on your system configuration, you may have the option to use both methods of storing files.
In this situation, you could store those files that you may want to share in your SFS file space; other files
could be stored on minidisks.

This section provides general information on CMS files and how to display and manipulate your CMS files
whether they reside in SFS directories, minidisks or both. In fact, the term CMS file refers to a file that can
be stored in a directory or on a minidisk. For more information on managing your files in SFS, see Chapter
3, “Using the Shared File System,” on page 37 and for more information on using minidisks, see Chapter
4, “Storing Your Files on Minidisks,” on page 101.

z/VM OpenExtensions (POSIX support) includes another type of file called a byte file system (BFS) file.
BFS files are organized in a hierarchy, as in a UNIX system. All files are members of a directory,. Each
directory is in turn a member of another directory at a higher level in the hierarchy. The highest level of
the hierarchy is the BFS file space. Typically, a user has all or part of a BFS file space mounted as the root
directory.

VM views an entire file hierarchy as a Byte File System. Each Byte File System is a mountable file system.
The root file system is the first file system mounted. Subsequent file systems can be mounted on any
directory within the root file system or on a directory within any mounted file system.

All files in the Byte File System are called BFS files. BFS files are byte-oriented, rather than record-
oriented, like CMS record files on minidisks or in the Shared File System. You can copy BFS files into CMS
record files, and you can copy CMS record files into the Byte File System.

For more information on BFS files, see "An Introduction to the Byte File System" in z/VM: OpenExtensions
User's Guide.

CMS File Formats

The CMS file management routines write CMS files in fixed physical blocks regardless of whether they
have fixed- or variable-length records. For most of your CMS applications, you never need to specify either
a logical record length and record format or block size when you create a CMS file.

If you need to, however, you can specify logical record length and record format when you create an SFS
file with the CREATE FILE command, or, you can change the record format of an existing file as explained
in “Changing the Record Format of a File” on page 162.

When you create a file using one of the CMS editors, the file has certain default characteristics based on
its file type. The special file types recognized by the editor, and their applications, are discussed in “What
Are Reserved File Types?” on page 109.
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How CMS Files Get Their Names

When you create a CMS file, you can give it any file name and file type you wish. The rules for forming file
names and file types are:

 The file name and file type can each be from one to eight characters.

« The valid characters are A-Z, a-z, 0-9, $ (dollar sign), # (pound sign), @ (at sign), + (plus sign), -
(hyphen), : (colon), and _ (underscore).

Note: Lowercase letters within a file ID are valid for use within the CMS file system. However, some CMS
commands do not support file IDs that contain lowercase letters.

When you enter a command into the z/VM system, z/VM translates your input line by either the user-
defined input table or by the uppercase table. For more information on the SET INPUT command, see
z/VM: CMS Commands and Utilities Reference. If you do not have an input table, you can just enter the
command in lowercase and z/VM translates your input line into uppercase characters.

Note: When defining input characters be sure that you will not end up with a file ID containing
unsupported characters.

The @ and @ characters are line editing symbols in z/VM; when you use them to identify a file, you must
precede them with the logical escape symbol (). For more information on logical line editing symbols, see
z/VM: CP Commands and Utilities Reference.

The third field in the file identifier is either the file mode (fm) or the directory name (dirname). The first
character of a directory name can be an uppercase or lowercase letter (A-Z), a number (0-9), or one

of several special characters, $ (dollar sign), # (pound sign), @ (at sign), - (hyphen), or _ (underscore).
The remaining characters can be A-Z and 0-9. Lowercase letters are allowed, as they are translated to
uppercase. For more information about directory names, see Chapter 3, “Using the Shared File System,”
on page 37 and z/VM: CMS Commands and Utilities Reference.

The file mode is made up of:

File Mode Description

Letter Specifies an alphabetic character (A-Z) currently assigned to the SFS directory
or minidisk where you want the file to reside. When you use the editor to create
a file, and you do not specify this field, the file you create is written to the
directory or minidisk accessed with a file mode of A.

The file mode letter, for any file, can change during a terminal session. Suppose
when you log on, your top directory (or minidisk) is accessed with a file

mode of A. (Your top directory is the directory assigned to you by the SFS
administrator at the time you are enrolled in a file pool.) A file in that directory
(or minidisk), named SPECIAL EVENTS, would have a file identifier of:

SPECIAL EVENTS A

If, however, you later access another directory (or minidisk) with a file mode of
A, and access your top directory (or minidisk) with a file mode of B, then the
SPECIAL EVENTS file will have a file identifier of:

SPECIAL EVENTS B

Number Specifies a number from 0 to 6. Each number has a particular meaning to CMS.
For more information, see “File Mode Letters and Numbers” on page 117.

Duplicate File Names or File Types

On a given directory or minidisk, you can give the same file name to as many files as you want, providing
you assign them different file types. Or, you can create many files with the same file type, but different file
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names. But you cannot have files with the same file name and file type on one minidisk or in one directory.
That is, you could not have two files named COST ESTIMATE on file mode A.

For the most part, file names that you choose for your files have no special significance to CMS. If,
however, you choose a name that is the same as the name of a CMS command, and the file that you assign
this name to is an executable module or exec procedure, then you may encounter difficulty if you try to
process the CMS command whose name you duplicated.

For more information on how CMS identifies a command name, see “CMS Command Search Order” on

page 161.

For the most part, the file type field is used merely as an identifier. Some file types, though, have
special uses in CMS; these are known as reserved file types and should be avoided, if possible. For more
information on reserved file types, see “What Are Reserved File Types?” on page 109.

Working with CMS Files

In z/VM: CMS Primer, many examples were used to explain how to create, display, and manipulate your
CMS files. This section is an overview or review of that material. It is not intended as a complete source
of information on any of the commands discussed. It is merely a refresher to ready you for upcoming

chapters. For more information on these commands see z/VM: CMS Commands and Utilities Reference.

Creating a New File
There are many ways to create a new file under CMS. The most common method is with the editor.

To create a new file called NEW FILE A and store it on your A disk, you would enter the following
command either from the command line within the FILELIST display, or from the command line of CMS:

xedit new file a

A new, empty file called NEW FILE A would be displayed for your input. After your modifications were
complete, you would £ile the new file for later retrieval.

Note: When a file is created using XEDIT, the editor assumes many default characteristics. These will be
discussed in Chapter 5, “More on the CMS File System,” on page 109.

For more information on using XEDIT to create files, see z/VM: XEDIT User's Guide.

A few other methods of creating a new file are:

« Use the COPYFILE command to create a new file from an existing file.
« Modify an existing file and £ile or save it under a new name.

« For SFS users, the CREATE FILE command can be used which includes many formatting options. For
more information, see “Creating New Files” on page 53.

Editing a File

To modify the contents of an existing file on one of your accessed disks or SFS subdirectories, you would
use the editor.

For example, to edit a file called CHANGE CONTENTS A, the following command would be entered:
xedit change contents a

As a result, the current contents of the file would be displayed on your screen, ready for your
modifications. When complete, you would enter, £ile, to save your alterations.

Displaying a List of Your CMS Files

Once you have created or gained access to CMS files, you can use CMS commands to display information
about them. For this purpose, these two commands are available:
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« LISTFILE
o FILELIST

Listing Your Files with the LISTFILE Command
You can use the LISTFILE command to list information about your CMS files. For example, entering:

listfile

displays the file name, file type, and file mode of all files on your A disk in the following format:

ALL NOTEBOOK AO
ANIMAL DATA Al
BANANA DATA Al
BEAR NOTE Al
HONEY DATA Al
TIGER NOTE Al

ZOOKEEP NETDATA Al

For SFS, the LISTFILE command has various options that allow you to display different information about
your files and directories. An example is the SHARE option. When you enter:

listfile (share

Your output will be similar to this:

FILENAME FILETYPE FM OWNER TYPE R W
ALL NOTEBOOK A® yourid BASE X X
ANIMAL DATA Al CROCKETT BASE X X
BANANA DATA Al BREEZY  ALIAS X X
BEAR NOTE Al BREEZY  ALIAS X -
HONEY DATA Al STONE ALIAS X -
TIGER NOTE Al BREEZY  ALIAS X -
ZOOKEEP NETDATA A1 yourid BASE X X

In addition to the file name, file type, and file mode, this display shows you the owner of the file, whether
your file is a base file or an alias, and what type of authority you have to the file (read or write). For more
information on these terms, see Chapter 3, “Using the Shared File System,” on page 37.

For more information on the LISTFILE command, see z/VM: CMS Commands and Utilities Reference.

Using the FILELIST Command

Use the FILELIST command to display information about your CMS files. If your files are stored in an SFS
file pool, you can use FILELIST for files in accessed directories.

Entering the FILELIST command will display a screen of information similar to the one shown in Figure 3

on page 31.
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yourid FILELIST A®@ V 108 Trunc=108 Size=7 Line=1 Col=1 Alt=0

Cmd Filename Filetype Fm Format Lrecl Recozrds Blocks Date Time
ANIMAL  DATA Al V 95 34 1 8/04/00 21:12:04
BANANA DATA Al V 95 29 1 8/04/00 20:58:07
BEAR NOTE Al V 107 281 5 8/04/00 17:59:00
HONEY DATA Al V 92 101 2 8/02/00 15:33:05
ALL NOTEBOOK AG V 120 277 4 7/24/00 9:14:02
TIGER NOTE Al V 26 7 1 7/23/00 16:50:06
ZOOKEEP NETDATA A1V 80 489 10 6/26/00 16:05:08

1= Help 2= Refresh 3= Quit 4= Cancel 5= Sort(dir) 6= Sort(size)

7= Backward 8= Forward 9= FL /n 10= Share 11= XEDIT/LIST 12= Cursor

====>

XEDIT 1 File

Figure 3. Sample FILELIST Screen

This FILELIST screen shows information about the files on file mode A.

« The first line has information about the FILELIST display itself. Your user ID appears instead of yourid.
Size shows the number of files in the list. Line tells which file in the list is the first on this screen.

« There are several columns in the FILELIST display:

— Cmd is where you would enter commands for a specific file or directory listed.

— Filename, Filetype, and Fmindicate the file name, file type, and file mode of the file. For SFS,
names of subdirectories are listed in the Filename column, but the Filetype column is blank.

— Format shows the format of a file. An F is displayed for a fixed format file, V for a variable format file,
and DIR for an SFS directory.

— Lrecl, Recoxds, and Blocks, carry information on the size of the file shown. Listings for SFS
directories show a dash (=) in the columns for Lrecl, Recoxrds, and Blocks.

— Date and Time show when a file was last updated. For SFS directories, these columns show when
the directory was created.

« The bottom of the screen shows the current PF key settings.

FILELIST provides you with the same information as the LISTFILE command, but also lets you edit files
and enter commands from the list. You can also enter XEDIT subcommands to manipulate the list itself.

For SFS, like LISTFILE, the FILELIST command has several options that allow you to display different
information about your files and directories. The default option is FILELIST STATS. The FILELIST STATS
screen is similar to one displayed for a non-SFS user except for the directory name identifier, appearing in
the top left portion of the screen.

ZOOKEEP FILELIST A® V 108 Trunc=108 Size=8 Line=1 Col=1 Alt=0
Directory = VMSYSU:ZOOKEEP.

Cmd Filename Filetype Fm Format Lrecl Recozxds Blocks Date Time
ANIMAL  DATA Al V 95 34 1 8/04/00 21:12:04
BANANA DATA Al V 95 29 1 8/04/00 20:58:07
BEAR NOTE Al V 107 281 5 8/04/00 17:59:00
HONEY DATA Al V 92 101 2 8/02/00 15:33:05
ALL NOTEBOOK AG V 120 277 4 7/24/00 9:14:02
TIGER NOTE Al V 26 7 1 7/23/00 16:50:06
ZOOKEEP NETDATA A1 V 80 489 10 6/26/00 16:05:08

Figure 4. Sample FILELIST STATS Screen
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SFS also provides you with SHARE, SEARCH, and ALLDATES options of FILELIST to display other
information about your files and directories. Chapter 3, “Using the Shared File System,” on page 37
shows example screens for the FILELIST options. For more information, see z/VM: CMS Commands and
Utilities Reference.

Finding Files in Your FILELIST List

If you have many files in your list, the list may take up more than one screen. To find files in your FILELIST
list, you can do any of the following:

1. Scroll through the list using the PF keys.

PF7
Scrolls backward one screen.

PF8
Scrolls forward one screen.

2. Use any of the appropriate PF keys to sort the displayed output.

3. Use the XEDIT subcommand LOCATE if you know the file name, file type, or both, of the file that you
are looking for. You enter the LOCATE command at the bottom of the screen and then press the Enter
key. For example:

====> locate /banana data/

If BANANA DATA is located, the line containing it becomes the first line on the screen.
4. Rearrange the list by entering one of the following synonyms on the command line:

SNAME

Sorts the list alphabetically by file name, file type, and file mode.
STYPE

Sorts the list alphabetically by file type, file name, and file mode.
SDIR

Sorts the list by directory name, file name, and file type.
SMODE

Sorts the list by file mode, file name, and file type.
SRECF

Sorts the list by record format, file name, file type, and file mode.
SLREC

Sorts the list by logical record length and then by size (greatest to least).
SSIZE

Sorts the list by number of blocks and number of records (greatest to least).
SDATE

Sorts the list by year, month, day, and time (most recent to oldest).

Using FILELIST or LISTFILE to List Some of Your Files

The LISTFILE and FILELIST commands let you obtain various lists of your files and subdirectories. You
can ask for a list of files or subdirectories that have the same file name, or file type, or all of the ones
that begin with a certain letter. Following are various ways that you might use the FILELIST and LISTFILE

commands:

Command Description

listfile Lists the files on file mode A.
filelist
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Command Description
listfile * * b Lists the files on file mode B.
filelist » * b

listfile bear * Lists the files on file mode A with a file name of BEAR.

filelist bear =*

listfile Lists the files on file mode A with DATA as a file type.

filelist

data
data

* %

listfile Lists the files with a file mode number 1 on file mode A.

filelist

*

* al
* al

*

Erasing a File

Use the ERASE command to delete one or more of your CMS files or SFS directories. If a file is to be
deleted, the file name, file type, and file mode (or directory identifier) are operands. If a directory is to be
deleted, the directory identifier is the only operand needed.

For example, the following command will delete the file, DATA FILE A1l:

erase data file a

Use the DISCARD command to erase a file or subdirectory that is displayed in a list (such as the FILELIST
display). The DISCARD command is equivalent to the ERASE command. DISCARD can either be entered in
the command area (Cmd) of the line that describes the file you want discarded, or it can be entered from
the command line (at the bottom of the screen). DISCARD can only be used while in FILELIST, DIRLIST,
RDRLIST, MACLIST, and PEEK command environments. For more information on the DISCARD or ERASE
command, see z/VM: CMS Commands and Utilities Reference.

Copying Files

The COPYFILE command copies a file from one directory to another, from one minidisk to another, or
between directories and minidisks.

For example:
copyfile linda assemble b pat assemble a

would create a copy of the LINDA ASSEMBLE file, name it PAT ASSEMBLE, and store it on file mode A.

You can copy a file over a file which already exists (overlaying the contents of the file), using the
REPLACE option. For more information on the COPYFILE command, see z/VM: CMS Commands and
Utilities Reference.

Notes for SFS Users

To copy a file into a:

« File into a file that already exists in an SFS directory, and you want to use the REPLACE option, you need
proper authority to the existing file. The authorization needed varies depending on the kind of directory
the file resides in. If the file resides in a directory with the file control (FILECONTROL) attribute, you
need write authority to the file. You also need read authority to the directory in which the file resides (so
you can access it). If the file resides in a directory with the DIRCONTROL attribute, you need directory
control write (DIRWRITE) authority to the directory.
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« FILECONTROL directory by creating a new file, you need write authority to the directory in which you are
creating the file. If you are copying into a DIRCONTROL directory, you need DIRWRITE authority on the
directory.

Note: Types of directories and authority will be discussed in Chapter 10, “Introducing Full-Screen CMS,”
on page 237.

Comparing Contents of Files

To compare the contents of two files to see if they are identical, use the COMPARE command from the
CMS command line. The comparison is made on a record-for-record basis and dissimilar records are
displayed to the terminal.

For example, suppose two files exist with the following contents:

EMPLOYEE LIST A EMPLOYEE LIST B

Kathy Kathy
Diana Diana
Kate Kate

To compare the contents of EMPLOYEE LIST A with EMPLOYEE LIST B, the following command would be
entered:

compare employee list a employee list b

The following message would be returned indicating that contents of the files are identical:

DMSCMP179I Comparing EMPLOYEE LIST A with EMPLOYEE LIST B
Ready; T=0.30/0.03 08:06:21

If, in the second file, employee Kate was replaced by new employee Terri, the COMPARE command would
return the following:

DMSCMP179I Comparing EMPLOYEE LIST A with EMPLOYEE LIST B
Kate

Terri

DMSCMP209W Files do not compare

Ready (00004); T=0.01/0.01 08:08:15

The line from each file which did not match is displayed.

Since the comparison is done a record-for-record basis, the insertion or deletion of a line may return
misleading results. For example, if EMPLOYEE LIST2 A was an identical copy of EMPLOYEE LIST A, and the
name of a new employee, Tom, was inserted in the file, so the contents of the files were:

EMPLOYEE LIST A EMPLOYEE LIST2 A

Kathy Tom

Diana Kathy

Kate Diana
Kate

The result of a compare on these files would be:

DMSCMP179I Comparing EMPLOYEE LIST A with EMPLOYEE LIST B
Kathy

Tom

Diana

Kathy

Kate

Diana

DMSCMPO10E Premature EOF on file EMPLOYEE LIST A

Ready (00004); T=0.01/0.01 08:14:09
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The COMPARE command did not recognize the that files were identical except for one line. It simply
compared each line on a line-by-line or record-for-record basis and displayed each dissimilar record. It
did, however, indicate that one file contained more records than the other.

For more information on the COMPARE command, see z/VM: CMS Commands and Utilities Reference.

Renaming Files

You can change the file identifier of a file with the RENAME command. For example, to change the name of
TEST FILE A1 to GOOD FILE A1, the following command would be used:

rename test file al good file al

You can use RENAME on a base file (not on an alias) to modify file mode numbers. For example:

rename news report al = = a2

This command changes the file mode number of the base file NEWS REPORT, along with the file mode
numbers of all aliases to that file to 2. File mode numbers will be discussed in “File Mode Letters and
Numbers” on page 117.

You cannot use the RENAME command to move a file from one minidisk or directory to another. (You can,
however, use the COPYFILE command to copy a file from one directory or minidisk to another.)

If your files are stored in an SFS file pool, you can use the RELOCATE command to move a file from one
directory to another. You can also rename a file in another user's FILECONTROL directory, if the user has
granted you write authority to the file and to the directory. To rename a file in another user's DIRCONTROL
directory, you need DIRWRITE authority. Types of directories and authority will be discussed in Chapter 3,
“Using the Shared File System,” on page 37.

For more information on the RENAME, COPYFILE, or RELOCATE commands, see z/VM: CMS Commands
and Utilities Reference.

Using Asterisks (*) and Percent Signs (%) in File IDs

As mentioned in the discussions on LISTFILE and FILELIST, some CMS commands that manipulate files
allow you to enter the file name or file type fields or both as an asterisk (*), indicating that all files of the
specified file name/file type are to be modified. Following is a list of some of these commands:

COPYFILE RENAME FILELIST
ERASE TAPE DUMP LISTFILE

For example, if you enter:

erase * test a

all files with a file type of TEST on file mode A are erased.

Several commands let you perform operations on a group of files that have a file name or file type that
begin with the same character string. These commands are shown in the following list:

LISTFILE CREATE LOCK GRANT AUTHORITY CREATE ALIAS
FILELIST DELETE LOCK REVOKE AUTHORITY

The same commands allow you to use the percent sign (%) as a place holder to mean any single
character.

Some examples are given in Table 5 on page 36.
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Table 5. Examples of Using * and % in CMS commandSs.

Command Entered

Result

listfile t=*
assemble

Produces a list of all files on file mode A with file names beginning with the letter T
and having the file type of ASSEMBLE.

listfile tr* ax*

Produces a list of all files on file mode A with file names beginning with the letters
TR and having file types beginning with the letter A.

listfile %%% stock

You will see a list of all the files on file mode A whose file name is three characters
in length and whose file type is STOCK.

listfile t%¥% cat

Produces a list of all the files on file mode A with a three-character file name
beginning with the letter T and having a file type of CAT, for example:

top cat
the cat
tom cat

listfile %tr*s *ri¥%

o/
/0

(See Note 1.)

This command would produce a list of files with:

- File name starting with a character, followed by TR, and ending with an S.

- File type starting with an RI or one or more characters preceding the RI, followed
by two characters.

« File mode A, since unspecified.

Notes:

1. The LISTFILE command allows a great deal of flexibility in the use of percent (%) and asterisk (*). They may
appear together, have multiple occurrences, or both, within a file type or file mode.

2. Because CMS checks for open files first, you may get unexpected results when specifying an asterisk for the
file mode if there are open files matching the file name and file type specified.

For more information on the commands listed in this table see z/VM: CMS Commands and Utilities Reference.

Equal Signs in Output File IDs

The COMPARE, COPYFILE, RENAME, RECEIVE, and CREATE ALIAS commands let you enter output file
identifiers as equal signs (=) to indicate that they are the same as the corresponding input file identifier.

For example:

copyfile myprog assemble b = = a

copies the file MYPROG ASSEMBLE from file mode B to file mode A, and uses the same file name and file
type as specified in the input file ID for those positions in the output file ID.

Similarly, if you enter the command:

rename temp * b perm = b

all files with a file name of TEMP on file mode B are renamed to have file names of PERM; the existing file
types of the files remain unchanged.
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Chapter 3. Using the Shared File System

You will be using CMS on a virtual machine. A virtual machine is similar to a real machine in that it has
access to disk storage. This disk storage can be either a directory (within a Shared File System file space)
or a minidisk. This section contains information specific to the Shared File System. For more information
on how to manage your files if your files are stored on minidisks, see Chapter 4, “Storing Your Files on
Minidisks,” on page 101.

What is the Shared File System?

The Shared File System (SFS) helps you manage and store your CMS files. Files you create reside in a file
pool, a large amount of DASD space containing the files for many users. You will be enrolled in a file pool,
and given a file space within it, where you can store your files.

There are two ways you can become enrolled in a file pool. You may be enrolled, along with other users,
by an ENROLL PUBLIC command. In this case, you will have the authority to read from, write to, or lock
the files and directories for which you are authorized. However, you will not have space to create files of
your own. You may also be enrolled in a file pool by name. Here, you may have space allocated specifically
for your use. Your system administrator is responsible for enrolling you in a file pool. This section assumes
you are enrolled in a file pool by name.

Within your SFS file space you can organize your files into directories. A directory is a group of files.

SFS directories can be arranged to form a hierarchy in which one directory can contain one or more
subdirectories, as well as files. Within a directory you can store closely related files. For example, you
could create a directory to store all the files for a particular project. You can then define subdirectories
beneath that directory to contain files related to major parts of the project. SFS lets you define up to eight
levels of subdirectories.

Suppose there is a file pool named BOOKPOOL, which was created for and is shared by a group of writers.
You and other writers have a file space in the BOOKPOOL file pool. Your file space could contain chapters
of your book and any other research you are working on. You could set up directories in the BOOKPOOL
file pool that organize your book files.

Your top directory, the directory from which all files and subdirectories will branch, could contain files
such as letters and memos, as well as a NOVEL directory. You might wish to create more subdirectories
of the NOVEL directory to organize files dealing with the major parts of the project, such as the setting,
the plot, or the ending. If you wanted, you could create additional subdirectories to organize individual
chapters of the book.

Figure 5 on page 38 shows how this might look.
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MEMO  PUBLISHER
LETTER TOMOM

NOVEL
SETTING
PLOT
ENDING
LOVELY MAIDEN NASTY VILLAIN CLIFF HANGER
OLD CASTLE BRAVE CAPTAIN FIRST KISS

Figure 5. Sample Hierarchical Directory

Now that you understand how files and directories can be organized, you need to know how they are
shared between users.

To share files or directories, you grant other users authority to them. The kinds of authorities you can
grant depend on the kind of directory you wish to share.

There are two types of directories: directories having the file control attribute, called FILECONTROL
directories, and directories having the directory control attribute, called DIRCONTROL directories.

For FILECONTROL directories, you can choose to grant authority for one or more individual files, or you
can grant authority for all the files currently in a directory. You can even authorize users to read or write
any files that will be added to the directory in the future. You can also grant users authority to a directory
only, and not to the files it contains.

You have the option of letting other users write to these files or directories, or granting them read
authority only. As the owner of the files and directories, you can also choose to revoke the authorities you
have granted.

For DIRCONTROL directories, you grant authorizations at the directory level—you cannot grant authorities
on individual files. You either grant directory control read (DIRREAD) authority or directory control write
(DIRWRITE) authority for the directory. When you grant DIRREAD authority, others can read any file in the
directory (even files that are added in the future). DIRWRITE authority lets others read or write any file in
the directory (even future files). DIRWRITE authority also lets users create or erase files in the directory.

Detailed information will be given about types of authority in sections, “FILECONTROL Directory
Authority” on page 76, and “DIRCONTROL Directory Authority” on page 77.

As you can see, FILECONTROL directories provide more flexibility. When you create a directory it is, by
default, a file control directory. You need to specify an option to create a DIRCONTROL directory. In most
cases, your directories will be FILECONTROL directories.
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DIRCONTROL directories have a somewhat specialized use. They are intended primarily for data that
is seldom updated or that is updated in a controlled manner. Although you may choose to not create
DIRCONTROL directories, you should be aware of them, because it is likely that system data or
applications you use will reside in those directories. Unless otherwise noted, all of the instructions in
this section apply to both FILECONTROL and DIRCONTROL directories.

The rest of this section provides information on how to manage the files and directories you store within
an SFS file pool.

With certain system configurations, you may have the option to store files both on minidisks and in SFS
file pools. In this case, you can decide which files you want stored on minidisks, and which you want
stored (and shared) in SFS file pools. If this is the case, you may want to read this section and Chapter 4,
“Storing Your Files on Minidisks,” on page 101, for additional information on how to manage CMS files on
minidisks.

Getting Started - Accessing Your Top Directory

To use directories and share files, you need to be enrolled in a file pool and be given a file space.

Only a system administrator can do this. When the administrator assigns you a file space within a file
pool, SFS automatically defines one directory within that file space. This directory is called your top
directory because under it you can create a hierarchy of subdirectories in which to arrange your files.
When first assigned to you, your top directory is always a FILECONTROL directory. You can change it to a
DIRCONTROL directory, if you wish, by using the DIRATTR command.

The name of the top directory is always the same as your user ID. It cannot be changed. If, for example,
your user ID is HENRY and you become enrolled in a file pool, HENRY. would be the name of your top
directory. Notice the period after the top directory name. In SFS, the period indicates a directory; here the
top directory belongs to the user ID HENRY. In the following examples, yourid is shown. When you enter
each command, of course, your user ID will replace yourid.

Before you begin the exercises in this section, you will need to determine if you are enrolled in a file pool,
and know your file pool identifier (filepoolid). If you do not know, see your system administrator now.

You may be enrolled in the IBM-supplied VMSYSU file pool, or another file pool supplied by your system
administrator. The file pool ID, VMSYSU, appears in the examples in this section. If this is not the file pool
you are enrolled in, you will see your file pool ID in place of VMSYSU when comparing your screen to these
examples. Regardless of which file pool you are enrolled in, you can use the examples in this section.

Once you are enrolled, you should determine if your top directory is accessed as A. To find out, enter the
following command which will display the modes for all the directories and minidisks to which you have
access.

query accessed

Note: You can alternatively use the MDISK option of the DIRLIST command to display not only your
accessed minidisks, but also any minidisks that are linked. These are listed, in a full screen environment,
along with the directory structure that was specified (see “Listing the Structure of a Directory with
DIRLIST” on page 45).

When you enter the QUERY ACCESSED command, you will see a display similar to one of the following two
samples. If your top directory has been accessed with a file mode of A, you will see a display similar to
this:

Mode Stat Files Vdev Label/Directory

A R/W 3 DIR  VMSYSU:yourid.
S R/0 1321 190 MNT190
Y/S R/0 337 19E MNT19E

This information is organized as follows:

« Mode indicates the mode letter used to access the directory.
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« Stat gives the status of the directory: R/W (read/write) or R/O (read/only). When you access an SFS
directory without forcing the status to read-only or read/write, the status is determined by who owns it.
If you:

— Are the directory owner, then the directory is accessed as read/write. For DIRCONTROL directories,
however, only one user may have the directory accessed in read/write status. If someone already has
the directory accessed in read/write status, and you (the directory owner) attempt to get a read/write
access, you will, instead, get a read-only access.

— Are not the directory owner, then the directory is accessed as read-only.
— Attempt to access a directory for which you are not authorized, the directory is not accessed.
Note: Most CMS commands that issue file mode letters will not allow you to write to files if the

directory is accessed as read-only. However, COPYFILE and XEDIT will allow you to write to a file
control directory accessed read-only, unless you use the SET RORESPECT ON command.

« Files displays the number of entries in the directory. This total can include subdirectories, revoked or
erased aliases, and files.

« Vdev displays DIR for FILECONTROL directories, DIRC for DIRCONTROL directories. (These terms will
be discussed in this section.)

« Label/Directory shows the complete name of the directory. In this example, your top directory is
accessed with a file mode of A. The string VMSYSU: yourid. tells you the complete name of your top
directory. It shows that your user ID is assigned to the VMSYSU file pool.

If you are a SFS user, and your top directory is not accessed as A, you will see a display similar to this:

Mode Stat Files Vdev Label/Directory

A R/W 3 191 AMC191
S R/0 1321 190 MNT190
Y/S R/0 337 19E MNT19E

In this case, to complete the examples in this section, enter the following commands, substituting your
file pool ID:

set filepool filepoolid:
access . a

The SET FILEPOOL command establishes the name of your default file pool. The file pool may be VMSYSU,
the file pool shipped with your system, or any other file pool to which you are assigned. In subsequent
commands, you will not need to type the file pool ID. Unless you specify a different file pool, SFS will use
your default file pool ID.

The ACCESS command accesses your top directory with a file mode of A. The . (period) is an abbreviation
of your top directory, which is your user ID. Whenever you are referring to yourid., you can substitute a .
instead. Commands that default to file mode A, take input from, or send output to, your top directory. For
example, if you send a file to another user and do not specifically state the file mode of the file, SENDFILE
defaults to file mode A. If the file is not located in the directory you have accessed with a file mode of A,
you get an error message telling you that the file was not found.

If you did not have your top directory accessed as A, you may want to add the two commands in the
previous example to your PROFILE EXEC on your 191 minidisk. Otherwise, if you log off the system, and
later log back on, you will have to reenter the commands, because they are not saved after a terminal
session.

Depending on your installation, you are enrolled in a file pool, use minidisk storage, or have the capability
to use both. If you have space in a file pool and no minidisk storage, your top directory is accessed with a
file mode of A. If you have minidisk storage and no file pool space, your 191 minidisk is accessed with a
file mode of A. If you have both space in a file pool and minidisk storage, one of the following statements
is true, your:
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- Top directory is accessed with a file mode of A. Your minidisk storage is not automatically accessed.
This minidisk storage, which is at virtual address 191 or any other available virtual address, is accessed
with the file mode of your choice when you want to use it.

« 191 minidisk is accessed with a file mode of A. If you want to use your file pool storage, you can enter
the SET FILEPOOL and ACCESS commands to access it with the file mode letter of your choice.

If you want to change the default, see your system administrator.

For more information on accessing directories, see “Accessing Another User's Directory” on page 44.

Releasing Directories

When you no longer need a directory that you temporarily accessed, you can use the RELEASE command.
For example, to release the directory accessed with file mode B, enter:

release b

When you want to assign a currently active mode letter to another directory, enter the ACCESS command
to reassign that mode letter. It is not necessary to release an accessed directory before accessing another
with the same mode.

When you log off, any directories that you temporarily accessed are automatically released.

Note: If you are experiencing poor response time and have many directories accessed that you do not
need, you may want to release some of these directories.

Managing Your File Space

File spaces are not infinite, but contain a certain amount of space that your system administrator allocates
to you. When your user ID was added to a file pool, the system administrator also allotted you a certain
amount of space. If necessary, you can ask your system administrator to change your space allocation.

At any time, you can determine the amount of space you have used and how much more is available.
To determine what proportion of your file space you have used, you would enter the QUERY LIMITS
command (substituting the name of your file pool for the filepoolid):

query limits * filepoolid:
If you defined a default file pool, then just enter:
query limits

Your output will look like this:

Userid Storage Group 4K Block Limit 4K Blocks Committed Threshold
yourid 3 1000 820-82% 90%

The first column shows your user ID (yourid in this example). The column labeled Storage Group shows
the storage group within your file pool where your system administrator has assigned you.

The third and fourth columns contain information regarding the size of the file space. The third column
shows that you have been allocated 1000 4K block units. The 4K Blocks Committed column shows
that of the 1000 4K blocks you were allocated, you have used 820, which is 82% of the total.

The column labeled Threshold shows when you will receive a warning from the system informing you
that your file space is almost full. The default threshold is 90%. When your file space is 90% full, you

will receive a warning. If you wish to change the threshold, you can do so by issuing the SET THRESHOLD
command. For more information on the SET THRESHOLD command, see z/VM: CMS Commands and
Utilities Reference.

Note: This warning message will be seen only once for a file pool in between console reads. An example
of a console read occurring is when you press the Enter key.
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If, while using CMS, your file space becomes 100% full, you will receive an error message. At this point,
you can use the FILELIST command to list the files in your file space, then use the DISCARD command to
erase any unwanted files.

You can find out how much space you will free by erasing an SFS file by using the QUERY BLOCKS
command. For example, if you enter:

query blocks myfile script a

for filemyfile script inthe VMSYSU:SMITH.ALL.FILES directory, accessed as A, you will see:

Directory = VMSYSU:SMITH.ALL.FILES
Filename Filetype Fm Type Datablocks Systemblocks
MYFILE SCRIPT A BASE 10 2

The file is taking up 12 blocks of file space, so if you erase this file, you will free 12 blocks of space.

You may have files in your file space whose data has been moved into storage controlled by DFSMS/VM.
They are referred to as being in migrated status (this will be discussed in more detail in “DFSMS/VM

and SFS File Management” on page 64). You should be aware that although these files take up logical
storage in your file space, they no longer occupy real storage as long as they are in migrated status. If they
are recalled from migrated status, they will once again require physical space in your storage group. This
recall happens automatically when you reference the file data if the SET RECALL command is set to ON.
For more information about SET RECALL, see z/VM: CMS Commands and Utilities Reference.

If you cannot erase any of the files in your file space, there are several alternative recovery paths you can
take:

1. If you are able to store any of your files on minidisks, you may be able to use the COPYFILE command
to move files from your file space to a read/write minidisk. After copying the files, erase the original
copy in your file space.

2. If you do not have any read/write minidisks in your virtual machine, you may be able to transfer some
of your files to another user, using either the SENDFILE, PUNCH or DISK commands. When the files
have been read into the other user's file space, you can erase them from your file space.

3. You can overlay the contents of a file with a packed version of the file, using the COPYFILE command
with PACK option. To browse or modify the contents of a packed file, you must recopy the file to itself
using the COPYFILE command with UNPACK option.

4. You may contact your file system administrator to request that more storage be added to your file
space.

Organizing Your Files

SFS lets you keep your files organized because you can place groups of related files in their own
directories. Your directories are arranged hierarchically. Your top directory is always the first level;
subdirectories of your top directory branch out to a lower level. Both the top directory and subdirectories
can contain CMS files. Subdirectories can either have the FILECONTROL or DIRCONTROL attribute.

For example, assume that Tony, a manager of a maintenance department, keeps employee records in a
set of CMS files. The manager might create a directory for each employee. If his file space is in the POOLQ
file pool, his directory structure might look like the example described in Figure 6 on page 43.
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COURTNEY

POOLQ:TONY.

EDUCAT DATA
WORK  DATA
EVAL SCRIPT
ASSIGN INFO

EDUCAT DATA
WORK  DATA
EVAL SCRIPT
ASSIGN INFO

POOLQ:TONY.PATTI

POOLQ:TONY.NICK

Figure 6. Another Sample Directory

EDUCAT DATA
WORK  DATA
EVAL SCRIPT
ASSIGN INFO

EDUCAT DATA
WORK  DATA
EVAL SCRIPT
ASSIGN INFO

POOLQ:TONY.COURTNEY

POOLQ:TONY.TONYJR

The first four items in Tony's top directory are CMS files. His top directory also contains four
subdirectories, one for each of his employees. The subdirectory for each employee contains four files.

Tony can use the same file identifier, such as EDUCAT DATA, for each of his employees because the files
are in different subdirectories. The name:

EDUCAT DATA POOLQ:TONY.COURTNEY

is the complete name of the EDUCAT DATA file in Tony's .COURTNEY directory.

Likewise, the name:

EDUCAT DATA POOLQ:TONY.NICK

is the complete name of the EDUCAT DATA file in the .NICK directory.

Working with Directories

Before you begin working with SFS directories, you will need to understand how to specify the names of
your directories within commands, and how to list the contents of your directories. This section explains
these topics and includes exercises using the SFS directories and files provided with your system.

Using the Abbreviated Form of Your Top Directory

In the previous example, Tony could refer to any directory by using the file pool identifier (POOLQ:),
followed by the name of his top directory (TONY.), followed by the name of the other directories. The file
pool identifier must always be followed by a colon (:). Directory names must be separated by periods.
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To refer to the .NICK directory in a command, Tony could specify the following directory name (dirname
for short):

POOLQ:TONY.NICK

If POOLQ is Tony's default file pool, he can omit it from the directory name and refer to the directory as
follows:

TONY.NICK

SFS will assume that the TONY.NICK directory is located within Tony's default file pool, POOLQ.

Tony can also omit his user ID from the directory name (if he has not issued a SET FILESPACE command)
because it will default to his user ID. He must, however, be sure to retain the period to indicate his top
directory. Therefore, Tony could refer to the .NICK directory in a command as follows:

.NICK

In executing a command, SFS would begin with Tony's top directory (designated by the period) and move
down one level to the .NICK directory. Notice that there is not a space between the period and the word
NICK.

Notice that you refer to FILECONTROL and DIRCONTROL directories in the same way. The .NICK directory
could have either the FILECONTROL or DIRCONTROL attribute.

Accessing Another User's Directory

Note: If your system responds differently than indicated in this section, request assistance from the
administrator that set up the SFS files and directories.

After your system administrator has set up the SFS files and directories that were shipped with your
system, you will have automatic read authority to the files and directories that reside in the IBM-supplied
VMSYSU file pool. Usually, other users will need to grant you authority for a directory or a file before you
can access or use it.

Before you can work with the MAINT. top directory and its subdirectories, you must access it. You can
access the MAINT. top directory as any available file mode letter. Your top directory is accessed with a file
mode of A. Access the MAINT. top directory with a file mode of B.

A sample format of the ACCESS command follows:

»— access — filepool:userid. — fm —»<

The MAINT user ID is assigned to the VMSYSU file pool; if VMSYSU is also your default file pool, you do
not need to specify the file pool ID. Because MAINT is the name of a top directory, be sure to follow it
with a period. Leave a blank space before the file mode letter, B. To access the top directory owned by the
MAINT user ID as B, enter:

access maint. b

In cases where you are not sure if a user is enrolled in your file pool, you can use the QUERY ENROLL
command. For more information on QUERY ENROLL, see z/VM: CMS Commands and Utilities Reference.

Although you have now accessed another user's directory, your hierarchy of directories is not affected.
That is, this directory becomes part of your CMS search order (discussed in “File Mode Letters and
Numbers” on page 117), but is not part of your directory structure. Your directory structure will remain
the same until you create new directories of your own.

To verify that the directory was accessed, you can enter the QUERY ACCESSED command, your screen will
look something like this:
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Mode Stat Files Vdev Label/Directory

A R/W 2 DIR  VMSYSU:yourid.
B R/0 543 DIR VMSYSU : MAINT.
S R/0 1321 190 MNT190
Y/S R/0 337 19E MNT19E

You will notice the MAINT. directory is accessed with a file mode of B. Also notice that the MAINT.
directory has the FILECONTROL attribute. If it had the DIRCONTROL attribute, you would see DIRC
instead of DIR in the Vdev column. The MAINT. directory only remains accessed for the duration of your
CMS session; a LOGOFF command will automatically release it.

Also notice that the MAINT. directory is accessed in read-only status. Most CMS commands that issue
file mode letters will not allow you to write to files if the directory is accessed as read-only. However,
COPYFILE and XEDIT will allow you to write to a file control directory accessed read-only, unless you use
the SET RORESPECT ON command.

Another command that might be useful when you are accessing another user's directory is the SET
FILESPACE command. This command is similar to the SET FILEPOOL command except it allows you to
default the user ID portion of the dirid (rather that the file pool ID portion). In the above example, you
could have entered:

set filespace maint
followed by:
access . b

and because you set the default user ID to MAINT, CMS would have accessed MAINT's top directory.
There is a QUERY FILESPACE command you can use to find the default setting. For more information on
SET FILESPACE and QUERY FILESPACE, see z/VM: CMS Commands and Utilities Reference.

Note: The examples that follow assume this has not been done.

Specifying a Directory Identifier

You need to refer to directories often when using CMS commands. When you use commands that accept
a directory identifier, a dirid, you can refer to a directory several ways. A directory identifier can be a
complete directory name, such as a file pool identifier followed by the name of a directory (for example,
VMSYSU:MAINT.SAMPLES). It could be an abbreviated form of the directory name, as discussed in “Using
the Abbreviated Form of Your Top Directory” on page 43. After you have accessed a directory, you can
also use the file mode letter in commands which accept a directory name.

Because some directory names can be quite long, it could be tedious to have to type (or remember) the
directory name each time you wanted to enter a command. For this reason, there are shorter methods of
identifying the directory or subdirectory. One such method is plus (+) and minus (-) file mode notation,
and another is the use of file mode letters.

Rather than typing out the entire directory name, you can use the plus sign (+) to move down one level
lower in the hierarchy and the minus sign (-) to move up one level. You will find this short-cut syntax
particularly helpful in writing execs. To learn about plus and minus notation, see z/VM: CMS Commands
and Utilities Reference.

You can use file mode letters to refer to accessed directories in commands that accept a directory
identifier. This section provides examples of the use of the file mode letter as the directory identifier.

Listing the Structure of a Directory with DIRLIST

You can use the DIRLIST command to see what the MAINT. top directory contains. DIRLIST is a very
useful command because it lets you easily see the big picture of what subdirectories are contained within
a directory. A sample format of the DIRLIST command follows:

»— dirlist — dirid >«
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If you do not specify a directory identifier when entering the DIRLIST command, your top directory is
assumed.

Because you accessed MAINT. with a file mode of B, CMS finds the correct directory and performs the
DIRLIST command when you just specify the file mode letter. Enter:

dirlist b

Your screen will look like the example shown in Figure 7 on page 46.

yourid DIRLIST A®@ V 319 1=1 Alt=0
Cmd Fm Directory Name

B VMSYSU:MAINT.

- VMSYSU:MAINT.SAMPLES

1= Help 2= Refresh 3= Quit 4= Sort(fm) 5= Sort(dir) 6= Auth
7= Backward 8= Forward 9= 10= 11= Filelist 12= Cursor

====>

XEDIT 1File
Figure 7. Entering the DIRLIST Command

With DIRLIST, directories are listed in a full-screen display similar to the output you receive when you
enter the FILELIST or RDRLIST commands.

The first column of the display, labeled Cmd, is where you can enter commands to be processed against
any of the directories listed. The Fm column indicates the file mode letter you used to access the directory.
The column labeled Directory Name lists the complete name of the directory.

The DIRLIST command lists the directory you specify plus all its subdirectories. DIRLIST can also display
only a subset of directories, or minidisks linked to your virtual machine. Listed below are some of the
options available for the DIRLIST command. For more information, see z/VM: CMS Commands and Utilities
Reference.

ALL
the default for DIRLIST; it lists all the directories in the specified directory structure for which you
have some authority. Directories are listed regardless of their attributes, and even if they are not
accessed.

ACCESSED
to list only directories that are accessed.

DIRCONTROL
to list only directory control directories

FILECONTROL
to list only file control directories

MDISK
to list the minidisks that you have linked. If this option is used with the ACCESSED option, only the
minidisks you have accessed will be listed along with the directories that are listed. When the MDISK
option is used with FILECONTROL, DIRCONTROL, or ALL, all of the minidisks you have linked will be

listed along with all of the FILECONTROL, DIRCONTROL, or ALL directories that are listed. Examples of
using this option will be given in the next section.
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If you have authority to subdirectories under another user's top directory, but do not remember their
names, you can use the DIRLIST command to display a list of all subdirectories to which you have
authority. Use the same command format, except substitute the userid of the other user for the dirid.

Displaying Minidisks and Directories with DIRLIST

The MDISK option of DIRLIST command is an alternative to using QUERY ACCESSED command for both
minidisk and SFS users. Because it shows all the minidisks that you have linked to your virtual machine
in a full screen format, you can do automatic access and release of a disk. For example, the following is a
sample DIRLIST (MDISK display:

yourid  DIRLIST AQ@ V 319 Trunc=319 Size=4 Line=1 Co 1=1 Alt=0
Cmd Fm Directory Name

VMSYSU:yourid

0090

019A

019D

019F

0191

0399

D1 1O

You can tell whether a directory or minidisk is accessed by referring to the column labeled Fm. If the
column displays a file mode letter, then the directory listed on that line is accessed with the file mode
letter shown. If the line shows a dash (—) in the Fm column, then that directory has not yet been accessed.
For example, to access the minidisk at address 019A with file mode of B, you would enter the following
ACCESS command:

yourid  DIRLIST AO®@ V 319 Truine=1 Col=1 Alt=0
Cmd Fm Directory Name

VMSYSU: C 0090

019A

019D

019F

0191

0399

acc /

O 1 T

Note: This command is also very useful when looking for free file modes.

Using the DIRLIST PF Keys

From the DIRLIST display, you can use your PF keys to obtain additional information for any of the
directories listed.

Following is a list of the DIRLIST PF keys and their meanings. You can use these PF keys to find useful
information about directories and files.

Table 6. DIRLIST PF Keys

Key Meaning Usage

PF1 Help Use PF1 to display the main HELP menu.

PF2 Refresh When you press PF2, the screen display is refreshed. The end
results of any previously entered commands are shown.

PF3 Quit This key lets you quit from the DIRLIST environment and remove
the displayed output from your screen.

PF4 Sort (fm) The PF4 key sorts the output currently displayed on your screen
alphabetically by file mode.

PF5 Sort (dir) The PF5 key sorts the output currently displayed on your screen

alphabetically by directory name.
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Table 6. DIRLIST PF Keys (continued)

Key Meaning Usage

PF6 Auth Pressing the PF6 key processes the AUTHLIST command. You
will see your authority to the directory that is on the line where
your cursor is placed, when you press PF6. Also, if you are the
owner of the directory, you will see a list of users who have been
granted authority. For more information, see “Using the AUTHLIST
Command” on page 81.

PF7 Backward This key scrolls the DIRLIST display backward one screen.

PF8 Forward This key scrolls the DIRLIST display forward one screen.

PF9 Undefined

PF10 Undefined

PF11 Filelist Pressing the PF11 key brings you into a FILELIST display of
the files or directories contained in the directory indicated (the
directory on the line where your cursor is currently located).

PF12 Cursor This key causes the cursor to move from the file area to the

command line. If the cursor is on the command line, it moves to
its previous location in the file area.

Using the LISTDIR Command

You can also list the structure of a directory by using the LISTDIR command. LISTDIR provides the
same information as DIRLIST, but while DIRLIST provides a full-screen display, the output from LISTDIR
appears in line-mode format. A sample format of the LISTDIR command follows:

»— listdir — dirid >«

Like DIRLIST, you can use the options ACCESSED, DIRCONTROL, and FILECONTROL, to list a subset of
directories. Also like DIRLIST, the easiest way to enter the LISTDIR command is to type the command
followed by the file mode. For example, to list the structure of the MAINT. top directory, enter:

listdir b

Your screen will display this information:

Fm Directory Name

B VMSYSU:MAINT.

- VMSYSU:MAINT.SAMPLES
Ready;

LISTDIR displays the same information as DIRLIST. The column labeled Fm shows the file mode letter
where the directory is accessed, and the column labeled Directory Name shows the complete name of
the directory.

If you are enrolled in VMSYSU you will be given read authority to the IBM-supplied files and directories
owned by the MAINT user ID. You will be able to see a list of the directories using DIRLIST or LISTDIR.
You can see a list of the files and directories using FILELIST or LISTFILE. You can see the actual contents
of the files using XEDIT.

In the previous examples, we used DIRLIST and LISTDIR to list the structure of another user's top
directory. Both DIRLIST and LISTDIR are also useful to see all of the directories below your own top
directory. If you specify either command without a directory identifier, the command will default to your
top directory and list all the subdirectories it contains.
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Creating a Directory

Now that we have seen how to access and list the structure of existing directories, let us create a new
directory. To create a directory of your own, use the CREATE DIRECTORY command. A sample format of
the command follows:

»— create — directory — dirid »<

Remember, you will always have a top directory whose name is the same as your user ID, followed by

a period. Any new directories you create will be subdirectories of your top directory. You cannot change
the name of your top directory, and you cannot create new directories that are the same level as your top
directory.

For example, to create the directories shown in Figure 6 on page 43, Tony would have used the following
series of commands:

create directory .patti
create directory .tonyjzr
create directory .courtney
create directory .nick

In these commands, the period specifies Tony's top directory. Therefore, the first command actually tells
SFS to create a directory below Tony's top directory, with the name PATTI. The subsequent commands set
up the .TONYJR, .COURTNEY, and .NICK directories.

To create a directory of your own, enter the following command:
create directory .party

This command will create a directory called .PARTY below your top directory. By default, your directory
will have the FILECONTROL attribute. To create a directory with the directory control attribute, you must
specify the DIRCONTROL option of the CREATE DIRECTORY command.

Figure 8 on page 50 represents your directory structure after entering the CREATE DIRECTORY
command.
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PARTY
VMSYSU:yourid. (A)

VMSYSU:yourid.PARTY (D)

Figure 8. The .PARTY Directory

To create another directory called .PARTY.TREATS below the .PARTY directory, enter:
create directory .party.treats

Figure 9 on page 51 represents your directory structure.
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VMSYSU:yourid. (A)
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TREATS

VMSYSU:yourid.PARTY

Figure 9. The .PARTY.TREATS Directory

VMSYSU:yourid.PARTY.TREATS

The .PARTY directory is a subdirectory of your top directory; the .PARTY.TREATS directory is a

subdirectory of the .PARTY directory.

To see a list of all of your directories, use the DIRLIST command with the name of your top directory or the

file mode of your top directory.
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yourid DIRLIST A0 V 319 1=1 Alt=0
Cmd Fm Directory Name

A VMSYSU:yourid.

- VMSYSU:yourid.PARTY

- VMSYSU:yourid.PARTY.TREATS

1= Help 2= Refresh 3= Quit 4= Sort(£fm) 5= Sort(dir) 6= Auth
7= Backwazrd 8= Forward 9= 10= 11= Filelist 12= Cursor

====>

XEDIT 1File
Figure 10. Using DIRLIST to List All Directories

The .PARTY and .PARTY.TREATS directories, and any other directories you create, will remain in your
hierarchy until you explicitly erase them using the ERASE command. For more information on erasing
directories, see z/VM: CMS Commands and Utilities Reference.

Putting Files into a Directory

Although you have just created the .PARTY and .PARTY.TREATS directories, they do not contain any files.
You will now want to add files to your directories. You can do this by copying existing files into the
directory and by creating new files.

Copying Files to a Directory

One of the ways you can put existing files into a directory is by copying existing files using the COPYFILE
command. First, access the .PARTY directory you just created. To determine which file modes you have
used, enter the QUERY ACCESSED command to display information similar to the following:

Mode Stat Files Vdev Label/Directory

A R/W 2 DIR  VMSYSU:yourid.
B R/0 543 DIR  VMSYSU:MAINT.
S R/0 1321 190 MNT190
Y/S R/0 337 19E MNT19E

You used file mode A to access your top directory and file mode B to access the MAINT. top directory. File
modes S and Y were assigned to access some of the disks that control your virtual machine. Choose file
mode D to access the .PARTY directory.

Enter:
access .party d

This command will access the .PARTY directory, which is one level below your top directory, with a file
mode of D.

Now, you are ready to use the COPYFILE command. A sample format of the command follows:
»w— copyfile — fnl — ftl — fm1 — fn2 — ft2 — fm2 »«

The first file name, file type, and file mode refer to the original file you are copying; the second file name,
file type, and file mode refer to the copy you wish to create.
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To work with the sample files provided, we'll need to release MAINT's top directory and access
MAINT's .SAMPLE directory.

release b
access maint.samples b

The MAINT.SAMPLES directory (accessed with a file mode of B) contains the files INVITE SCRIPT and
CAKE SCRIPT. You can copy the INVITE SCRIPT and CAKE SCRIPT files into your .PARTY directory. Keep
the same file names and file types. Enter the following commands, pressing Enter after each one:

copyfile invite script b d

copyfile cake script b =

o
ol

Figure 11 on page 53 represents your directory structure.

PARTY
VMSYSU:yourid. (A)

INVITE SCRIPT
CAKE SCRIPT
TREATS

VMSYSU:yourid.PARTY (D)

VMSYSU:yourid.PARTY.TREATS

Figure 11. Files Within the .PARTY Directory

You can use the COPYFILE command to copy files from one directory to another, as we did in this
example, or to copy files from a minidisk to a directory, or from a directory to minidisk. You just need
to know the file mode of the directory, or minidisk, where the file is located and the file mode of the
destination directory or minidisk.

Creating New Files

For more information on other ways to add files to your directories including creating new files using
XEDIT or using the CREATE FILE command, see “Creating a New File” on page 29.
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CREATE FILE creates new empty files in SFS directories only. Empty files are necessary as place holders
for future input, and also for setting up authorizations and grants that will be used later. You cannot create
new files on minidisks with CREATE FILE.

For example, you could create FUNTIMES SCRIPT by entering:

create file funtimes script d

CREATE FILE also lets you specify the record format, record length, and recoverability and overwrite
attributes for the files you create. For additional information, see z/VM: CMS Commands and Utilities
Reference.

Renaming Your Files and Directories

You can use the RENAME command to rename your own file, a file in another user's directory (if you are
properly authorized), or a directory.

To rename your own file, use the RENAME command format as follows (for help with reading syntax
diagrams, see “Syntax, Message, and Response Conventions” on page 20):

»— rename — fnl — ft1 — dirid — fn2 — ft2 — dirid -»«

The dirid is the same for both the old and new file IDs. You cannot use the RENAME command to move
files to other directories. If you wish to move files between directories, you can do so with the RELOCATE
command, which we will discuss in the section, “Relocating Your Files and Directories” on page 54.

If you are renaming a file in another user's directory, you must either use the directory name (not the file
mode) in the RENAME command, or you must access the other user's directory in read/write mode. To
access another user's directory in read/write mode, use the FORCERW option of the ACCESS command.

If you wish to rename a directory, use the following sample format (for help with reading syntax diagrams,
see “Syntax, Message, and Response Conventions” on page 20):

»— rename — dirid1 — dirid2 -»«

Specify the original directory identifier and the new directory identifier. You can use the RENAME
command to rename directories; however you cannot:

« Use RENAME to move a directory to another parent directory
« Rename directories you do not own

- Use RENAME to move a directory or subdirectory from one level to another. For example, the following
command is not allowed:

rename .party.treats.food

Relocating Your Files and Directories

You can use the RELOCATE command to:

» Relocate a file from one directory to another
» Relocate an entire directory and all the files it contains.

A sample format of the RELOCATE command follows (for help with reading syntax diagrams, see “Syntax,
Message, and Response Conventions” on page 20):

»— relocate L J diridl — TO — dirid2 »«
fn—ft

You specify the file ID (including the dirid where the file is currently located), and the destination dirid.

For example, you can relocate the CAKE SCRIPT file (currently in your .PARTY directory) to
your .PARTY.TREATS directory with the command:
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relocate cake script .party to .party.treats

Or, you can relocate files using file modes. You could access the .PARTY directory as D, and
the .PARTY.TREATS directory as E, and enter the following command:

relocate cake script d to e

After you have entered this command, the CAKE SCRIPT file will be in the .PARTY.TREATS directory. CAKE
SCRIPT .PARTY.TREATS is the long version of the new name of the file.

Note: All the directories in the following series of relocations are FILECONTROL directories. There are
restrictions for DIRCONTROL directories:

« Files cannot be relocated into or out of DIRCONTROL directories. However, DIRCONTROL directories
can be relocated to other parts of the directory structure, and other directories can be relocated as
subdirectories of DIRCONTROL directories.

« You cannot relocate a DIRCONTROL directory if anyone other than you has the directory accessed.

Figure 12 on page 55 represents your directory structure.

PARTY
VMSYSU:yourid. (A)

INVITE SCRIPT

TREATS
VMSYSU:yourid.PARTY (D)

CAKE SCRIPT

VMSYSU:yourid.PARTY.TREATS (E)

Figure 12. Moving a File to the .PARTY.TREATS Directory

To relocate an entire directory and all the files it contains, you would specify the following:

»— relocate — diridl — TO — dirid2 »«

For example, a new directory called .PARTY.FAVORS. will be created, then relocated. Enter:
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create directory .party.favors

Figure 13 on page 56 represents your directory structure.

PARTY
VMSYSU:yourid. (A)

INVITE SCRIPT

TREATS
FAVORS

VMSYSU:yourid.PARTY (D)

CAKE SCRIPT

VMSYSU:yourid.PARTY.FAVORS VMSYSU:yourid.PARTY.TREATS (E)

Figure 13. Creating the .PARTY.FAVORS Directory
Now relocate the directory with:

relocate .party.favors to .party.treats

Your directory structure now looks like Figure 14 on page 57.
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PARTY
VMSYSU:yourid. (A)

INVITE SCRIPT

TREATS
VMSYSU:yourid.PARTY (D)

CAKE SCRIPT

FAVORS

VMSYSU:yourid.PARTY.TREATS (E)

VMSYSU:yourid.PARTY.TREATS.FAVORS
Figure 14. Relocating the .PARTY.FAVORS Directory

After you have entered this command, the .PARTY.FAVORS directory and any files it contains
(currently none) would be relocated to below the .PARTY.TREATS directory. It would now be
the .PARTY.TREATS.FAVORS directory because it is one level below the PARTY.TREATS directory.

Create one more directory below the .PARTY.FAVORS directory:
create directory .party.treats.favors.games

To check whether the commands worked, you could check DIRLIST.
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yourid DIRLIST A) V 319 Trunc=319 Size=5 Line=1 Col=1 Alt=0

Cmd Fm Directory Name
_ A VMSYSU:yourid.
D VMSYSU:yourid.PARTY
E VMSYSU:yourid.PARTY.TREATS
- VMSYSU:yourid.PARTY.TREATS.FAVORS
- VMSYSU:yourid.PARTY.TREATS.FAVORS.
1= Help 2= Refresh 3= Quit 4= Sort(fm) 5= Sort(dir) 6= Auth
7= Backward 8= Forward 9= 10= 11= Filelist 12= Cursor

====>

XEDIT 1File
Figure 15. Listing All Your Directories

Unlike COPYFILE, which creates a duplicate copy of the file in a new location, RELOCATE moves the
file from one place to another. However, any aliases or authorities you may have created earlier are
unchanged. (We will discuss aliases and authorities later in this section.)

When you are using the RELOCATE command, remember that you cannot relocate a file or directory to
another user's file space or to another file pool. Also, to relocate a file or directory, you must be the owner.

Erasing a Directory

When you decide to erase a directory, you must first move any files or subdirectories you wish to keep.
(Use the RELOCATE command to move files in FILECONTROL directories, and COPYFILE for files in
DIRCONTROL directories.)

A sample format of the ERASE command follows:

»— erase — dirid — (nofiles >«

The NOFILES option of the ERASE command tells CMS that you have emptied the directory of all files and
aliases before entering the command. NOFILES is the default for the ERASE command.

If you wish to erase not only the directory, but also the files it contains, specify the FILES option when
using the ERASE command. If FILES is not specified and the directory contains one or more files or
external objects, the erase is not performed. Additionally, if any subdirectories branch from the directory,
the directory is not erased.

Navigating Through Your Directories

The options of the FILELIST command, and the FILELIST screen PF keys, can be used to navigate through
your directories and see the files they contain.

For an example, we will copy some additional files from the MAINT.SAMPLES directory to the .PARTY
and .PARTY.TREATS directories with the following commands:

copy theme script b
copy music script b
copy drink script b
copy cookies script

oo
Ihoaoo

€]

Figure 16 on page 59 represents your directory structure.
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PARTY

VMSYSU:yourid. (A)

VMSYSU:yourid.PARTY (D)

INVITE SCRIPT
THEME SCRIPT
MUSIC SCRIPT

TREATS

VMSYSU:yourid.PARTY.TREATS (E)

CAKE SCRIPT
DRINK  SCRIPT
COOKIES SCRIPT

FAVORS

GAMES

Shared File System

VMSYSU:yourid.PARTY.TREATS.FAVORS

GAMES

VMSYSU:yourid.PARTY.TREATS.FAVORS.GAMES
Figure 16. Copying More Files to .PARTY and PARTY.TREATS

For a FILELIST display of the .PARTY.TREATS directory, press PF11 from DIRLIST when your cursor is on
the line for .PARTY.TREATS.

Your screen will look like the example shown in Figure 17 on page 60.
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yourid  FILELIST A@ V 1 08 Trunc=108 Size=4 Line=1 Col=1 A
Directory = VMSYSU:yourid.PARTY.TREATS

Cmd Filename Filetype Fm Format Lrecl Recozrds Blocks Date Time

_ COOKIES SCRIPT E1 V 37 6 1 1/06/00 16:03:52
DRINK SCRIPT E1l V 13 8 1 1/06/00 16:03:42
FAVORS E DIR - - - 1/06/00 15:59:38
CAKE SCRIPT E1 V 55 13 1 1/06/00 15:56:16

1= Help 2= Refresh 3= Quit 4= Cancel 5= Sort(dir) 6= Sort(size)

7= Backward 8= Forward 9= FL /n 10= Share 11= XEDIT/LIST 12= Cursor

====>

XEDIT 1 File

Figure 17. Using PF11 from DIRLIST
This displays the FILELIST STATS screen. It shows a listing of all the files contained in the directory and a
listing of all the subdirectories that are one level below the .PARTY.TREATS directory.

The .PARTY.TREATS.FAVORS directory is shown with file mode E, the file mode of the parent directory
(.PARTY.TREATS). Notice that subdirectories do not have file mode numbers.

If you need information on the date and time the files were created, the date the files were last
referenced, or the date and time the files were last updated, you can use the ALLDATES option of the
FILELIST command. For example, to get these additional dates for the PARTY.TREATS directory, you
would enter on the command line:

filelist * * e (alldates

Your screen would look like the example shown in Figure 18 on page 60.

yourid  FILELIST A@ V 174 Size=4 Line=1 Col=1 Alt=0

Directory = VMSYSU:yourid.PARTY.TREATS

Cmd Filename Filetype Fm Create-Dt Create-Tm Lref-Dt Update-Dt Update-Tm
COOKIES SCRIPT E1 12/00/00 12:24:46 1/06/00 1/06/00 16:03:52
DRINK SCRIPT E1 12/00/00 12:35:26 1/06/00 1/06/00 16:03:42

FAVORS E 12/00/00 12:40:32 _ 1/06/00 15:59:38
CAKE SCRIPT E1 12/03/00 11:15:23 1/06/00 1/06/00 15:56:16
1= Help 2= Refresh 3= Quit 4= Cancel 5= Sort(updt) 6= Sort(lrdt)

7= Backward 8= Forward 9= S(cdt) 10= Stats 11= XEDIT/LIST 12= Cursor

====>

XEDIT 1File
Figure 18. Sample FILELIST Screen with ALLDATES Option

There are several PF key changes on this screen:

PF5
Sorts by date of last update

60 z/VM: 7.3 CMS User's Guide



Shared File System

PF6
Sorts by date of last reference

PF9
Sorts by creation date

PF10
Toggles between the FILELIST STATS and FILELIST ALLDATES screen

For a complete description of ALLDATES and other FILELIST options, see z/VM: CMS Commands and
Utilities Reference.

To display the contents of the .PARTY. TREATS.FAVORS directory, you can move your cursor to the line for
the FAVORS directory and press PF11.

yourid FILELIST A®@ V 108 Tre=1 Line=1 Col=1 Alt=0
Directory = VMSYSU:yourid.PARTY.TREATS.

Cmd Filename Filetype Fm Format Lrecl Records Blocks Date Time

GAMES Z DIR - - - 1/06/00 16:00:29
1= Help 2= Refresh 3= Quit 4= Cancel 5= Sort(dir) 6= Sort(size)
7= Backward 8= Forward 9= FL /n 10= Share 11= XEDIT/LIST 12= Cursor

Directory has been temporarily accessed as filemode Z
====>

XEDIT 1File

Figure 19. Using PF11 from FILELIST

The .PARTY.TREATS.FAVORS directory contains the GAMES subdirectory. Note the message at the
bottom of the screen. Because the directory was not accessed, FILELIST temporarily accessed

the .PARTY.TREATS.FAVORS directory with the first available file mode letter, starting at the end of the
alphabet.

The .PARTY.TREATS.FAVORS.GAMES directory is shown here with a file mode of Z (the file mode of its
parent).

If you were to press PF11 from the Cmd area of the GAMES line, you would see the message:
Directory is empty

You can always tell where you are in the hierarchy by referring to the line of the FILELIST screen labeled
Directory.

Table 7 on page 61 lists several PF keys on the FILELIST STATS screen that provide you with information
about the files and directories.

Table 7. FILELIST STATS PF Keys

Key Meaning Usage

PF4 Cancel The PF4 key lets you exit all the way out of FILELIST,
regardless of where you are within FILELIST and how many
times you pressed PF11 to enter new displays.
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Table 7. FILELIST STATS PF Keys (continued)

Key Meaning Usage

PF5 Sort(dir) The PF5 key sorts the output currently displayed on your
screen. Directories are listed alphabetically, followed by files,
which are listed by date and time.

PF6 Sort(size) When you press PF6, the items shown in the FILELIST display
will be sorted by block size, from largest to smallest.

PF9 FL/n When you place your cursor next to a file and press PF9, your
screen displays a list of all files with that same file name and
any other file type and file mode.

PF10 Share Pressing the PF10 key is the same as entering the FILELIST
command with the SHARE option. A new FILELIST display is
shown providing more data and another set of PF keys. You
can press PF10 again to toggle back to the FILELIST STATS
screen.

PF11 XEDIT/LIST When you press PF11, if your cursor is located on a file, PF11
will XEDIT the file. If your cursor is for a directory, PF11 will
show a FILELIST display of the files within that directory. You
can press PF3 to return to the FILELIST STATS screen.

You can press PF10 to display the FILELIST SHARE screen. This screen shows more information about
your files. PF10 is a toggle key. If you press it repeatedly, you will toggle between the FILELIST STATS
screen (the default FILELIST screen) and the FILELIST SHARE screen.

Press PF10 now. Your screen will look like the example shown in Figure 20 on page 62.

yourid FILELIST A®@ V 149 Size=6 Line=1 Col=1 Alt=18
Directory = VMSYSU:yourid.PARTY.TREATS

Cmd Filename Filetype Fm Owner Type R W
_ COOKIES SCRIPT E1l yourid BASE X X
DRINK SCRIPT E1l yourid BASE X X
FAVORS E yourid DIR X X
CAKE SCRIPT E1l yourid BASE X X
ICECREAM SCRIPT E1l yourid ALIAS X -
CANDLE SCRIPT E1l yourid EXTRNL - -
1= Help 2= Refresh 3= Quit 4= Cancel 5= Sort(dir) 6= Auth
7= Backwazrd 8= Forward 9= Alias 10= Stats 11= XEDIT/LIST 12= Cursor

====>

XEDIT 1File
Figure 20. The FILELIST SHARE Screen

The SHARE display differs from the FILELIST STATS screen with the columns labeled Ownexr and Type.
The Ownex column lists the owner of each file or directory displayed. The Type column shows the type of
item displayed, such as:

DIR
File control directory

DIRC
Directory control directory
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MDISK
Minidisk
BASE
Base file

ALIAS
Alias

ERASED
Erased Alias

REVOKED
Revoked alias

BASE*
Migrated base file
ALIAS*
Migrated alias
EXTRNL
External object
Note: External objects are only displayed if you have also specified the ALLfile option.

The terms: base files, aliases, migration, and erased and revoked files will be discussed in upcoming
sections.

If you see an asterisk (*) next to BASE or ALIAS, this means that this file has been migrated and is
now located in DFSMS/VM-owned storage. These files may take longer than usual to reference. For more
information about file migration, see “DFSMS/VM and SFS File Management” on page 64.

External objects appear to be in the directory shown by FILELIST, but the data in these files is actually
located outside of the directory, perhaps in another SFS file pool or in a database. These may be used by
application programs.

For FILECONTROL directories, files contained in them, and external objects, the last two columns indicate
whether you have read or write authority for each file or directory displayed. An X indicates that you have
authority; a dash (-) means that you do not.

For DIRCONTROL directories, the last two columns indicate whether you have directory control read
(DIRREAD) or directory control write (DIRWRITE) authority for the directory. For files and external objects
within DIRCONTROL directories, the last two columns indicate whether you have DIRREAD or DIRWRITE
authority for the parent directory. Regular read and write authorities cannot be granted on DIRCONTROL
directories or the files within them.

A quick way to bring up the FILELIST SHARE screen is to enter the FILELIST command with the SHARE
option. For more information, see z/VM: CMS Commands and Utilities Reference.

The FILELIST SHARE screen provides several PF key functions that differ from the FILELIST STATS
display.

Table 8. FILELIST SHARE PF Keys

Key Meaning Usage

PF6 Auth This key processes the AUTHLIST command, displaying the
authority you have on the file or directory where your cursor
is located. If you are the owner, it also lists information on
any authority you have granted to other users. For more
information, see “Using the AUTHLIST Command” on page
81.
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Table 8. FILELIST SHARE PF Keys (continued)

Key Meaning Usage

PF9 Alias This key processes the ALIALIST command to see information
regarding the file where the cursor is located. If the file is a
base file that you own, you will see a list of users who have
an alias to it. If the file is a base file that someone else owns,
you will see a list of your aliases to it. If the file is an alias, you
will see the owner of the base file. For more information, see
“Using the ALIALIST Command” on page 72.

PF10 Stats This is the toggle to the FILELIST STATS screen.

Sharing Files

You can share your files with other users by:

« Accessing directories
 Creating aliases
- Granting authority.

We have already discussed accessing other users' directories to share files. This section will discuss
sharing files by creating aliases and granting authority. Whenever you store your files in an SFS file pool,
you have the option to share any of your files or directories with other users, or to share none at all.

To determine who is enrolled in your file pool, you can use the QUERY ENROLL command. A sample
format of the command follows:

»— query — enroll — user — for — userid »«

Specify a user ID or nickname to determine if a specific user is enrolled. For example, to determine if Mary
is connected to the VMSYSU file pool, you could specify:

query enroll user for mary

Your output might look like this:

Userid Enrolled
MARY YES

To see a list of all the users currently connected to your file pool, enter one of the following:

query enroll user for all
or
query enroll user
This section provides information on how to share files with users enrolled in your file pool. However, you

can also use the QUERY ENROLL command to determine which users are enrolled in other file pools. For
more information, see z/VM: CMS Commands and Utilities Reference.

DFSMS/VM and SFS File Management

You may want to ask your SFS administrator if DFSMS/VM, a storage management feature of z/VM, has
been installed on your system, and is being used to manage SFS files, because this can affect the behavior
of files in an SFS file pool.

DFSMS/VM provides the capability for the system to automatically manage SFS files and directories by
assigning them to a management class. A management class is a set of attributes that define storage
management criteria for the files. Files can be automatically deleted after a certain number of days, for
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example, or moved to DFSMS/VM-owned storage. This can simplify SFS administration and enable more
efficient use of storage.

File Migration

Some SFS files controlled by DFSMS/VM may appear to reside in your file pool, but actually reside in
a storage repository managed by DFSMS/VM. (Note that migrated files still are considered by SFS to
consume their usual amount of room in your file space.) These files are said to be in migrated status
in your file pool. (Files in DIRCONTROL directories are never migrated.) You can identify these files by
issuing FILELIST (SHARE or LISTFILE. Migrated files are shown with an asterisk in the Type column.

These files act exactly like regular SFS files, but they must be recalled (either automatically or explicitly)
into your actual file pool before you can access the data. This may cause a delay, depending on your
system configuration and workload. Automatic recall is governed by the SET RECALL command, while
explicit recall is performed with the DFSMS RECALL command. If SET RECALL is ON (the default), recall
will happen automatically when the file data is referenced. (If you wish, you can add the SET RECALL
setting to your PROFILE EXEC.) If SET RECALL is OFF, the file will not be recalled. You will get an error
indicating that the file is migrated and will not be implicitly recalled. You can enter the DFSMS RECALL
command to explicitly recall the file in this case. For more information about SET RECALL, see z/VM: CMS
Commands and Utilities Reference, and for more information on the DFSMS RECALL, see z/VM: DFSMS/VM
Storage Administration.

A file does not need to be recalled unless you need to access the file data itself (for example, with the
XEDIT command.) You may query or change a file's attributes (LISTFILE, FILELIST FILEATTR, GRANT
AUTHORITY, and so forth) without recalling the file. The file also does not need to be recalled to be
erased, or to have its data replaced with COPYFILE (REPLACE.

Automatic File Migration and Expiration

As mentioned above, DFSMS/VM can automatically cause SFS files to be migrated or expired (erased) at
certain predetermined times, in order to free up DASD in your storage group. The criteria for file migration
and expiration are established by your installation's storage management policies. File expiration criteria
are usually related to how long the file has existed, or how long since it has last been referenced. The
entire file may be erased, or only the data in the file. (Files in DIRCONTROL directories may be expired.)
For more information about DFSMS/VM, see z/VM: DFSMS/VM Storage Administration.

Creating Aliases to Files

When you create a file, this original file is known as a base file. Later, you can create an alias to the file and
place it in another directory. The alias is a pointer to the base file; the base file does not move, and you are
not creating a copy of it.

Aliases allow you to refer to a single file in more than one directory, or more than once in one directory.
Aliases also let two different users refer to the same file using different names.

When entering most CMS commands, you do not need to be concerned with whether a file is a base file or
an alias. All CMS commands will work on the file name you specify, regardless of whether it is a base file
or an alias.

Aliases can be created only in FILECONTROL directories. They cannot exist in DIRCONTROL directories.
You can, however, create an alias in a FILECONTROL directory that refers to a base file in a DIRCONTROL
directory.

Aliases are useful for pointing to the same information from two directories, or from two different places
within the same FILECONTROL directory. For example, assume that Jim is the owner of a file called PRICE
LIST. PRICE LIST is within the directory Jim uses for the files for Project A1, called PROJA. When Jim

is assigned a second project, he creates a separate FILECONTROL directory to contain files for the new
project.

If Jim needs to use the same pricing information for both Project Al and his new project, Project EZ, he
may find it useful to create an alias for PRICE LIST in the new directory. He can name the file EZ PRICES in
the new directory. EZ PRICES is then an alias to the base file, PRICE LIST. If he wanted to XEDIT the price
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information, he could specify either name. The advantage to making an alias to the base file, instead of a
copy of the file, is that he could make changes to either file, and the change would be reflected in both
files.

An alias does not have to be created from a base file; you can create an alias to an alias. Once Jim creates
the alias EZ PRICES, he can create an alias to EZ PRICES if he needs the same information for a third
project, Project NEW. Internally, CMS ensures that all aliases point directly to a base file, regardless of
how they are created.

To illustrate this point, after Jim created aliases with the following commands, the pointers would be set
as shown in Figure 21 on page 66.

create alias price list .proja ez prices .projez
create alias ez prices .projez new prices .projnew

PROJNEW
PROJA
PROJEZ

VMSYSU:JIM.

NEW PRICES

» PRICE LIST <

EZ PRICES

VMSYSU:JIM.PROJNEW VMSYSU:JIM.PROJA
Figure 21. Example of Alias Pointers Between SFS Files

VMSYSU:JIM.PROJEZ

Aliases are most useful when sharing files. The other user can erase, rename, or relocate aliases to your
file without affecting your base file. Also, if you change the name of your base file, a user who has an alias
to it will still be able to share the file. CMS will automatically update the pointer so that the alias still refers
to the same base file.

For example, Terry and Mike are working together on a project. Mike has created a file called LOTS TODO
in one of his directories. The directory has the FILECONTROL attribute. Terry needs to share the file and
would like to have her own pointer to it. There are two ways Terry and Mike can accomplish this:

« Mike can grant Terry read or write authority for the LOTS TODO file. Terry could then create an alias to
the file in one of her own FILECONTROL directories. She could call it MIKE JOBS. Then every time she
wanted to work with the file, she could XEDIT her alias MIKE JOBS. While Terry would have the alias
called MIKE JOBS, the base file, LOTS TODO, is still owned by Mike.

 Terry could grant Mike write authority for one of her FILECONTROL directories, and Mike could create an
alias for Terry within that directory. He could create for her an alias called TERRY JOBS as a pointer to
the LOTS TODO file. When Terry wanted to work with the file, she would XEDIT her alias, TERRY JOBS.

Either way, once Terry has an alias to the file, she and Mike would be able to XEDIT the same information.
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Creating an Alias to Your Own File

Previously, you used the COPYFILE command to copy the files INVITE SCRIPT, THEME SCRIPT, and
MUSIC SCRIPT, from the MAINT.SAMPLES directory to the .PARTY directory that you created, and
accessed, with a file mode of D.

Suppose you also wanted to group your INVITE SCRIPT file in the directory with the files for your party
favors. All of your directories have the FILECONTROL attribute, so you know you can create aliases in any
of them. You decide to create an alias for the INVITE SCRIPT file in the .PARTY.TREATS.FAVORS directory
by using the CREATE ALIAS command.

A sample format of the CREATE ALIAS command follows (for help with reading syntax diagrams, see
“Syntax, Message, and Response Conventions” on page 20):

»»— create — alias — fn1 — ft1 — dirid — fn2 — ft2 — dirid »«

The first file name, file type, and directory identifier refer to the source file (the base file or the alias you
would like to create an alias to); the second file name, file type, and directory identifier refer to the alias
you wish to create.

Note: When specifying the directory identifier for the alias you are creating, you cannot specify a different
file mode number; the alias always has the same file mode number as the base file. Any change to the file
mode number of the base file results in the same change to all the aliases to the file. For more information
on file mode numbers, see “File Mode Letters and Numbers” on page 117.

As we discussed previously, a directory identifier can be a directory name, file mode, or any other way
of referring to the specific directory. One of the easiest ways to use many commands is to access the
directories and use file mode letters.

Previously, you accessed directories with the file mode letters A, B, D, and E. (If you were not sure
which file modes you had used, you could enter the QUERY ACCESSED command to check). Access
the .PARTY.TREATS.FAVORS directory with a file mode of F:

access .party.treats.favors f

Because your .PARTY directory is already accessed as D, you are ready to create the alias. You can
choose whether to use the same file name and file type for the alias and base file. For this example,
use the same name as your base file in your .PARTY directory for the alias you are creating in

your .PARTY.TREATS.FAVORS directory:

create alias invite script d = = £

To check to see that the CREATE ALIAS command worked, do a FILELIST of all of your directories,
beginning with your top directory, to look for occurrences of the INVITE SCRIPT file. You can do this by
using the SEARCH option of the FILELIST command. Enter:

filelist invite script a (search

This command example tells SFS to display every occurrence of the INVITE SCRIPT file in any directory,
beginning with your top directory (accessed with a file mode of A). You must give the command a starting
point to search from. In this case, you start from your top directory, so that the search will begin at the top
directory and search all of its subdirectories.

The FILELIST command will search only the files in your own directory structure. Any minidisk files you
have will not be searched. It will also not find files you have in other users' directories.

Your screen will look like the example shown in Figure 22 on page 68.
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yourid FILELIST A@ V 355 2 Line=1 Col=1 Alt=0

Cmd Filename Filetype Fm Directory Name

INVITE SCRIPT D1 VMSYSU:yourid.PARTY

INVITE SCRIPT F1 VMSYSU:yourid.PARTY.FAVORS

1= Help 2= Refresh 3= Quit 4= Dirlist 5= Sort(name) 6= Auth
7= Backwazrd 8= Forward 9= Alias 10= Filelist 11= XEDIT/LIST 12= Cursor

====>

XEDIT 1File
Figure 22. The FILELIST SEARCH Screen

The FILELIST SEARCH screen contains a column labeled Directory Name which contains the entire
directory name.

Note: If you see a dash (—) in the Fm column of any of the displayed files, the file contained on that
line resides in a directory that is not accessed. You can still XEDIT the file from this screen by pressing
the PF11 key; CMS temporarily accesses the directory containing the file for the duration of the XEDIT
session.

INVITE SCRIPT appears in your .PARTY directory (currently accessed as D) and
your .PARTY.TREATS.FAVORS directory (currently accessed as F).

In the previous example, you were searching for the occurrence of a specific file. To list all of your files in
a specific directory, you would replace the file name and file type with asterisks and specify the file mode
letter you used to access that directory.

Therefore, FILELIST * * A (SEARCH would list all of your files in the .PARTY directory (accessed as D)
and will also list the names of any subdirectories of the .PARTY directory, such as the .PARTY.TREATS
directory.

Your screen will look like the example shown in Figure 23 on page 69.
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yourid FILELIST A@ V 355 T7 Line=1 Col=1 Alt=0

Cmd Filename Filetype Fm Directory Name

INVITE SCRIPT D1 VMSYSU:yourid.PARTY

MUSIC SCRIPT D1 VMSYSU:yourid.PARTY

THEME SCRIPT D1 VMSYSU:yourid.PARTY

CAKE SCRIPT  E1 VMSYSU:yourid.PARTY.TREATS
COOKIES SCRIPT E1 VMSYSU:yourid.PARTY.TREATS

DRINK SCRIPT E1 VMSYSU:yourid.PARTY.TREATS

INVITE SCRIPT  F1 VMSYSU:yourid.PARTY.TREATS.FAVORS

1= Help 2= Refresh 3= Quit 4= Dirlist 5= Sort(name) 6= Auth
7= Backwazrd 8= Forward 9= Alias 10= Filelist 11= XEDIT/LIST 12= Cursor

====>

XEDIT 1File
Figure 23. Using FILELIST SEARCH to List All Your Files

To list all of your files, in all of your directories, enter the command FILELIST * * A (SEARCH. This will
begin with your top directory (accessed as A) and list the files in the top directory and each directory
below.

The FILELIST SEARCH screen contains several PF keys to determine information about the data on your
screen. While some of these keys are the same as those on the FILELIST STATS or FILELIST SHARE
screens, FILELIST SEARCH also provides you with the keys listed in Table 9 on page 69:

Table 9. FILELIST SEARCH PF Keys

Key Meaning Usage

PF4 Dirlist Enters the DIRLIST command for the directory on the line
where your cursor is located.

PF5 Sort(name) Sorts the output currently displayed on your screen
alphabetically by file name and file type.

PF10 Filelist The directory where your cursor is located is temporarily
accessed (if it is not already accessed), and you will see a
FILELIST display of all the files in the directory.

PF11 XEDIT/LIST Lets you XEDIT the file on the line where your cursor is
located. You can still XEDIT a file residing in a directory that
is not accessed; CMS gives you temporary access for the
duration of the XEDIT session.

Creating an Alias to Another User's File

If you have authority to another user's file, there are several reasons you may find it useful to create an
alias to the file. As we discussed earlier, an alias provides another way of referring to information in a file.

For example, the MAINT. top directory contains the MAINT.SAMPLES subdirectory. Within the
MAINT.SAMPLES subdirectory is a file called GIFTS SCRIPT. If you have read authority to this file and to
the MAINT.SAMPLES directory, you could access the directory to see what the GIFTS SCRIPT file contains.
However, instead of accessing the entire directory, it may be easier and quicker to create an alias to the
specific file you want to use.

Another reason to create an alias to another user's file is that it lets you place the alias wherever you like
within your own directory structure. For example, because you already have a directory of party favors
(your .PARTY.TREATS.FAVORS directory), you could create the alias in that directory. Otherwise, if you
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accessed the entire MAINT.SAMPLES directory, you would have to work with the directory structure the
owner had organized.

An additional reason you may find it useful to create an alias to another user's file is in a situation where
you have authority to a file, but not to the directory in which the file resides. In this case, you will not be
able to access the directory and establish a file mode for it. Therefore, you would not be able to use any
of the commands that require file modes, such as XEDIT, FILELIST, and COPYFILE. The CREATE ALIAS
command would then provide you with the means to refer to the information in the file through one of
your own FILECONTROL directories.

Note: Remember, you cannot share files across file pools.

If you want to create an alias to another user's file, that user must be in your file pool.

For example, enter the following command to create an alias to the GIFTS SCRIPT file in the
MAINT.SAMPLES directory and put it in your .PARTY.TREATS.FAVORS directory, which you previously
accessed with a file mode of F (giving your alias the name PRIZES SCRIPT):

create alias gifts script maint.samples prizes script £

After you enter the CREATE ALIAS command, you have a pointer to the data in the GIFTS SCRIPT file, but
the actual data still resides in the MAINT.SAMPLES directory. After the owner of the GIFTS SCRIPT file
updates and stores the file, you will be able to see the updated information through your alias, PRIZES
SCRIPT.

To see that the CREATE ALIAS command worked, do a FILELIST on your .PARTY.TREATS.FAVORS
directory.

yourid FILELIST A@ V 108 3 Line=1 Col=1 Alt=0
Directory = VMSYSU:yourid.PARTY.TREATS.

Cmd Filename Filetype Fm Format Lrecl Records Blocks Date Time

_ GAMES F DIR - - - 1/06/00 16:00:29
INVITE SCRIPT F1 V 29 13 1 1/06/00 15:56:04
PRIZES SCRIPT F1 V 16 6 1 1/06/00 14:12:36

1= Help 2= Refresh 3= Quit 4= Cancel 5= Sort(dir) 6= Sort(size)

7= Backward 8= Forward 9= FL /n 10= Share 11= XEDIT/LIST 12= Cursor

====>
XEDIT 1 File

Figure 24. Listing All the Files in a Directory

Move your cursor to the line for the PRIZES SCRIPT file, and press PF11 to XEDIT the file.

Your screen will look like the example shown in Figure 25 on page 71.

70 z/VM: 7.3 CMS User's Guide



Shared File System

PRIZES SCRIPT F1 V 132 Trunc=132 Size=6 Line=0 Col=1 Alt=0
Warning: Not authorized to lock file PRIZES SCRIPT F1

===== % % % Jop of File * * *
T P SR~ R . SR R S U - B DU DU S A
===== Gifts For Guests

===== Balloons

===== Candies

===== Party Hats

===== Noisemakers

===== % * * End of File * * =%

XEDIT 1File
Figure 25. Using PF11 to XEDIT a File

You can view the contents of the PRIZES SCRIPT file, but you cannot change them because you only have
read authority to the base file. If you had write authority and were able to make changes to your alias, the
owner of the file and other users who had authority to the base file would see your changes through their
files.

Notice the message at the top of the screen, warning you that you are not authorized to lock the file. For
more information on file locking, see “Locking Files and Directories” on page 86.

From the FILELIST STATS screen, you can enter the FILELIST SHARE screen to find information about the
GIFTS SCRIPT base file (PF10 from PRIZES SCRIPT line).

yourid FILELIST A@ V 149 3 Line=1 Col=1 Alt=5
Directory = VMSYSU:yourid.PARTY.TREATS.

Cmd Filename Filetype Fm Owner Type R W
_ GAMES F yourid DIR X X
INVITE SCRIPT F1 yourid ALIAS X X
PRIZES SCRIPT F1 MAINT ALIAS X -
1= Help 2= Refresh 3= Quit 4= Cancel 5= Sort(dir) 6= Auth
7= Backward 8= Forward 9= Alias 10= Stats 11= XEDIT/LIST 12= Cursor

====>
XEDIT 1 File

Figure 26. Using PF10 for Information on Aliases

You can see that the PRIZES SCRIPT file is an alias to which you have read authority. The user ID, MAINT,
is listed in the column labeled Owner, because MAINT owns the base file.

Using the QUERY ALIAS Command

The QUERY ALIAS command is useful for determining who has created aliases to your file. If you are the
owner of a base file, and you enter the QUERY ALIAS command on that base file, you will see a list of the
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users who have an alias to your file and the number of aliases they have. Also, if the aliases reside in one
of your own directories or in another user's directory to which you have read authority, QUERY ALIAS will
show you the file name and file type of each alias.

If you enter the QUERY ALIAS command on a base file that another user owns, you will see the names of
any aliases you have to that base file.

If you enter the QUERY ALIAS command on an alias, you will see who owns the base file. If you own or
have read, write, DIRREAD, or DIRWRITE authority to the directory where the base file resides, you will
also be able to see the name of the base file.

You can enter the QUERY ALIAS command from the command line. A sample format of the command
follows

»— query — alias — fn — ft — dirid >«
The file name, file type, and directory identifier, specify the file you wish to query. If you do not specify a

directory identifier, the command will default to the directory accessed as A.

In the previous exercises, you created an alias, INVITE SCRIPT, in your .PARTY.TREATS.FAVORS directory.
The base file, with the same name, is located in your .PARTY directory. Enter the QUERY ALIAS command
on the base file:

query alias invite script .party

Your screen will look like this:

Directory = VMSYSU:yourid.PARTY
Filename Filetype Fm T Userid Num Filename Filetype Directory
INVITE SCRIPT D1 B yourid 1 INVITE SCRIPT .PARTY.TREATS.FAVORS

The QUERY ALIAS display shows you have an alias to the INVITE SCRIPT base file (the base file is
indicated by a B in the fourth column), and that the alias is located in your .PARTY.TREATS.FAVORS
directory.

Your user ID is shown in the Usexrid column because you are the owner of the alias. The Num column
indicates the number of aliases to the file by the user. The file name and file type of your alias, INVITE
SCRIPT, are shown to the right, as well as .PARTY.TREATS.FAVORS, the directory name of the directory
where the alias resides.

You could also have entered the QUERY ALIAS command on your alias in the .PARTY.TREATS.FAVORS
directory. To do so, you would enter:

query alias invite script .party.treats.favors

This command would show you that INVITE SCRIPT is an alias and that the base file by the same name
resides in the .PARTY directory. You would be able to see the name of the directory where the base file
resides because it is your own directory—you automatically have read and write authority to it.

If you entered a QUERY ALIAS command on an alias, and the base file resided in a directory to which you
do not have any authority, you would not be able to see the file name, file type, or directory name of the
base file.

Using the ALIALIST Command

There is also another way to determine who has an alias to a file using one of the PF keys that appears on
both the FILELIST SHARE and SEARCH screens.

For example, to see if there are any aliases to the INVITE SCRIPT file in your .PARTY directory, enter:

filelist invite script d (share

Your screen will look like the example shown in Figure 27 on page 73.
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yourid FILELIST A@ V 149 1 Line=1 Col=1 Alt=0

Directory = VMSYSU:yourid.PARTY

Cmd Filename Filetype Fm Owner Type R W
INVITE SCRIPT D1 yourid BASE X X

1= Help 2= Refresh 3= Quit 4= Cancel 5= Sort(dir) 6= Auth
7= Backwazrd 8= Forward 9= Alias 10= Stats 11= XEDIT/LIST 12= Cursor

====>

XEDIT 1File
Figure 27. Using the PF Keys on the FILELIST SHARE Screen

Position your cursor on the line for the INVITE SCRIPT file and press PF9 to enter to the ALIALIST
command. Your screen will look like the example shown in Figure 28 on page 73.

yourid ALIALIST A@ V 190 1 Line=1 Col=1 Alt=0
Base file = INVITE SCRIPT VMSYSU:yourid.PARTY
Userid Num Filename Filetype Directory

yourid 1 INVITE SCRIPT .PARTY.TREATS.FAVORS
1= Help 2= Refresh 3= Return 4= Sort(type) 5= Sort(name) 6= Sort(dir)
7= Backward 8= Forward 9= S(user) 10= 11= 12=

====>

XEDIT 1File

Figure 28. Entering the ALIALIST Command

As you can see, the information you receive from ALIALIST is similar to the information you received from
the QUERY ALIAS command. The first column, Usexrid, shows the user ID of anyone with an alias to the
file. Here, it shows your user ID because you have an alias to INVITE SCRIPT.

The Num column shows how many aliases the user has—in this case 1. The next two columns show the
file name and file type of the alias, INVITE SCRIPT. The final column shows the directory where the alias
resides—your .PARTY.TREATS.FAVORS directory.

If another user has an alias to your file that resides in a directory to which you do not have authority, you
would see only the user ID and the number of aliases; the directory name would not appear. For example,
if Jay had two aliases to your INVITE SCRIPT in his PEOPLE directory (to which you do not have authority),
you would only see one listing with his user ID, and the number 2.

Table 10 on page 74 lists the following PF keys on the ALIALIST screen to let you sort the entries
displayed:
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Table 10. ALIALIST PF Keys

Key Meaning Usage

PF4 Sort(type) Sorts the files displayed, first by file type, then by file name.
PF5 Sort(name) Sorts the files displayed, first by file name, then by file type.
PF6 Sort(dir) Sorts the display alphabetically, first by directory name, then

by file name, then by file type.

PF9 S(user) Sorts the display alphabetically by user ID.

Note: If you find the SHARE or SEARCH options of FILELIST to be more helpful for your work, you can
set up either as the default FILELIST display. For more information on how to do this, see the DEFAULTS
command in z/VM: CMS Commands and Utilities Reference.

Erasing Your Base Files

When you erase a base file, users with an alias to it will see that the status of the file is changed when
they use such commands as FILELIST or QUERY ALIAS. The same is true, of course, if other users erase
base files to which you have an alias.

Note: This is true unless the DATAONLY option was specified with ERASE. ERASE with DATAONLY erases
only the data in a base file. All aliases and authorizations of the file remain intact, and its status is not
shown as changed in FILELIST or QUERY ALIAS output.

For example, assume that you have an alias to CURTISJ's file, PALS SCRIPT. Your alias is called FRIENDS
SCRIPT and is in a directory you have accessed as P. If CURTISJ erases the base file, when you enter the
command:

filelist * * p (share

Figure 29 on page 74 displays what your screen should look like.

yourid FILELIST AO@ V 149 T3 Line=1 Col=1 Alt=0

Directory = VMSYSU:yourid.PARTY.PEOPLE.

Cmd Filename Filetype Fm Owner Type R W
NEIGHBOR SCRIPT P1 yourid BASE X X

FAMILY SCRIPT P1 yourid ALIAS X X

FRIENDS SCRIPT P1 CURTISJ ERASED - -

1= Help 2= Refresh 3= Quit 4= Cancel 5= Sort(dir) 6= Auth
7= Backwazrd 8= Forward 9= Alias 10= Stats 11= XEDIT/LIST 12= Cursor

====>

XEDIT 1 File

Figure 29. Erased Indicator on the FILELIST SHARE Screen

You would see ERASED in the column labeled Type. This tells you that the owner, CURTISJ, has erased
the base file for your FRIENDS SCRIPT alias.

If, instead of entering the FILELIST command, you had entered the QUERY ALIAS command on your alias,
FRIENDS SCRIPT, your screen would look like this:
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Directory = VMSYSU:yourid.PARTY.PEO PTTEND
Filename Filetype Fm T Userid Num Filename Filetype Directory
FRIENDS SCRIPT P1 E CURTISJ 1

There is an E in the Type column to indicate that the base file for the FRIENDS SCRIPT alias has been
erased, and the file name, file type, and directory name for the base file are not shown, even if you have
authority to the directory where the base file previously resided.

In either case, when you see that the PALS SCRIPT base file no longer exists, your alias to it is no longer
valid. You can use the ERASE command to remove the reference to the erased file.

Authorizing Others to Access Your Files and Directories

Users can share your files or directories if you grant them authority to do so with the GRANT AUTHORITY
command. The kinds of authorities you can grant differ for FILECONTROL directories and DIRCONTROL
directories. You can grant another user READ or WRITE authority for any base file contained in a
FILECONTROL directory. You can also grant READ or WRITE authority for the FILECONTROL directory
itself. And, you can grant NEWREAD or NEWWRITE authority for FILECONTROL directories. NEWREAD
authority means that the user is automatically granted READ authority to any file added to the directory
in the future. NEWWRITE authority means that the user is automatically granted WRITE authority to any
future file. For more information on the GRANT AUTHORITY command, see “Granting Authority” on page
78.

With DIRCONTROL directories, there are only two authorizations: directory control read (DIRREAD)
authority and directory control write (DIRWRITE) authority. DIRREAD authority means that the user can
read the directory, any file in the directory, and any file added to the directory in the future. DIRWRITE
authority lets you write to the directory, its files, and its future files. You cannot grant authority for
individual files within a DIRCONTROL directory.

Naturally, other users can also share any of their files or directories with you by granting the above
authorities to you.

When you create a file or subdirectory in one of your own directories, you are the owner of the new file or
directory. As the owner, you automatically have certain irrevocable authorizations. The authorizations vary
with the kinds of objects you create.

When you create a FILECONTROL directory or files within FILECONTROL directories, you automatically
have WRITE authority to those objects. (WRITE authority always includes READ authority.) When

you create a DIRCONTROL directory, you automatically have DIRWRITE authority for that directory.
(DIRWRITE authority always includes DIRREAD authority.) Files in DIRCONTROL directories have no
individual authorizations—your ability to read from or write to those files is derived from your DIRWRITE
authority for the parent directory.

These authorities give you control over your files and directories. You can, for example, read from or

write to the file or directory, rename it, or relocate it. (You cannot, however, relocate files into or out of
DIRCONTROL directories—no user can.) You can erase any of your directories, and you can create or erase
files within directories you own. You cannot erase, rename, or relocate your top directory.

If you grant a user authority to an alias of a base file you own, you are, in reality, granting authority to the
base file.

Other users cannot read or modify your files or directories, unless you authorize them to do so. If you no
longer want to share a file or directory, you can revoke the authority you have granted with the REVOKE
AUTHORITY command. For more information, see “REVOKE AUTHORITY Command” on page 79.

It is important to remember that only the person who owns a file or directory can grant a user authority
for it. (The only exception to this is that an SFS administrator can grant authority to another user. For more
information, see “Administrator Authority” on page 78. If, for example, you grant authority for one of

your files to a user named Bill, he cannot grant that authority to someone else.
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FILECONTROL Directory Authority

In this section, READ and WRITE authority to a file and a directory will be discussed, in addition to
dynamic authorization, NEWREAD and NEWWRITE.

READ Authority for a File

READ authority for a file means that the user can read, but not change, the contents of the file. If you give
READ authority to another user, that user can make a copy of the file, print it, browse through it, define
aliases for it, and create a SHARE lock for it. (We will discuss locking later in this section.) If that user tries
to write to the file, however, SFS prevents the write and returns an error message.

READ Authority for a Directory

READ authority for a directory means that the user can read the names of objects within the directory
(base files, aliases, subdirectories, and external objects). Users with READ authority can access the
FILECONTROL directory in read-only status, or they can use Callable Services Library (CSL) routines in
application programs to read files without accessing. This might lead you to believe that the person can
read the contents of all the files within the directory, but this is not the case. For more information about
CSL, see z/VM: CMS Application Development Guide for Assembler.

While it is convenient to think of directories as containing files, all they really contain are the names
of files and subdirectories. When considering authorizations, think of directories and files as separate
entities.

When you have only READ authority for a directory, you will not automatically have READ authority for the
files (objects) in the directory.

Note: You do, however, have READ authority for any external objects in the directory. Since external
objects do not have authorities of their own, they inherit their parent directory's authority. You can only
see the names of its base files and aliases and the names of its subdirectories. (Only file names and
directory names for that immediate level are shown—items at deeper levels of the hierarchy are not
shown unless you also have authority to a lower-level directory.)

READ authority to a directory does not let you rename or relocate any base files or aliases within the
directory. Only the owner of the directory is allowed these functions. Also, READ authority lets you lock
the directory in SHARE mode only.

WRITE Authority for a File

WRITE authority for a file means you can modify the file or erase it. However, you cannot modify or erase
any other files within the directory without authority for each individual file.

If you have WRITE authority for a file, you can lock the file in any mode (EXCLUSIVE, UPDATE, or SHARE).

WRITE authority always implies READ authority. You cannot have the ability to write to a file without
having the ability to read it.

WRITE Authority for a Directory

WRITE authority for a directory gives the grantee a fair amount of authority over the contents of the
directory. If you are granted WRITE authority for another user's directory, you can see the names of
objects within the directory (which is implied with read authority). Also, you can create aliases or new
files in that directory. However, you cannot read the contents of any files unless you have at least READ
authority for the file, and you cannot change, erase or rename any file, unless you have WRITE authority
for the file.

While you can create new files in the directory, the directory owner is considered the owner of any files
you create in their directory. You automatically have WRITE authority to files you create, but you cannot
grant authority to other users. Only the owner of the file can do so.
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With WRITE authority for a directory, you can also create an alias in that directory to one of your own base
files or to a base file of another user. Although you still own the base file, the other user would have the
authority to use the alias and erase it at any time.

If you have WRITE authority to individual files within the directory, you can modify them. If you have
WRITE authority for both the directory and an individual file, you can erase or rename the file.

You cannot delete another user's directory to which you have WRITE authority, nor can you rename or
relocate it or create or delete subdirectories to the directory. However, you can lock the directory in any
mode (SHARE, EXCLUSIVE, or UPDATE).

WRITE authority always implies read authority. You cannot have WRITE authority for a directory without
implicitly having READ authority for that directory as well.

Dynamic Authorizations (NEWREAD and NEWWRITE)

SFS lets you grant authority for a FILECONTROL directory such that the grantee is automatically
authorized for files added to the directory in the future. This ability, known as dynamic authorization,
spares you from having to grant authority whenever you add a file to the directory.

There are two kinds of dynamic authorization: NEWREAD and NEWWRITE authority. When a base file is
added to a directory, SFS determines whether any users have NEWREAD or NEWWRITE authority for the
directory. The server then grants READ authority for the base file to any user having NEWREAD authority.
Users with NEWWRITE authority are automatically granted WRITE authority for the base file.

The READ and WRITE authorizations that the server grants automatically are identical to those you

grant yourself. It's as though the server issued a GRANT command for you. When you enter a QUERY
AUTHORITY command, for example, authorizations that you granted are indistinguishable from those that
the server granted for you.

All other rules regarding these READ and WRITE authorizations are the same. Suppose, for example, user
Joe has read authority to TEST SCRIPT because you granted Joe NEWREAD authority for the directory
prior to adding TEST SCRIPT to it. If you relocate TEST SCRIPT to another directory, Joe does not lose

his READ authority for the file, even if the file is moved to a directory for which Joe has no authority.
Remember that once SFS grants the authority, it is no different from you entering the command yourself.

When files are relocated into the directory from other directories, the server again automatically grants
file authorities to those having NEWREAD or NEWWRITE authority for the directory. Moreover, the server
retains the authorizations granted before the relocation (as it always does).

NEWREAD and NEWWRITE authority causes grants only on base files, not on aliases.

Both NEWREAD and NEWWRITE authority apply only to files that are added after the authority is granted.
The authorities do not apply to any file that already exists in the directory. Consequently, when you are
granting authority to a new user for the directory, you will probably want to enter at least two GRANT
commands: one that grants authority for the existing files, and one that grants dynamic authorization for
files added in the future. You might also want to grant READ or WRITE authority for the directory itself.

DIRCONTROL Directory Authority

In this section, DIRREAD and DIRWRITE authority to a file and a directory will be discussed, in addition to
SFS administrator authority.

READ Authority for a File

You cannot grant READ authority to specific files in DIRCONTROL directories, only for files in
FILECONTROL directories.

DIRREAD Authority for a Directory
You cannot grant READ authority for DIRCONTROL directories. Instead, you can grant DIRREAD authority.
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DIRREAD authority applies only to DIRCONTROL directories. It lets the grantee read the directory and all
files within the directory. It also lets the grantee read any file added in the future. Users with DIRREAD
authority can access the DIRCONTROL directory in read-only status or they can use Callable Services
Library (CSL) routines in application programs to read files without accessing. For more information about
CSL, see z/VM: CMS Application Development Guide for Assembler.

WRITE Authority for a File

You cannot grant WRITE authority to files in DIRCONTROL directories, only for files in FILECONTROL
directories.

DIRWRITE Authority for a Directory

DIRWRITE authority applies only to DIRCONTROL directories. It lets the grantee read from, and write
to, the directory and all files within it. It also lets the grantee read from, and write to, any file added

to the directory in the future. DIRREAD authority and DIRWRITE authority are mutually exclusive. Users
with DIRWRITE authority can access the directory in read-only or read/write mode. Or, they can use
CSL routines to read and write files without accessing. For more information about CSL, see z/VM: CMS
Application Development Guide for Assembler.

Administrator Authority

The SFS administrator is the person responsible for generating file pools and managing their operation
and use. An SFS administrator can do anything to a base file, alias, or directory that the owner can do,
such as:

Create files and directories

- Erase, rename, relocate, and copy files and directories

Grant authority

Revoke authority

Create locks
Delete locks.

The administrator can only do things that the owner can do, unless he performs additional tasks first. For
example, the administrator cannot create an alias for a user if that user does not already have authority
for the base file. However, the administrator can grant that authority and then create the alias.

To determine who has administrator authority in your file pool, you can enter the ADMINISTRATOR
parameter of the QUERY ENROLL command. For more information, see z/VM: CMS Commands and Utilities
Reference.

Granting Authority

To grant another user authority, use the GRANT AUTHORITY command. A sample format of the command
follows (for help with reading syntax diagrams, see “Syntax, Message, and Response Conventions” on
page 20):

»— grant — authority L _J dirid — TO T userid j—N
fa—ft PUBLIC

Use PUBLIC to grant authority to everyone with access to your file pool.

To specify what type of authority you want to grant, you follow the GRANT AUTHORITY command with
the options READ, WRITE, NEWREAD, NEWWRITE, DIRREAD, or DIRWRITE. READ authority is the default
for FILECONTROL directories and the files that reside in them. DIRREAD is the default for DIRCONTROL
directories.

For example, Craig is working on a project with Debbie. She needs to modify his file, SPECIAL PROJECT,
which is in a FILECONTROL directory that Craig has accessed as Q. Because the file resides in a
FILECONTROL directory, Craig can grant WRITE authority to that file as follows:
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grant authority special project g to debbie (write

After Craig entered this command, Debbie would be able to read from and write to the SPECIAL PROJECT
file.

If Debbie does not have authority to the directory on which the file resides, to access the file, she could
create an alias to it, then XEDIT the alias.

As the owner of the file, Craig can revoke the authority he has granted at any time by using the REVOKE
AUTHORITY command, discussed in the following section.

REVOKE AUTHORITY Command

If you no longer want another user to have authority to one of your files or directories, you can revoke the
authority you granted previously with the REVOKE AUTHORITY command.

A sample format of the REVOKE AUTHORITY command follows (for help with reading syntax diagrams,
see “Syntax, Message, and Response Conventions” on page 20):

»— revoke — authority L _J dirid — FROM — userid »«
fan—fi

For example, if Craig later decided he no longer wanted to share the SPECIAL PROJECT file with Debbie,
he could revoke her authority to the file by specifying the following command:

revoke authority special project q from debbie

If Craig wanted to revoke WRITE authority from Debbie, but let her continue to read the SPECIAL
PROJECT file, he could use the KEEPREAD option of the REVOKE AUTHORITY command:

revoke authority special project q from debbie (keepread

This command specifies that Debbie's authority should be changed from write (which Craig originally
granted) to read. Other options include:

KEEPNEWREAD
Changes a user's authorization for a FILECONTROL directory from NEWWRITE to NEWREAD.
KEEPDIRREAD
Changes a user's authorization for a directory control directory from DIRWRITE to DIRREAD.
NEWAUTH
Removes NEWREAD or NEWWRITE authority from a file control directory while retaining any READ or
WRITE authority to that directory.
RWAUTH

Removes READ and WRITE authority from a file control directory while retaining any NEWREAD or
NEWWRITE authority to that directory.

Use the PUBLIC parameter of the REVOKE AUTHORITY command to revoke PUBLIC authority you granted
earlier. You cannot revoke authority individually if you used PUBLIC to GRANT AUTHORITY. Similarly, the
PUBLIC parameter will not revoke individual authority that you granted.

You can revoke authority individually if you grant authority individually. The ALL parameter revokes
PUBLIC authority as well as individual authorities that you may have granted.

When you revoke another user's authority to one of your files, the user will see that the status of the file is
changed when they enter the FILELIST or QUERY AUTHORITY commands. The same is true, of course, if
other users revoke your authority for a file.

For example, assume that Mark granted you READ authority to his COOKING HINTS file. At that time, you
created an alias to the file called CHEF TIPS, and placed the alias in your directory accessed with a file
mode of M.
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If Mark decides he no longer wants you to be able to read the file, and revokes your authority, when you
enter FILELIST * % M (SHARE, you would see:

yourid FILELIST A®@ V 149 Trunc=149 Size=1 Line=1 Col=1 Alt=0
Directory = VMSYSU:yourid.KITCHEN
Cmd Filename Filetype Fm Owner Type R W

CHEF TIPS M1 MARKD REVOKED - -

The word REVOKED in Type column tells you that the owner, MARKD, has revoked your authority to the
base file for your CHEF TIPS alias.

If, instead of entering the FILELIST command, you had entered the QUERY AUTHORITY command on your
alias, CHEF TIPS, your screen would look like this:

Directory = VMSYSU:yourid.ATTEND
Filename Filetype Fm Type Grantee R W
CHEF TIPS M1 REVOKED yourid - -

The word REVOKED in the Type column indicates that your authority to the base file for the CHEF TIPS
alias has been revoked. The file name, file type, and directory name for the base file are not shown, even if
you still maintain authority to the directory where it resides.

In either case, when you see that you no longer have authority to the COOKING HINTS file, your alias to it
is no longer valid. You can use the ERASE command to remove the reference to the revoked file.

Note: An external security manager (ESM) is a program that either augments or completely replaces the
authorization checking done by file pool server processing. If there is an external security manager active
on your system, the GRANT and REVOKE AUTHORITY commands you need to enter may be different from
the commands discussed in the previous sections. You will need to refer to the external security manager
documentation for the actual commands you would use to grant or revoke authority. Check with your
system administrator to see if you have an external security manager active on your system.

Determining Who Has Authority for a File or Directory

To determine what authority has been granted on a file or directory, you can enter the QUERY AUTHORITY
command. If you are the owner of a file or directory, QUERY AUTHORITY will show you a list of user IDs
(including your own) for users who have authority to your file or directory, and will show what type of
authority you have granted each user.

You can also enter the QUERY AUTHORITY command if you are not the owner of a file or directory. Here,
the command output would show only the authority you have been granted to the specific file or directory.

A sample format of the command follows:

»— query — authority L J dirid >«
fn—ft

To determine who has authority for a specific file or files, specify the file name and file type, and the
directory to be queried. To determine the authorities granted for a directory, specify only the directory
identifier.

For example, to determine if any other user has authority to the CAKE SCRIPT file in your .PARTY.TREATS
directory (currently accessed as E), enter:

query authority cake script e

Your screen will look like this:
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Directory = VMSYSU:yourid.PARTY.TREATS
Filename Filetype Fm Type Grantee R W
CAKE SCRIPT E1 BASE yourid X X

Your user ID is listed under the Grantee column and both the R and W columns are marked with an X.
Because you are the owner of the CAKE SCRIPT file, you automatically have READ and WRITE authority to
it. You did not grant anyone else authority for the file, so no other user IDs are listed.

Although you originally used the COPYFILE command to copy the CAKE SCRIPT file from the
MAINT.SAMPLES directory (to which you had read authority), the MAINT user ID does not maintain
any authority for the new file. New files created using COPYFILE have none of the authorities or aliases
associated with the original file. When you copied the CAKE SCRIPT file to your own directory, you
became the owner of the new file.

When you enter the QUERY AUTHORITY command for a directory, additional columns are displayed. For
FILECONTROL directories, the following is displayed:

Directory = VMSYSU:IRA:MCDS

Grantee R W NR NW
IRA X X X X
JACK X - X -
MIKE X X X X
X X - -

SUE

The NR and NW columns indicate whether you have NEWREAD or NEWWRITE authority for the
FILECONTROL directory.

If the directory has the DIRCONTROL attribute, the following is displayed:

Directory = VMSYSU:IRA:NEWS
Grantee R W DR DW
IRA X X X X
JESSICA X X X X
MARY X - X =
MIKE X X X X

X X X X

MORGAN

The DR and DW columns indicate whether you have DIRREAD or DIRWRITE authority for the
DIRCONTROL directory.

Using the AUTHLIST Command

Another way to find out information on authorizations for a file or directory is by using PF keys on the
DIRLIST and FILELIST screen to enter the AUTHLIST command. As discussed in “Navigating Through Your
Directories” on page 58, you can display the FILELIST STATS screen and then press PF10 to display the
SHARE screen, or you can specify the SHARE option of FILELIST to display the SHARE screen directly.

For example, assume that you had previously granted authority for the COOKIES SCRIPT file in
your .PARTY.TREATS directory (accessed as E) to MAINT and to RALPHW. To determine whether you
gave each user READ or WRITE authority to the file, you could use the AUTHLIST command.

For example, enter the following command:

filelist cookies script e (share

Figure 30 on page 82 displays what your screen should look like.
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yourid FILELIST A@ V 149 1 Line=1 Col=1 Alt=0

Directory = VMSYSU:yourid.PARTY.

Cmd Filename Filetype Fm Owner Type R W
COOKIES SCRIPT E1l yourid BASE X X

1= Help 2= Refresh 3= Quit 4= Cancel 5= Sort(dir) 6= Auth
7= Backwazrd 8= Forward 9= Alias 10= Stats 11= XEDIT/LIST 12= Cursor

====>

XEDIT 1File
Figure 30. Using the PF Keys on the FILELIST SHARE Screen

Positioning your cursor on the line for the COOKIES SCRIPT file and pressing PF6, would result in:

yourid  AUTHLIST A@ V 165 3 Line=1 Col=1 Alt=0
File = COOKIES SCRIPT VMSYSU:yourid.PARTY.TREATS
Grantee R W
yourid X X

MAINT X -
RALPHW X X
1= Help 2= Refresh 3= Return 4= S(Grantee) 5= Sort(W) 6=
7= Backward 8= Forward 9= 10= 11= 12=

=== _
XEDIT 1 File

Figure 31. Entering the AUTHLIST Command

The information you receive is similar to the information you received when entering the QUERY
AUTHORITY command.

Note: Remember that the file pool administrator will also have authority to your files and directories.
However, his or her user ID will not appear in the output of the QUERY AUTHORITY or AUTHLIST
commands.

Table 11 on page 82 lists the following PF keys on the AUTHLIST screen that you can use to sort the
information displayed on your screen:

Table 11. AUTHLIST PF Keys

Key Meaning Usage

PF4 S(Grantee) Sorts the files displayed alphabetically by grantee.
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Table 11. AUTHLIST PF Keys (continued)

Key Meaning Usage

PF5 Sort(W) Grantees with WRITE authority to the file are listed
alphabetically, then other grantees are listed alphabetically.

When you enter an AUTHLIST command for a directory, you will see additional columns on the
AUTHLIST screen. For FILECONTROL directories, these columns indicate whether a user has NEWREAD
or NEWWRITE authority. For DIRCONTROL directories, the columns indicate DIRREAD or DIRWRITE
authority. For more information on the AUTHLIST command, see z/VM: CMS Commands and Utilities
Reference.

Note: If the QUERY AUTHORITY or AUTHLIST command output shows XP or -P in the Read or Write
column, the file shown is protected by an external security manager that is active on your system. Here,
you will need to enter special ESM commands to determine who has authority to the file. Contact your
system administrator to obtain these commands.

Determining Ownership of a File or Directory

The FILELIST SHARE screen is also quite useful for determining the owner of a file. When you enter the
FILELIST command with the SHARE option, the FILELIST display shows a column labeled Ownex. You can
also use the SHARE option of the FILELIST command (or LISTFILE command) to determine the owners of
any files or subdirectories contained within any directory.

For example, if you had a directory accessed with a file mode of T that contained several base files and
aliases, you could determine the owner of any file by entering the command:

filelist * * t (share

The Ownex column shows you the owner of each base file, alias, or directory.

yourid  FILELIST A®@ V 149 7 Line=1 Col=1 Alt=0
Directory = VMSYSU:yourid.GOODIES.EAT

Cmd Filename Filetype Fm Owner Type R W
_ FRENCH BREAD T1 yourid BASE X X
MEAT CAKES T1 SMITH ALIAS X X
FRIED RICE T1 WILLIAMS ALIAS X -
CHILI BEANS T1 yourid BASE X X
PIZZA SAUCE T1 SIMKULET ALIAS X -
RECIPES T1 yourid DIR X X
ICE CREAM T1 THOMPSON ERASED - -
1= Help 2= Refresh 3= Quit 4= Cancel 5= Sort(dir) 6= Auth
7= Backward 8= Forward 9= Alias 10= Stats 11= XEDIT/LIST 12= Cursor

====>
XEDIT 1 File

Figure 32. Determining the Owner of a File

Using Aliases to Share Files

Sometimes you may want to share a file with other users, but you may not want them to know the file by
its original name. For example, Dave has a program entitled AUTO4 ASSEMBLE, but he would like others
to know it as SAMPLE ASSEMBLE.
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There are a few ways Dave could do this. One way is for him to create a subdirectory and grant read
authority for it to others. This subdirectory could contain only the file Dave wants to share with other
users. To do this, Dave might enter commands such as these:

create directory .programs
grant authority .programs to mydept (read

MYDEPT, in this example, could be a group identifier. Dave could put the nickname MYDEPT in his userid
NAMES file to include the nicknames or user IDs of all those with whom he wishes to share the file. By
using MYDEPT in the GRANT AUTHORITY command, Dave can grant READ authority to the entire group
using a single command. (For more information on using a NAMES file, see z/VM: CMS Primer).

Next, he could grant all the people within the MYDEPT group READ authority for AUTO4 ASSEMBLE.
(Assume that the file resides in a FILECONTROL directory called . ASSEMBLER.SOURCE.)

grant authority autod4 assemble .assembler.source to mydept (read

Finally, he could create an alias named SAMPLE ASSEMBLE in the shared .PROGRAMS subdirectory he
created.

create alias auto4 assemble .assembler.source sample = .programs

Once Dave had completed these steps, all the users to whom he granted authority would know the file

as SAMPLE ASSEMBLE. They would have access only to Dave's .PROGRAMS subdirectory, where he would
have placed the SAMPLE ASSEMBLE alias. They would not know that the base file was AUTO4 ASSEMBLE,
nor would they have any authority for anything in Dave's ASSEMBLER.SOURCE directory.

Dave could have reversed the order of the GRANT AUTHORITY and CREATE ALIAS commands and still
have achieved the same result. He could have first created the alias, and then granted authority for it or
the base file.

Granting authority for an alias is the same as granting authority for the base file. Therefore, if Dave erases
the alias, none of the authorizations on the base file would disappear, even if he had used the alias name
on the GRANT AUTHORITY command.

If another user listed the contents of the .PROGRAMS directory between the CREATE ALIAS and GRANT
AUTHORITY commands, he or she would be able to see the alias name, but would not be able to access
the base file.

Another way to share a file is to have the users grant you write authority for one of their FILECONTROL
directories. This would let you create an alias for your file in their directories. You can also use the
COPYFILE or XEDIT commands to create a base file in the other user's directory.

In this example, assume Dave already granted the users READ authority for the file. Now, he can enter
a CREATE ALIAS command to create an alias in each of their directories. For example, he might enter
commands similar to the following;:

jones.programs
bill.shared
mary.toolstuff.programs
tim.languages.assemble

create alias auto4 assemble .assembler.source sample
create alias auto4 assemble .assembler.source sample
create alias auto4 assemble .assembler.source sample
create alias auto4 assemble .assembler.source sample

These commands would create the alias SAMPLE ASSEMBLE in each of their directories (in
Jones' .PROGRAMS directory, in Bill's .SHARED directory, in Mary's .TOOLSTUFF.PROGRAMS directory,
and in Tim's .LANGUAG ES.AS SEMBLE directory).

This technique for sharing files is useful when you are sharing with a few users. If you were sharing files
with many users it would be impractical to have to enter a separate CREATE ALIAS command for each
user. The following section, will explain ways to share a file with many users.

Creating a Bulletin Board or Shared Disk

If you want to create a bulletin board of files that are available to a group, you can do so by granting write
authority for a FILECONTROL directory. For example, suppose a user named Eric was coordinating shared
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files in your department. Your department writes programs that are used by everyone enrolled in the file
pool.

To let everyone easily use the files, Eric might create a FILECONTROL directory and grant write authority
for that directory to every member of your department. Eric could also grant read authority for that
directory to everyone else enrolled in the file pool so that everyone can view the programs your
department writes.

Your department members could create aliases in Eric's directory whenever they created a new file or
program they wished to share with the file pool users. At that time, they would also grant read authority
for the base file to everyone in the file pool.

File pool users could periodically review the directory for new additions. To do this, they could add an
ACCESS command for Eric's directory to their PROFILE EXECs. They could then occasionally enter a
FILELIST for Eric's directory, and sort the listings by date to see what was new.

For example, suppose Eric wants to create a programming tools disk, called VMTOOLS, to contain short-
cut programs and productivity aids for use by everyone in the file pool. First, he would create a directory
(by default, the directory will have the FILECONTROL attribute):

create directory design:eric.vmtools

Next, Eric would enter the NAMES command:

names toolprog

For the nickname TOOLPROG, he would list those people who were authorized to write and distribute
tools. To grant this group of people write authority for the VMTOOLS directory, Eric would enter the
following command:

grant authority .vmtools to toolprog (write newwrite

Eric would then grant read authority for the directory to everyone in the file pool:

grant authority .vmtools to public (read newread

The GRANT AUTHORITY command with the PUBLIC parameter lets you grant authority to each user
assigned to your file pool.

That is all Eric needs to do. His involvement in maintaining the VMTOOLS is over. Whenever a programmer
develops a tool, the programmer would just create an alias in Eric's VMTOOLS directory.

Suppose Denny wants to make the new tool PROJTRAK MODULE (which is in his .GOODSTUFF directory)
available to everyone. He would enter the command:

create alias projtrak module .goodstuff = = eric.vmtools

This would give all the users in the file pool read authority to the new tool, and would create an alias for
PROJTRAK MODULE in Eric's WVMTOOLS directory.

To access the currently updated list of tools, users would add this ACCESS command to their PROFILE
EXECs:

access design:eric.vmtools g

This command would let them access Eric's VMTOOLS directory each time they log on. Whenever users
want to review what's available, they would enter:

filelist * x g

This would show them a FILELIST display of the WVMTOOLS directory so that they would know if a new
program was added.

To run the PROJTRAK program, a user would simply enter:
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projtrak

There is another way to do this that would let Eric have more control over what the user community
sees. In this variation, Eric could have his programmers create files instead of aliases in his directory.
That would make Eric the owner of the base files. Once the programmers create a file in Eric's directory,
they would be unable to grant any authority for that file. Eric would be the only one who could grant read
authority for those files to the user community.

The techniques outlined previously work well for information that is updated frequently or at
unpredictable times. If you have read-only data or infrequently updated data that you would like to share,
consider using DIRCONTROL directories instead of FILECONTROL directories. DIRCONTROL directories
provide better performance than FILECONTROL directories. For more information, see “Using Directory
Level Control” on page 90.

For huge forum disks that contain several files on any given topic, you might consider creating a
subdirectory on each topic. When a user enters a FILELIST on the higher level directory, all the user will
see is a list of subdirectories, each containing files devoted to a particular topic. This technique protects
users from being overwhelmed by hundreds of unrelated files.

Locking Files and Directories

To share files and directories between users, you need to understand how CMS handles the simultaneous
use of shared files. Also, you will need to know how to ensure that you and another user do not
simultaneously edit a file and accidentally overwrite changes.

Whenever you are actively reading or writing a file or directory, CMS acquires a lock for the file or
directory. This particular lock is called an implicit lock. An implicit lock allows multiple readers and only
one writer to use a file or directory. CMS acquires and frees implicit locks automatically. They are usually
short-term locks. If a user tries to read or write to a file or directory, SFS first checks to see whether it is
locked before allowing access.

While SFS automatically acquires and releases implicit locks, there are situations in which you may want
to lock a file or directory with an explicit lock. (Except if it is an external object. These cannot be locked.)
For example, you may want to perform a series of tasks on a file and not want anyone manipulating the
file for a certain period of time. You can put an explicit lock on a file for the duration of your CMS session,
or until you explicitly delete the lock.

Explicit locks are useful when you want to control the activity on your files or directories without revoking
authority. For example, suppose Dr. Roman is performing various tasks (such as editing, renaming, and
so on) on a file called MEDICAL HISTORY that many other doctors have access to, and he does not want
them to see the file until he has completed his work. Dr. Roman can create a lock which will prevent other
users from reading or modifying the file until he deletes the lock.

He would specify this type of explicit lock using the CREATE LOCK command with the appropriate options.
A sample format of the CREATE LOCK command follows (for help with reading syntax diagrams, see
“Syntax, Message, and Response Conventions” on page 20):

»— create — lock L _J dirid share Lsession j—N
fA—ft texclusive lasting

update

You can create an EXCLUSIVE, SHARE, or UPDATE lock on a file in a FILECONTROL directory oron a
FILECONTROL directory itself. You can create an UPDATE lock on a file in a DIRCONTROL directory.
EXCLUSIVE and SHARE locks do not apply to files in DIRCONTROL directories. When creating a lock, you
must also specify its duration: SESSION or LASTING. Table 12 on page 87 describes the meaning of each
lock as it applies to a file or directory:
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Lock Type File Directory

Exclusive Other users cannot read or change the Other users cannot read from or write
file. An EXCLUSIVE lock on a base file to any of the base files or aliases in
also prevents anyone from issuing any type the directory. Also, they cannot create,
of lock (SHARE, EXCLUSIVE, or UPDATE) delete, rename, or relocate any base files
on the file's parent directory. EXCLUSIVE or aliases until the directory is unlocked.
locks cannot be created on files within They can manipulate the contents of
DIRCONTROL directories. subdirectories, if they are authorized to do

s0. EXCLUSIVE locks cannot be created on
DIRCONTROL directories.

Share Other users can read the file while you are  Other users and the person who locked
reading it. No one, including the person the directory can read from files in the
who issued the lock, can update the file directory (if they are authorized for the
until it is unlocked. Also, no one can files). No users, including the issuer of the
rename, relocate, or erase the file. A lock, can update any files or subdirectories
SHARE lock on a base file also prevents in the directory. Nor can they create,
other users from issuing an EXCLUSIVE erase, rename, or relocate any base files,
lock on the file's parent directory. SHARE aliases, or subdirectories until the directory
locks cannot be created on files within is unlocked. Also, a SHARE lock prevents
DIRCONTROL directories. anyone from issuing an EXCLUSIVE or

UPDATE lock on any base file, alias, or
subdirectory within the directory. SHARE
locks cannot be created on DIRCONTROL
directories.

Update Other users can read the file while you For FILECONTROL directories, the person

are reading or updating it. They cannot
rename, relocate, or erase the file. An
UPDATE lock on a base file also prevents
anyone from issuing any type of lock
(SHARE, EXCLUSIVE, or UPDATE) on the
file's parent directory. UPDATE locks can be
created on files within both DIRCONTROL
and FILECONTROL directories. If locked,
only the holders of the locks can access the
directory in read/write mode and change
files. Users who do not hold locks on

files can access the directory only in read-
only mode. However, you can lock a file

in a DIRCONTROL directory that you have
accessed in read-only mode.

who locked the directory can read from or
write to any files for which he is authorized.
Other users can only read files in the
directory; they cannot write to the files
(even if they have write authority to them).
Nor can they create, delete, rename, or
relocate any base file, alias, or subdirectory
in the directory. Also, they cannot lock

the directory in any mode; base files,
aliases, and subdirectories can be locked
only in SHARE mode. For DIRCONTROL
directories, not even the person who holds
the lock for the directory can access it in
read/write mode.

The lock that Dr. Roman would create for our previous example would be:

create lock medical history a exclusive lasting

Dr. Roman has just created an EXCLUSIVE lock to prevent others from reading or writing to the MEDICAL
HISTORY file contained in directory A. Because he specified a LASTING lock, the lock will remain until

he issues a command to delete it. A LASTING lock lasts across CMS sessions, and can be removed only
with a DELETE LOCK command. The DELETE LOCK command is discussed in the section “Deleting Explicit
Locks” on page 88.

The alternative to the LASTING lock is the SESSION lock. A SESSION lock is removed when the DELETE
LOCK command is entered, or when the CMS session is terminated, whichever comes first.
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If you have read authority to a file or directory, you can create only a SHARE lock on that file or directory.
If you have write authority, you can issue any type of lock (SHARE, EXCLUSIVE, or UPDATE) on the file or
directory. If you have DIRWRITE authority to a directory, you can create UPDATE locks for the directory
and on the files within it.

Note: If you create a lock on an alias, it is the same as locking the base file—the owner of the base file
and other users with aliases to the file are affected by the lock. Thus, an alias that points to a file in a
DIRCONTROL directory can have only an UPDATE lock put on it.

To allow others to read a file while you are updating it, you can create an UPDATE lock on the file or for the
directory where the file resides.

For example, if Stan shared with other users a file, called BRUSHING TIPS, in his .DENTAL.HYGIENE
directory, he could create an UPDATE lock on the file for the duration of his CMS session. To do so he
would enter the following command:

create lock brushing tips .dental.hygiene update session

After he enters this command, Anne, who shares the file with Stan, would be able to read the file but not
write to it. To read the file, she could use the TYPE command. She could also use the NOLOCK option of
the XEDIT command to view the contents of the file. She could not, however, enter the XEDIT commands
SAVE or FILE, to store an updated copy of the file.

When you use XEDIT with the default LOCK option, you do not need to create and delete a lock; XEDIT
will take care of this for you. When you use XEDIT with the LOCK option, an UPDATE SESSION lock is
automatically placed on your file. It is only when you specify the NOLOCK option of XEDIT that you need
to be concerned with creating and deleting locks on files and directories. The NOLOCK option of XEDIT
should only be used when you are not going to make any changes to the file, or if you are going to save
your changes under a different name.

You do not need to be concerned with locking files in DIRCONTROL directories when using XEDIT. In fact,
XEDIT ignores the LOCK and NOLOCK options for files in DIRCONTROL directories. Rather than use locks
for protection from unwanted updates, XEDIT depends on the access status. If you have a DIRCONTROL
directory accessed in read/write status, you are the only user who can write to files in that directory—an
UPDATE lock is not necessary. If you have the directory accessed in read-only status you cannot write to
any file in that directory.

Once Stan completes his work with the file, he can use the DELETE LOCK command to remove the lock.
Because he specified a SESSION lock, if he does not delete the lock, it will automatically be removed
when he ends his CMS session.

Another way to lock a file or directory is to create a SHARE lock. With a SHARE lock in effect, users with
write authority can XEDIT the file with the NOLOCK option, but they cannot enter SAVE or FILE. Not even
the person who creates the lock can update the file.

Deleting Explicit Locks

Use the DELETE LOCK command to delete explicit locks placed on files or directories with the CREATE
LOCK command. A sample format for the DELETE LOCK command follows:

»— delete — lock L J dirid »«
fAn—ft

If Stan wanted to delete the UPDATE SESSION lock he placed on the BRUSHING TIPS file, he would enter
the following command:

delete lock brushing tips a

To delete a lock for a directory, you specify the name of the directory to be unlocked, instead of the file
name, file type and directory identifier.
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Using the SET FILEWAIT Command

If you want your program to continue waiting for a file or directory that is implicitly locked, you can use
the SET FILEWAIT command. A sample format of the command follows:

»— set — filewait T on j—N
off

If you use SET FILEWAIT ON, this means you do not want a request to fail because you cannot obtain
immediate control of a file or directory. The request will wait until the required object becomes available
or until you re-IPL or log off. For example, at the end of the day you could choose to start a program and
disconnect your virtual machine.

If you do not wish to wait for an implicitly locked file or directory, use SET FILEWAIT OFF. This means that
requests will fail immediately if a file or directory is not available.

If the file or directory is explicitly locked, you will not wait, regardless of the SET FILEWAIT setting.

Determining If a File or Directory is Locked

There will be times while using CMS commands when you may receive a message stating that the file or
directory you want to work with is locked. You will need to find out who created the lock, so that you can
get that person to delete or change the lock and allow you to read or write to the file. The next sections
show you how to find explicit or implicit locks on files and directories.

Finding an Explicit Lock

The QUERY LOCK command displays the type of explicit lock and the user who created the lock on a file or
directory. A sample format of the QUERY LOCK command follows:

»— query — lock L J dirid »«
fa—ft

To query the lock for a file, you would specify the file name and file type, and the directory identifier. To
query the lock for a directory, specify only the directory identifier.

For example, suppose you are responsible for keeping track of system problems that affect your
department. For this purpose, you have created a file called PROBLEM LOG in your .PROBLEMS directory,
a FILECONTROL directory.

To let the other members of your department log a description of any system problems they experience,
you have given each member write access to the PROBLEM LOG file. Before editing PROBLEM LOG to
update the problems listed, you could enter the following command to determine if any other user has
locked the file for editing:

query lock problem log .problems

Your screen might look like this:

Directory = VMSYSU.yourid.PROBLEMS
Filename Filetype Fm Type Userid Lock Duration
PROBLEM LOG N1 BASE ELLEN UPDATE SESSION

As you can see, ELLEN has entered an update lock for the file. Therefore, you should wait until Ellen
completes her editing and unlocks the file before you try to edit it.

Finding an Implicit Lock

Because implicit locks are short term, the QUERY LOCK command does not display information about
them. Even if it did so, the information might be incorrect by the time the output was displayed. To check
for implicit locks:
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1. Issue the command SET FILEWAIT ON.
This command tells CMS to wait for the file or directory to become free if a lock conflict occurs.
2. Reenter the command that was causing the lock problem.

If the command succeeds, the implicit lock was just freed. Enter SET FILEWAIT OFF and continue your
work.

If the command fails and produces an error message, another user may have just acquired an explicit
lock. Otherwise, the file or directory may have been erased, or your authority to it may have been
revoked.

3. If the command execution time is lengthy, ask another user to enter the QUERY FILEPOOL CONFLICT
command for you.

For example, if the user CROCKETD suspected there was an implicit lock on the file he wanted to access,
he would ask another user to enter the following command:

query filepool conflict crocketd poolq:

The result would look like this:

Requester Holder Wait Lock Lock Type
BRISEED SMITH Lock File Share
MIKEB SMITH Lock File Share
CROCKETD SMITH Lock File Share

The first two columns show the most important information: who is requesting the lock, and who is
holding the lock. CROCKETD, along with two other users, is waiting for SMITH. The other users are in the
gueue ahead of CROCKETD. When SMITH frees the lock, BRISEED will be the next user in line for the file.

The third column, Wait, indicates the wait state of the Holder. In this example, each of the users is
waiting for a lock to be freed. The Lock column indicates the type of resource for which the Request has
requested a lock. The Lock Type column displays the type of lock that the Request wants placed on the
resource.

Note: The QUERY FILEPOOL CONFLICT command does not show conflicts caused by explicit locks
because CMS never waits for an explicit lock, even if FILEWAIT is on.

Once you find out who is holding the lock, you can call or send that user a message to see when the lock
will be deleted. If you choose not to continue waiting, enter:

f#cp ipl cms

When you IPL CMS, SFS realizes that you have ended your CMS session and stops waiting to process your
command. During CMS initialization, FILEWAIT is automatically reset to OFF.

Using Directory Level Control

Regular SFS processing allows control at a file level. You can, for example, grant authority to individual
files. You can lock individual files. And you can see file changes made by other users as soon as they are
committed; you do not need to reaccess directories to see changes as you do with minidisks. This level of
control is referred to as file level control.

While file level control provides the most flexibility and concurrency, some applications do not need that
level of control. In fact some applications that were coded to use minidisks may not work properly with
file level control. Such applications might not, for instance, be able to cope with a locked file in a directory
that is accessed in read/write mode, as this cannot occur on a minidisk.

Directory level control provides a level of control that is better suited to these applications. Directory level
control provides, essentially, minidisk-like control of files within directories.

You get directory level control when you create the directory, or by using the DIRATTR command on
existing directories.
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In addition to minidisk-like function, DIRCONTROL directories offer performance benefits for users with
XC virtual machines, if the server uses data spaces (see “Performance Benefits of Directory Control
Directories” on page 92). Depending on the use of the directory, you might find that the performance
benefit of a DIRCONTROL directory outweighs its functional restrictions.

An important fact to remember is that DIRCONTROL directories are intended for use with read-only
information, or information that is infrequently updated. When the directory is changed, write activity
should be confined to brief periods of time, preferably when concurrent read access is low. Frequent
writing to a DIRCONTROL directory can degrade performance for read-only users, and can impair overall
server performance. For directories with frequent write activity, it is strongly recommended that you use
file level control, not directory level control.

The following sections describe the characteristics of DIRCONTROL directories. These characteristics
involve:

 Authorizations

« Data consistency

« Concurrency

 Performance

Other Functional Restrictions.

Authorizations for Directory Level Control

You cannot grant authority for individual files within a DIRCONTROL directory. Nor can you grant
NEWREAD or NEWWRITE authority. Instead, only DIRREAD and DIRWRITE authority can be granted.
As a directory owner, you have DIRWRITE authority for DIRCONTROL directories that you create.

DIRREAD authority lets the grantee read the directory and all files within the directory. It also lets the
grantee read any file added in the future. Users with DIRREAD authority can access the directory in
read-only mode, or they can use CSL routines to read files without accessing.

DIRWRITE authority lets the grantee read from and write to the directory and all files within it. It also
lets the grantee read from and write to any file added to the directory in the future. Users with DIRWRITE
authority can access the directory in read-only or read/write mode. Or, they can use CSL routines to read
and write files without accessing.

This level of authorization control is similar to that of minidisks. If, for example, you allow another user to
link to your minidisk in read/write mode, the effect is similar to granting DIRWRITE for a directory. That is,
the user can read, write, and create files on the minidisk. Furthermore, the user can read from and write to
any file that is created on the minidisk in the future. The authority lasts until the user is no longer allowed
to link to your minidisk (perhaps you change the minidisk passwords).

Allowing a user to link to a minidisk in read mode is similar to granting DIRREAD authority for a directory.
The user can read the entire minidisk and any files that are added to it.

The directory should contain read-only data or data that is rarely changed. If files in the directory are
frequently updated, you should use file level control. With file level control, you still have the ability to
grant authority for future files. (Use the NEWREAD or NEWWRITE options on the GRANT command.)

Data Consistency of Directory Control Directories

The data consistency of DIRCONTROL directories is also to that of minidisks. When you access a
DIRCONTROL directory in read-only mode, you see a consistent view of the data until you reaccess

the directory. If another user changes a file within the directory, you will not see the change until you
reaccess. In FILECONTROL directories, on the other hand, you see file changes as soon as the other user
commits the changes and you re-read the file.

When you access a DIRCONTROL directory in read/write mode, you see your own changes as you make
them. This is identical with the way minidisks work.

It's important to remember that access-to-release consistency rules do not apply to aliases. Suppose
you create an alias to a base file that resides in a DIRCONTROL directory. Then, you access the directory
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containing the alias and the DIRCONTROL directory that contains the base file. If you use the alias to refer
to the file, you will see the most current version of the file. Regular file control sharing rules apply.

If, however, you refer to the base file directly, you will see the version of the file that existed at the time
the directory was accessed. That is, you will have access-to-release consistency. In fact, executing a
FILELIST command for the base file and for the alias might show different sets of file statistics.

Another exception to access-to-release consistency is the inplace file. Inplace SFS files are files that
have the INPLACE and NORECOVER attributes. For these files, SFS does not maintain access-to-release
consistency. Nor does it try to immediately reflect all changes made to the file. While changed blocks
may be seen, new blocks allocated to the file will not be seen until the user reaccesses the directory.
So, while inplace files may reside in DIRCONTROL directories, they have little use outside of specialized
applications.

Concurrency of Directory Control Directories

DIRCONTROL directories do not allow the same level of concurrency that FILECONTROL directories

do. While read concurrency is the same, write activity is restricted. In particular, when a user has a
DIRCONTROL directory accessed in read/write mode, no other user can write to the directory. If no one
has the directory accessed in read/write mode, multiple users can concurrently write to different files
within the directory by using CSL routines to directly refer to the files.

With FILECONTROL directories, on the other hand, any number of users can access the directory in read/
write mode. Furthermore, these users can write to different files in the accessed directory at the same
time. SFS ensures that no two users write to the same file at the same time.

Both DIRCONTROL and FILECONTROL directories let multiple users access the directory in read-only
mode. Any number of users can be reading from a given file at the same time.

Another important concurrency difference between DIRCONTROL and FILECONTROL directories concerns
updates of directories accessed in read-only mode. With FILECONTROL directories, some commands
(such as XEDIT and COPYFILE) let you write to files even if the directory is accessed read-only.
Applications that use CSL routines to directly reference files in FILECONTROL directories can write to

files regardless of how the directory is accessed (so long as the user is authorized).

With DIRCONTROL directories, however, a read-only access prevents all writing activity. When you access
a DIRCONTROL directory in read-only mode, there is no way for you to write to files in that directory.

To write to files, you must access the directory in read/write mode. Or, if the command or application
does not need the directory to be accessed, you can release the directory (that is, do not access it at all).
When you do not have the directory accessed, you can write to files in it if no other user has the directory
accessed read/write, or is currently writing to the files you need to write to.

The concurrency of DIRCONTROL directories is similar to that of minidisks. While it is possible to have
several concurrent writers to a minidisk, the results are unpredictable. Minidisks, in effect, allow only one
user to write to the minidisk at a time. Any number of users can access a minidisk in read-only mode.

Performance Benefits of Directory Control Directories

One compelling reason for using a DIRCONTROL directory is the potential performance benefit it provides.
SFS delivers improved performance by using data spaces.

A data space is a separate area of virtual storage that can be directly addressed by your virtual machine.
Your virtual machine does not need to communicate with the server to get file data. The use of data
spaces can significantly improve performance of accessed DIRCONTROL directories.

Your file pool administrator controls which directories reside in data spaces. If you have a DIRCONTROL
directory that you wish to have placed in a data space, you will need to ask your file pool administrator
to do it. DIRCONTROL directories that are good candidates for data space residence meet these
requirements:

« The directory should contain read-only data or data that is infrequently updated.

- Ifitis occasionally updated, write activity should be confined to brief periods of time, preferably when
concurrent read access is low.
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« Authorized users must access the directory in read-only mode to get the performance benefit.

« The directory must be local to the users accessing it for those users to get the performance benefit.
(A data space cannot be referred to from another processor. CMS uses regular Advanced Program-to-
Program Communication/Virtual Machine (APPC/VM) for remote file pools.)

Because your system has a limited number of available data spaces, your administrator will probably
ensure that the directory meets all of the above requirements.

The read-only requirements are because of the data consistency SFS provides for DIRCONTROL
directories.

For example, suppose users Cherie and Pam are accessing a directory in read-only mode. That directory
happens to reside in a data space (refer to Figure 33 on page 94). If user Butch writes to a file in the
directory, the data space is not changed (to provide data consistency to Cherie and Pam), but the data in
the file pool is changed. SFS must now keep track of the version in the data space, and the data that Butch
changed.
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Pam
—> version 1
Data space containing
— .
version 1
A
Cherie
» SFS file pool
server
Butch

File pool minidisks
containing version 2

Figure 33. Using Directory Control Directories

Now suppose that Ed accesses the directory in read-only mode (refer to Figure 34 on page 95). If
another data space is available, SFS loads the changed version of the directory into another data space
and allows Ed to use it. SFS still maintains the original data space because Cherie and Pam still have it
accessed. So, at this point, SFS is maintaining two data spaces for the directory. It also needs to keep
track of the data that Butch changed.
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Ed —| Data space containing

version 2

Pam ———| Data space containing |¢——

version 1

Cherie

Butch

Figure 34. Using Directory Control Directories
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Suppose Butch changes another file in the directory (refer to Figure 35 on page 96), creating a third
version of the directory. If another user, Brad, accesses the directory, SFS loads yet another data space.

Brad »| Data space containing |«
version 3
Ed » Data space containing
version 2
Pam »| Data space containing |«
> version 1
F N
Cherie |—
» SFS file pool
server
Butch

File pool minidisks
containing version 3

Figure 35. Using Directory Control Directories

SFS maintains each of the data spaces until all the users of a particular data space release or reaccess
the directory. When all users of a back-level data space release any access of the directory, reaccess the
directory it represents, or log off, SFS frees the data space for other uses. If, for instance, Cherie and Pam
release the directory, the original data space would go away (assuming there were no other users of it). If
Cherie happened to reaccess the directory, SFS would let her use the data space that had the most recent
copy (the one Brad has accessed in our example).

It's also possible that Cherie and Pam neither reaccess the directory, nor release it all day. In this case,
the server maintains the data space all day. The server does not force them to reaccess the directory,
nor does it automatically refresh it. Remember that with DIRCONTROL directories, the server provides
access-to-release consistency for read-only users at all times.
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You can see how frequent writing activity on an often-used directory would create a lot of overhead in
SFS processing. SFS would have to load data spaces and keep track of various levels of changed data.
This processing overhead will reduce the performance gains, and the server could easily run out of data
spaces. In this case, users who access the directory would use the SFS server processing—almost all
performance benefits would be lost.

To get the most benefit from data space use, you should schedule all updates during periods of low
directory use. You should make the updates in as brief a time as possible, and then request all users
of the directory to reaccess it. You can determine who has your directory accessed by using the QUERY
ACCESSORS command. While not all users will heed your advice, you can minimize the chance of the
server running out of data spaces by sending the message.

File pool administrators can determine the number of versions of a directory that SFS is maintaining by
using the QUERY ACCESSORS command.

Another requirement for DIRCONTROL directories in data spaces is that users must access the directory
in read-only mode to get the benefit. Users who access in read/write mode do not use the data space.
Nor do users who use CSL routines to refer to the directory without accessing it. Because CSL routines
can refer to SFS files directly, some applications may not require the directory to be accessed. These
applications will not use the data space and, consequently, will not get the performance benefit. The
directory should be accessed before the application is started. Then, even though the application uses
direct reference, the data space will be used (assuming the directory is local).

Another important point to remember is that aliases never use data spaces. Suppose, for example, you
create an alias to a base file in a DIRCONTROL directory. The alias resides in one of your directories, and
both directories are accessed. If you use the alias to refer to the base file, you will not use the data space.
Instead, the server will process your request. If, however, you refer to the base file directly, you will use
the data space. So, using the alias will give you the most current version of the file, which is the version
the server maintains, but will not give you the benefits of the data space.

If your DIRCONTROL directory meets the requirements for use in a data space, you need to ask your file
pool administrator to make the directory data space eligible. The administrator will probably verify that
your directory does, indeed, meet the requirements for data space residence and enter a DATASPACE
command for the directory. (Only users with file pool administration authority can use the DATASPACE
command.)

Once the DATASPACE command is processed, your directory is said to be data space eligible. The next
time a local user accesses your directory in read-only mode, the file pool server will load the directory into
a data space if one is available. If a data space is not available, regular server processing is used.

So, even if your directory is data space eligible, there is no guarantee that it will be loaded into a data
space. If your file pool administrator has correctly estimated the number of data spaces needed for the
file pool, the odds are that one will be available. In any case, you might ask your administrator to enter a
QUERY ACCESSORS command if you suspect that your directory is seldom placed in a data space (there is
no noticeable performance improvement). The administrator can tell whether write activity on some other
directory in a data space has caused all data spaces to be used.

Once a directory is made eligible for use in a data space, that eligibility persists (even across server
shutdowns) until one of these things happens, the:

- Administrator explicitly removes eligibility by entering a DATASPACE RELEASE command.
« Directory is erased.
- Directory is changed from directory control to file control.

Other Functional Restrictions of Directory Control Directories
In addition to the characteristics described above, DIRCONTROL directories have these restrictions:

- UPDATE is the only type of explicit lock that the file is in.
« Afile (or external object) cannot be the source or target of a RELOCATE command.
« The directory cannot contain aliases.
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Example of a High-Performance Directory Control Directory

Suppose you work as a securities analyst in a brokerage firm. Your department analyzes businesses

and creates a CMS file for each firm on which you have an opinion. Every day or two, your department
completes a few new opinions. All the stockbrokers in your firm read the reports and advise their clients
of your opinions. They typically read the files while discussing investment options on the telephone with
clients, so they need good access performance.

These opinion files are good candidates for placement in a high-performance DIRCONTROL directory.
Because opinions are generated every day or two, the directory would not have frequent write activity.
Furthermore, you could schedule the updates to occur near the end of the business day when there

is little read activity. Your department members might, for example, create CMS files in their own
subdirectories while they are forming an opinion. When their analysis is complete, they would wait until
the end of the business day and copy the file to the DIRCONTROL directory.

During the day, your company's numerous stockbrokers would keep the directory accessed in read-only
mode. They would benefit from having the opinions in a high-speed directory because it would reduce
delays when they are retrieving an opinion for a busy client.

While the example being used is for a brokerage firm, the same requirements for high-speed directories
are satisfied by many situations: electronic bulletin boards, forum directories, document libraries, and
so on. To illustrate how you would set up a high speed directory, we will continue with the brokerage
example.

First, you need to create a DIRCONTROL directory. To do so, specify the DIRCONTROL option on a CREATE
DIRECTORY command:

create directory vmsysu:yourid.opinions (dircontrol

If the directory already exists, you can convert it to a DIRCONTROL directory by doing the following;:

1. Ensure that all explicit locks for the directory and its files are deleted.
2. Thenenter: dirattr vmsysu:yourid.opinions dircontrol (forxce

The FORCE option revokes all individual authorizations you've granted for the directory and the files
within it. Remember that individual authorizations are not allowed in DIRCONTROL directories. The
FORCE option also erases all aliases from the directory. (Aliases cannot exist in a DIRCONTROL
directory.)

You can verify that the directory is directory control by entering;:
query dirattr vmsysu:yourid.opinions

If it is a DIRCONTROL directory, you will see:
DIRCONTROL

Otherwise you will see:

FILECONTROL

Next, you would grant DIRWRITE authority to your department. Assuming you have created a nickname,
SA, for the securities analysis department, you would enter:

grant authority vmsysu:yourid.opinions to sa (dirwrite

DIRWRITE authority allows your department members to create new files or update existing files in the
directory. It also allows them to write to any file that is added to the directory in the future.

Next, grant DIRREAD authority to all the stockbrokers and anyone else who can use your computer
system:

grant authority vmsysu:yourid.opinions to public
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DIRREAD is the default for GRANT AUTHORITY, when a DIRCONTROL directory is specified.

Finally, call the file pool administrator and ask to have your directory made data space eligible. The
administrator will enter a DATASPACE ASSIGN command for your directory, and your stockbrokers will
enjoy high-speed opinions.

Application Considerations

The following considerations should be taken into account when using applications to operate in an SFS
environment. For information on writing applications, see z/VM: CMS Application Development Guide.

« Many system facilities and applications, such as the DASD Dump Restore (DDR) Service Program, use
CMS files. These files, like any other CMS files, can reside in an SFS directory or minidisk. However,
before sharing these files with other users (or before using the files of others), you should be aware of
the implications of doing so. For example, if you grant authority to another user, and that user locks the
file, the facility may not be able to use the file. The same is true if another user grants you authority and
later revokes it. In these cases, the facility may receive a nonzero return code and terminate, because it
cannot use a file it needs.

« If you are running an application program without Coordinated Resource Recovery (CRR) and it fails, it
could be a result of accessing directories in several file pools in read/write mode. Some applications
try to write to more than one file mode. If those file modes are associated with directories in different
file pools, the program may fail. For more information on CRR, see z/VM: CMS File Pool Planning,
Administration, and Operation.

Using Several File Pools at One Time

It is possible for you to be enrolled in more than one file pool. If this is the case, you will have a top
directory in each file pool. Your administrator might have set you up one of these file pools as your default
file pool. Use the QUERY FILEPOOL PRIMARY command to find out your default file pool. Generally, the
default file pool is accessed with a file mode of A. You can access your file space in the other file pool by
explicitly naming the file pool ID on any command that accepts a directory identifier.

For example, for user Alyson to create a directory named NEWDIR in the file pool DEVELOP, which is not
her default file pool, she would enter:

create directory develop:alyson.newdir

If Alyson wanted to make the directory part of her CMS search order, she could do so by accessing the
directory:

access develop:alyson.newdir w

Such ACCESS commands could be in her PROFILE EXEC, so that the directory in the DEVELOP file pool is
automatically accessed each time Alyson logs on.

If file mode A is a minidisk rather than a directory, you should decide which file pool will be your default
file pool. You would then use the SET FILEPOOL command in your PROFILE EXEC to make that file pool
the default. Directories in your secondary file pools could also be accessed in your PROFILE EXEC.

Suppose that Sue is enrolled in three file pools: DEVEL1, PUBS, and CTEST. Her file mode A is a minidisk.
She wants to make DEVEL1 her default file pool and have her top directory within DEVEL1 accessed as file
mode B. The other two top directories she wants accessed as file modes O and P. In her PROFILE EXEC
she would enter:

set filepool devell:
access . b

access pubs:. o
access ctest:. p

Sue can abbreviate the commands by omitting her user ID if she has not entered a SET FILESPACE
command. CMS will assume she wants to access the top directories.
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After these commands are processed, if Sue enters a command and omits the file pool ID, CMS will use
DEVEL1 as the default.

To change the default file pool during a CMS session, enter the SET FILEPOOL command again. For
example, to temporarily change her default to CTEST, Sue would enter the following command:

set filepool ctest:

To reset the default, Sue would enter SET FILEPOOL again:

set filepool devell:

Note: Assuming your administrator has defined a default file pool for you, you can reset your current
default to the one originally defined for you by entering:

set filepool primary

PRIMARY is a keyword. It means the default file pool in effect at the time of IPL.

Sharing Files with Users on Other Systems

If you need to communicate with someone on another processor, you can add to your names file a
nickname for that user. In addition, you will need to find out the user's local ID, the logon ID for that

local system. You will need to add this to the section of optional information at the bottom of the NAMES
screen. (If the optional information tag section is full, you must XEDIT your names file and manually enter
the information.) When you wish to issue a command, send information, or grant authority to this user, the
optional information will enable your system to locate him, even though he is not at your location.

SFS lets you share your files with users on other systems. For example, you can share files with users in
another building, another town, or state.

The Transparent Services Access Facility (TSAF) is a component of z/VM that handles communication
between systems by letting APPC/VM paths span multiple VM systems. TSAF lets a source program
connect to a target program by specifying a name that the target has made known, instead of specifying a
user ID and node ID. A collection is a group of up to eight z/VM systems that can share resources.

Inter-System Facility for Communications (ISFC) is a component of z/VM that handles program-to-
program communications between VM systems and LAN-based domain controller workstations. A
Communication Services (CS) collection is a group of one or more of these domains.

To share files owned by another user in a different file pool, or on a different system in the same TSAF or
CS collection, call the system administrator at the other location and ask to be enrolled in the other user's
file pool. Then, the other user could grant you authority for the files you need to share. To access the files
you own on your file pool, that user could, in turn, request enrollment in your file pool.

To enable you to share files with users on a different system, and not within the same TSAF or
CS collection, your system administrator will need to use APPC/VM VTAM Support (AVS). For more
information, see z/VM: CMS File Pool Planning, Administration, and Operation, and z/VM: Connectivity.
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Chapter 4. Storing Your Files on Minidisks

z/VM uses disk storage, which can either be a directory (within the SFS file space) or a minidisk. This
section contains information specific to minidisks. For more information on how to manage your files if
your files are only stored in an SFS file space, see Chapter 3, “Using the Shared File System,” on page 37.

Minidisks and How They Are Defined

A minidisk is a location on a real DASD which has been allocated for storage of a user's files. A minidisk
can also be formatted for use as an OS or DOS disk. Minidisks are also known as virtual disks.

For CMS applications, you never have to be concerned with the location of your data on minidisks; when
you use minidisks, they are, for practical purposes, functionally the same as real disks.

You can have three types of minidisks: permanent minidisks, temporary minidisks (T-disks), and virtual
disks in storage.

Permanent minidisks
last across terminal sessions (logons); they are defined in the z/VM directory entry for your virtual
machine.

Temporary minidisks
are automatically destroyed at logoff. You can define temporary minidisks for your own virtual
machine by using the CP DEFINE command, or they can be attached to your virtual machine by
the system operator.

Virtual disks in storage
are temporary simulations of minidisks in system storage; they are not allocated on a real DASD.
Virtual disks in storage are defined in the z/VM directory entry for your virtual machine, or you can
define them using the CP DEFINE command.

All three types of minidisks can be attached to your machine during a terminal session.

Defining Temporary Minidisks

If you use minidisks to store your files, from time to time you may find it necessary to define a temporary
minidisk. Using the CP DEFINE command, you can attach a temporary minidisk to your virtual machine for
the duration of a terminal session. You enter the CP DEFINE command with the device type of the storage
you wish, the amount of cylinders or blocks you require, and the virtual device number you would like it
assigned to.

Before entering the CP DEFINE command, you may wish to use the CP QUERY DASD command to see
what virtual device numbers you are currently using. Entering;:

query dasd

will result in a display of information similar to the following;:

DASD 0191 3380 USGO17 R/W 20 CYL ON DASD 0954 SUBCHANNEL = 0003
DASD 0192 3390 USGOIM R/O 120 CYL ON DASD 0565 SUBCHANNEL = 0000
DASD 019E 3390 SYGEMC R/O 200 CYL ON DASD 0541 SUBCHANNEL = GGGA

The virtual device numbers currently being used are 191, 192 and 19E. In the CP DEFINE command
example which follows, a virtual device number of 291 will be used.

The following command allocates a 10-cylinder temporary minidisk from a 3380 device and assigns it a
virtual device number of 291:

define t3380 as 291 cyl 10
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When complete, the system will return messages similar to the following;:

DASD 291 DEFINED
Ready; T=0.15/1.39 11:21:07

You could check that your new temporary minidisk has been defined by reentering the CP QUERY DASD

command:

DASD 0191 3380 USGO17 R/W 20 CYL ON DASD 0954 SUBCHANNEL = 0003
DASD 0192 3390 USGO1IM R/0 120 CYL ON DASD 0565 SUBCHANNEL = 0000
DASD O19E 3390 SYGEMC R/O 200 CYL ON DASD 0541 SUBCHANNEL = GOOA
DASD 0291 3380 (TEMP) R/W 10 CYL ON DASD 07D1 SUBCHANNEL = 0013

When you define a minidisk, you can choose any valid virtual device number that is not already assigned
to a device in your virtual machine. Valid device numbers for minidisks are 0001 through FFFF.

For more information on the DEFINE or QUERY DASD command, see z/VM: CP Commands and Utilities
Reference.

Defining Virtual Disks in Storage

A virtual disk in storage is another type of temporary minidisk that you can attach to your virtual machine
for the duration of a terminal session. However, because a virtual disk in storage is allocated from system
storage instead of on a real DASD, and so avoids the I/0O overhead of writing to the DASD, it may be faster
to use than a regular temporary minidisk.

Use the CP DEFINE command to create a virtual disk in storage. A virtual disk in storage is always defined
as an FBA minidisk, which is allocated in 512-byte blocks. You do not need to have a real FBA DASD

on your system. For example, the following command allocates a 160-block virtual disk in storage and
assigns it a virtual device number of 333:

define vfb-512 as 333 blk 160

For more information, see z/VM: CP Commands and Utilities Reference.

Formatting Minidisks

Before you can use any new minidisk, you must format it. This applies to new minidisks that have been
assigned to you, and to temporary minidisks and virtual disks in storage that you have defined with the CP
DEFINE command. When you enter the FORMAT command, you must use the virtual device number you
have defined for the minidisk and assign a file mode letter, for example:

format 291 c
CMS then prompts you with the following message:

DMSFOR60O3R FORMAT will erase all files on disk C(291).
Do you wish to continue? Enter 1 (YES) or O (NO).

You respond by typing either a number or a word (YES or NO):
YES

CMS then asks you to assign a label for the minidisk, which you select. A valid label is considered to be
any combination of one to six numeric (0-9) and alphabetic (A-Z) characters. However, be aware that the
use of fewer than six characters will cause blanks to be filled in place of the missing rightmost characters.
And, the use of more than six characters results in only the first six characters from the left being used.
When the message:

DMSFOR605R Enter disk label:

is displayed, you respond by supplying a minidisk label. For example, if this is a temporary minidisk, you
might enter:
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scratch

CMS then erases all the files on that minidisk, if any existed, formats it for your use, and displays the
following messages:

DMSFOR733I Formatting disk C
DMSFOR732I 10 cylinders formatted on C(291)
Ready; T=0.15/1.60 11:26:03

After the format of the disk is complete, entering the command:
query disk

will return a display similar to the following, including the newly formatted disk:

LABEL VDEV M  STAT CYL TYPE BLKSIZE FILES BLKS USED-(%) BLKS LEFT BLK TOTAL

DL0O191 191 A R/W 20 3380 2048 227 4554-84 846 5400
SCRATC 291 C R/W 10 3380 4096 0 6-00 1494 1500
IDTOOL 192 E/A R/0 120 3390 1024 1797 55424-93 3976 59400
YDISK 19E Y R/0 200 3390 4096 1443 28661-80 7339 36000

The QUERY DISK command will be discussed further in section “Managing Your Minidisks” on page 106.

The FORMAT command should only be used to format CMS minidisks, that is, minidisks you are going to
use to contain CMS files. In addition, this command gives you a choice of physical disk block size as an
option.

For more information on the FORMAT or QUERY DISK commands, see z/VM: CMS Commands and Utilities
Reference.

Linking and Sharing Minidisks

If your files are stored on minidisks, you will need to link to other users' minidisks in order to share files.
This section contains the information you will need in order to create temporary or permanent links to
other minidisks.

Since only one user can own a minidisk, and there are many occasions that require users to share data or
programs, z/VM lets you share minidisks, on either a permanent or temporary basis, by linking.

Virtual disks in storage that are defined in the directory, although they are temporary, can be shared
among users. A shareable virtual disk in storage exists from when the first user links to it until the last
user detaches it or logs off. Because of its temporary nature, however, a shareable virtual disk in storage
should not be used for permanent data.

Permanent links can be established for you in your z/VM directory entry. These minidisks are then a part
of your virtual machine configuration every time you log on. You can also have another user's minidisk
temporarily added to your configuration by using the CP LINK command.

Coding in the file of access For example, if you have a program that uses data that resides on a minidisk
identified in the user ID INFO's configuration as 194, and you know that the password assigned to this
minidisk is GO, you could enter the command:

link info 194 as 198 r pass= go

The r in the command indicates the access mode; in this case, it tells CP that you only want to read files
from this minidisk and you will not write to it. If you try to enter this command when someone already has
write access to that minidisk, you will not be able to establish the link. If you want to link to INFO in any
event, you can reenter the LINK command using the access mode RR:

link info 194 198 rr go

Notes:
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« Using the RR access lets one user read a minidisk while another is updating it at the same time. This can
produce unpredictable results.

« The password cannot be entered on the command line if the password suppression facility is active.

« If RACF® or another external security manager is installed on your system and is in effect, the procedure
for linking may be changed somewhat. For more information, see your system administrator.

Once successfully completed, INFO's 194 minidisk is then added to your virtual machine configuration at
virtual device number 198.

To verify the command has been processed, you can enter the CP QUERY DASD command, which will
result in a display similar to this:

DASD 191 3390 USGO17 R/W 20 CYL ON DASD 0541 SUBCHANNEL
DASD 198 3390 USGOIM R/O 120 CYL ON DASD 0565 SUBCHANNEL

0003
0001

You can also use the CP LINK command to link to your own minidisks. For example, if you log on and
discover that another user has access to one of your minidisks, you will be given read-only access, even
if it is a read/write minidisk. You can request the other user to detach your minidisk from his virtual
machine, and after he has done so, you can establish the link:

link * 191 191

When you link to your own minidisks, you can specify the user ID as * and you do not need to specify the
access mode or a password.

For complete information and options available for the CP LINK command, see z/VM: CP Commands and
Utilities Reference.

Accessing Minidisks

Once minidisks are linked, they can be accessed (assigned a file mode). In “Accessing Your Directories
or Minidisks” on page 126, we discussed the reasons for accessing a minidisk or a directory. This section
discusses how to display the minidisks you currently have access to, and how to assign a file mode to a
minidisk virtual device number.

You may recall in “Formatting Minidisks” on page 102, an example was used where a new temporary
disk was assigned a file mode as part of the formatting command. As part of the FORMAT, in addition to
the assignment, the disk contents were erased. When linking to your own minidisks, or another user's
minidisk, you would, generally, like to keep the information already on the minidisk. Therefore, the
FORMAT command would not be applicable.

You can assign a file mode using the ACCESS command. A sample format of the ACCESS command
follows:

»— access — virtual device address — fm —»«

Before using the ACCESS command, you may want to use the QUERY ACCESSED command to determine
the file modes (minidisks) you currently have access to, for example:

Mode  Stat Files Vdev Label/Directory

A R/0 765 191  DLO191
S R/0 1321 190 CMS6.0
Y/S R/0 337 19E 19ESP6

The information displayed is organized as follows:

« Mode indicates the mode letter used to access the minidisk.
« Stat gives the status of the minidisk: R/W (read/write) or R/O (read-only).
Files displays the number of files on the minidisk.

Vdev displays the virtual device number of the minidisks.

Label/Directory shows the label assigned to the minidisk when it was formatted.
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If you had already linked to a minidisk whose virtual device number is 194, you could access it with a file
mode of B by entering;:

access 194 b

Releasing and Detaching Minidisks

When you no longer need a minidisk that you temporarily accessed, you can release it by entering the
RELEASE command. For example:

release b

When you want to assign a currently active mode letter to another minidisk, enter the ACCESS command
to reassign that mode letter. It is not necessary to release a minidisk before accessing another with the
same mode.

When you log off, any minidisk that you temporarily accessed is automatically released.

You can also specify that the disk be detached from your virtual machine configuration by using the
DETACH option of the RELEASE command. For example:

release b (detach or release 194 (detach

Note: If you are experiencing poor response time and have many minidisks accessed that you do not
need, you may want to release some of these minidisks.

When you detach a virtual disk in storage or log off, if you are the last user of the virtual disk in storage, it
is destroyed.

For more information on the RELEASE command, see z/VM: CMS Commands and Utilities Reference.

Minidisk File Directories

Each minidisk has a master file directory that contains entries for each of the CMS files on that minidisk.
(The directories discussed in this section are not to be confused with those pertaining to the SFS.) When
you access a minidisk, information from the master file directory is brought into virtual storage and
written into a user file directory. The user file directory has an entry for each file that you can access. If
you have accessed a minidisk specifying only particular files, then the user file directory contains entries
only for those files.

If you have read/write access to a minidisk, then each time you save the file, the user file directory and
master file directory are updated to reflect the current status of the minidisk. If you have read/write
access to a minidisk and the FSCLOSE macro is issued, the user file directory is updated. When there

are no open files on the minidisk, the master file directory is updated to reflect the current status of the
files. If you have read-only access to a minidisk, then you cannot update the master file directory or user
file directory. If you access a read-only minidisk while another user is writing files onto it, you may need
to periodically reenter the ACCESS command for the minidisk to obtain a fresh copy of the master file
directory.

Attention: You should never attempt to write on a minidisk at the same time as another user. CMS
does not protect a user from loss of data on a minidisk when multiple users have write access to it.

You can use the CP QUERY LINKS command to determine if other users have links to any minidisks you
want to access. For more information, see z/VM: CP Commands and Utilities Reference. If you are using
the Shared File System, files can be locked and unlocked to prevent simultaneous updates. For more
information, see “Locking Files and Directories” on page 86.

The user file directory remains in virtual storage until you enter the RELEASE command, specifying the
mode letter or virtual address of the minidisk.

If you detach a minidisk (with the CP DETACH command) without releasing it, CMS implicitly releases the
minidisk.
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Attention: Any RELEASE attempted after a minidisk has been detached, whether it be implicit or
explicit, cannot perform equivalent cleanup of open files as a RELEASE issued before the DETACH.
Therefore, to ensure that all open files are cleaned up when detaching a CMS minidisk, issue the
RELEASE command with the DETACH option, or issue the RELEASE command before issuing the
CP DETACH command.

The entries in the master file directory are sorted alphanumerically by file name and file type, to facilitate
the CMS search for particular files. When you are updating minidisks, the entries in the user file directory
and master file directory tend to become unsorted as files are created, updated, and erased. When you
use the RELEASE command to release a read/write minidisk, the entries are sorted and the master file
directory is rewritten.

Managing Your Minidisks

The number of files you can write on a minidisk depends on both the size of the minidisk and the size of
the files that it contains. You can find out how much space is being used on a minidisk by using the QUERY
DISK command. For example, to see how much space is on a minidisk with a file mode of A, you would
enter:

query disk a

The response may be something like this:

LABEL VDEV M STAT CYL TYPE BLKSIZE FILES BLKS USED-(%) BLKS LEFT BLK TOTAL

MYDISK 191 A R/W 5 3390 1024 171 1221-92 107 1328

Term Description

LABEL Identifies the label assigned to the disk when it was formatted.

VDEV Identifies the virtual device number.

M Identifies the access or file mode letter.

STAT Identifies whether disk status is read/write or read/only.

CYL Identifies the number of cylinders available on the disk.

TYPE Identifies the device type of the disk.

BLKSIZE Identifies the CMS disk block size when the minidisk was formatted.

FILES Identifies the number of CMS files on the disk.

BLKS USED Identifies the number of CMS disk blocks in use. The percentage of blocks in use
is also displayed.

BLKS LEFT Identifies the number of disk blocks left.

BLK TOTAL Identifies the total number of disk blocks.

When a minidisk is becoming full, you should erase whatever files you no longer need, pack inactive files
using the COPYFILE command with PACK option, or dump to tape files that you need to keep (but do not
need to keep active on the minidisk).

When you are executing a command or program that creates and stores a file, and the minidisk becomes
full in the process, you will receive an error message. You must then try to clear some space on the
minidisk before you can attempt to process the command or program again. To avoid the delays that
such situations cause, you should try to maintain an awareness of the usage of your minidisks. If you
cannot erase any more files from your minidisks, you should contact installation support personnel about
obtaining additional read/write minidisk space.
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Data Compression

You can save data in a compressed format to conserve DASD resources. The CSRCMPSC macro provides a
pair of services that compress and expand data.

Compression takes an input string of data and, using a data area called a dictionary, produces an output
string of compression symbols. Each symbol represents a string of one of more characters from the input.

Expansion takes an input string of compression symbols and, using a dictionary, produces an output string
of the characters represented by those compression symbols.

To use the Data Compression Services for compression and expansion, the CSRCMPSC macro uses two
dictionaries: the compression dictionary and the expansion dictionary. These dictionaries are logically
and physically related. When you expand the data that has been compressed, you want the result to
match the original data. Thus the dictionaries are complementary. When the compression is being done,
the expansion dictionary must immediately follow the compression dictionary, because the compression
algorithm examines entries in the expansion dictionary.

To help you use the compression services, the S-disk contains the following compiled REXX execs:

« CSRBDICV for building compression and expansion dictionaries

« CSRCMPEV to run a test, to compress and re-expand files using dictionaries created by the CSRBDICV
EXEC. Reports are generated giving statistics on the efficiency of the compress and expand functions
with the current dictionary set.

For more information on how to use these execs, see z/VM: CMS Commands and Utilities Reference. For
more information about compression and using the execs, see z/VM: CMS Application Development Guide
and Enterprise Systems Architecture/390 Data Compression.

Chapter 4. Storing Your Files on Minidisks 107


https://www.ibm.com/docs/en/SSB27U_7.3.0/pdf/dmsb4_v7r3.pdf#nameddest=dmsb4_v7r3
https://www.ibm.com/docs/en/SSB27U_7.3.0/pdf/dmsa3_v7r3.pdf#nameddest=dmsa3_v7r3

Storing Your Files on Minidisks

108 z/VM: 7.3 CMS User's Guide



More on the CMS File System

Chapter 5. More on the CMS File System

This section is an extension of Chapter 2, “CMS File System,” on page 27. It contains more detailed
information on CMS files and commands, such as:

- Additional considerations when naming and storing your CMS files.

— What are Reserved File Types?

— How are File Mode Letters and Numbers used? For SFS, for minidisks?
« What are Synonyms and Translations and how are they used?

« CMS command search order and execution characteristics.

Many CMS command names are listed in the section; many have not been discussed or even mentioned
previously in this document. For a full description on any command, see z/VM: CMS Commands and
Utilities Reference.

What Are Reserved File Types?

For the purposes of most CMS commands, the file type field is used merely as an identifier. Some file
types, though, have special uses in CMS; these are known as reserved file types.

Nothing prevents you from assigning any of the reserved file types to your files, but caution should be
used if they are not being used for the specific CMS function usually associated with that file type.

Some reserved file types also have special significance to XEDIT. When you use the XEDIT command to
create a file with a reserved file type, the editor assumes various default characteristics for the file, such
as record length and format, tab settings, translation to uppercase, truncation column, and so on.

File Types for CMS Comm