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what IS NPIV?
Unique SAN Identities!

System z9 SAN

Linux A: FCP

Channel with NPIV:

unique ID with NPIV: Initiators of I/0 and
WWPN aa.aa...... aa

; their traffic can Dbe

D_ID aa.aa.aa i distinguished in the SAN
thr h uni WWPN r

shared ID without NPIV: ougn  unique > 0

D IDs respectively.

WWPN oo oo L. XX
Linux B: without NPIV;
unigue JD with NPIV: The SAN sees a shared FCP
WWPN bb.bb...... bb - channel inal
D ID bb.bb.bb bl e el BalileUs
— initiator.

shared ID without NPIV: | | |
WWPN oo oo XX - R R |
D ID »xx.xx.xx | | |




what IS NPIV?
Think Virtual Adapters

hysical HBA:

WWPN, D_ID,
PCHID, ...

virtual HBA:

WWPN, D ID,
devno, ...

virtual HBA:

WWPN, D_ID,
devno, ...

virtual HBA:

WWPN, D_ID,
devno, ...

2 concept:
Cirtual HEA: virtual HBAs(subchannels)
T LT, hosted by a

devno, ...

physical HBA (channel image)




what IS NPIV?
Industry-Standard Solution

= NPIV = N_Port Identifier Virtualization

> standard-based approach being
embraced by the industry

> System z9 persistently assigns unique
WWPN to each FCP subchannel

2 FCP Channel obtains separate D _ID for
each subchannel from fabric switch

2 result: unique SAN identity for each
FCP subchannel

s e e EbreichannelEramingiand Signalinginteriace
also

http://www.t1ll.org




what IS NPIV?

System z9 Implementation

Implementing Linux with

System z9 SAN
shared FCP channel FCP device
T virtual HBA:
subchannel g
. WWPN xxXx
virtual
Server A D ID X
|
virtual HBA:
virtual
Server B
|

2 connecting a virtual HBA to the SAN



what IS NPIV?

System z9 Implementation

Fabric Fabric Fabric Fabric
Login Logout Login Logout
v v v v
D ID a' D ID a"
WWPN a of subchannel A »
A A
| Fabric  Fabric § Fabric
Login Logout | Login
Y ; o
D ID b' D ID b"
WWPN b of subchannel B " WWPN b of subchannel B
A A ? >
| . | . | . | time
I0CDS with A  dynamic I/O: dynamic I/0: rewrote and
IML-ed B added B removed re-IML-ed IOCDS

A gone, B back

=2 lifetime of virtual WWPN-=
lifetime of subchannel definition

> D _ID lifetime = fabric connection lifetime



what IS NPIV?

System z9 Implementation

WWPN range assignhed to IBM
T
System z9 machine identification
! + ]

subchannel identification
(derived from LPAR, CHPID, subchannel set, CSS ID)

WW P N of a virtual HBA
in a System 29

> well-defined “ingredients” guarantee
uniqueness and permanence of WWPNs




New Possinilities

Sharing Unlimited

= 'Exclusive LUN' policy abolished by NPIV:
many-to-many tape backup solutions

Linux A

; —-
drive 1
74,14

Linux B

Linux C

~J

FCP
Channel

Linux X

—pp drive 2

><‘

S

Tivoli. \

drive N

drive 3

i

drive 4




New Possibilities
Sharing Unlimited

= 'Exclusive LUN' policy abolished by NPIV:
imagine shared SAN filesystems

Linux A i volume 1 l
volume 2 |
Linux B g
Linux C é \iﬂume 3 |
o
volume 4
e FCP
o Channel shared
file o
system o
Linux X volume N b




New Possinilities

Access Control Done Right

2> LUN Masking works for virtual servers!

: ¢ volume 1
Linux A - (exclusive)
volume 2
. - (exclusive)
Linux 8 ‘\\
: < volume 3
Linux C ~— (exclusive)
o
volume 4
o ECP (shared)
o Channel
o
® o
Linux X volume N




New Possinilities

Access Control Done Right

> Zoning works as well!

FCP
Channel




New Possinilities

Access Control Done Right

2> NPIV deprecates the FCP Channel
Access Control feature

> Access Control feature still available
with System z9, though
(could be used for subchannels operating in
backward-compatible non-NPIV mode)

2 ACT rules - if defined - are not applied
to FCP subchannels in NPIV mode



New Possibilities
All-Out Manageability

> SCSI storage provisioning for virtual
servers created by cloning - why not?

: volume 1
Linux M (naster)
cloning process
managed by:
step #3:
L (€ m (tbd) copy Linux
— master image
\
SteQ #1: \
zc/r;fl\a/'lte:eesvtl', step #4: volume 2
Qg | FCP setup LUN (clone)
e #7-' SHELTOEL masking for
c’l’:tszosn}?st’:?n clone system step #2:
to use clone (dependency carve out
volume on NPIV!) new volume




Requirements

IBM System z9

s e e MBIMISYSIEnZosl09,
— http://www.ibm.com/servers/systems/systemz9/29109/features.html

NPIV-Capable Switch

2 only required for switch adjacent to z9

2> McData switches w/ firmware upgrade:

- JEOS5:8:00
=1l5fe]  http://www.mcdata.com/downloads/tc/cdesc/sphereon 4400 4700 wbt.pdf




LINUX support

Almost Dispensable

2 NP1V is more or less transparent for
operating systems
(Linux uses the new virtual N_Port in the
same way as it has used non-virtual N_Ports)

> but: some new error codes/messages
defined for NPIV-type subchannels
(mostly conditions due to deficient planning)

=2 Linux code to be shipped anytime soon
(target: SLES9 SP3 and equivalent)

= o IniEenZSeries
also http://www.ibm.com/developerworks/linux/linux390/index.html




Getting Started
“Floods” of WWPNSs

2> many hew WWPNs to be used by zoning
and LUN masking/mapping functions

2 can be exported from SE through FTP

WWPM,WW WWPN

WW WWPN WWPN
,miI/P WWPN

P WWPNWPN

WWPMI(Iﬂlk’”l”lg"y'V ol




Getting Started
NPIV Step-by-Step

1. pre-plan SAN with NPIV support
- see practical limits of components

2. define FCP subchannels in IOCDS
- prior to IML, or
- using dynamic |/O (HCD/HCM)

3. perform IML, if needed
- WWPNSs for new subchannels get assigned

4. query WWPNs using SE/HMC panel
- needed for configuration of SAN functions
- export function through FTP available



Getting Started
NPIV Step-by-Step (cont.)

. configure switch adjacent to z9

- ensure NPIV is enabled

- ensure enough virtual N_Ports per port
- setup zoning for virtual N_Ports

. configure target device
- setup LUN masking/mapping

. enable NPIV-mode for CHPID in LPAR
- CHPID must be temporarily toggled off

. start using FCP subchannel in Linux
- check for NPIV related error messages



Getting Started

Implementation Limits

> switches will presumably allow for 1024
or up to 8192 WWPNs in a SAN

> storage device impose limits as well

> theoretically up to 255 subchannels per
channel connected at the same time

2> =< 510 active target port connections for
all subchannels of a channel

> each System z9 provides a total of
2 million WWPNs for virtual HBAs

S e e ISUpportoiEibreiChiannelProtocolior'SCSI—ECP channels
also http://www.ibm.com/servers/eserver/zseries/connectivity/fcp.htmi




L1 CHPID Details

= Daily

=0 CPC Becovery

T Service

] Change Management

<% ZPC Remate Customization

= CPC Operational Customization
g2 CRPC Configuration

=1 CP Toolbox

f 1 CHFID Operations

1F Channel Cperations

- - - - - - - - - - -

F Crypto Service Operations

LOOK N Feel
NPIV Is On

< Hardware Message
< Operating Systam M
E= Configure QAo
b Release

-4 T29: NPIV Mode On/Off - Mozilla L=)mfx]

x

MPIV Mode OnfOff
===

Fartition Css CHPID | WPIY hMode Enabled
TeaEP T 1 3d ]

Select All || Deselect All |

Apply | Cancel | Help |

W Show LED

¥ Channel Prablem Determination
% FCP NP1V Mode On/Off

> your choice: toggle NPIV on with a per
channel-and-LPAR granularity
(CHPID needs to be toggled off temporarily)



LOOK N Feel

. You won't run out

= CPC Recovery * -
| .. of WWPNSs, but If
] Chanhge tManagement ] ’ L
« CPC Remote Customization ]
P . o : : _____
S R e 74-# T29: FCP Channel - FCP NPIV Port Names- Mozilla  |=/@x
== CPC Configuration
= CP Toolbox E‘EE FCP Channel - FCP NPIY Port Mames ‘
e _ < Hardware Messages
LHRG TR | Operating System Messages | 1he functions below allow you to display or alter Worldwide Port Names
TF Channel Operations _ assigned to FCP Channels.
e3 Perforin hodel Conversion

F Crypto Service Ope

= Edit Frame Layout Display all NP1V port names | Display Assigned Port Names,. |
that are currently assigned to
FCP subchannels:

3 Inputoutput (/0) Configuration) Release @l port names that had | Release All Locked Port Mames ]

3 view Hardware Configuration [«PFEVIOUSly been assigned to
— e FCP subchannels and are now
— Rehuild Yital Product Data,

& aystem (Sysplex) Time

locked.
=" Mondistuptive Hardware Glian| Release a subset of the port Release Subset Of Locked Port Names.., |
B vs Processor Tost names that had previously
- been assigned to FCP
=l A sbchannels and are now
LT wiew CBU Feature Information| |0CKEG.
[* Channel PCHID Assignment Cancel || Help |

1" Update Hardware LICCC
i Cryptographic Configuration | ;

Lt Cryptographic Management

B: Display MPIY Configuration

% Transmit Vital Product Data
LT view On/Of CoD Feature Information




LOoOK N reel
List Of Virtual N Ports

£i-44 T29: Display Assigned Port Names - Mozilla IBIEIES

@E Display Assigned Port Names

d Hardware Messs

2 Operating Systel| | Parttion  [C5S [1ID [CHPID [SSID | Device Number | WWPN IOCDS | MPIY Mode
e Peram Modetdll | T29LP46 |03 | 01 | 3d a0 5200 cOS076ffeB03514  AD AT On j
5 Eait Frame Lago|| | T29LP46 03 01 | 3d 00 57fe cO5076feB0as e AD A1 On
# system (Sysplesd| | T29LP46 (03 01 3d a0 52fd cO5076feB0a51c AD AT On
o TzalP46 03 01 G55 00 1700 cO5076feB0zade AD A1 On
i Inputfoutput (/0
- TzalP13 07 04  ad a0 5203 cO5076ffeB031de AD A1 On
YWiew Hardware
T TzalP1g 01 04  ad a0 5ofe cO5076ffeB03len  AD A1 On
— Rebuild Vital Pro
_ - TzalP1g 07 04  ad a0 527 cO5076ffeB0dled  AD A1 On
=" Mondisruptive H
TzalPoe o0 08 ad 00 5207 cO5076ffeB03054  AD AT On
E MS0 Processar
. TzalPog o0 08 3d a0 52fg cO5076feBnanse A0 A1 On
-— Update HOM an
= TzalPoe 00 08 3d a0 5 2f] cO5076ffeB0305c  AD A1 On
. i [ TeolPos |00 o8 |55 a0 1707 cOSO7EfeB02644  AD A1 On
U Channel PCHID || | 120 p3g 01 of  ad 0o 521d cOSO7EMesn3zas  AD A1  On Yy

I Update Hardwars
P Cryptographic || | Transfer via FTP: | Cancel | Help | Show all |

T Cryptographic b

= LFL Uperafional Cusiomzaiion 12

B: Display MPIY C anfl guration

=% Transmit Vital Product Data == CPC Configuration

LT wiew On/Off CoD Feature Information | — =F Toolkox »
"E CHPID Operations 3
TF Channel Qperations »

F Crypto Service Operations »




LOOK N Feel

Linux Proudly Presents:
Its Own SAN Ildentity

-bash-3.00#
FCP subchannel /sys/bus/ccw/drivers/zfcp/0.0.5203

virtual N Port tied to @ -bash-3.00#
- Oxc05076fffe8031dc

this FCP subchannel 0x652214

|

in NPIV mode:
values differ
in non-NPIV mode:
same WWPN, same S_ID

|

physical N_Port tied to | [fa. .00 caenls
FCP channel (CHP'D) 0x652213




Summary
Ready, steady, ... go!

2 NP1V eradicates the root cause for
limited practicability of FCP In
virtual server environments

2 NPIV enables the deployment
of standard SAN management
functions with System z9

> NPIV gives free rein
to sophisticated .
SAN fantasies




