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1. LIVE Introduction


1.1  Introduction


Welcome to LIVE, Linux based Interface for Virtual Environments.  The purpose of LIVE is to present administrative functions of a z/VM system in such a way that they are easy to use and understand.  


Much of z/VM is complex and difficult to understand.  Seemingly simple z/VM operations can often require an administrator to perform many steps before achieving the desired goal.  This level of complexity can waste time for seasoned z/VM administrators and can hamper the efforts of new users and administrators in training.  

1.2  Architectural Overview


The main goal of this project is to give a system administrator access to the administrative functionality of a z/VM system in a user friendly and intuitive way.  The front end interface chosen for this task is the common web browser.  The back end interface is the z/VM Systems management API's, or SMAPI for short.  Since the two interfaces being connected are not similar, multiple layers will need to exist.  These layers are outlined in figure 1 and are discussed in the remainder of this section.


At the lowest level, a Systems Management API wrapper library exists.  The purpose of the wrapper library is to expose the SMAPI's functionality to higher layers in an easy to use way.  The library simplifies the way the developer interacts with the SMAPI calls and it provides a native Java interface for making the calls, receiving the results and handling any errors (via Java exceptions) that may occur along the way.


The ZVMTasks library sits above the SMAPI library and uses it to provide a set of actions and tasks that a user may wish to perform.  All tasks will be user-friendly and handle elimination of unneeded complexity.  This layer essentially bridges SMAPI functionality with user-friendly application based functionality.


On top of all of the Java code is a JSP/HTML based user interface that makes use of the Apache Struts framework. Struts is a web design framework that provides tools for designing a modular and powerful web-based user interface.  It provides many features and conveniences that would normally have to be hand coded.  Such features include automatic handling of data forwarding, input validation and user session tracking.  It is also being used because of its MVC architecture which helps maintain clean and modular code.  Struts also provides features that help developers create easily localized applications that will automatically tailor the user interface to meet the localization needs of all users.  For example, a user visiting the web page from within the US would see an English page.  A user visiting from Germany would see the very same page in the German language.  Adding this type of support requires only an English-to-German translator, not a developer or a web designer.  Also, struts can automatically determine the user's locale and display the page in the correct language.

2.  Installation 

2.1  Requirements


Before you begin installing LIVE, make sure your hardware and software meet the following requirements:

Hardware:


IBM eSeries z/Server 

Software:


IBM z/VM Version 5.1 or greater


DirMaint or compatible non-IBM directory manager


Prototype Systems Management API server software


Any IBM supported z/Linux distribution (RedHat Enterprise Linux, SLES, etc.)


IBM Java Development Kit version 1.4.2-1.0 or higher

2.2  z/VM System Setup


For security reasons, the guest running the LIVE software should be connected to the z/VM system through a restricted VSwitch.  You will need to create a restricted VSwitch and only allow the guest used to run the LIVE software to access this VSwitch.  The suggested VSwitch name is 'LIVESW', however, any valid switch name will work.


2.2.1  Directory Manager Setup


LIVE requires that DirMaint, or a compatible directory manager, be enabled and properly installed and configured before it will operate correctly.  If you wish to use DirMaint, please refer to 'Directory Maintenance Facility Tailoring and Administration Guide' IBM Publication #:  SC24-6135-00.  If you wish to use another directory manager, please refer to the appropriate manual for the product.


Please ensure that DirMaint's EXTENT CONTROL (or non-IBM directory manager equivalent) file has been configured to allow automatic allocation of minidisks.  If this is not done, many LIVE features will not be available to you.  IMPORTANT:  To ensure that all minidisk functions work properly you should have a group of DASD called “LVDASD” defined on your system.
2.2.2  Datamove Setup


Ensure that a DATAMOVE machine is properly configured or else some features of LIVE will not be available to you.

2.2.3  Systems Management API Setup


Live also requires that the Systems Management API Prototype server software is installed and functioning correctly.  Please refer to the documentation that comes with this software for more information.

2.3  Linux Guest Setup


2.3.1  Linux Installation



LIVE is intended to be run on a Linux guest running on the z/VM system that you wish to manage.  You will need to create a new guest (suggested guest name is LNXLIVE) and install any IBM supported Linux distribution before deploying the LIVE software.  Refer to the appropriate documentation for help with this.


Make sure the guest contains the appropriate configuration to allow it to access the virtual VSwitch created in section 2.2.

2.3.2  Application Server


LIVE is a web application that needs to be executed by a Java application server.  The suggested application server product is Apache Tomcat, however, any JSP 2.0 compatible application server will work.


If you are using Apache Tomcat, download and install the latest version from the following URL: http://jakarta.apache.org/tomcat/index.html.  


If you are using a different application server, install and configure it according to the vendor’s instructions.

2.3.3  Encryption


In order to ensure that data exchange between an end user's web browser and the LIVE software is safe, SSL can be used to encrypt all communication between the server and client.


If you are using Apache Tomcat as your application server enable encryption by following the instructions in the server.xml Tomcat configuration file.

2.4  LIVE Setup

2.4.1  Unpacking


The LIVE product has been provided in gzip compressed format.  You should extract the gzip file to the 'webapps' folder of your application server.  The command to do this will look similar to this:

gunzip live.gz /opt/tomcat5/webapps


After extraction, a directory titled 'live' should exist in your webapps directory.  This is where the LIVE product is located.

2.4.2  Configuration file


All configuration for LIVE exists in the following file: 'webapps/live/WEB-INF/classes/LIVE.properties'.  You will need to make changes to this file before you start LIVE.  


Be aware that if you recompile the LIVE software, the 'LIVE.properties' file in the classes folder will be replaced with the ‘LIVE.properties’ file that exists in the 'live/src/java' folder.  If you wish to recompile LIVE, you should copy your  'LIVE.properties' file from the ‘classes’ folder to the 'src/java' folder.

2.4.3  Authentication


All users of LIVE will need to authenticate.  Rather than invent a separate authentication mechanism for LIVE, the authentication system provided by SMAPI is used.  You will need to set up authentication information in the AUTHFOR CONTROL file of your SMAPI server.  See the SMAPI documentation for help with this subject.

3.  Starting LIVE


Starting LIVE involves nothing more than starting your application server.

3.1  Starting Tomcat


If you are using Apache Tomcat as your application server, you can usually start it by executing a command similar to the following:

/etc/init.d/tomcat start

You should refer to the documentation for Tomcat or your specific Linux distribution if you need more information
3.2  LIVE Cache Initialization


LIVE caches some frequently used data to reduce load on the z/VM system being managed and increase application responsiveness.  The LIVE cache contains lists of shared memory segments, networks, groups and guests in groups.  One important thing to note is that the cache needs to be filled with data when LIVE is started.  Due to a technical deficiency, the cache cannot be filled until a user logs in.  This means that the first time a user logs in to LIVE after it is started, that user will experience a delay and will have to wait for the cache update to complete.  An appropriate message will be shown to the user and the user will be automatically redirected to their desired page as soon as the cache is updated.  


You may prevent your users from having to deal with the cache update problem by logging in after you start the server; this will trigger the cache update.

4.  Using LIVE
4.1  Login


Log in to LIVE using an authenticated userid and password.  (“Authenticated” meaning that it is part of the Authorization List in z/VM, not just any z/VM logon.)  If you leave your terminal or do not perform commands via LIVE for a period of 30(?) minutes, you will have to log in again (but you will be redirected to the page you were attempting to reach).  For more information on the authorization list in z/VM please see the Systems Management Application Programming guide, Chapter 1 {http://publibz.boulder.ibm.com/epubs/pdf/hcsl8b00.pdf}
4.2  Overall Site Layout
4.2.1  Header


The header contains the name of the system you are working on (i.e. GD2TEST) in large letters.  Since you may have LIVE open in multiple windows for multiple systems, please be sure you are working in the system you want to be making changes to!  


After you’ve logged into the system the header also contains the Update Cache link and the Logout link.  Cache updates are regularly scheduled every 30 minutes, but you can trigger them more often via the Update Cache link.  Update Cache will open a popup window which will refresh automatically and disappear once the cache update is complete (approximately 20 secs.).  The Logout link will simply log you out of the LIVE system.  Please note that logging out will not cancel any pending tasks, but you will not be able to tell if the tasks have completed.

4.2.2  Navigation Bar


Along the left side of your screen is the Navigation Bar, it contains four (4) links:  Guests and Groups, Virtual Networks, Shared Memory and Task Status.  Guests and Groups allows you to create, delete and manage the resources of guests (images, users) on your machine and arrange them in groups.  Virtual Networks allows you to create, delete and manage networks of guests on the same system.  Shared Memory allows you to create, delete and manage memory that two (2) or more guests have access to.  (Please note that this is NOT the same as shared minidisks, which are managed via the Guests and Groups page.)  Finally, Task Status allows you to see your pending, in progress and completed tasks this session.

4.2.3  Green Hierarchy Bar

Below the blue header is the green Hierarchy Bar.  As you navigate through the LIVE website you will notice that this will expand with the path that you have taken to your page (e.g. if you were at the Change Minidisks page, it would display “Guest and Group List « GuestName « Change Minidisks” where Guest and Group List is a link back to the Guests and Group page and GuestName is a link back to the guest’s information page and Change Minidisks is the name of your current page).
4.3  Guests and Groups

The Guests and Groups page is the first page you will see upon login to LIVE.  It has three (3) major elements:  the New guest link, the New group link, and the list of groups.  

4.3.1 Groups List

Groups are ways of organizing the guests on your system.  Groups are supported by SMAPI name lists.  Name lists are stored in a file on the server, and only SMAPI uses them.  Groups can make organizing and finding guests on your system more manageable.  Guests can only be in one group at a time.  The list of groups is expandable so that you can see which guests are in a group.  Next to each guest is either a red square or a green circle.  The red square means that the guest is deactivated (logged off) and the green circle means the guest is activated (logged on).  Please note that you can activate and deactivate guests or they can be logged on or off at a terminal by another user, thus you may see changes in activation status even though you have not done anything with that guest.  To the right of the group name and member list is a collection of actions that you can perform on groups.  These actions are:  Activate Group, Deactivate Group, Delete Group, and Change Members.  For more information on name lists, how they are used and how they are stored in the system, please see the Systems Management Application Programming guide, chapters 1 and 2.  

4.3.1.1 Activate Group

This link allows you to activate (logon) all the members of a group.  Following this link brings you to confirmation page, since activating guests can have unexpected consequences (depending on what is in a guest’s profile). For more information on activating guests please see the Systems Management Application Programming guide, under the call Image_Activate or the CP Commands and Utilities Reference {http://publibz.boulder.ibm.com/epubs/pdf/hcse4b00.pdf} under the command XAUTOLOG.

4.3.1.2  Deactivate Group

This link allows you to deactivate (logoff) all the members of a group.  Following this link brings you to a confirmation page, since deactivating guests will logoff and stop the work of any person using that guest. For more information please see the Systems Management Application Programming guide, under the call Image_Deactivate or the CP Commands and Utilities Reference under the command FORCE.

4.3.1.3 Delete Group

This link brings you to a delete/destroy group page.  Deleting a group simply takes all the members of a group and moves them into (ungrouped), so the group name will no longer appear in the groups list, but all the guests in the group are untouched.  Destroying a group will delete all the guests in the group and remove the group from the groups list.  Please note that destroying a group is a permanent move; there is no way to get the guests you’ve deleted back, unless you recreate each guest individually.  For more information please see the Systems Management Application Programming guide under the calls Name_List_Remove and Image_Delete and the Directory Maintenance Facility Commands Reference {http://publibz.boulder.ibm.com/epubs/pdf/hcsl4b00.pdf} under the operand PURGE.

4.3.1.4 Change Members

The Change Members page lets you select guests that you want to add to the group and deselect any guests you want to remove from the group.  Please note that an empty (member-less) group cannot exist, so if you take all the members out of a group, it will delete that group.  Please also note that guests can only be in one group at a time, so adding a guest to a group automatically removes them from the group they were in.  For more information please see the Systems Maintenance Application Programming guide under the calls Name_List_Remove and Name_List_Add.

4.3.2 New Guest


The New Guest link brings you to the Create Guest page, where you can create a guest by entering all the information necessary.   The information necessary to create a guest (image) is:  Guest Name (up to eight (8) characters) and Password (up to eight (8) characters and must not be the same as the Guest Name).  Optional information for guest creation is:  default memory, maximum memory, guest permissions and group membership.  Default memory is the memory that the guest has when it initially logs on.  Maximum memory is the maximum amount of memory available to a guest.  Guest permissions are either general or privileged, these correspond to the VM permissions classes G for general and * for privileged.  Also, if you know which group you want your new guest (image) to be in, you can do that from the guest creation page.  If you would prefer to copy an existing guest you can clone it from that guest’s information page.  For more information please see the Systems Management Application Programming guide under the calls Image_Create, Image_Replace, Image_Lock and Name_List_Add and the Directory Maintenance Facility Commands Reference under the operands ADD, REPLACE, and LOCK.

4.3.3 New Group


The New Group link brings you to the Create Group page.  You must specify a group name (up to thirty-two (32) characters) and at least one guest to be in that group.  Please note that empty groups cannot be created or exist at all.  Please also note that if you add a guest to this new group, it will remove that guest from its old group.  For more information please see the Systems Management Application Programming guide under the calls Name_List_Add and Name_List_Remove.

4.3.4  Guest Information 


Selecting a guest from the list will take you to that guest’s information page.  At the bottom of the page, in a gray box, is the information about that guest, specifically:  memory (initial and maximum), permission classes (G for general, * for privileged) and group.  The links on the page allow you to change various guest attributes -- activation, minidisks, memory, and password -- and to perform tasks on that guest – clone and delete and to change the guest’s group.  For more information please see the Systems Management Application Programming guide under the call Image_Query.

4.3.4.1  Activate/Deactivate


Activating a guest is equivalent to logging it on.  Please note that some tasks may require a guest to be activated or deactivated to be completed or you may have to deactivate and reactivate a guest in order to see your changes.  Please also note that there is no confirmation page for individual guest activation/deactivation.  For more information please see the Systems Management Application Programming guide under the calls Image_Activate and Image_Deactivate or the CP Commands and Utilities Reference under the commands XAUTOLOG and FORCE.

4.3.4.2  Change Minidisks


From this page you can change the minidisk configuration of a guest.  The page contains a list of the currently allocated minidisks and a link to add more.  The list tells the following information about each minidisk:  virtual address, size (in MB, up to 2,700), access mode, and whether it is password protected.  The access mode can be one of three (3) possibilities:  RR, where the disk is opened in read-only mode, even if someone else has the disk open in write mode; WR where the disk is opened in write mode or read-only mode if another user has the disk opened; or MR where the disk is opened in write or exclusive access or read-only mode if another user has write access to it.  Please note that the list of minidisks comes from the directory statement for the user, so some minidisks may not appear on the list if they come from an INCLUDE statement. 
The add disk function allows you to add a minidisk to a guest’s configuration.  The only required field is size (in MB); optional fields are:  virtual address, type, access mode, read password, write password, and multi password.  If left blank the virtual address will be automatically picked as the guest’s lowest available address.  Type can be minidisk, an equivalent to a hard drive disk; T-DISK a temporary disk that will go away once the guest is deactivated (logged off), or a RAM disk/V-DISK which is a very fast temporary disk.  Read, write and multi passwords are used depending on the access mode.  Please note that for to specify a write password you must also specify a read password and to specify a multi password you must also specify read and write passwords.  
For more information please see the Systems Management Application Programming under the calls Image_Disk_Create and Image_Disk_Delete or the Directory Maintenance Facility Commands Reference under the operands AMDISK and DMDISK or the CP Commands and Utilities Reference under the commands LINK, LOCATE, QUERY MDISK USERID, SEND and DETACH.

4.3.4.3   Change Memory (Storage)


From this page you can change the initial and maximum memory of a guest.  Memory is available in common increments or you can specify your own size.  Please note that it is not allowable to have an initial memory that is greater than the maximum memory.  For more information please see the Systems Management Application Programming guide under the call Image_Replace and the Directory Maintenance Facility Commands Reference under the operand REPLACE.

4.3.4.4  Change Password


From this page you can change a guest’s password. Simply enter the new password (up to eight (8) characters; must be different from the guest’s name).  Please note that LIVE does not allow you to figure out a guest’s current password.  For more information please see the Systems Management Application Programming guide under the call Image_Password_Set and the Directory Maintenance Facility Commands Reference under the operand PW.

4.3.4.5  Clone Guest


From this page you can clone a guest, meaning you can create a new guest with the same characteristics as an existing guest.  The new guest will have the same directory entry as the original with the exception of SPECIAL, DEDICATE and MDISK statements and a different password.  Minidisks will either be recreated, or the disks and their contents will be copied.  Recreated disks will have the same size, passwords, and access mode and on the same volume.  The required fields for cloning a guest are guest name and password (both up to eight (8) characters and they may not be the same).  If you would like to make more than one clone you can choose the Make a family of clones checkbox.  In this case you need to specify the number of clones and a starting number in addition to guest name.  Please note that the guest name with the number cannot exceed eight (8) characters.  For example, if you specified the base name as CLON and you wanted 3 guests starting at number 8 your guests would be: CLON08, CLON09, and CLON10.  All the guests in a family of clones will have the same password.  
Finally you can specify whether to recreate or copy the contents of the original guest’s minidisks. If you choose to recreate the disks you can choose to format the new disks or leave them unformatted.  Formatting will take longer, but it will ensure that there is not any data on the disks initially.  If you are worried about the dissemination of confidential data, formatting is your best option.  Copying the contents will take significantly longer and will return with either an error message or an indeterminate status.  This is because there is a DirMaint error in returning from this function.  The only way to check if the disk copy completed successfully is to log onto the guest and see what the contents of the disk are.  Please note that you are responsible for the dissemination of information via disk copying.   Please also note that you should have the guest deactivated when you clone them because it may cause significant DirMaint and DATAMOVE problems to clone an active guest.  

For more information please see the Systems Management Application Programming guide under the calls Image_Create, Image_Replace, Image_Lock, Image_Disk_Create, Image_Disk_Copy and Name_List_Add and the Directory Maintenance Facility Commands Reference under the operands ADD, REPLACE, LOCK, AMDISK, and CLONEDISK or the CP Commands and Utilities Reference under the commands LINK, LOCATE, QUERY MDISK USERID, and SEND.

4.3.4.6  Delete Guest


Following the delete link will take you to the delete confirmation page.  Deleting a guest is a permanent action, and all the guest’s minidisks and memory will be deleted as well; please be sure that you want.  For more information please see the Systems Management Application Programming guide under the calls Image_Delete and Name_List_Remove and the Directory Maintenance Facility Commands Reference under the operand PURGE.

4.3.4.7  Change Group Membership


Following this link will take you to the Change Group page, where you can select a group for a guest, or you can select the (ungrouped) pseudo-group.  You can also create a new group from this page by entering a new group name.  Please note that guests may only be in one group at any given time, so adding a guest to one group automatically removes it from another.  Please also note that if you remove the last guest the group will be deleted (empty groups cannot exist).  For more information please see the Systems Management Application Programming guide under the calls Name_List_Add and Name_List_Remove.

4.4  Virtual Networks


The Virtual Networks page consists of a list of networks and the New Network link.  You can select a network to view more information.  Please note that at this point all the networks are created as restricted VSwitches; unrestricted VSwitches and Guest LANs are not supported.  This means that your network can have an external connection.  For more information on virtual networks please see the Systems Management Application Programming guide or the Directory Maintenance Facility Commands Reference or the CP Commands and Utilities Reference.  

4.4.1  New Network


The New Network link to takes you to the Create Network page.  To create a network all you need to specify is the network name.  Please note that, unlike groups, networks can be created empty (member-less).  Optional fields are:  Port name, Real device address, and Network members.  Port name is the name used to identify the adapter.  Real device address is the address of a real OSA_Express QDIO device to be used to connect the VSwitch to the virtual adapter.   To allow your VSwitch to have an external connection both of these options must be specified.  The Network members box allows you to check the individual guests (images, users) or groups that you want to be on the network.  Please note that, unlike groups, guests can be in multiple networks at the same time.  Once you select a guest to add to the network you can specify a four (4) digit hexadecimal virtual address for the virtual adapter.  If this field is left blank, LIVE will find a lowest common available virtual address among all the added guests for their virtual adapters.  If you do specify a virtual address please remember that virtual adapters require three (3) consecutive virtual addresses to be free.  (You specify the lowest).  For more information please see the Systems Management Application Programming guide under the call Virtual_Network_VSwitch_Connect or the CP Commands and Utilities Reference under the commands DEFINE, LOCATE, VSWITCH SET, COUPLE and SEND.

4.4.2  Network Information


Once you select a network you will be brought to the Network Information page.  This page displays the members of a network and allows you to change the members of the network or delete the network.  

4.4.2.1  Change Members of a Network


Once you have selected a network, you can change its members via the Change Members page.  You can select guests to add to a network or deselect members to remove them from that network.  Again the box to the right of the guest name is for the virtual device address of the virtual adapter.  If this field is left blank, LIVE will find the lowest virtual address free among the guests to be added to the network.  Please note that if you are going to specify a virtual address for a guest, that guest must have two (2) more free virtual addresses because a virtual adapter requires a block of three (3) virtual addresses.  Please also note that the virtual address chosen will be chosen amongst the guests you are adding; it may be different from the address already picked for the members on a network.  For more information please see the Systems Management Application Programming guide under the calls Virtual_Network_VSwitch_Connect and Virtual_Network_VSwitch_Disconnect or the CP Commands and Utilities Reference under the commands DEFINE, LOCATE, VSWITCH SET, COUPLE, DETACH, and SEND.

4.4.2.2  Network Delete


Following the Delete Network link will bring you to a confirmation page.  Deleting a network will not otherwise affect the guests attached to that network; it will only take away their virtual adapters and delete the network.  Please note that the network will not be deleted if you remove all guests from it.  Empty networks may exist.  For more information please see the CP Commands and Utilities Reference under the commands DETACH.

4.5  Shared Memory


Shared memory (saved segment) is a chunk of memory that is shared between one or more guests (images, users).  The Shared Memory page consists of a list of shared memory segments and a link to create a new shared memory segment.  For more information please see the Systems Management Application Programming guide.

4.5.1  New shared memory segment


The New shared memory segment link takes you to the Create Shared Memory page.  The required fields for creating a shared memory segment are:  name (up to eight (8) characters), size (up to 2047 MB), and at least one member.  For more information please see the Systems Management Application Programming guide under the call Shared_Storage_Create or the CP Commands and Utilities Reference under the commands DEFSEG, SEND, SAVESEG, and PURGE.

4.5.2  Shared memory segment information


This gives you information on the shared memory segment and allows you to delete the segment.  The information includes who is allowed to use the shared memory segment.  LIVE keeps track of the members of a shared segment by keeping access name lists for each segment.  Please note that if you make any changes to saved segments outside of LIVE it will not show up here.  For more information please see the Systems Management Application Programming guide under the call Shared_Storage_Access_Query.

4.5.3 Change guests access for a shared memory segment


The Change Members page lets you select guests that you want to add to the segment and deselect any guests you want to remove from the segment.  Please note that an empty (member-less) segment can exist, so if you take all the members out of a group, it will not delete the segment.  Adding or removing access to a shared segment will also add and remove that guest from the shared segment’s access list (maintained as a name list on the server).  For more information please see the Systems Maintenance Application Programming guide under the calls Name_List_Remove, Name_List_Add, Shared_Storage_Access_Add and Shared_Storage_Access_Remove.

4.5.4  Shared memory segment delete


Following the Delete this segment link will bring you to the delete segment confirmation page.  Deleting a shared memory segment can be dangerous because it also deletes the information stored in the segment.  For more information please see the Systems Management Application Programming guide under the call Shared_Storage_Delete or the CP Commands and Utilities Reference under the commands QUERY and PURGE.

Task Status


The Task Status page displays information on requested tasks.  The information given about tasks is:  status (Pending, In Progress, Completed, Error or Canceled), task (a brief description of your task), result (whether the task completed successfully), time started and time finished (as recorded by LIVE).  Please note that not all the tasks on the status page may have been explicitly requested by you - many queries are done automatically when a page is loaded (e.g. shared storage).  Tasks in blue are in progress, tasks in white are pending, tasks in green have completed successfully, tasks in red have had errors and tasks in gray have been cancelled because a previous task failed.  Some tasks are made up of multiple, smaller tasks (e.g. network creation consists of creating a network and then adding guests to it).  The description of the task will be a link to the breakdown of the task.  Some tasks, such as adding members to a network, are completed in parallel, meaning that if one task fails then the other tasks will still be completed.  Other tasks, such as creating a guest and adding it to a group, are completed sequentially so if the first one fails, all successive tasks will be canceled.


Error messages are SMAPI error messages that have been interpreted via LIVE; as such there may be some error messages that have not been replaced with lexical interpretations.  Usually these will be Directory Manager errors with a four digit reason code.  These reason codes may be looked up in the Directory Maintenance Facility Messages guide {http://publibz.boulder.ibm.com/epubs/pdf/hcsl2b00.pdf} for further information.  If you have tried the command again and the error persists, please see your friendly z/VM system administrator.
�Evan and I are not entirely sure that this is an appropriate section for the installation and use guide.  This topic is covered more fully in the source code guide.





