
Navigating the Web Interface



Logon on to Shopz

• Logon to Shopz and place an order for z/VM Service (PTFs, APARs or 
order an RSU), follow on screen instructions.

• Once the order has been submitted and you have received an email 
saying it is available for download.   

• Select the order you wish to download using the following screen.





• On the Download page, select the option to download using HTTPS.
• On your 3270-session with z/VM, start the GETSHOPZ program. Point 

your browser to the URL shown in the welcome message when the 
GETSHOPZ program is started. The web page uses tab-based 
navigation; the first tab is for “Direct-to-Host” and the second tab is 
to upload service files from your workstation.

• Select the appropriate tab.



Direct to Host transfer using GetShopz

Copy the URLs of the 
Shopz download page 
into the input area in 
the center of the page.



• For each of the download links presented, right-click the link to copy the URL. Then Alt-Tab to your 
GetShopz application, and paste with Ctrl-V into the input area. Alt-Tab to the Shopz page again to 
copy the next URL. When pasting with Ctrl-V, make sure to start each next URL on a new line.





File Integrity Check

The GIMPAF.XML file is a cover letter included in the delivery of your order. It lists the files that make 
up the delivery with their respective SHA fingerprint. The cover letter has a self-contained SHA 
fingerprint. During transfer of the data, the fingerprint for each file is computed and compared with the 
stated fingerprint in the cover letter.

For the actual service files, the corresponding GIMPAF file is stated when the fingerprint matches the 
cover letter.



Workstation Upload process



For the Workstation Upload method, first 
download the packages to your workstation.



When using Edge or Internet Explorer, the DownloadDirector may be helpful to 
download all the files for an order in a separate folder. Otherwise, right-click each 
URL and save the file on your workstation.

Select the files in your file explorer and drag the set of files to the upload area in 
the GetShopz application. Dropping the files there will start the upload. You can 
also drag and drop the files one by one.



Transfer Status

•The Filename column shows the fully qualified name of the file being downloaded or transferred, with the size of the 
(compressed) file.
•The CMS File column shows the (decompressed) file stored on your CMS disk, with the size in blocks. The name of the 
SERVLINK files is chosen such that different orders can still be recognized (by the first four digits of the name) when 
multiple orders are stored on the same disk. The GIMPAF files are given a unique name.
•The transfer rate shown is the average throughput for that file. Combine this with the size of the compressed file to 
guess how long it will take to complete. Understand that blocking of data at various points in the connection may 
produce misleading throughput numbers for small files.
•The Status column shows the result of the file integrity check after transfer as outlined below. When transfer has 
failed, the column may provide additional information about the failure.



File Integrity Check

The GIMPAF.XML file is a cover letter included in the delivery of your order. It lists the files that make 
up the delivery with their respective SHA fingerprint. The cover letter has a self-contained SHA 
fingerprint. During transfer of the data, the fingerprint for each file is computed and compared with the 
stated fingerprint in the cover letter.

For the actual service files, the corresponding GIMPAF file is stated when the fingerprint matches the 
cover letter.



When the files were transferred with GetShopz, the hostname validation of TLS/SSL ensures that 
files were downloaded from the IBM download site. When the fingerprint matches, this is stated as 
Authenticated from dhe.ibm.com and implies that the service files listed in the cover letter are 
genuine.o

For files uploaded from the workstation, the cover letter is still checked. Whether the data uploaded 
is authentic depends on the user workstation security and the process followed. Similar restrictions 
apply when using a proxy to connect to the internet.
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